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YEAR 2000 NOTICE

Juniper Networks hardware and software products are Year 2000 compliant. Junos OS has no known time-related limitations through the
year 2038. However, the NTP application is known to have some difficulty in the year 2036.

SOFTWARE LICENSE

The terms and conditions for using this software are described in the software license contained in the acknowledgment to your purchase
order or, to the extent applicable, to any reseller agreement or end-user purchase agreement executed between you and Juniper Networks.
By using this software, you indicate that you understand and agree to be bound by those terms and conditions.

Generally speaking, the software license restricts the manner in which you are permitted to use the software and may contain prohibitions
against certain uses. The software license may state conditions under which the license is automatically terminated. You should consult
the license for further details.

For complete product documentation, please see the Juniper Networks Web site at www.juniper.net/techpubs.
END USER LICENSE AGREEMENT

The Juniper Networks product that is the subject of this technical documentation consists of (or is intended for use with) Juniper Networks
software. Use of such software is subject to the terms and conditions of the End User License Agreement (“EULA”) posted at
http://www.juniper.net/support/eula.html. By downloading, installing or using such software, you agree to the terms and conditions
of that EULA.
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About the Documentation

« SRC Documentation and Release Notes on page iii
« Audience on page iii

« Documentation Conventions on page iii

« Documentation Feedback on page v

« Requesting Technical Support on page v

SRC Documentation and Release Notes

Audience

For a list of related SRC documentation, see http://www.juniper.net/techpubs/.

If the information in the latest SRC Release Notes differs from the information in the SRC
guides, follow the SRC Release Notes.

This documentation is intended for experienced system and network specialists working
with routers running Junos OS and JunosE software in an Internet access environment.
We assume that readers know how to use the routers, directories, and RADIUS servers
that they will deploy in their SRC networks. If you are using the SRC software in a cable
network environment, we assume that you are familiar with the PacketCable Multimedia
Specification (PCMM) as defined by Cable Television Laboratories, Inc. (CableLabs) and
with the Data-over-Cable Service Interface Specifications (DOCSIS) 1.1 protocol. We
also assume that you are familiar with operating a multiple service operator (MSO)
multimedia-managed IP network.

Documentation Conventions

Table 1Ton page iv defines the notice icons used in this guide. Table 2 on page iv defines
text conventions used throughout this documentation.
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Table 1: Notice Icons

Icon

Meaning

Informational note

Description

Indicates important features or instructions.

Caution

Indicates a situation that might result in loss of data or hardware damage.

Warning

Alerts you to the risk of personal injury or death.

Laser warning

A
4L
&

Alerts you to the risk of personal injury from a laser.

Table 2: Text Conventions

Convention

Description

Examples

Bold text like this

« Represents keywords, scripts, and toolsin
text.

« Represents a GUI element that the user
selects, clicks, checks, or clears.

« Specify the keyword exp-msg.

« Run the install.sh script.

« Use the pkgadd tool.

« To cancel the configuration, click Cancel.

Bold text like this

Represents text that the user must type.

user@host# set cache-entry-age
cache-entry-age

Fixed-width text like this

Represents information as displayed on your
terminal’s screen, such as CLI commands in
output displays.

nic-locators {
login {
resolution {
resolver-name /realms/
login/Al;

key-type LoginName;
value-type Saeld;

¥

Regular sans serif typeface

« Represents configuration statements.

« Indicates SRC CLIcommandsand options
in text.

« Represents examples in procedures.
« Represents URLs.

« system ldap server{
stand-alone;

« Use the request sae modify device failover
command with the force option

« user@host#...

« http://www.juniper.net/techpubs/software/
management/src/api-index.html

Italic sans serif typeface

Represents variables in SRC CLI commands.

user@host# set local-address
local-address

Angle brackets In text descriptions, indicate optional Another runtime variable is <gfwif>.
keywords or variables.
Key name Indicates the name of a key on the keyboard.  Press Enter.
iv Copyright © 2011, Juniper Networks, Inc.
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Table 2: Text Conventions (continued)

Key names linked with a plussign  Indicates that you must press two or more
(+) keys simultaneously.

Press Ctrl + b.

Italic typeface « Emphasizes words.
« Identifies book names.
« |dentifies distinguished names.

« |dentifies files, directories, and paths in
text but not in command examples.

« There are two levels of access: user and
privileged.

o SRC PE Getting Started Guide
« 0=Users, o=UMC
« The /etc/default.properties file.

Backslash At the end of a line, indicates that the text
wraps to the next line.

Plugin.radiusAcct-1.class=\
net.juniper.smgt.sae.plugin\
RadiusTrackingPluginEvent

Words separated by the | symbol  Represent a choice to select one keyword or
variable to the left or right of this symbol.
(The keyword or variable may be either
optional or required.)

diagnostic | line

Documentation Feedback

We encourage you to provide feedback, comments, and suggestions so that we can
improve the documentation. You can send your comments to
techpubs-comments@juniper.net, or fill out the documentation feedback form at
https://www.juniper.net/cgi-bin/docbugreport/ . If you are using e-mail, be sure to include

the following information with your comments:

« Document or topic name
« URL or page number

. Software release version (if applicable)

Requesting Technical Support

Technical product support is available through the Juniper Networks Technical Assistance
Center (JTAC). If you are a customer with an active J-Care or JNASC support contract,
or are covered under warranty, and need post-sales technical support, you can access
our tools and resources online or open a case with JTAC.

« JTAC policies—For a complete understanding of our JTAC procedures and policies,

review the JTAC User Guide located at

http://www.juniper.net/us/en/local/pdf/resource-guides/7100059-en.pdf .

. Product warranties—For product warranty information, visit

http://www.juniper.net/support/warranty/ .

« JTAC hours of operation—The JTAC centers have resources available 24 hours a day,

7 days a week, 365 days a year.
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Self-Help Online Tools and Resources

For quick and easy problem resolution, Juniper Networks has designed an online
self-service portal called the Customer Support Center (CSC) that provides you with the
following features:

« Find CSC offerings: http://www.juniper.net/customers/support/

« Search for known bugs: http:/www2.juniper.net/kb/

« Find product documentation: http://www.juniper.net/techpubs/

« Find solutions and answer questions using our Knowledge Base: http://kb.juniper.net/

« Download the latest versions of software and review release notes:
http://www.juniper.net/customers/csc/software/

« Search technical bulletins for relevant hardware and software notifications:
https://www.juniper.net/alerts/

. Join and participate in the Juniper Networks Community Forum:
http://www.juniper.net/company/communities/

« Open a case online in the CSC Case Management tool: http://www.juniper.net/cm/

To verify service entitlement by product serial number, use our Serial Number Entitlement
(SNE) Tool: https://tools.juniper.net/SerialNumberEntitlementSearch/

Opening a Case with JTAC
You can open a case with JTAC on the Web or by telephone.

« Use the Case Management tool in the CSC at http://www.juniper.net/cm/ .

. Call 1-888-314-JTAC (1-888-314-5822 toll-free in the USA, Canada, and Mexico).

For international or direct-dial options in countries without toll-free numbers, see
http://www.juniper.net/support/requesting-support.html.
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SRC CLI

This document summarizes the SRC command-line interface (SRC CLI).

Configuration statements and operational commands are listed in alphabetical order for the following
components in the SRC PE CLI Command Reference, Volume 1:

. CLland System

. Juniper Networks Database

. SAE

. Network Information Collector (NIC)

. Session State Registrar (SSR)

. Subscriber Information Collector (SIC)
. Volume Tracking Application (VTA)

. SNMP Agent

. SRC Admission Control Plug-In (SRC ACP)
. SRC License Management

. COS Naming Service

Configuration statements and operational commands are listed in alphabetical order for the following
components in the SRC PE CLI Command Reference, Volume 2:

. Service CLI

. Policy CLI

. Subscriber CLI

. Redirect Server

. External Subscriber Monitor

. Application Server

. Dynamic Service Activator

. IP Multimedia Subsystem (IMS)
. Diameter Application

. Juniper Policy Server (JPS)
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CLI and System

The following table summarizes the SRC command-line interface (SRC CLI) for controlling and using the SRC CLI
environment and for managing the C Series Controller. Configuration statements and operational commands are
listed in alphabetical order.

. Configuration commands and statements
. Filter commands
. Operational commands

CLI and System

Configuration Commands and Statements

commit

copy

delete

display set

edit

help configuration

history

insert

interfaces

interfaces name group

interfaces name tunnel

interfaces name unit

interfaces name unit unit-number family inet

interfaces name unit unit-number family inet6 address

load factory-default

load merge




load override

load replace

load set

rename

rollback

routing-options static route

run

save

system accounting

system accounting destination tacplus server server-address

system file-uploading-specifications name

system file-uploading-specifications name ftp

system ipmi

system ipmi user

system java-orb object-adapter

system ldap client

system login

system login class

system login user

system login user user-name authentication

system ntp

system ntp authentication-key

CLI and System
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system ntp broadcast

system ntp multicast-client

system ntp peer

system ntp server

system radius-server

system services

system services editor

system services editor policy-editor

system services netconf ssh

system services ssh

system services web-management http

system services web-management https

system services web-management logger

system services web-management logger name file

system services web-management logger name syslog

system static-host-mapping

system sysloqg file

system syslog file file-name

system syslog host

system syslog host log-host-name

system syslog user

system syslog user user-name

system tacplus-server

top

up

Filter Commands




compare

count

display (changed | running)

display level level

display xml

except

find

last

match

no-more

save

Operational Commands

clear security certificate

clear security certificate-request

clear security ssh

configure

disable

enable

exit

file archive

file checksum md5

file compare

file copy

file create

file delete

file list

CLI and System
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file monitor

file rename

file show

ipmisol close local-session

ipmisol close remote-session

ipmisol open

ping

request disk disable

request disk enable

request disk identify

request disk initialize

request ipmi power

request network discovery

request security enroll

request security generate-certificate-request

request security get-ca-certificate

request security import-certificate

request support information

request system halt

request system install

request system prepare-partitions

request system reboot

request system restore

request system snapshot

request system uninstall

request system upgrade




restart

set cli complete-on-space

set cli directory

set cli language

set cli level

set cli password

set cli prompt

set cli screen-length

set cli screen-width

set cli terminal

set date

set date ntp

show cli

show cli authorization

show cli directory

show cli level

show component

show configuration

show date

show disk status

show interfaces

show ipmi chassis

show ipmi power

show iptables

show ntp associations

show ntp statistics

CLI and System
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show ntp status

show route

show security certificate

show system boot-messages

show system information

show system snapshot

show system users

ssh

start shell

telnet

traceroute
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commit

Syntax

commit <check> <and-quit>

Release Infor mation

Command introduced in SRC Release 1.0.0

Description

Commit the set of changes and cause the changes to take operational effect.
Options

check —(Optional) Verify whether the syntax is correct, but do not apply changes.

and- qui t —(Optional) Exit from configuration mode if the commit operation is successful.

Required Privilege L evel

config-control
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copy
Syntax
copy parentl identifierl (to) parent2 identifier2
Release I nfor mation
Command introduced in SRC Release 3.0.0
Description
Copy an existing configuration statement or identifier.
Options
par ent 1— Path to an existing configuration statement or identifier.

Value—Path of a collection object

i dent i fi er 1— Existing identifier or statement.

Value— ldentifier or statement

Configuration path.
Value

. t o— Transition.

par ent 2— Path to a new configuration statement or identifier.

Value—Path of a collection object

i denti fi er 2— New identifier or statement.

Value— Identifier or statement

Required Privilege Level
10
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delete

Syntax

del ete < force object value >
Release I nfor mation

Command introduced in SRC Release 1.0.0
Description

Delete a configuration statement or identifier. All subordinate statements and identifiers contained within the
specified statement path are deleted with it.

Options

f or ce— Flag indicating that no confirmation is requested before the software clears the
configuration.

Default—false

obj ect — Name of the statement or identifier to delete.

Value—Path of a configuration object

val ue— Value of the statement to delete.

Value—Valid value for selected object

Required Privilege L evel

config-control

12
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display set

Syntax

di splay set <relative>

Release Infor mation

Command introduced in SRC Release 3.1.0

Description

Display the configuration in the format of set commands.
Options

r el at i ve—(Optional) Display the configuration for a hierarchy level in the format of set
commands.

Required Privilege Level

No specific privilege required.

11
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edit

Syntax

edit object

Release I nfor mation

Command introduced in SRC Release 1.0.0
Description

Specify edit level in the configuration hierarchy. This command lets you go directly to the specified edit level; for
example, to [edit system login]. If you specify a path to a level that does not exist, the software creates the path for
you. If you navigate to a different level without creating other statements (for example, by using a top, up, or exit
command), the configuration statement may be deleted.

To edit the configuration statement to which you navigated by using the edit command, use the set, delete,
rename, or insert commands.

Options

obj ect — Edit level; for example, edit system login.

Required Privilege Level

No specific privilege required.

14
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exit

Syntax

exit <configuration-node>
Release Infor mation

Command introduced in SRC Release 1.0.0
Description

Exit from this level in the CLI to the level above. At the top level in configuration mode, exit from configuration
mode.

Alias
quit
Options

confi gur ati on- node—(Optional) Exit from configuration mode.

Required Privilege Level

No specific privilege required.

13
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help

Syntax
hel p <command>
Release I nfor mation
Command introduced in SRC Release 1.0.0
Description
Display help about commands. Enter help followed a command name to view information.
Options
comand—(Optional) Name of command for which to display help help text.

Value—Operational command

Required Privilege Level

No specific privilege required.

16
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help configuration

Syntax
hel p confi guration <object>
Release I nfor mation
Command introduced in SRC Release 1.0.0
Description
Display help for a configuration statement. Enter help followed by the statement to view information.
Options
obj ect —(Optional) Configuration statement or object for which to provide help.

Value—Path of a configuration object

Required Privilege Level

No specific privilege required.

15
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history

Syntax

hi story <cl ear>

Release Infor mation

Command introduced in SRC Release 1.0.0

Description

Display the list of the commands executed—from least recent to most recent.
Options

cl ear —(Optional) Clear command history.

Required Privilege L evel

No specific privilege required.

18
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insert

Syntax

insert parent identifierl (after | before) identifier2
Release I nfor mation

Command introduced in SRC Release 1.0.0

Description

Insert an identifier into an existing configuration hierarchy. You must configure the identifiers before you reorder
them. The insert command does not create new identifiers.

Options
par ent — Path in the configuration hierarchy to an existing configuration statement.

Value— Hierarchy path

i denti fi er 1— Existing identifier.

Value— Name of existing identifier

Ordering of identifiers.
Value

. af t er — Place identifier1 after identifier2.
. bef or e— Place identifierl before identifier2.

i denti fi er 2— New identifier to insert.

Value—Valid value for selected object

Required Privilege L evel

config-control

17
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interfaces

Syntax

i nterfaces name {

di sabl e;
trusted;
}
Hierarchy Level

[edit interfaces]

Release I nformation

Statement introduced in SRC Release 1.0.0

Description

Configure interfaces on the C Series Controller.

Options

nane nanme— Name of interface

Value— Interface name

di sabl e—(Optional) Disable this interface

Editing Level—Basic

t r ust ed—(Optional) Untrusted interfaces can be connected to untrusted networks. If not set,
eth1 will be untrusted, any other interface will be trusted.

Editing Level—Basic

Required Privilege Level

interface

Required Editing L evel

20
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Basic
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interfaces name group

Syntax

i nterfaces name group {
nmode (bal ance-rr | active-backup | bal ance-xor | broadcast | 802.3ad |
bal ance-tl b | bal ance-al b);

downdel ay downdel ay;

updel ay updel ay;

| acp-rate (slow | fast);

mi-nonitoring-interval mi-nonitoring-interval;
interfaces [interfaces...];

primary prinmary;

transmt-hash-policy (layer2 | |ayer34);

Hierarchy Level

[edit interfaces nanme group]
Release Information

Statement introduced in SRC Release 1.0.0
Description

Configure Ethernet group interfaces. Group interfaces let you aggregate network interfaces into a single logical
interface to support Ethernet redundancy.

When you configure group interfaces:

. The group interface name must not be one of the Ethernet interface names (that is, eth0, ethl, eth2,
eth3).

. Ifan Ethernet interface is listed inside a group interface, it must not be configured as an interface by
itself.

. Group interface and tunnel interface configurations are mutually exclusive. You cannot configure both
types at the same time.

Options

node (bal ance-rr | active-backup | bal ance-xor | broadcast | 802. 3ad
| balance-tlb | bal ance-al b) — Grouping mode.

Value

. bal ance- rr — Round-robin policy: Transmit packets in
22
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sequential order from the first available device through the last.
This mode provides load balancing and fault tolerance.

acti ve- backup— Active-backup policy: Create only one device
that is active. A different device becomes active if, and only if, the
active device fails.

When a failover occurs in active-backup mode, bonding will issue
one or more gratuitous ARPs on the newly active device. One
gratutious ARP is issued for the bonding master interface and each
VLAN interface configured above it, provided that the interface has
at least one IP address configured. Gratuitous ARPs issued for VLAN
interfaces are tagged with the appropriate VLAN ID.

This mode provides fault tolerance. The primary option affects the
behavior of this mode.

bal ance- xor — XOR policy: Transmit based on the selected

transmit hash policy. Alternate transmit policies can be selected
with the transmit hash policy option. This mode provides load
balancing and fault tolerance.

br oadcast — Broadcast policy: Transmit everything on all device
interfaces. This mode provides fault tolerance.

802. 3ad— IEEE 802.3ad Dynamic link aggregation: Create
aggregation groups that share the same speed and duplex settings.
Utilizes all devices in the active aggregator according to the 802.3ad
specification.

Device selection for outgoing traffic is done according to the
transmit hash policy, which can be changed from the default
simple XOR policy via the transmit hash policy option. Note that
not all transmit policies may be 802.3ad compliant, particularly in
regards to the packet mis-ordering requirements of section 43.2.4
of the 802.3ad standard. Differing peer implementations will have
varying tolerances for noncompliance.

bal ance-t | b— Adaptive transmit load balancing: Create channel
bonding that does not require any special switch support. The
outgoing traffic is distributed according to the current load
(computed relative to the speed) on each device. Incoming traffic is
received by the current device. If the receiving device fails, another
device takes over the MAC address of the failed receiving device.
bal ance- al b— Adaptive load balancing: Include adaptive
transmit load balancing plus receive load balancing (rlb) for IPV4
traffic, and does not require any special switch support. The receive
load balancing is achieved by ARP negotiation. The bonding driver
intercepts the ARP replies sent by the local system on their way out
and overwrites the source hardware address with the unique
hardware address of one of the devices in the bond such that
different peers use different hardware addresses for the server.
Receive traffic from connections created by the server is also
balanced. When the local system sends an ARP request the bonding
driver copies and saves the peer's IP information from the ARP
packet. When the ARP reply arrives from the peer, its hardware
address is retrieved and the bonding driver initiates an ARP reply to
this peer assigning it to one of the devices in the bond. A
problematic outcome of using ARP negotiation for balancing is that
each time that an ARP request is broadcast it uses the hardware
address of the bond. Hence, peers learn the hardware address of
the bond and the balancing of receive traffic collapses to the
current device. This is handled by sending updates (ARP replies) to

all the peers with their individually assigned hardware address
21
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such that the traffic is redistributed. Receive traffic is also
redistributed when a new device is added to the bond and when an
inactive device is re-activated. The receive load is distributed
sequentially (round robin) among the group of highest speed
devices in the bond.

When a link is reconnected or a new device joins the bond the
receive traffic is redistributed among all active devices in the bond
by initiating ARP Replies with the selected MAC address to each of
the clients. The updelay option must be set to a value equal or
greater than the switch's forwarding delay so that the ARP replies
sent to the peers will not be blocked by the switch.

Editing Level—Basic

downdel ay downdel ay —(Optional) Time (ms) to wait before disabling a device after a link

failure has been detected. This option is valid only for the MII monitor. The downdelay value
should be a multiple of the MIl monitoring interval; if not, it will be rounded down to the
nearest multiple.

Value—Integer in the range 0-2147483647 ms
Editing Level—Basic

updel ay updel ay—(Optional) Time (ms)to wait before enabling a device after a link
recovery has been detected. This option is valid only for the MIl monitor. The updelay value
should be a multiple of the MIl monitoring interval; if not, it will be rounded down to the
nearest multiple.

Value—Integer in the range 0-2147483647 ms
Editing Level—Basic

| acp-rate (slow | fast)—(Optional)Rate at which the link partner is requested to
transmit LACPDU packets in 802.3ad mode. This option is valid only for the 802.3ad mode.

Value

. sl ow— Request partner to transmit LACPDUs every 30 seconds.
. f ast — Request partner to transmit LACPDUs every 1 second.

Editing Level—Basic

mi-nonitoring-interval nii-nonitoring-interval —(Optional) Ml link
monitoring frequency. This option is valid only for the MII monitor.

Value—Integer in the range -2147483648-2147483647 ms
Editing Level—Basic
24
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interfaces [interfaces...]— Ethernetinterfaces in this group.

Value—Text
Editing Level—Basic

primary pri mary—(Optional) Name of device that will always be the active device while it is
available. Only when the primary is off-line will alternate devices be used. This is useful when
one device is preferred over another, for example, when one device has higher throughput
than another. This option is valid only for active-backup mode.

Value—Text
Editing Level—Basic

transmt-hash-policy (layer2 | |ayer34) —(Optional) Transmit hash policy to use
for device selection in balance-xor and 802.3ad modes.

Value

. | ayer 2— Uses XOR of hardware MAC addresses to generate the

hash. The formula is:

(source MAC XOR destination MAC) modulo slave count

This algorithm will place all traffic to a particular network peer on
the same device. This algorithm is 802.3ad compliant.

. | ayer 34— Uses upper layer protocol information, when available,
to generate the hash. This allows for traffic to a particular network
peer to span multiple devices, although a single connection will not
span multiple devices.

The formula for unfragmented TCP and UDP packets is

((source port XOR dest port) XOR ((source IP XOR dest IP) AND
0xffff) modulo slave count

For fragmented TCP or UDP packets and all other IP protocol
traffic, the source and destination port information is omitted. For
non-IP traffic, the formula is the same as for the layer2 transmit
hash policy.

This algorithm is not fully 802.3ad compliant. A single TCP or UDP
conversation containing both fragmented and unfragmented
packets will see packets striped across two interfaces. This may
result in out of order delivery. Most traffic types will not meet this
criteria, as TCP rarely fragments traffic, and most UDP traffic is not
involved in extended conversations. Other implementations of
802.3ad may or may not tolerate this noncompliance.

Editing Level—Basic

Required Privilege L evel
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interface

Required Editing L evel

Basic

26



CLI and System

inter faces name tunnel

Syntax

i nterfaces name tunnel {
mode (ipip | gre | sit);
destination destination;
source source;

key key;
interface interface;
ttl ttl;

}

Hierarchy Level

[edit interfaces nane tunnel]

Release I nfor mation

Statement introduced in SRC Release 1.0.0

Description

Configure a tunnel interface. A tunnel allows direct connection between a remote location and an application
running on the C Series Controller; a tunnel lets you use the redirect server in deployments where the JUNOSe
router does not have a direct connection to the C Series Controller.

Options

nmode (ipip | gre | sit)— Typeoftunnelinterface.

Value

. i pi p— IP-over-1P. Encapsulates IP packets within IP packets.
. gr e— GRE. Encapsulates traffic that uses various routing protocols

within IP.
. Si t —IPv6in IPv4 tunnel

Default— No value
Editing Level—Basic

desti nati on desti nati on— IP address of the remote end of the tunnel.
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Value—IP address
Default— No value
Editing Level—Basic

sour ce sour ce—(Optional) Local IP address, that will not change, to receive tunneled
packets. If you specify a source address, also specify a local interface.

Value—IP address
Default— No value
Editing Level—Basic

key key—(Optional) For a GRE tunnel, a GRE key.

Value—Integer in the range -2147483648-2147483647
Default— No value
Editing Level—Basic

i nterface interface—(Optional) Existing physical interface. If you configured a source
address, specify an interface.

Value— Name of interface.

Example: ethO

Default— No value
Editing Level—Basic

ttl ttl —(Optional) Lifetime of tunneled packets.

Value—Integer in the range 1-255
Editing Level—Basic

Required Privilege L evel
interface
Required Editing Level

Basic
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CLI and System

inter faces name unit

Syntax

interfaces name unit unit-nunber
Hierarchy Level

[edit interfaces name unit]
Release Infor mation

Statement introduced in SRC Release 1.0.0
Description

Configure logical interfaces on a physical Ethernet interface on the C Series Controller. You can create different
units to configure numerous IP addresses on an interface.

Options
uni t - nunber unit - nunber — Number of the unit (logical interface).

Value—Integer in the range 0-16385

Required Privilege L evel
interface
Required Editing L evel

Basic

27



SRC PE 4.2.x CLI Command Reference, Volume 1

inter faces name unit unit-number family inet

Syntax

interfaces name unit unit-nunber famly inet {
addr ess addr ess;
br oadcast broadcast;

Hierarchy Level
[edit interfaces name unit unit-nunber famly inet]
Release Information
Statement introduced in SRC Release 1.0.0
Description
Configure properties for IPv4.
Options
addr ess addr ess—(Optional) IP address with destination prefix for interface.

Value— IP address/destination prefix
Default— No value
Editing Level—Basic

br oadcast broadcast —(Optional) Broadcast address.

Value—IP address
Default— No value
Editing Level—Basic

Required Privilege L evel
interface
Required Editing L evel

Basic
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inter faces name unit unit-number family inet6 address

Syntax
interfaces name unit unit-nunber famly inet6 address address ...
Hierarchy Level
[edit interfaces name unit unit-nunber famly inet6 address]
Release Infor mation
Statement introduced in SRC Release 1.1.0
Description
Configure properties for IPv6.
Options
addr ess addr ess— IP address with destination prefix for interface.

Value— IP address/destination prefix

Required Privilege L evel
interface
Required Editing L evel

Basic

CLI and System
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load factory-default

Syntax

| oad factory-default

Release Infor mation

Command introduced in SRC Release 1.0.0

Description

Load the default configuration supplied with the SRC software.
Required Privilege L evel

config-control
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load merge

Syntax

| oad nmerge filenane <relative> < (bootstrap-only | except-bootstrap) > <fornmat
(text | xm) >

Release I nfor mation
Command introduced in SRC Release 1.0.0
Description
Combine the configuration that is currently shown in the CLI and the configuration in the specified file.
Options
fi | ename— Path and filename of the file on the C Series Controller to load.

Value— Complete filename on the C Series Controller path/filename.

rel at i ve—(Optional) Hierarchy level relative to the current location.

(Optional) Load only bootstrap configuration options or load everyting else except the
bootstrap configuration options. The bootstrap configuration is the set of configuration options
that enable the host as a network host after commiting the configuration. For example, the
bootstrap configuration includes the system hostname, domain-name, domain-search, name-
server, interfaces, routing-options, and SSH host keys.

Value

. boot st rap- onl y— Load only bootstrap configuration options
. except - boot st r ap— Load all configuration in the specified
configuration file except the bootstrap options

Default—all
Introduced in—4.1.0

format (text | xm) —(Optional) Format of configuration file.

Value
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. t ext — Text format
. xm — XML format

Required Privilege Level

config-control
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load override

Syntax

| oad override filename <format (text | xm) >
Release I nfor mation

Command introduced in SRC Release 1.0.0

Description

Discard the entire configuration that is currently shown in the CLI, and load the entire configuration in the
specified file. The statement also marks every object as changed.

Options
fi | ename— Path and filename of the file on the C Series Controller to load.

Value— Complete filename on the C Series Controller path/filename.

format (text | xm) —(Optional)Configuration format.
Value
. text — Text format
« Xxm — XML format
Required Privilege Level

config-control
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load replace

Syntax

| oad replace filenane <rel ative> < (bootstrap-only | except-bootstrap) > <fornmat
(text | xm) >

Release I nfor mation

Command introduced in SRC Release 1.0.0
Description

Replace identifiers or values in a configuration.
Options

fi | enane— Path and filename of the configuration file on the C Series Controller that you
want to load.

Value— Complete filename on the C Series Controller path/filename.

r el at i ve—(Optional) Hierarchy level relative to the current location.

(Optional) Load only the bootstrap configuration or everything else except the bootstrap
configuration. The bootstrap configuration is the set of configuration parameters that enable
the host as a network host after you commit the configuration. For example, the bootstrap
configuration includes the system hostname, domain-name, domain-search, name-server,
interfaces, routing-options, and SSH host keys.

Value

. boot st rap- onl y— Load only the bootstrap configuration

contained in the configuration file
. except - boot st r ap— Load everything else in the configuration

file except the bootstrap configuration

Default—all
Introduced in—4.1.0

format (text | xm) —(Optional) Format of the configuration file.
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Value

. t ext — Text format
. xm — XML format

Required Privilege L evel

config-control

CLI and System
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load set

Syntax
| oad set filenane <relative>
Release I nfor mation
Command introduced in SRC Release 1.0.0
Description
Execute the set of commands listed in the specified file.
Options
fi | ename— Path and filename of the file on the C Series Controller to load.

Value— Complete filename on the C Series Controller path/filename.

rel at i ve—(Optional) Hierarchy level relative to the current location.

Required Privilege Level

config-control
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rename

Syntax

renane parent identifierl (to) identifier2

Release I nformation

Command introduced in SRC Release 1.0.0

Description

Rename an existing configuration statement or identifier.

Options

par ent — Path to an existing configuration statement or identifier.

Value—Path of a collection object

i dent i fi er 1— Existing identifier or statement.

Value— ldentifier or statement

Configuration path.

Value

. t o— Transition.

i denti fi er 2— New identifier or statement.

Value—Valid value for selected object

Required Privilege L evel

config-control
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rollback

Syntax

rol | back

Release Infor mation

Command introduced in SRC Release 1.0.0

Description

Return to a previously committed configuration.

Note: You can enter the rollback command only at the top level of the configuration hierarchy.
Required Privilege Level

config-control
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routing-options static route

Syntax

routing-options static route destination {

next - hop [next-hop...];
reject;

Hierarchy Level

[edit routing-options static route]
Release Infor mation

Statement introduced in SRC Release 1.0.0
Description

Configure static routes to point to routers that connect to other networks to allow connectivity to devices on other
networks.

Options

destination desti nati on— Destination network and mask. To configure the default
route use destination 0.0.0.0/0

Value—Text

next - hop [next-hop...] —(Optional) Address of next hop from the C Series Controller to
the destination.

Value—IP address
D