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Introduction

IN THIS SECTION

General Notes  |  1

Paragon Active Assurance is a programmable test and service assurance solution using software-based
and traffic-generating Test Agents, easily used and delivered from the cloud as a SaaS solution or
deployed on-premise in NFV environments.

These release notes accompany Release 3.2.2 of Paragon Active Assurance Control Center and detail its
new features.

Build numbers:

• Test Agent Appliance: 3.2.1.15

• Test Agent Application: 3.2.1.2

• Plugins: 3.2.1-66

A list of bug fixes is also provided as well as descriptions of limitations and known problems.

These release notes are available on the Paragon Active Assurance Documentation Web page at https://
www.juniper.net/documentation/product/en_US/paragon-active-assurance.

General Notes

Please note that not all features of Paragon Active Assurance are available to every customer; rather,
availability is dependent on what product or service has been purchased.

New and Changed Features

None
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Deprecated Features

None

Known Issues

• Metrics data from SIP tests and monitors will neither be sent out via the Streaming API nor be stored
in TimescaleDB.

Resolved Issues

This section lists limitations that are resolved with this release. The priority of each issue is also
indicated.

• CCA-151 Kafka messages failed to send because Kafka queue was full. (P1 – Critical)

• CCA-153 Automatic TimescaleDB backups consumed all available disk. (P1 – Critical)

• CCC-164 Problems with netrounds-plugin service related to account that had been deleted. (P1 –
Critical)

• CCC-282 Junos TWAMP not allowed by default license after upgrade to 3.2.0. (P1 – Critical)

• CCA-150 Plugins service failed to process Kafka measurement messages. (P2 – High)

• CCA-165 Error message "Monitoring has no group" in SaaS after upgrade to 3.2.0. (P2 – High)

• CCC-257 Templates under "My Templates" could not be shared (no share link present). (P2 – High)

• CCC-258 Problems sending some SNMP alarms. (P2 – High)

• CCC-266 Test Agent search input interpreted as user input by LastPass. (P2 – High)

• NF-7770 Saving enabled plugins failed for a newly created account. (P3 – Medium)
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