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Introduction

IN THIS SECTION

General Notes  |  1

Paragon Active Assurance is a programmable test and service assurance solution using software-based
and traffic-generating Test Agents, easily used and delivered from the cloud as a SaaS solution or
deployed on-premise in NFV environments.

These release notes accompany Release 3.1.1 of Paragon Active Assurance Control Center. This release
is a bug fix release and therefore does not contain any new features.

Test Agent build numbers:

• Test Agent Appliance: 3.1.0.37

• Test Agent Application: 3.1.0.19

• Plugins: 3.1.0-157

A list of bug fixes is also provided as well as descriptions of limitations and known problems.

These release notes are available on the Paragon Active Assurance Documentation Web page at https://
www.juniper.net/documentation/product/en_US/paragon-active-assurance.

General Notes

Please note that not all features of Paragon Active Assurance are available to every customer; rather,
availability is dependent on what product or service has been purchased.

New and Changed Features

None
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Deprecated Features

None

Known Issues

None

Resolved Issues

IN THIS SECTION

Control Center  |  2

Metrics-related  |  3

Test Agent  |  3

Control Center

• NF-7501 TWAMP plugin failed to enable or run in a system with many accounts. (P1 – Critical)

• NF-7622 Generation of PDF report from test failed. (P1 – Critical)

• NF-7649 No alarm was generated when a Test Agent running a monitor task went down. (P1 –
Critical)

• NF-7603 Error displayed in Control Center GUI when sharing a test or monitor including Path trace.
(P2 – High)

• NF-7519 Lots of warnings about "Unexpected metric value type" on enabling Kafka. (P3 – Medium)
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• NF-7567 Errors and warnings occurred during installation of Control Center, for example, "N:
Download is performed unsandboxed as root as file ...". (P3 – Medium)

• NF-7781 Error message "Unable to load" with status 401 appeared on web page of shared test or
monitor. (P3 – Medium)

Metrics-related

• NF-7566 VoIP metrics dropped by metrics service. (P2 – High)

• NF-7571 Plugin named "test" caused lots of errors in logs from metrics service. (P3 – Medium)

• NF-7573 Y.1731 tools were not recognized as plugins by metrics service. (P2 – High)

Test Agent

None

Juniper Networks, the Juniper Networks logo, Juniper, and Junos are registered trademarks of Juniper
Networks, Inc. in the United States and other countries. All other trademarks, service marks, registered
marks, or registered service marks are the property of their respective owners. Juniper Networks assumes
no responsibility for any inaccuracies in this document. Juniper Networks reserves the right to change,
modify, transfer, or otherwise revise this publication without notice. Copyright © 2022 Juniper Networks,
Inc. All rights reserved.
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