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Introduction

Paragon Active Assurance is a programmable test and service assurance solution using software-based and
traffic-generating Test Agents, easily used and delivered from the cloud as a SaaS solution or deployed on-

premise in NFV environments.

These release notes accompany Release 3.0.0 of Paragon Active Assurance. They describe new features,
limitations, and known problems. A list of bug fixes is also provided.

These release notes are available on the Paragon Active Assurance Documentation Web page at https:/
www.juniper.net/documentation/product/en_US/paragon-active-assurance.

New and Changed Features
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NFX150 Added as Officially Supported Test Agent
Hardware

Test Agent Appliances can now be installed on Juniper's NFX150-C-S1 Network Services Platform. The
hardware previously used for preinstalled Test Agents is no longer available for purchase. Please note that
Test Agents will not be sold preinstalled on the NFX150; rather, the installation needs to be done

separately.


https://www.juniper.net/documentation/product/en_US/paragon-active-assurance
https://www.juniper.net/documentation/product/en_US/paragon-active-assurance

Juniper Licensing Alighnment

The licensing for Paragon Active Assurance will be handled somewhat differently from this release onward.
For you as a customer, the new procedure boils down to these steps:

e After you install Control Center, the system will be disabled until a license has been activated.
e You generate a license request in Control Center (as before) in the form of a UUID.
e You log in to the Juniper's EMS Portal and enter the UUID to obtain a text-format license key.

¢ You install the license key in Control Center using the ncc license activate command (as before).

Flexible External IP Support

Control Center used to offer a setting "Use public address" which allowed a Test Agent to act as a server in
measurements, even if it is behind a NAT router. However, this setting has now been replaced with more
flexible external IP support:

e Possible to set in each individual task if the private IP or external IP should be used (the old setting was
configured globally for the Test Agent)

e Works for all interfaces (not just the management interface)

e Uses the last public address by default

e Possible to manually override the external IP used

e  Works for both Test Agent Appliance and Test Agent Application

e Works for both IPv4 and IPvé

Restyling of User Interface

The look and feel of the Control Center user interface has been modified with respect to UX design, fonts,
and color schemes.



Restyling of Technical Documentation

The layout of the in-app help and standalone PDF documents has been redesigned, and names and
wordings have been changed where necessary.

Deprecated Features

IN THIS SECTION

DVB-C | 3

DVB-C

The DVB-C functionality has been dropped. It is no longer possible to create or run DVB-C tests or
monitors.

Known Issues

None

Resolved Issues

This section lists limitations that are resolved with this release. The priority of each issue is also indicated.
e ND-5046 BWPing evaulated thresholds incorrectly when failing to run; P2 (High)

e NF-5635 Domain names without a period were not allowed for HTTP tool; P3 (Medium)



NF-5680 Test Agent Application could get a non-functional secret generated; P3 (Medium)
NF-5708 Test Agent Application and NCC could get stream config out of sync; P3 (Medium)
NF-5734 Non-ASCIl names for Test Agents caused error exceptions in some tools; P3 (Medium)

NF-5748 Test Agent Appliance utils were occasionally failing with "Waiting for results" message; P3
(Medium)

NF-5822 On unregistering a Test Agent with active streams, these streams were still counted as being
in use; P3 (Medium)

NF-5671 VLAN configuration of interface was incorrectly shown in web Ul; P4 (Low)
NF-5740 ConfD failed to provision GPS coordinates with more than 2 decimal precision; P4 (Low)

NF-5864 Reporting of active streams was inconsistent between GUI and REST; P4 (Low)
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