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Introduction

Paragon Active Assurance is a programmable test and service assurance solution using software-based
and traffic-generating Test Agents, easily used and delivered from the cloud as a Saa$S solution or
deployed on-premise in NFV environments.

These release notes accompany Release 3.0.6 of Paragon Active Assurance Control Center. This release
contains a number of new features. A list of bug fixes is also provided as well as descriptions of
limitations and known problems.

These release notes are available on the Paragon Active Assurance Documentation Web page at https:/
www.juniper.net/documentation/product/en_US/paragon-active-assurance.

New and Changed Features

IN THIS SECTION

Configurable TWAMP Sender Port | 1

Improved Dashboard Rendering Performance | 2

Up to 600 Concurrently Running Tasks on Test Agent Appliance | 2
Test Agent Appliance CIS Level 1 Compliant | 2

Modification of Monitors via REST API | 2

Configurable TWAMP Sender Port

The sender (source) port in a TWAMP measurement task has been made configurable. This is useful for
reflectors that require the test and source ports to be known in advance.


https://www.juniper.net/documentation/product/en_US/paragon-active-assurance
https://www.juniper.net/documentation/product/en_US/paragon-active-assurance

Improved Dashboard Rendering Performance

To speed up the presentation on the Control Center dashboard for large sets of monitors, the monitor
list is now by default sorted by a precomputed and cached 15-minute SLA indicator. SLA indicators for
other time intervals can be displayed in parallel on the dashboard.

Up to 600 Concurrently Running Tasks on Test
Agent Appliance

The maximum number of concurrently running tasks (note: not streams) on a Test Agent Appliance has
been increased from 300 to 600. This is of interest particularly for tasks like HTTP which use only one
stream, so that the task count limitation is the constraining factor.

Test Agent Appliance CIS Level 1 Compliant

Security for the Test Agent Appliance has been tightened to make the device CIS Level 1 compliant.

Modification of Monitors via REST API

The REST API has been enhanced to allow updating of an existing monitor, for example with new
parameter settings.

Deprecated Features

None



Known Issues

None

Resolved Issues

This section lists limitations that are resolved with this release. The priority of each issue is also
indicated.

e NF-6241 ncc user-list command threw exception and did not list all users (P3 - Medium)
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