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About the Documentation

» Documentation and Release Notes on page xv
« Documentation Conventions on page xv
« Documentation Feedback on page xvii

« Requesting Technical Support on page xviii

Documentation and Release Notes

To obtain the most current version of all Juniper Networks” technical documentation,
see the product documentation page on the Juniper Networks website at
https://www.juniper.net/documentation/.

If the information in the latest release notes differs from the information in the
documentation, follow the product Release Notes.

Juniper Networks Books publishes books by Juniper Networks engineers and subject
matter experts. These books go beyond the technical documentation to explore the
nuances of network architecture, deployment, and administration. The current list can
be viewed at https://www.juniper.net/books.

Documentation Conventions

Table 1on page xvi defines notice icons used in this guide.
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Table 1: Notice Icons

Icon Meaning Description

o Informational note Indicates important features or instructions.
g Caution Indicates a situation that might result in loss of data or hardware damage.
% Warning Alerts you to the risk of personal injury or death.
% Laser warning Alerts you to the risk of personal injury from a laser.

Q Tip Indicates helpful information.

Q Best practice Alerts you to a recommended use or implementation.

Table 2 on page xvi defines the text and syntax conventions used in this guide.

Table 2: Text and Syntax Conventions

Convention Description Examples

Bold text like this Represents text that you type. To enter configuration mode, type the
configure command:

user@host> configure

Fixed-width text like this Represents output that appears on the user@host> show chassis alarms

terminal screen. R
No alarms currently active

Italic text like this « Introduces or emphasizes important « Apolicy term is a named structure
new terms. that defines match conditions and

« Identifies guide names. actions.

« Identifies RFC and Internet draft titles. ¢ JUnos OS CLI User Guide
« RFC1997,BGP Communities Attribute

Italic text like this Represents variables (options for which  Configure the machine’s domain name:
you substitute a value) in commands or
configuration statements. [edit]

root@# set system domain-name
domain-name

XVi Copyright © 2018, Juniper Networks, Inc.
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Table 2: Text and Syntax Conventions (continued)

Convention

Text like this

Description Examples

Represents names of configuration « To configure a stub area, include the
statements, commands, files, and stub statement at the [edit protocols
directories; configuration hierarchy levels; ospf area area-id] hierarchy level.

or labels on routing platform « Theconsole portis labeled CONSOLE.
components.

< > (angle brackets)

Encloses optional keywords or variables.  stub <default-metric metric>;

| (pipe symbol)

Indicates a choice between the mutually  broadcast | multicast
exclusive keywords or variables on either

side of the symbol. The set of choicesis  (stringl | string2 | string3)
often enclosed in parentheses for clarity.

# (pound sign)

Indicates a comment specified on the rsvp { # Required for dynamic MPLS only
same line as the configuration statement
to which it applies.

[ 1 (square brackets) Encloses a variable for which you can community name members [
substitute one or more values. community-ids ]
Indentionand braces ({}) Identifies a level in the configuration [edit]
hierarchy. routing-options {
static {
; (semicolon) Identifies a leaf statement at a route default {
configuration hierarchy level. nextlhop address;
retain;
1
1

}

GUI Conventions

Bold text like this

Represents graphical userinterface (GUI) « Inthe Logical Interfaces box, select
items you click or select. All Interfaces.

« To cancel the configuration, click
Cancel.

> (bold right angle bracket)

Separates levels in a hierarchy of menu In the configuration editor hierarchy,
selections. select Protocols>Ospf.

Documentation Feedback

We encourage you to provide feedback, comments, and suggestions so that we can
improve the documentation. You can provide feedback by using either of the following
methods:

« Online feedback rating system—On any page of the Juniper Networks TechLibrary site
at https://www.juniper.net/documentation/index.html, simply click the stars to rate the
content, and use the pop-up form to provide us with information about your experience.
Alternately, you can use the online feedback form at
https://www.juniper.net/documentation/feedback/.
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« E-mail—Sendyour comments to techpubs-comments@juniper.net. Include the document
or topic name, URL or page number, and software version (if applicable).

Requesting Technical Support

Technical product support is available through the Juniper Networks Technical Assistance
Center (JTAC). If you are a customer with an active J-Care or Partner Support Service
support contract, or are covered under warranty, and need post-sales technical support,
you can access our tools and resources online or open a case with JTAC.

« JTAC policies—For a complete understanding of our JTAC procedures and policies,
review the JTAC User Guide located at
https://www.juniper.net/us/en/local/pdf/resource-guides/7100059-en.pdf.

« Product warranties—For product warranty information, visit
https://www.juniper.net/support/warranty/.

« JTAC hours of operation—The JTAC centers have resources available 24 hours a day,
7 days a week, 365 days a year.

Self-Help Online Tools and Resources

For quick and easy problem resolution, Juniper Networks has designed an online
self-service portal called the Customer Support Center (CSC) that provides you with the
following features:

« Find CSC offerings: https://www.juniper.net/customers/support/

« Search for known bugs: https:/prsearch.juniper.net/

« Find product documentation: https://www.juniper.net/documentation/

« Find solutions and answer questions using our Knowledge Base: https:/kb.juniper.net/

« Download the latest versions of software and review release notes:
https://www.juniper.net/customers/csc/software/

« Search technical bulletins for relevant hardware and software notifications:
https://kb.juniper.net/InfoCenter/

. Join and participate in the Juniper Networks Community Forum:
https://www.juniper.net/company/communities/

« Open a case online in the CSC Case Management tool: https://www.juniper.net/cm/

To verify service entitlement by product serial number, use our Serial Number Entitlement
(SNE) Tool: https://entitlementsearch.juniper.net/entitlementsearch/

Opening a Case with JTAC
You can open a case with JTAC on the Web or by telephone.

« Use the Case Management tool in the CSC at https:/www.juniper.net/cm/.

. Call1-888-314-JTAC (1-888-314-5822 toll-free in the USA, Canada, and Mexico).
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For international or direct-dial options in countries without toll-free numbers, see
https://www.juniper.net/support/requesting-support.html.
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CHAPTERI1

INntroduction

IP/MPLSView Document Conventions on page 21
IP/MPLSView Initial Landing Page Overview on page 23
IP/MPLSView Main Window Overview on page 25

IP/MPLSView Document Conventions

Document Conventions

Window titles, field names, menu name, menu options, and graphical user interface
buttons are represented by a bold font.

Command -line text is indicated by the use of a constant width type.

Keyboard, Window, and Mouse Terminology and Functionality

Window. Any framed screen that appears on the interface.

Cursor. The symbol marking the mouse position that appears on the workstation
interface. The cursor symbol changes; for example, in most cases, it is represented as
an arrow; in a user-input field, the cursor symbol is represented as a vertical bar.

Click. Refers to single clicking (pressing and releasing) a mouse button. Used to select
(highlight) items in a list, or to press a button in a window.

Double-click. Refers to two, quick clicks of a mouse button.
Highlight. The reverse-video appearance of an item when selected (via a mouse click).

Pop-up menu. The menu displayed when right-clicking in or on a specific area of a
window. Move the cursor and click the mouse button to make a selection.

Pull-down menu. The Main Window window menus on the tool bar. Move the cursor
and click the mouse button to make a selection.

Radio button. An indented or out-dented button that darkens when selected.
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The Keyboard

The Mouse

« Check box. A square box inside of which you click to alternately check or uncheck the

box; a check mark symbol is displayed inside the box when it is “checked.” The check
mark symbol disappears when the box is “unchecked.”

. Navigation. When you type text into a field, use the <Tab> key or the mouse to move

to the next logical field. Click inside a field using the mouse to move directly to that
field.

- Gray or Grayed-out. A button or menu selection is described as gray or grayed-out
when it is inactive or inaccessible.

6 NOTE: Inthe documentation, mouse button means left mouse button
unless otherwise stated.

The cursor keys located on the lower two rows of this keypad perform cursor movement
functions for the window cursor. They are labeled with four directional arrows on the key
caps. IP”MPLSView makes use of these keys for cursor movement within files.

The following keys or key combinations can be used in the except where noted:

« Click on a file then hold down the <Shift> key while clicking on another file to select
the file first clicked on and all files in between.

« Click onafile and then hold down the <Ctrl> key while clicking on another file to select
the file first clicked on and the file next clicked on without selecting any of the files in
between. You can continue to <Ctrl>-click to select additional, single files.

The following terms describe operations that can be performed with the mouse.

« Point. Position a mouse pointer (cursor) on an object.

« Click. Quickly press and release the left mouse button without moving the mouse
pointer.

« Right-click. Quickly press and release the right mouse button without moving the mouse
pointer.

« Double-click. Quickly click a mouse button twice in succession without moving the
mouse pointer.

« Press.Hold down the mouse button. (Unless otherwise specified, the left mouse button
is implied.)

. Release. Release a mouse button after it has been pressed.

« Drag. Move the mouse while a mouse button is pressed and an item is selected.

22
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Informational Notes, Cautions, and Warnings

Informational notes are special notes placed in a document to alert you of an important
point.

0 NOTE: Thisis an informational note.

Instances where there is the possibility of inconvenience, temporary loss of functionality,
unwanted data loss, or other undesirable outcomes are indicated as Caution notes.

A CAUTION: This is a caution-type note.

A Warning note indicates very important information which needs to be followed to avoid
risk of permanent hardware or software damage or personal injury.

a WARNING: This is a warning-type note.

Changing the Size of a Window

Moving a Window

You can change the size of windows (with some exceptions such as dialog boxes) by
pointing to a border or corner of the window’s frame, pressing the left mouse button, and
dragging the window’s frame until the window has reached the desired size. You also
can click on the minimize, maximize, and exit buttons in the upper right-hand portion of
the window:

You can move a window by pressing your mouse down when your pointer is on a window'’s
top border. Keep your mouse’s left button pressed down and drag the selected window
to the place of your choice. When you are satisfied, release the mouse button.

IP/MPLSView Initial Landing Page Overview

To access the IP/MPLSView user interface, type the host external IP address, followed
by port number 8091 or 8443 in the address bar of your browser, for example,
http://192.168.153.29:80091.

The initial landing page for IP/MPLSView is displayed. Figure 1 on page 24 shows the
initial landing page.
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Figure I: Initial Landing Page
Juniper Goto s e

&

Web Portal Run IP/MPLSView

From the initial landing page, click Web Portal. The Login dialog box is displayed.
Figure 2 on page 24 shows the Login dialog box.

Figure 2: Login Dialog Box

User Name: wandl

Password:

Choose Language: English (United States) -

Do not load topology
+ Remember Settings

o Fesct IR

The default language is English (United States). To change the language the first time
you log in, select Choose Language > Chinese (Simplified) or Choose Language > Russian.
Select Do not load topology to not load the topology map. Select Remember Settings to
save the selection.

Enter your login credentials and click Submit to display the main window of the
IP/MPLSView Web interface. For information about the Run IP/MPLSView option, see
the IP’MPLSView Java-based Graphical User Interface Reference.

Figure 3 on page 25 shows the main window of the IP/MPLSView Web interface.
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Figure 3: Main Window
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Related
Documentation

IP/MPLSView Main Window Overview

« IP/MPLSView Main Window Overview on page 25

This topic describes the main window of the IP/MPLSView Web interface, the workspace
from which all IP’MPLSView windows are launched or opened.

Figure 4 on page 25 shows the main window of the IP/MPLSView Web interface.

Figure 4: Main Window

Hello, wandl
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The main window consists of the following elements: menus, topology map panes, and
network information tables. Note that many functions and features do not become
available until a network is loaded. Menu options may also vary depending on your license,

user permissions, or modules.

Table 3 on page 26 describes each element in the main window.

Table 3: Main Window Drop-down Menus

Element Name

Description

Link to More Information

Topology Map The topology map is a graphical representation of the baseline “Topology Map Window Overview”
network. IP/MPLSView can display the topology in several views,  on page 29
depending on the network.
“Topology Map Right Pane” on
page 30
Topology Map Left The left pane of the topology map contains expandable menus “Topology Map Left Pane” on
Pane for filtering what is and is not displayed in the map. Menu selections  page 33

include: Options, Types, Groups, Protocols, Events, AS, ISIS Areas,
OSPF Areas, Links status, and Device/Network Performance.

Network Menu

The Network menu provides comprehensive details on network
elements, such as nodes, links, interfaces, and tunnels. Detailed
information is available on services, protocols, and paths.

“Main Window Network Menu” on
page 83

Configuration Menu

Fault Menu

The Configuration menu provides access to configuration files,
network data, network reports, integrity check reports, and
hardware inventory reports.

The Fault menu provides access to the Event Browser, event
summary reports, event charts, and event options.

“Main Window Configuration Menu”
on page 95

“Main Window Fault Menu” on
page 109

Performance Menu

The Performance menu provides access to traffic-related features
such as live traffic, aggregated traffic, live VPN traffic, real-time
status, real-time usage, the Traffic Collection Manager, device
performance, network performance, diagnostics and reports.

“Main Window Performance Menu”
on page 127

Reports Button

The Report menu is used to access the Report Manager which
contains detailed network, tunnel, simulation, configuration, and
user-customized reports.

“Main Window Reports Window”
on page 193

Admin Button

The Admin button displays the Administration pane. From which
you can access log files, login statistics, a system monitor, and
release information. These functions are normally used by
IP/MPLSView administrators.

“Main Window Admin Button” on
page 165

Tools Menu

The Tools menu provides access to the Task Manager, MIB
Browser, device profiles display, the User Administration functions
and a file browser.

“Main Window Tools Menu” on
page 177

Help-About Menu

Displays the About window. Displays the IP/MPLSView
documentation Web page. Launches the IP/MPLSView client using
Java WebStart technology.

“Main Window Hello Menu and
Help-About Menu” on page 197

26
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Table 3: Main Window Drop-down Menus (continued)

Element Name Description

Network Node Table  Displays a list of the nodes in your network. Clicking on a node
highlights it on the map.

Link to More Information

“Main Window Node Table” on
page 41

Network Link Table Displays a list of links for the selected subview. Clicking on a link
highlights it on the map.

“Main Window Link Table” on
page 44

Network Tunnel Displays the node name, IPv4 address, and IPv6 address for the “Main Window Tunnel Table” on

Table node A and node Z endpoints of a tunnel. page 47

Hello Menu Hello menu is used to logout. “Main Window Hello Menu and
Help-About Menu” on page 197

Help-About Menu Help About menu is used to displays the software revision, license

limits, license expiration date, and the licenses enabled. The Help
About menus is used to launch the Java-based user interface.

Related . IP/MPLSView Initial Landing Page Overview on page 23

Documentation

Copyright © 2018, Juniper Networks, Inc.
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CHAPTER 2

Topology Map Window

« Topology Map Window Overview on page 29
« Topology Map Right Pane on page 30
« Topology Map Left Pane on page 33

Topology Map Window Overview

This topic describes the topology map window of the IP/MPLSView Web interface.

The topology map is the main work area in IP/MPLSView and displays important link
and node properties. Links are color-coded according to a specified link property such
as protocol, events, or status. Links can be displayed by link utilization. Nodes are displayed
as icons differentiated by vendor.

The topology incorporates collapsible node-group views. You can also view node locations
on the world map.

Topology Map Window Layout

The topology map window is divided into two areas. The left pane is used to change the
settings of the topology view. The right pane map displays the network. Right-clicking
on the map opens a pop-up menu for more functions. Move the map by holding the left
mouse button and dragging. Zoom in and out by using the mouse scroll wheel.

Figure 5 on page 30 shows the topology map window layout.
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Documentation

Figure 5: Topology Map Window
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You can close the left pane or network information tables by clicking the arrow tabs at
the left or bottom of the topology map window right pane.

« IP/MPLSView Main Window Overview on page 25

. Topology Map Right Pane on page 30

Topology Map Right Pane

The topology map is a graphical representation of the baseline network. IP/MPLSView
can display the topology in several views.

Figure 6 on page 30 shows the topology map right pane with some additional pop-up
displays.

Figure 6: Topology Map Right Pane

Traffic updated at 2016-08-05 15:13:26

e
wmx101-p108
u Comm
0% 100% b
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The topology map pane has the following capabilities:

. The color of the links indicates the real-time link utilization. Click on the utilization
legend to adjust the utilization percent for each color.

« Whenthecursoris positioned over a network element in the topology map, the network
element label is displayed.

« When you double-click a network element in the topology map, a description of the
element is displayed in a pop-up window in the map pane.

« When you right-click a network element in the topology map, a pop-up menu of
additional actions is displayed. For example a router element might display actions
such as Show Config, Run CLI, Diagnostic Manager, Traceroute, Real Time Tunnel
Traffic, Real Time Performance, Protocol Status, Events at Node, Historical Device
Performance, Historical Network Performance, Interfaces at Node, Tunnels Starting
at Node, and Tunnels On or Thru Node. A link element might display actions such as
Traffic Chart, Real Time Tunnel Traffic, and Tunnels On or Thru Node.

« Tozoomin orout, click the + or - icons in the upper right corner. Alternatively, use your
mouse wheel.

« Toselect a group of nodes and links, Shift click and drag a rectangle around the nodes
and links you want to select. Alternatively, Shift Click and select individual elements.
You can also Shift Click and select multiple nodes.

« Torecenter the elements in the pane, click the bulls eye icon in the upper right corner.

. To move all elements at the same time, click, hold, and drag the elementsin the
topology map pane.

0 NOTE: Whenyou move nodesinthe map area, you are changing the graphical
coordinates rather than the geographical coordinates. Graphical coordinates
are the positions of the nodes in the topology window. Geographical
coordinates are positions of the nodes according to actual physical locations
(for example, latitude and longitude).

The Topology Map Right-Click Menu
When you right-click in the topology map right pane, a menu is displayed.

Figure 7 on page 32 shows the topology map right-click menu.
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Related
Documentation

Figure 7: Topology Map Right-Click Menu
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Group selected nodes
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Auto Grouping

Circle selected nodes
Distribute selected nodes

Straighten selected nodes

Reload Network

From the topology map right-click menu, you can select the following:

Distribute All Nodes—The system repositions the elements in an equally distributed
manner.

Save Map Layout—Save the current map layout to the map view entry that has been
marked as Default. If there is no map view marked as Default, then it automatically
loads that saved map layout the next time the topology is loaded.

Select All Nodes—Select all nodes in the map.
Refresh Utilization—Update the utilization display with the most recent information.

Group/Ungroup selected nodes—Collapse the selected nodes under a group icon.
Double-click the group icon to expand the group.

Auto Grouping—In the AutoGroup window, select how the nodes should be grouped.
Selectionsinclude AS, ISIS Area, and Regular Expression. Selecting Regular Expression
allows you to specify hostnames, IP addresses, or node types to match. Nodes
matching the expression are collapsed under a group icon. Double-click the group
icon to expand the group.

Reload Network—Reloads the latest network topology from the server. A timestamp is
displayed in the upper right of the map.

« Topology Map Window Overview on page 29
. Topology Map Left Pane on page 33

« Main Window Node Table on page 41

. Main Window Link Table on page 44

« Main Window Tunnel Table on page 47

32
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Topology Map Left Pane

The IP/MPLSView topology map can display the topology in several ways. The left pane
of the topology map window controls what is displayed in the topology map right pane.

Figure 8 on page 33 shows the topology map left pane menu.

Figure 8: Topology Map Left Pane Menu

Options -

Metwerk Summary
Options
Types
Groups
Sites
Protocols
Events

AS

ISIS Areas
OSPF Areas
Link Status

Device/Network Performance

Topology Map Left Pane Network Summary

Select Network Summary to display high-level information about the types of devices in
your network by vendor or model.

Figure 9 on page 34 shows the Network Summary Pane.
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Figure 9: Network Summary Pane
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Network Elements

Mouse over a section of the pie chart to display the number of nodes for that vendor.

Expand the Network Elements pane to display the total number of nodes, links, tunnels,
and interfaces in your network.

Options

Use the Options menu to select which labels are displayed in the topology map, how
links and paths are displayed, and whether to display utilization and a background map.

Figure 10 on page 35 shows the topology map left pane Options menu.
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Figure 10: Topology Map Left Pane Options Menu
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Table 4 on page 35 describes each option.

Table 4: Topology Map Left Pane Options

Item Description

Show Node Labels Displays or hides the node labels configured for each node.

Show Link Labels Displays or hides the link labels.

Draw Multi-links as Curve Toggles between displaying parallel links as a single line or as multiple lines.

Draw Path as Curve Toggles between displaying multiple paths between a given node pair as a single

line or as multiple lines.

Link Utilization Displays the measured link utilization using the colors of the color bar.

Country Map Displays or hides a background image. The default image is a world map.

Topology Map Left Pane Menus

Figure 11 on page 35 shows the remaining topology map left pane menus.

Figure 11: Topology Map Left Pane Menus
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Table 5 on page 36 descries each of the remaining topology map left pane menus.
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Table 5: Topology Map Left Pane Menus

Menu ltem Description

Types A list of vendors. Select a vendor from the list to display that vendor’s nodes in the topology map.

Groups An expandable list of nodes organized by groups. Select a node in the list to highlight it in the
topology map.

Sites An expandable list of sites. Select a site from the list to highlight it in the topology map.

Protocols A list of protocols. Select a protocol from the list to display links in the topology map that transport
that protocol.

Events A list of event severities. Select the severity you want, and the nodes in the topology map with
events of that severity display a count of events in the color of the severity.

AS Alist of BGP autonomous system numbers. Select an AS from the list to color nodes in the topology
map that are members of that AS.

ISIS Areas and OSPF The IS-IS areas menu item displays a list of I1S-IS area numbers. The OSPF Areas menu displays a

Areas list of OSPF area numbers. Select an area in from the list to color and display nodes and links in
the topology map that are in that area.

Link Status Displays or hides links that are in the Up state.

Device/Network Select CPU Usage, CPU Temperature, Memory Usage, or Link Latency to change how nodes and

Performance links are colored and displayed in the map.

The colors indicate a range of values in percent or absolute values automatically calibrated based
on the type of measurements. You can change the range by double-clicking the color legend in the
topology pane.

Double-click the highlighted element in the topology to display the measured value or chart the
values over time.

Topology Map Left Pane Layout Menu

Use the topology map left pane Layout menu to change the way the map icons are
arranged. The Layout menu is available when the left pane Options menus is selected.

Figure 12 on page 36 shows the topology map left pane Layout menu.

Figure 12: Topology Map Left Pane Layout Menu
Group selected nodes
Ungroup selected nodes

Circle selected nodes
Distribute selected nodes

Straighten selected nodes
Reset by Lat and Lon

Manage Layouts

36

Copyright © 2018, Juniper Networks, Inc.



Chapter 2: Topology Map Window

Table 6 on page 37 descries the topology map Layout menu items.

Table 6: Topology Map Left Pane Layout Menu

Menu Item Description

Group selected nodes

Ungroup selected nodes

To group nodes and links, Shift-click and drag a rectangle around the nodes and links you
want. Select Layout > Group selected nodes. A Group Name dialog is displayed. Type the
name of the group and click OK. The nodes icons are replaced with a group icon in the
topology map. To expand the group, Select Layout > Ungroup selected nodes or use the
topology map left pane Groups menu.

Circle selected nodes

To arrange selected nodes in a circle, Shift click and drag a rectangle around the nodes and
links you want. Select Layout > Circle selected nodes.

Distribute selected nodes

To distribute nodes in a non-circular or non-straighten layout, Shift-click and drag arectangle
around the nodes and links you want. Select Layout > Distribute selected nodes.

Straighten selected nodes

Reset by Lat and Lon

To arrange selected nodes onto a equally-spaced horizontal line, select Layout > Straighten
selected nodes.

To position selected nodes by latitude and longitude, select the nodes you want. Select
Layout> Reset by Lat and Lon.

This functionis useful when you want to view the network inits geographical layout according
to previously specified latitude and longitude values.

Manage Layouts

To save, edit, or load a topology map view, select Layout > Manage Layouts.

When you select Layout > Manage Layouts, the Map View dialog box is displayed.

Figure 13 on page 38 shows the Map View dialog box and the Save Map dialog box.
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Figure 13: Map View and Save Map Dialog Boxes
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Sharnd MNALENRT2 Addmin NAE Na 22 LA i
s~} | |

Type: (=) Shared ) Private

MNarme:

Description:

To save a map view, select Save. The Save Map dialog box is displayed. Select Private
or Shared and type a name and description. Click OK. After you save a map view, it is
listed in the Map View dialog box.

To make a view the default view when IP/MPLSView is started, check Default.
To change the view name or description, select Edit > Rename or Edit > Change Description.

To load a previously saved map view, select the view in the Map View dialog box and
click Load.

To delete a previously saved map view, select the view in the Map View dialog box and
click Delete.

Topology Map Left Pane Settings Menu

Use the topology map left pane Settings menu to set node labels, link labels, and adjust
the utilization legend. The Settings menu is available when the left pane Options menus
is selected.

Figure 14 on page 39 shows the topology map left pane Settings menu and the dialog
boxes for node and link labels.
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Figure 14: Topology Map Left Pane Settings Menu and Dialog Boxes

Configure Node Label
Configure Link Label
Change Utilization Setting

Layout ~ Settings ~

To set which type of label is used for nodes, select Settings Configure Node Label. A
Settings Label By dialog box is displayed. Select Name, Hostname, IP Address, or ISIS

Name

* Hostname
IP Address
ISIS System |D

Name

Node Name A-Z

IPAZ

Interface A-Z

Bandwidth A-Z
= RSVP Ul A-Z

System ID, and click OK. The labels are stored in the /u/wandl/data/.network/nodeparam.x

file.

To set which type of label is used for links, select Settings Configure Link Label. A Settings
Label By dialog box is displayed. Select the label you want and click OK. The A-Z selection
identifies the nodes at each end of the link.

Table 7 on page 39 describes the link label settings.

Table 7: Link Label Settings

Menu Item Description

Name The link is labeled with the node A hostname and the physical and logical interface
identifier.

Node Name A-Z The link is labeled with the node A and node Z hostnames.

IPA-Z The link is labeled with the node A and node Z IP addresses.

Interface A-Z Thelink is labeled with the node A and node Z physical and logical interface identifiers.

Bandwidth A-Z The link is labeled with the configured bandwidth.

RSVP Util A-Z The link is labeled with the RSVP bandwidth.

To change the percent utilization for each color, select Settings > Change Utilization

Setting. The Utilization slider bar is displayed. Figure 15 on page 40 shows the Utilization

slider bar.
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Figure 15: Utilization Slider Bar

Adjust the percentages for each color and close the slider bar. The legend in the topology
map is updated.

Related . Topology Map Window Overview on page 29

Documentation . Topology Map Right Pane on page 30
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Main Window Tables

- Main Window Node Table on page 41

« Main Window Link Table on page 44

« Main Window Tunnel Table on page 47
« Main Window SRLG Table on page 49

Main Window Node Table

The IP/MPLSView main window has network information tables that contain detailed
information about nodes, links, tunnels, and shared risk link groups (SRLGs).

Figure 16 on page 41 shows the main window Node table.

Figure 16: Main Window Node Table

Node

Name Hostname IP Address T | IPv6 0S5 Version ISIS Area ISIS System ID MIP Source

VMX101 wvmx101 10.0.0.101 MX960 15.1F-2016._ 43.0010 0100.0000.0101 172.25.159. 1722515915 *

VMX102 wmx102 10.0.0.102 MX960 15.1F-2016... 49.0010 0100.0000.0102 172.25159....  172.25.159.13..

VMX103 wmx103 10.0.0.103 MX960 15.1F-2016... 49.0010 0100.0000.0103 172.25159....  172.25.159.13..

VMX101(P1... vmx101-p105  10.0.0.105 MX960 15.1F-2016.. 49.0010 0100.0000.0105 172.25.159... 172.25.159.15..

VMX101(P1 vmx101-p106  10.0.0.106 MX960 15.1F-2016. 49.0010 0100.0000.0106 172.265.159. 1722615915 ¥
Page 1 |of1 c -] Displaying 1 - 150 of 150

Each column head has a menu. From the menu within each column, the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 8 on page 41 describes the Node table columns.

Table 8: Main Window Node Table Columns

Column Name Description

Name Displays the name of the node. If the node is a logical system configured on a physical device,
the logical system name is displayed in parentheses.

Hostname Displays the name of the node. If the node is a logical system configured on a physical device,
the logical system name is hyphenated.

IP Address Displays the IPv4 address of the node.
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Table 8: Main Window Node Table Columns (continued)

Column Name Description

IPv6 Displays the IPv6 address of the node if configured.

Type Displays the name of the node vendor.

OS Version Displays the release number of the node operating system.

AS Displays the BGP autonomous system number of the node, if configured.

ISIS Area Displays the IS-IS area number of the node, if configured.

ISIS System ID Displays the IS-IS system identifier number of the node, if configured.

RP Displays the IPv4 address of the multicast rendezvous point.

MIP Displays the management IP (MIP) address, if configured. This is the IP address that was used

from the router profile to collect information for this router.

Source Displays the source of the information displayed in the table, if configured. This might be the
filename of the node configuration file (172.25.159.157VMX101.cfg) or the SNMP host discovery
file (172.25.159.157.snmp).

Double clickan node in the table to display the Node details window. Figure 17 on page 43
shows the Node details window.
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Figure 17: Node Details Window

+ B isis Name T Value
+- I links hostName vmx 101
| i@ d VMX101
MINOR -3 ipva 10.0.0.101
WARNING - 2 isisArea 49.0010
- |astSeventy : "MINOR"™ o
isisld 0100.0000.0101
. starts - 1470432493419
sethome - “omelr- mgmt_ip 172.25.159.157
y "vmx1-u1" name VMX101
S ¥
e 10.0.0.101" nodeld 10.0.0.101
- isisArea - "49.0010" nodelndex 13
— isisld - "0100.0000.0101" nodeType MX360
- mgmt_ip - "172.25.159.157" os JUNOS
- name - "VMX101" osver 15.1F-20160420.0
- nodeld - ™0.0.0.101" router_|D WMX 101
- nodelndex - 13 source 172.25.159.157.VMX101....
- nodeType : "MX960" vendor JUNIPER

- 08 : "JUNOS"

- osver : "15.1F-20160420.0"

- router_ID : "VMX101"

- source : "172.25.159.157. VMX101.cfg"
- yendor : "JUNIPER"

Expand the lists in the left pane to display additional information about the protocols,
links, and trap events configured on or associated with this node. Select the information
in the left pane to display that same information in the right pane. This is useful when
there are multiple elements, such as protocols, displayed in the left pane.

Select a node in the table, right-click, and select Display Total Traffic Chart to display the
total node traffic chart. select Display Tunnel Traffic Chart to display the node tunnel
traffic chart. Figure 18 on page 44 shows the total node traffic chart for bothingress traffic
and egress traffic.
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Figure 18: Total Node Traffic Chart
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In the chart window, you can use the controls at the top of the window to reload the
chart, select the date, reset the zoom, save the chart as an image, export to Excel, select
the chart time period, select the chart style, show or hide the data points, and enable
automatic refresh. Hold your mouse pointer over a data point to display a pop-up pane
that shows the time and traffic value. Drag your mouse over a section of the chart to
zoom in.

The table in the lower pane displays the time the traffic sample was taken and the bits
per second reported for the sample.

Related . Topology Map Window Overview on page 29
Documentation « Main Window Link Table on page 44

« Main Window Tunnel Table on page 47

Main Window Link Table

The IP/MPLSView main window has network information tables that contain detailed
information about nodes, links, tunnels, and shared risk link groups (SRLGs).

Figure 19 on page 45 shows the main window Link table.
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Figure 19: Main Window Link Table

Node Link Tunnel

Name Status Node A Node Z IPAT Pz Interface A Interface Z BW AZ BW ZA
VMX101_ge 0. Up vmx101 vmx102 10.101.102.1 10.101.102.2  ge-0/0/D.12 ge-0/0/0.12 1.0G 1.0G -
VMX101_ge 0. Up vmx101 vmx101-p105  10.101.105.1 10.101.105.2  ge-0/0/0.15 ge-0/01.15 1.0G 1.0G
VMX101(P105)... Up vmx101-p105  vmx102 10.102.105.2 10.102.105.1 ge-0/0/1.25 ge-0/0/0.25 1.0G 1.0G
VMX101(P106)... | Up vmx101-p106  vmx102 10.102.106.2 10.102.106.1 ge-0/0/1.26 ge-0/0/0.26 1.0G 1.0G
VMX101(P107)... Up vmx101-p107  vmx103 10.103.107.2 10.103.107 1 ge-0/0/1.37 ge-0/0/0.37 1.0G 1.0G i
Page |1 of1 C' & Displaying 1- 178 of 178

Each column head has a menu. From the menu within each column, the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 9 on page 45 describes the Link table columns.

Table 9: Main Window Link Table Columns

Column Name Description

Name Name of the link.

Status Status of the link.

Node A Name of node A at one end of the link.

Node Z Name of node Z at one end of the link.

IPA |IP address of node A at one end of the link.

Pz IP address of node Z at one end of the link.

Interface A Physical and logical interface on node A at one end of the link.
Interface Z Physical and logical interface on node Z at one end of the link.

BW AZ Allocated bandwidth from node A to node Z.

BW ZA Allocated bandwidth from node Z to node A.

Util AZ Percent of link bandwidth utilized by the traffic from node A to node Z.
Util ZA Percent of link bandwidth utilized by the traffic from node Z to node A.

Double click a link in the table to display the link details window. Figure 20 on page 46
shows the Link details window.

Copyright © 2018, Juniper Networks, Inc. 45



IP/MPLSView Web-Based Graphical User Interface Reference

Related
Documentation

Figure 20: Link Details Window
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- linkIndex : 58 TEColor?
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- origTgtidx : 50

- greidx - 12

- tgtidx : 50

Expand the lists in the left pane to display additional information about the interface the
link is coming from (endA), the interface the link is going to (endZ), the interface utilization
at each end of the link, the node the link is coming from, and the node the link is going
to. Select the information in the left pane to display that same information in the right
pane. This is useful when there are multiple elements, such as links, displayed in the left
pane.

« Topology Map Window Overview on page 29
« Main Window Node Table on page 41

46
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. Main Window Tunnel Table on page 47

Main Window Tunnel Table

The IP/MPLSView main window has network information tables that contain detailed
information about nodes, links, tunnels, and shared risk link groups (SRLGSs).

Figure 21 on page 47 shows the main window Tunnel table.

Figure 21: Main Window Tunnel Table

Node Link

Name
LSP_VMX101__
LSP_VMX101_...
LSP_VMX101__
LSP_VMX101_...
LSP_VMX101__
Always_Down_..
XX_101_103

Page

Tunnel

Node A Node Z IPAT Pz Bandwidth Metric

vmx101 vmx102 10.0.0.101 10.0.0.102 500M 0
vmx101 vmx103 10.0.0.101 10.0.0.103 500M 0
vmx101 10.0.0.101 10.0.0.104 500M 0
vmx101 vmx103 10.0.0.101 10.0.0.103 100M 0
vmx101 vmx103 10.0.0.101 10.0.0.103 100M 0
vmx101 10.0.0.101 10.0.0.254 0 0
vmx101 vmx103 10.0.0.101 10.0.0.103 10M 0

ToefE ) DIC & Q @

Path Type

primary
primary
primary
primary
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primary

primary

Path Name Setup

1
1
1
o
o
7
7

Hold

1
1
1
0
0
0
0

Displaying 1 - 1000 of 27505

Explicit Route

Each column head has a menu. From the menu within each column the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 10 on page 47 describes the Tunnel table columns.

Table 10: Main Window Tunnel Table Columns

Column Name Description

Name Name of the tunnel.

Node A Name of node A at one end of the tunnel.
Node Z Name of node Z at one end of the tunnel.
IPA IP address of node A at one end of the tunnel.
IPZ IP address of node Z at one end of the tunnel.
Bandwidth Bandwidth required by the tunnel.

Metric The routing tunnel metric.

Path Type Type of path: Primary, Secondary, or Standby.
Path Name Pathname, if configured..

Setup RSVP setup priority for the tunnel traffic.

Hold RSVP hold priority for the tunnel traffic.
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Table 10: Main Window Tunnel Table Columns (continued)

Column Name

Explicit Route RSVP explicit route object for the tunnel, if configured.
Double-click a tunnel in the table to display the Tunnel details window.
Figure 22 on page 48 shows the Tunnel details window.
Figure 22: Tunnel Details Window
Tunnel: vimnx101-vmx107-autobw1 [}
+- from Name 4 Value
+- links adminStatus
| I nodeA bandwidth 100K
% I nodeZ holdingPriority 0
- lannedP rti
+ i plannedProperties id IPMPLSView. model.netin...
+ [ to _
ipAddressA 10.0.0.101
- adminStatus : ™
_ ipAddressZ 10.0.0.107
- bandwidth : "100K"
. . lspIndex 53
- holdingPriority : 0 _
- id : "IPMPLSView.model.netinfo. Tunnel-52" metrc 0
- ipAddressA - “10.0.0.101" name vmx 101-vmx107-autobw1
- ipAddressZ : 10.0.0.107" nodeldA vmx101
- Ispindex - 53 nodeldZ vmx101-p107
- metric 0 pathName
- name : "vmx101-vmx107-autobw1” pathType primary
- nodeldA - "vmx101" setupPriority 7
- nodeldZ : "vmx101-p107" topology Index 1
- pathMame : "™ topoObjectType  Isp
- pathType : "primary”
- setupPrionty : 7
- topoObjectType : "lsp”
- topologyIndex : 1
Expand the lists in the left pane to display additional information about the node the link
is coming from, the node the link is going to, IPv4 address, nodeA and nodeZ at each end
of the tunnel, and the planned tunnel properties. Select the information in the left pane
to display that same information in the right pane. This is useful when there are multiple
elements, such as links, displayed in the left pane.
Select a tunnel in the table, right-click, and select Display Tunnel Traffic Chart to display
the tunnel traffic chart. Figure 23 on page 49 shows the tunnel traffic chart for ingress
traffic.
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Figure 23: Tunnel Traffic Chart
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In the chart window, you can use the controls at the top of the window to reload the
chart, select the date, reset the zoom, save the chart as an image, export to Excel, select
the chart time period, select the chart style, show or hide the data points, show bandwidth
(if configured), and enable automatic refresh. Hold your mouse pointer over a data point
to display a pop-up pane that shows the time and traffic value. Drag your mouse over a
section of the chart to zoom in.

Related . Node Menuon page 51
Documentation « Node Menu Tunnels at Node on page 71

. Node Menu Interfaces at Node on page 69

Main Window SRLG Table

The IP/MPLSView main window has network information tables that contain detailed
information about nodes, links, tunnels, and shared risk link groups (SRLGS).

|dentifying SRLGs is important when planning MPLS label-switched path (LSP) diversity.

Figure 24 on page 50 shows the main window SRLG table, the SRLG details window, and
the SRLG links highlighted in the topology map.

Copyright © 2018, Juniper Networks, Inc. 49



IP/MPLSView Web-Based Graphical User Interface Reference

Figure 24: Main Window SRLG Table
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Table 11 on page 50 describes the SRLG table columns.

Table 11: Main Window SRLG Table Columns

Column Name Description

D Identifier of the SRLG. For SRLGs created automatically, the name is derived from the node
name and common part of the interface names. If you create the SRLGs, you configure the
name.

Nodes Number of nodes. SRLGs created automatically do not include the nod and the display is O.
SRLGs created manually might include nodes and links.

Links Number of links that are in the shared risk group.

Node Names The name of the node in manually created SRLGs.

Link Names Name of the links that are in the shared risk group.

Double-click the SRLG identifier. An SRLG detail window is displayed and the SRLG links
are highlighted in the topology map.
In the SRLG details window, expand the lists to display information such as the name of
the links, the protocols configured on the links, and the RSVP bandwidth on the source
node and the target (destination) nodes at each end of the links.
Related . Topology Map Window Overview on page 29
D mentation
ocumentatio « Main Window Tunnel Table on page 47

« Node Menu on page 51
. Node Menu Interfaces at Node on page 69
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Main Window Node Menu

- Node Menu on page 51

« Node Menu Show Config on page 53

« Node Menu Protocol Status on page 54

« Node Menu Historical Device Performance on page 58
- Node Menu Historical Network Performance on page 59
« Node Menu Run CLI on page 63

« Node Menu Diagnostic Manager on page 65

« Node Menu Traceroute on page 65

- Node Menu Real Time Interface Traffic on page 66

« Node Menu Real Time Tunnel Traffic on page 66

« Node Menu Real Time Device Performance on page 67
« Node Menu Interfaces at Node on page 69

« Node Menu Tunnels at Node on page 71

Node Menu

In the IP/MPLSView main window, select a node in the map, and right-click. The Node
menu is displayed. Figure 25 on page 52 shows the Node menu.
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Figure 25: Main Window Node Menu
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To display this single node in the nodes table, select Filter in Node Table. To display the
historical event browser with the nodes filtered for the selected nodes, select Events at
Node. For more information about the Historical Event Browser, see “Fault Menu Historical
Event Browser” on page 114.

For more information about the other items in the Node menu, see the related topics
listed.

Related . Node Menu Show Config on page 53

Documentation « Node Menu Protocol Status on page 54
. Node Menu Historical Device Performance on page 58
« Node Menu Historical Network Performance on page 59
« Node Menu Run CLI on page 63
« Node Menu Diagnostic Manager on page 65
« Node Menu Traceroute on page 65
« Node Menu Real Time Interface Traffic on page 66
« Node Menu Real Time Tunnel Traffic on page 66
« Node Menu Real Time Device Performance on page 67

. Node Menu Interfaces at Node on page 69

« Main Window Tunnel Table on page 47

52 Copyright © 2018, Juniper Networks, Inc.



Chapter 4: Main Window Node Menu

Node Menu Show Config

Related
Documentation

In the IP/MPLSView main window, select a node in the map, right-click and select Show
Config. The Show Config window is displayed. Figure 26 on page 53 shows the Show

Config window.

Figure 26: Show Config Window
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a4 |

If your PC has Adobe Acrobat installed, you can right-click in the window and select
Adobe Acrobat > Convert Web Page to Adobe PDF. You can also print the config or copy

text from the config using the right-click menu.

« Node Menu on page 51
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Node Menu Protocol Status

Inthe IP/MPLSView main window, select a node in the map, right-click, and select Protocol
Status. The Protocol Status menu is displayed. Figure 27 on page 54 shows the Protocol
Status menu.

Figure 27: Protocol Status Menu

BGP Meighbors at Node
Tunnels at Nede

OSPF Meighbors at Node
ISIS Adjacencies at Node

Inthe IP/MPLSView main window, select a node in the map, right-click, and select Protocol
Status>BGP Neighbors at Node. The BGP Neighbors at Node window is displayed.
Figure 28 on page 54 shows the BGP Neighbors at Node window.

Figure 28: Protocol Status BGP Neighbors Window

Node

VMX101
VMX101
VMX101
VMX101
VMX101
VMX101
VMX101
VMX101
VMX101
VMX101

AS Interface| Neighbor Nod¢ Neighbor AS | Neighbor Addi Group In Polic Out Policy Address Famil Status BGPPeerF SMEstabli| Last Updated
64500 100.0 654500 1000104 INTRA inet . established . 14d 23h 5m 5ds . 10:07:28
64500 100.0 64500 10.0.0.104 INTRA inet-vpn " established " 14d 23h 5m 58s ’ 10:07:28
64500 100.0 654500 1000104 INTRA 12vpn . established . 14d 23h 5m 5%s ’ 10:07:29
64500 100.0 VMX102 54500 10.0.0.102 INTRA inet ’ established ’ 14d 23h 6m 4s ’ 10:07:29
84500 100.0 VMX102 84500 10.0.0.102 INTRA inet-vpn ’ established ’ 14d 23h 6m 4s ’ 10:07:29
64500 100.0 VMX102 54500 10.0.0.102 INTRA 12Zvpn ’ established ’ 14d 23h 6m 4s ’ 10:07:29
84500 100.0 VMX103 84500 1000103 INTRA inet ’ established ’ 14d 23h 5m 52s ’ 10:07:29
64500 100.0 VMX103 54500 10.0.0.103 INTRA inet-vpn ’ established ’ 14d 23h 5m 52s ’ 10:07:30
84500 100.0 VMX103 84500 10.0.0.103 INTRA 12vpn " established " 14d 23h 5m 52s ’ 10:07:30
64500 fxp0.0 54500 172.25.159....  northstar TE BGP-LS ’ established ’ 14d 23h Tm 37s ’ 10:07:30

Table 12 on page 54 describes the BGP Neighbors at Node table columns.

Table 12: BGP Neighbors at Node Table Columns

Column Name Description

Name Name of the node that is a BGP speaker. If the nodeis a logical system configured on a physical
device, the logical system name is displayed in parentheses.

AS Autonomous system number of the node.

Interface Interface used to establish the neighbor peer session.

Neighbor Node Name of the node that is the BGP neighbor peer.

Neighbor AS Autonomous system number of the node that is the BGP neighbor peer.

Neighbor Address IP address of the node that is the BGP neighbor peer.

Group The name of the peer group, if applicable.
The BGP group is configured under [edit protocols bgp group ibgp_peers] on Juniper devices.

In Policy All policies that are applied to incoming routes from the neighbor.
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Table 12: BGP Neighbors at Node Table Columns (continued)

Column Name Description

Out Policy

All policies that are applied to outgoing routes from the node.

Address Family

The protocol address families supported on the router and configured on the interface (inet,
inet-vpn, L2vpn, BGP-LU, ipv6).

Status

The state of the BGP peer relationship. Established is the key state which indicates peers are
operationally up and BGP route updates are exchanged. BGP Peering Operation Status is Up
only if peering state is established. Any other peering state collected (idle, connect, active,
opensent, or openconfirm) implies BGP Peering Operational Status is Down.

BGPPeerFsmEstablishedTime  How long this peer has been in the established state or how long since this peer was last in

the established state. It is set to zero when a new peer is configured or the router is booted.

Last Updated

The time the information was last updated.

Inthe IP/MPLSView main window, select a node in the map, right-click, and select Protocol
Status>OSPF Neighbors at Node. The OSPF Neighbors at Node window is displayed.
Figure 29 on page 55 shows the OSPF Neighbors at Node window.

Figure 29: Protocol Status OSPF Neighbors Window

JUn‘Per Network ~ Configuration ~ Fault ~ Performance - Reports Admin Tools ~ Hello, wandl ~ =

Node_A RouterlD_A Interface A IP_A | Node Z RouterlD_7 Interface Z ~ IP_Z Priority State Iﬂ:ﬂﬂe 4
VMX50(P65)  3.0.0.65 ge-D/D2506 3. VMXS0(PE6)  3.0.0.66 ge0/0/3.506 T Sort Ascending nknown (n... | unknown fn..
VMX50(P65)  3.0.0.65 ge0/0/2.1506 3. WMX50(P66)  3.0.0.66 ge-0/0/3.150 + Sort Descending nknown (n.. " unknown n..

Columns [3

Table 13 on page 55 describes the OSPF Neighbors at Node table columns.

Table 13: OSPF Neighbors at Node Table Columns

Column Name

Description

Node A Name of the node.

RouterID_A OSPF router ID of the node.

Interface_A Interface used to establish the OSPF neighbor adjacency.

IP_A IP address of node A used to establish the OSPF neighbor adjacency.

Node_Z Name of the node that is the OSPF neighbor.

RouterlD_Z OSPF router ID of the neighbor node.

Interface_Z Interface on the neighbor node used to establish the OSPF neighbor adjacency.
IP_Z IP address of the neighbor node used to establish the OSPF neighbor adjacency.
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Table 13: OSPF Neighbors at Node Table Columns (continued)

Column Name

Priority The OSPF priority used to determine which router is selected as the designated router (DR)
or backup designated router (BDR) of the area.

State The state of the OSPF neighbor adjacency (down, attempt, init, twoWay, exchangeStart,
exchange, loading, full, or unknown).

Last Updated The time the information was last updated.

Table 14: ISIS Adjacencies at Node Table Columns

Column Name

Inthe IP/MPLSView main window, select a node in the map, right-click, and select Protocol
Status>ISIS Adjacencies at Node. The ISIS Adjacencies at Node window is displayed.
Figure 30 on page 56 shows the ISIS Adjacencies at Node window.

Figure 30: Protocol Status ISIS Adjacencies Window

ISIS Adjacencies - VMX101

Node A Sysld_A Interface A
VMX101 0100.0000.. ge-0/0/0.15
VMX101 0100.0000. ge-0/0/0.12
VMX101 0100.0000....  ge-0f0/0.112

PA Node_Z Sysld Z Interface Z | IP_Z Priority | State | Type | LastUpdated
101011051  VMX1D1(P1.. 0100.0000.. ge0/I115 101011052 0.0 Twpup L2 " 09.07:29
101011021 VMX102 01000000 geO/OO12 101011022 00 “wpup 12 " 90730
10104121 VMX102 0100.0000.. geOOM2  10.110.1122 00 Twpup L2 " 09:07:31

Table 14 on page 56 describes the ISIS Adjacencies at Node table columns.

Description

Node A Name of the node.
SysldA IS-1S system ID of the node.
Interface_A Interface used to establish the IS-IS neighbor adjacency.
IP_A IP address used to establish the IS-IS neighbor adjacency.
Node Z Name of the node that is the ISIS neighbor.
SysldZ IS-IS system ID of the neighbor node.
Interface_Z Interface on the neighbor node used to establish the ISIS neighbor adjacency.
IP_Z IP address of the neighbor node used to establish the ISIS neighbor adjacency.
Priority The IS-IS priority used to determine the designated router on a broadcast network.
State The state of the IS-IS neighbor adjacency (up, down, initializing, failed, or unknown).
Type Adjacency type (L1, L2, or L12).
Last Updated The time the information was last updated.
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Inthe IP/MPLSView main window, select a node in the map, right-click, and select Protocol
Status>Tunnels at Node. The Tunnels at Node window is displayed. Figure 31 on page 57
shows the Tunnels at Node window.

Figure 31: Protocol Status Tunnels at Node Window

Name NodeA
LSP_VMX102_VMX101 VMX102
P2MP-VMX102-VMX101 VMX102
LSP_VMX103_VMX101 VMX103
XX_VMX103_VMX101 VMX103
LP_WMX103_VMX101 VMX103
NLP_VMX103_VMX101 VMX103
P2MP-VMX102-VMX 101 VMX102
4

IP_A
10.0.0.102
10.0.0.102
10.0.0.103
10.0.0.103
10.0.0.103
10.0.0.103
10.0.0.102

NodeZ

VMX101
VMX101
VMX101
VMX101
VMX101
VMX101
VMX101

Pz
10.0.0.101
10.0.0.101
10.0.0.101
10.0.0.101
10.0.0.101
10.0.0.101
10.0.0.101

Role

unkno.

Admin Status | Oper Status

unknown (t

unknown (t.

Tunnel UpTime

unknown (tunnel o.

Last Updated

" 150854

" 150388
" 150856
" 15:08:56
" 15088

Table 15 on page 57 describes the Tunnels at Node table columns.

Table 15: Tunnels at Node Table Columns

Column Name Description

Name Name of the tunnel.

Node A Name of node A at one end of the tunnel.

IP_A IP address of node A at one end of the tunnel.

Node Z Name of node Z at one end of the tunnel.

IP_Z IP address of node Z at one end of the tunnel.

Role The MPLS-TE tunnel role (head, transit, tail, or headTail).

Admin Status

Current status of the tunnel (Unknown, Install, Active, Live, Order, or Planned).

Oper Status The operational status of the tunnel. (up, down, testing, unknown, dormant, notpresent,
or lowerLayerDown)

Tunnel Up Time The elapsed time since the tunnel came up.

Last Updated The time the information was last updated.

Related
Documentation

« Node Menu on page 51

« Real Time Status on page 139
« Main Window Tunnel Table on page 47
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Node Menu Historical Device Performance

In the IP/MPLSView main window, select a node in the map, right-click, and select
Historical Device Performance. The Historical Device Performance menu is displayed.
Figure 32 on page 58 shows the Protocol Status menu.

Figure 32: Historical Device Performance Menu

System Uptime
CPU Temperature
CPU Usage

Memory Usage

o NOTE: To display historical device performance results, you must first
schedule a corresponding task in the Task Manager.

In the IP/MPLSView main window, select a node in the map, right-click and select
Historical Device Performance>CPU Usage. The Historical Device Performance Chart for
CPU Usage is displayed. Figure 33 on page 58 shows the CPU Usage Chart.

Figure 33: CPU Usage Chart

Historical Device Performance Charts

Start Date: 05/2112016 i End Date: 051222016 EE Apply

CPU Usage for 6_FRANKFURT(172.16.0.106)

6_FRANEFURT(172.16.0.106)

1
s
as

0.7000000000000001
0.68000000000000001
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0z

01

00O OO OO - ——— ' 6_FRANKFURT(172.16.0.106)
025 1225 1025 2025 0025 Time: 2016.05.22 (23:25:00 -
23.25.05)
ms: 0
CPU Usage for 6 FRANKFURT(172.16.0.106) and date range from : 05/21/2016 to 052212016
Time CpuUsage

2016-05-21 17:25:00
2016-05-21 17:55:00
2016-05-21 18:25:00
2016-05-21 18:55:00
2016-05-21 19:25:00
2016-05-21 19:55:00
2016-05-21 20:25:00

b © © © © © o o

Select the Start Date and End Date and click Apply. The percent CPU Usage for the
selected timeis displayed. Hold your mouse pointer over a data point to display a pop-up
pane that shows the time and usage value.

In the IP/MPLSView main window, select a node in the map, right-click, and select
Historical Device Performance>System Uptime to display a chart of the system uptime.
Select Historical Device Performance>CPU Temperature to display a chart of the system
temperature. Select Historical Device Performance>Memory Usage to display a chart of

58
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the system memory usage. The charts displayed operate the same as the CPU Usage
chart.

Related . Node Menu on page 51

D .
ocumentation « Device Performance on page 157

Node Menu Historical Network Performance

In the IP/MPLSView main window, select a node in the map, right-click and select
Historical Network Performance. The Historical Network Performance menu is displayed.
Figure 34 on page 59 shows the Historical Network Performance menu.

Figure 34: Historical Network Performance Menu

Ping

Advanced Ping
LSP Ping

SLA

e NOTE: To display historical network performance results, you must first
schedule a corresponding task in the Task Manager.

In the IP/MPLSView main window, select a node in the map, right-click, and select
Historical Network Performance>Ping. The Enter Start and End Date window is displayed
for the selected device. Select a start date and end date for which to display the ping
data, then click OK.

The Select Destination Routers to Filter window is displayed. Figure 35 on page 60 shows
the Select Destination Routers to Filter window.
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Figure 35: Select Destination Routers to Filter

Select Destination Routers to Filter (3]

Destination M VMX101(10.0.0.101)
Routers: | VMX102(10.0.0.102)
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oo er | sec s J oese ] comce

Select one or more destination routers for which to display ping data, then click Apply
Filter. The Historical Device Performance Chart for Ping is displayed. Figure 36 on page 60
shows the Ping Chart and the table that displays the source and destination of the ping
test, the time the ping test was executed, the minimum ping response time, the maximum
ping response time, the average ping response time, and the percent of ping responses
that were not received.

Figure 36: Historical Device Performance Ping Chart

Historical Device Performance Charis

Host Route J o : Ping Start Date: 07/14/2016 S End Date 07/14/2016 £ Apply

Ping from VMX101(172.25.159.157)

VA101-+VMX101(10.0.0.101(pingAve) 17| VMK101--VMXI0L(10.0.0.101 KpineLossPercent) Bl VALK101-VALX101(10.0.0.101 XpineMia) I VMX1015-VAIXI01(10.0.0. 101 pingMin) Il VALKI015-VALKI02(10.0.0.102)ping2ive)

120| M ——r 102YpingAMe) B L0zt W [PE——] T3

110 103)pingMs 103)(pingMs

Ping Statistics from node VMX101

From To Time PingMin PingMax PingAvg
VMX101 'VMX101(10.0.0.101) 2016-07-14 00:15:00 0.053 0.249 0.13 -
VMX101 VMX101(10.0.0.101) 2016-07-14 00:45:00 0.042 0.285 0131
VMX101 VMX101(10.0.0.101) 2016-07-14 01:15:00 0.091 0451 0.224
VMX101 VMX101(10.0.0.101) 2016-07-14 01:45:00 0072 0274 0.154
VMX101 VMX101(10.0.0.101) 2016-07-14 02:15:00 0.246 1.098 0.573
VMX101 VMX101(10.0.0.101) 2016-07-14 02:45:00 0.077 0282 0.196
VMX101 VMX101(10.0.0.101) 2016-07-14 03:15:00 0.089 0299 0.193

In the IP/MPLSView main window, select a node in the map, right-click, and select
Historical Network Performance>Advanced Ping. The Enter Start and End Date window
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is displayed for the selected device. Select a start date and end date to collect the ping
data, then click OK.

The Select Source Destination Pairs to Filter window is displayed. Select one source and
one destination router for which to display ping data, then click Apply Filter. The Historical

Device Performance Advanced Ping Chart is displayed. Figure 37 on page 61 shows the
Advanced Ping Chart.

Figure 37: Historical Device Performance Advanced Ping Chart

[ 172.25.153.125:8091/histdeviceperf/?dpParam =advping&hostRouter=VMX101&startDate=201607 16&endDate=20160812&destrouter=VMX101_I00.0_VI
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Advanced Ping Statistics from node VMX101

SourceRouter

VMX101
VMX101
VMX101
VMX101
VMX101
VMX101
VMX101

Sourcelntf DestRouter Destintf

Time AVG

100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 03:00:00 7.551
100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 04:00:00 8.04
100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 05:00:00 4155
100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 06:00:00 4002
100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 07:00:00 3849
100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 08:00:00 4677
100.0(10.0.0.101) VMX103 100.0(10.0.0.103) 2016-07-19 09:00:00 5.922

Table 9 on page 45 describes the Advanced Ping Statistics table columns.

Table 16: Advanced Ping Table Statistics Columns

Column Name Description

SourceRouter Source node name.

Sourcelntf Source node interface and IP address
DestRouter Destination node name.

Destintf Destination node interface and IP address.
Time Time the ping test was executed.

AVG Average ping response time.

MIN Minimum ping response time.

MAX Maximum ping response time.

SD Standard deviation (SD) value.
PingParameters

Ping test parameters used. Advanced Ping test parameters include repeat count,
packet size, type of service, and hexadecimal fill pattern.
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In the IP/MPLSView main window, select a node in the map, right-click, and select
Historical Network Performance>LSP Ping. The Enter Start and End Date window is
displayed for the selected device. Select a start date and end date to collect the LSP
ping data, then click OK.

The Tunnels to filter window is displayed. Select one or more tunnels to display, then
click Apply Filter.

The Historical Device Performance Chart for LSP Ping is displayed. Figure 38 on page 62
shows the LSP Ping Chart and the table that displays the source node name, destination
node name, the time the test was executed, the tunnel name, the minimum LSP ping
response time, the maximum LSP ping response time, the average LSP ping response
time, and the LSP ping standard deviation value (LsppingSD).

Figure 38: Historical Device Performance LSP Ping Chart
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1.DUBLIN 4 BERLN 2160116000500  RIDUBLING BERUN_15 51662 3718 52503 0a7s
1.DUBLIN 4 BERUN 2060116001000 RIDUBLIN BERLIN 15 51.865 s38m2 235 o175
1.DUBLIN 4 BERLIN 2060316001500 RIDUBLING BERLN_15  51.005 3072 52557 0182
1.DUBLIN 4 BERLN 2160116002000  RIDUBLIN BERUNIS 50955 54673 53128 1374
1.DUBLIN 4 BERUN 2060316002500  R1DUBLNABERUN 15 51.891 5395 3121 063
1.DUBLIN 4 BERLIN 2060316003000 RIDUBLINGBERLN_1S 52125 se191 53351 082
1.DUBLIN 4 BERLN 2160116003500 RIDUBLINA BERUN 15 51.071 52955 2402 o713

1_DUBLIN 4 BERLIN 2016036004000 R1_DUBLINS BERLIN_15 53234 53.387 53208 008

In the IP/MPLSView main window, select a node in the map, right-click, and select
Historical Network Performance>SLA. The Enter Start and End Date window is displayed
for the selected device. Select a start date and end date to collect the LSP ping data,
then click OK.

The Select Destination router and probe name to filter window is displayed. Select one
or more nodes to display SLA data for, then click Apply Filter.

The Historical Device Performance Chart for SLA is displayed. Figure 39 on page 63 shows
the SLA Chart and the table that displays the time the SLA test was executed, the source
node name, the destination node name and IP address, the SLA probe type, the SLA
probe name, the task owner, the count of probe packets sent, the count of probe packets
received, the percent of responses lost, the minimum SLA test response time, the
maximum SLA test response time, the average SLA test response time, and the round-trip
jitter value, in milliseconds.
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Figure 39: Historical Device Performance Charts for SLA
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Related . Node Menu on page 51

Documentation

ProbeType | ProbeName Owner | ProbeSent ost RoundTripJ
wpping  UDP-500012 Global 150% 00% 1000% oms oms oms oms -
wpping  UDP-50001-2 Global 150# 00# 1000% oms oms oms oms
wpping  UDP-500012 Global 150% 00% 1000% oms oms oms oms
dpping  UDP-500012 Global 150# 00# 1000% oms oms oms oms
wpping  UDP-500012 Global 150% 00# 1000% oms oms oms oms
dpping  UDP-500012 Global 150# 00# 1000% oms oms oms oms
wpping  UDP-500012 Global 150% 00# 1000% oms oms oms oms
udpping  UDP-50001-2 Global 150# 00# 100.0% 0ms 0ms oms oms -

« Network Performance on page 158

. Diagnostics on

Node Menu Run CLI

page 148

Inthe IP/MPLSView main window, select a node in the map, right-click, and select Protocol
Status>Run CLI. The Run CLI window is displayed. Figure 40 on page 63 shows the Run

CLI window.

Figure 40: Run CLI Window

[ 1P/MPLSView Run CLI - Goagle Chrome
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From the Device menu, select the device you want. From the CLI Commands list, select
the commands you want to run and click Collect. The Please input parameters window
is displayed. Figure 41 on page 64 shows the Please input parameters window.

Figure 41: Command Input Parameters Window
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Type the necessary parameters and click Run CLI. The command results are displayed
in the Output pane. You can print, save, and clear the results.

Select Traceroute. You are prompted to select a destination node. Select the node in the
topology. The Traceroute results window is displayed. Figure 42 on page 64 shows the
Traceroute results window.

Figure 42: Traceroute Results Window
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Related . Node Menuon page 51
Documentation . Diagnostics on page 148

. Diagnostic Manager on page 152

Node Menu Diagnostic Manager

In the IP/MPLSView main window, select a node in the map, right-click, and select
Diagnostic Manager. The Diagnostic Manager window is displayed. Figure 43 on page 65
shows the Diagnostic Manager window.

Figure 43: Node Menu Diagnostic Manager

Diagnostic Results Panel

Type Source Node | Group Description Comment Last Executed

9  Ping 2_AMSTER Ping to 5_PARIS(62.200.0.5) Jun 03 2016 13:19:53

4 3

Output Panel [~]
Source Name Source IP TargetName Target IP Min Max Avg Stddev Loss percentage

2_AMSTERDAM 62.200.0.2 5_PARIS 62.200.0.5 1971 6.104 4.037 2.067 0.0

e

For more information about the Diagnostic Manager see “Diagnostic Manager” on page 152.

Related . Diagnostic Manager on page 152
Documentation « Network Performance on page 158

. Diagnostics on page 148

Node Menu Traceroute

In the IP/MPLSView main window, select a node in the map, right-click, and select
Traceroute. The system prompt you to select a destination node.

Select the destination node in the topology map. The system displays the traceroute
results window and highlights the path in the topology map.

Figure 44: Traceroute Results Window

traceroute VMX101 to VMX103

# Hop Time(ms) Unreachable Count
1 10.101.105.2 7.588
2 10.105.107.2 3.691
3 10.0.0.103 4335
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Related
Documentation

Each hop is listed and identified by the node IP address and the response time in
milliseconds.

« Node Menu Diagnostic Manager on page 65

. Diagnostics on page 148

Node Menu Real Time Interface Traffic

Related
Documentation

In the IP/MPLSView main window, select a node in the map, right-click, and select Real
Time Interface Traffic. The Live Interface Traffic chart is displayed. Figure 45 on page 66
shows the Live Interface Traffic Chart.

Figure 45: Live Interface Traffic Chart

Live Interface Traffic Line Chart for 10_BARCELONA ( 172.16.0.110 )

ifinOcars 111 ifOuOcters

100
Change Settings
000
Start Updating
0.0
Stop Updating

Select Trafic Parameters

Chart Type: Line Graph ~

Interface Table:  ifTable -

Select Interface

Interface: dsc P—

Time

Live Interface Traffic Data

Timestamp IfinOctets IfOutOctets
Mon May 23 16:01:00 PD. 0 0
Mon May 23 16:01:10 PD. 0 0
Men May 23 16:01:20 PD. 0 0
Mon May 23 16:01:30 PD... 0 0

Select the type of chart you want, the interface table to use, (ifxTable for a 64-bit counter)
and the interface identifier. If you want to change the polling time interval or maximum
values, click Change Settings. Click Start Updating.

The Live Interface Traffic Data table displays the date and time the interface was polled,
the octets in (IflInOctet) count, and the octets out (IfOutOctet) count.

Click Stop Updating to stop the interface polling.

« Node Menu on page 51
. Live Traffic on page 128

Node Menu Real Time Tunnel Traffic

In the IP/MPLSView main window, select a node in the map, right-click, and select Real
Time Tunnel Traffic. The Live Tunnel Traffic chart is displayed. Figure 46 on page 67 shows
the Live Tunnel Traffic chart.
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Figure 46: Live Tunnel Traffic Chart

Live Tunnel Traffic for 1_DUBLIN (172.16.0.101 )
mplLspInfolicrers

Change Settings
Start Updating
Stop Updating

Select Trafiic Parameters

Chart Type: Line Graph -

Select Tunnel
Tunnel

R1_DUBLING_FRANKF ~

0.00 e

18:21:40

Time
Live Tunnel Traffic Data

Timestamp MplsLspinfoOctets
Mon May 23 16:21:26 PD. 0
Mon May 23 16:21:28 PD 0
Men May 23 16:21:36 PD. 0
Mon May 23 16:21:37 PD. 0

Select the type of chart you want and the tunnel name. If you want to change the polling
time interval or maximum values, click Change Settings. Click Start Updating.

The Live Tunnel Traffic Data table displays the date and time the node was polled, and
the MPLS octets count.

Click Stop Updating to stop the interface polling.

« Node Menu on page 51

. Network Performance on page 158

Node Menu Real Time Device Performance

In the IP/MPLSView main window, select a node in the map, right-click, and select Real
Time Device Performance. The Select Device Perf Counters window is displayed.
Figure 47 on page 68 shows the Select Device Perf Counters window.
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Figure 47: Select Device Perf Counters Window

Select Device Perf Counters

Device Perf Object Selection

Available Objects

jnxOperatingCP U midplane -
jnxOperatingCPU.PEM D
jnxOperatingCPU.FPC: Virtual FPC @
(i

nxOperatingCPU.PIC: Virtual GE @
[O*

Selected Objects

e | s | o

Select one or more objects to monitor, and click the right arrow to move it to the Selected
Objects pane. Click Apply.

The Live Device Performance chart is displayed. Figure 48 on page 68 shows the Live
Device Performance window.

Figure 48: Live Device Performance Chart

Live Device Performance for 1_DUBLIN (172.16.0.101 )

Routing & U Routing Engine

2200.00

Counter Value

Change Settings
Start Updati

1800.00 jnxOperatingMemory.Routing Engine
Stop Updating Time: 16:37:23

1800.00 MB - 2043

1400.00
1200.00
1000.00

Select Host Node name
’7 200.00

£00.00

400.00

200.00

118:37:40 16:38:40 18:30:40 18:40:4016:41:0016:41:2018:41:4016:42:0016:42:20
Time

Live Device Performance Data

Timestamp JnxOperatingMemory.Routi JnxOperatingCPU.Routing |
Mon May 23 16:36:43 PD... 2048 0 -
Mon May 23 16:36:53 PD... 2048
Mon May 23 16:37:03 PD... 2048
Mon May 23 16:37:13 PD... 2048
Mon May 23 16:37:23 PD... 2048
Mon May 23 16:37:33 PD... 2048
Mon May 23 16:37:43 PD... 2048
Mon May 23 16:37:53 PD... 2048

oo o e o oo

The Live Device Performance Data table displays the date and time the node was polled,
and the count for the object you selected.

Click Stop Updating to stop the object polling. If you want to change the polling time
interval or maximum values, click Change Settings. Click Start Updating.

« Node Menu on page 51

« Node Menu Historical Device Performance on page 58

68

Copyright © 2018, Juniper Networks, Inc.



Chapter 4: Main Window Node Menu

« Network Performance on page 158

Node Menu Interfaces at Node

In the IP/MPLSView main window, select a node in the map, right-click and select
Interfaces at Node. The Interface table is displayed. Figure 49 on page 69 shows the main
window Interface table.

Figure 49: Main Window Interface Table

Node Link  Tunnel Interface

Name Node 1Pva Mask Bandwidth | Admin Staws | MTU MAC Address| VLAN
VMX101 0000 0 106 Active 1522 000585 €5 a

ge-0/0/0.12 VMX101 10.101.102.1 30 1.0G Active 1500 12

ge0I00.15  VMX101 101011051 30 1.06 Active 1500 15

ge 00012 VMX101 1Mot 30 106 Active 1500 12

ge-0/0/1 VMX101 0000 0 106 Active 1518 00.05:85:E6.

ge-0/0/4 VMX101 0.0.0.0 ] 1.0G Active 1522 00:05:86:E6.. -

Page [1 | ofi C Y 56 displayed (At node "vmx101")

Each column head has a menu. From the menu within each column, the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 10 on page 47 describes the Interface table columns.

Table 17: Main Window Interface Table Columns

Column Name Description

Name Name of the physical interface. If the interface is a logical interface configured on a physical
interface, the logical interface number is appended.

Node Name of the node where the interface is configured.

IPv4 IPv4 address configured on the interface.

Mask Subnetwork mask configured for the IP address.

Bandwidth Bandwidth configured on the interface.

Admin Status

Current administrative status of the interface: Active, Up, Down or Testing.

MTU The maximum transmission unit configured on the interface.
MAC Address The MAC (Ethernet) address of the interface.
VLAN The VLAN ID configured on the interface.

Double-click an interface in the table to display the Interface details window.
Figure 50 on page 70 shows the Interface details window.
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Figure 50: Interface Details Window

Interface: undefined

Bl VLAN Name 1 Value
I ethemet adminStatus Active
B ipvdAddress bandwidth 1.0G
B ks IPv4 10.110.112.1
od
+ I node IPv4prefix 30
+- [l protocols VAC
- | Pwd 0 ™M0.110.112.17
] MTU 1500
- |Pwdprefix : "30"
name ge-0/0/0.112
- MAC : ™
. MTU - 1500 nodename WMX101

topology Index 1
topoObjectType  interfaceConfiguration

- adminStatus : "Active”

- bandwidth : "1.0G"

- name : "ge-0/0/0.112"

- nodename : "VMX101"

- topoObjectType : "interfaceConfiguration

type gigabitEthernet

- topologyIndex : 1

- type : "gigabitEthernet”

Expand the lists in the left pane to display additional information about the VLANS, IPv4
address, links, node, and protocols configured on or associated with this interface. Select
the information in the left pane to display that same information in the right pane. This

is useful when there are multiple elements, such as protocols, displayed in the left pane.

Select aninterface in the table, right-click, and select Display Traffic Chart to display the
interface traffic chart. Figure 23 on page 49 shows the interface traffic chart for both
ingress and egress traffic.
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Figure 51: Interface Traffic Chart

[ about:blank
" Show data points
Reload | 08/08/2016 EE| LE B | Dail = Line - v Auto Refresh
£ | B g Show Bandwidth
Interface Traffic for: 5_PARIS(172.16.0.105) - ge-0/0/1.1457
Ingress Traffic Egress Traffic
300y
275
250
225
200
2 175
=
[5 150
125
100
75
50
25
00 QOO O e e e e e o e O e O O OO OO T,
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Time
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2016.08.08 (00:05 - 00:10) ] 272
2016.08.08 (00:10 - 00:15) 0 272
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In the chart window, you can use the controls at the top of the window to reload the
chart, select the date, reset the zoom, save the chart as an image, export to Excel, select
the chart time period, select the chart style, show or hide the data points, show policed
bandwidth, and enable automatic refresh. Hold your mouse pointer over a data point to
display a pop-up pane that shows the time and traffic value. Drag your mouse over a
section of the chart to zoom in.

. Node Menu on page 51

« Topology Map Window Overview on page 29
« Main Window Node Table on page 41

« Main Window Link Table on page 44

« Main Window Tunnel Table on page 47

Node Menu Tunnels at Node

The IP/MPLSView main window has network information tables that contain detailed
information about nodes, links, and tunnels.

Inthe IP/MPLSView main window, select a node in the map, right-click, and select Tunnels
On or Thru Node, Tunnels Starting at Node, or Tunnels Ending at Node. The Tunnel table
for the selected node is displayed.
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Figure 52 on page 72 shows the node menu tunnel table for tunnels ending at the node.

Figure 52: Node Menu Tunnels Ending at Node Table

Node Link Tunnel Interface

Name
LSP_VMX102_VMX101
P2MP-VMX102-VMX 101
LSP_VMX103_VMX101
XX_VMX103_VMX101
LP_VMX103_VMX101
NLP_VMX103_VMX101

Page |1

Node A Node Z PA Pzt Bandwidth | Metric Path Type | PathName | Setup = Hold
vmx102 vmx101 1000102 1000101  500M 0 primary 2 2
vmax102 vmax101 1000102 1000101 0 0 primary T 0
vmx103 1000103 1000101  500M 0 primary 3 3
vmax103 vmaxt01 100003 1000101  10M 0 primary 7 0
vmx103 vmx101 1000103 1000101  10M 0 primary 7 0
vmax103 vmaxt01 1000103 100001  10M 0 primary 7 0

of 1 C & a =

Each column head has a menu. From the menu within each column, the element

information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 18 on page 72 describes the Tunnel table columns.

Table 18: Node Menu Tunnel Table Columns

Column Name Description

Name Name of the tunnel.

Node A Name of node A at one end of the tunnel.
Node Z Name of node Z at one end of the tunnel.

IPA IP address of node A at one end of the tunnel.
IPZ IP address of node Z at one end of the tunnel.
Bandwidth Bandwidth required by the tunnel.

Metric The routing tunnel metric.

Path Type Type of path: Primary, Secondary, or Standby.
Path Name Path name, if configured.

Op Status The operational status of the path.

Admin Status

Current status of the tunnel: Unknown, Install, Active, Live, Order, or Planned.

Setup RSVP setup priority for the tunnel traffic.
Hold RSVP hold priority for the tunnel traffic.
Explicit Route RSVP explicit route object for the tunnel, if configured.
72 Copyright © 2018, Juniper Networks, Inc.
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Select a tunnel in the table, right-click, and select Display Tunnel Traffic Chart to display
the tunnel traffic chart. Figure 23 on page 49 shows the tunnel traffic chart for ingress
traffic.

Figure 53: Tunnel Traffic Chart

[ about:blank
Reload | 08/08/2016 & O W Daily ~  Line ~  +/ Show data points 7 Auto Refresh
Tunnel Traffic for: vmx101(172.25.159.157) - LSP_VMX101_VMX103
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2016.08.08 (00:05 - 00:10) 24
2016.08.08 (00:10 - 00:15) 40
2016.08.08 (00:15 - 00:20) 32
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In the chart window, you can use the controls at the top of the window to reload the
chart, select the date, reset the zoom, save the chart as an image, export to Excel, select
the chart time period, select the chart style, show or hide the data points, and enable
automatic refresh. Hold your mouse pointer over a data point to display a pop-up pane
that shows the time and traffic value. Drag your mouse over a section of the chart to
zoom in.

« Node Menu on page 51
« Main Window Tunnel Table on page 47
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Main Window Link Menu

« Link Menu on page 75

« Link Menu Traffic Chart on page 76

« Link Menu Traffic Utilization Chart on page 76
« Link Menu Real Time Link Traffic on page 77

« Link Menu Real Time Link Status on page 78

« Link Menu Link Latency on page 79

« Link Menu Tunnels On or Thru Link on page 80

Link Menu

In the IP/MPLSView main window, select a link in the map, and right-click. The Link menu

is displayed. Figure 54 on page 75 shows the Link menu.

Figure 54: Main Window Link Menu

Traffic Chart

Traffic Util Chart

Real Time Link Traffic
Real Time Link Status
Link Latency

Tunnels On or Thru Link |

For more information about the items in the Link menu, see the related topics listed.

Related . Link Menu Traffic Chart on page 76
Documentation « Link Menu Traffic Utilization Chart on page 76
« Link Menu Real Time Link Traffic on page 77
« Link Menu Real Time Link Status on page 78
« Link Menu Link Latency on page 79

« Link Menu Tunnels On or Thru Link on page 80

Copyright © 2018, Juniper Networks, Inc.

75



IP/MPLSView Web-Based Graphical User Interface Reference

Link Menu Traffic Chart

Related
Documentation

In the IP/MPLSView main window, select a link in the map, right-click, and select Traffic
Chart. The Link Traffic Chart is displayed. Figure 55 on page 76 shows the Link Traffic
Chart.

Figure 55: Link Traffic Chart

Reload 09232016 & L2 W B  Daily - | Line ~ /] Show data points 4 Auto Refresh
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In the chart window, you can use the controls at the top of the window to reload the
chart, select the date, reset the zoom, save the chart as an image, export to Excel, select
the chart time period, select the chart style, show or hide the data points, show bandwidth,
and enable automatic refresh. Hold your mouse pointer over a data point to display a
pop-up pane that shows the time and traffic value.

The table in the lower pane displays the time the traffic sample was taken and the bits
per second reported for each interface.

« Link Menu on page 75

Link Menu Traffic Utilization Chart

In the IP/MPLSView main window, select a link in the map, right-click, and select Traffic
Util Chart. The Link Traffic Utilization Chart is displayed. Figure 56 on page 77 shows the
Link Traffic Utilization Chart.
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Figure 56: Link Traffic Utilization Chart
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In the chart window, you can use the controls at the top of the window to reload the
chart, select the date, reset the zoom, save the chart as an image, export to Excel, select
the chart time period, select the chart style, show or hide the data points, show bandwidth,
and enable automatic refresh. Hold your mouse pointer over a data point to display a
pop-up pane that shows the time and traffic value. Drag your mouse over a section of
the chart to zoom in.

Thetable inthe lower pane displays the time the traffic sample was taken and the percent
of interface bandwidth utilization used for each interface.

Related . Link Menuon page 75

Documentation « Link Menu Traffic Chart on page 76

Link Menu Real Time Link Traffic

In the IP/MPLSView main window, select a link in the map, right-click, and select Real
Time Link Traffic. The Real Time Link Traffic Chart is displayed. Figure 57 on page 78
shows the Real Time Link Traffic Chart.
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Figure 57: Real Time Link Traffic Chart
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The chart displays the octets in and out for each node connected by the link. The table
displays the octets in and out for each node and the timestamp for each traffic sample.

Select the link you want from the Links menu. If you want to change the polling time
interval or maximum values, click Change Settings.

The table in the lower pane displays the time the traffic sample was taken and the bits
per second reported for each interface.

Click Stop Updating to stop the interface polling.

« Link Menu on page 75
« Link Menu Traffic Chart on page 76

« Link Menu Traffic Utilization Chart on page 76

Link Menu Real Time Link Status

In the IP/MPLSView main window, select a link in the map, right-click, and select Real
Time Link Status. The Link Status is displayed in a window on the topology map.
Figure 58 on page 78 shows the Link Status window.

Figure 58: Link Status Window

10_BARCELONA_ge_0/0/1.480

Node A 10_BARCELONA

Node Z: 8_LYON

Intf A ge-0/0M1 480 (62.200.80.2)
Intf Z: ge-0/0/1.480 (62.200.80.1)
Bandwidth: 10G,1.0G

Utilization: 0.00,0.00

Admin Status: Up

Operational Status: Up

Link status is based on real-time SNMP polling of the interface administrative and
operational status from both end devices.
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o NOTE: The Link Status window is displayed when you select the link. It is
refreshed when you select Real Time Link Status.

Related . Link Menu on page 75

Documentation . Topology Map Right Pane on page 30

Link Menu Link Latency

In the IP/MPLSView main window, select a link in the map, right-click and select Link

Latency. The Link Latency Chartis displayed. Figure 59 on page 79 shows the Link Latency
Chart.

Figure 59: Link Latency Chart
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o NOTE: To display historical link latency results, you must first schedule a
corresponding task in the Task Manager.

In the chart window, you can use the controls at the top of the window to select the link,
select the start and end dates, reset the zoom, save the chart as an image, export to
Excel, select the chart time period, select the chart style, and show or hide the data points.

Hold your mouse pointer over a data point to display a pop-up pane that shows the time
and traffic value.

Table 19 on page 79 describes the Link Latency table columns.

Table 19: Link Latency Table Columns

Column Name Description

LinkName Name of the link derived from the node name.

Time Time the latency data represents.
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Table 19: Link Latency Table Columns (continued)

Column Name Description

SrcRouter Name of the node at one end of the link

Srcintf IP address of the interface at one end of the link.
DestRouter Name of the node at one end of the link
Destintf Interface identifier at one end of the link
LatencyMin The minimum link latency reported.

LatencyMax The maximum link latency reported.

Related
Documentation

« Link Menu on page 75

« Main Window Link Table on page 44

. Node Menu Historical Device Performance on page 58

. Node Menu Historical Network Performance on page 59

« Network Performance on page 158

Link Menu Tunnels On or Thru Link

The IP/MPLSView main window has network information tables that contain detailed
information about nodes, links, and tunnels.

In the IP”MPLSView main window, select a link in the map, right-click, and select Tunnels
Onor Thru Link. The Tunnel table is displayed.

Figure 60 on page 80 shows the main window Tunnel table.

Figure 60: Main Window Tunnel Table

Node Link Tunnel

Name Node A Node Z PZ Bandwidth | Metric | Path Type Path Name | Setup | Hold | ExplicitRoute

LSP_VMX101__.  vmx101 vmxd02 10.0.0.101 10.0.0.102 500M 0 primary 1 1 -

LSP_VMX101_...  vmx101 vmx103 10.0.0.101 10.0.0.103 500M 0 primary 1 1

LSP_VMX101__.  vmx101 10.0.0.101 10.0.0.104 500M 0 primary 1 1

LSP_VMX101_...  vmx101 vmx103 10.0.0.101 10.0.0.103 100M 0 primary 0 0

LSP_VMX101_.  vmx101 vmx103 10.0.0.101 10.0.0.103 100M 0 secondary 0 0

Always_Down_...  vmx101 10.0.0.101 10.0.0.254 0 0 primary 7 0

XX_101_103 vmx101 vmx103 10.0.0.101 10.0.0.103 10M 0 primary 7 0 -
Page |1 of28| }» » I C & Q & Displaying 1 - 1000 of 27505

Each column head has a menu. From the menu within each column, the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 20 on page 81 describes the Tunnel table columns.

80
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Table 20: Main Window Tunnel Table Columns

Column Name Description

Name Name of the tunnel.

Node A Name of node A at one end of the tunnel.

Node Z Name of node Z at one end of the tunnel.

IPA IP address of node A at one end of the tunnel.

Pz IP address of node Z at one end of the tunnel.
Bandwidth Bandwidth required by the tunnel.

Metric The routing tunnel metric.

Path Type Type of path: Primary, Secondary, or Standby.

Path Name Path name, if configured.

Op Status The operational status of the path.

Admin Status Current status of the tunnel: Unknown, Install, Active, Live, Order, or Planned.
Setup RSVP setup priority for the tunnel traffic.

Hold RSVP hold priority for the tunnel traffic.

Explicit Route RSVP explicit route object for the tunnel, if configured.

Related . Link Menu on page 75

Documentation « Main Window Tunnel Table on page 47

. Main Window Tunnel Table on page 47
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CHAPTER 6

Network Menu

Main Window Network Menu on page 83

Network Node Info Actions Window on page 84

Network Menu VPNs Window on page 87

Network Menu Customer and Service VPNs Window on page 89
Network Menu VLANs Window on page 89

Network Menu Network Dashboard on page 90

Main Window Network Menu

The IP/MPLSView main window has a Network menu used to display details about

selected nodes, VPNs, VLANSs, the network dashboard, and the live network topology.

Figure 61 on page 83 shows the main window Network menu.

Figure 61: Main Window Network Menu

Nodes

WPNs by VPN Type
Customers/Service VPNs
VLANS

Network Dashboard

MNetwork Browser

Select Network>Nodes to display an expandable list of nodes. The list organizes the
nodes under groups if groups are used. Expand the list and select a node to display details
about that node.

Figure 62 on page 84 shows the Node Info window with the Details tab selected.
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Figure 62: Node Info Details Windows

Node Info: vimx101

Details Interfaces Tunnels Performance Actions
Router Name vmx101
Router Type JUNIPER - MX960
IP Address 10.0.0.101
& vMxio1
Mgmt IP Addr 172.25.159.157

Group UNGROUPED

No recent data collection.

Find

advanced reset

13 :_@ pelling Interval Status: Ready.

Last Modified: 03:54:05 PM

In the Node Info window, select the Interfaces tab to display details about the interfaces
on the selected node. Select the Tunnels tab to display details about the tunnels on the
selected node. Select the Performance tab to display details about the performance of
the selected node.

Related . Topology Map Window Overview on page 29

D tati
ocumentation « Network Node Info Actions Window on page 84

Network Node Info Actions Window

The IP/MPLSView main window has a Network menu used to display details about a
selected node. There is also a window for performing actions on the node. Select
Network>Nodes to display the Nodes list. Select a node from the list to display the Node
Info window.

In the Node Info window, select the Actions tab to display an interactive window where
you can access the CLI of the selected node, ping the node, and display jitter information.

Figure 63 on page 85 shows the Node Info Actions window.
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Figure 63: Node Info Actions Window

MNode Info: vmx10-p03

View Status Information
Execute CLI Command:
Show system uptime
Execute CLI Commands
Open Diagnostic Manager
Ping From | -- Select --
= Select —

Ping |-- Select --

from this router, @I
MPLS Ping |-- Select --
from this router. @f
View itter information
Check rauter connectvity from server | chack |

No recent data collection.

Details Interfaces Tunnels Performance | Actions :

From the Execute CLI Command menu, select the command you want and click the right
arrow icon. There are hundreds of show commands available. A View Configuration Info

window is displayed.

Figure 64 on page 85 shows the View Configuration Info window results of a show chassis

fpc detail command.

Figure 64: View Configuration Info Window

[ 172.25.153.125:8091/wandl/jsp/viewConfigInfo jsp

DPlease select the command to view on: 1 DUBLIN

| Show chassis fpc detail

v | |\-"iew|

Command output

newlab@l DUBLIN> show chassis fpc detail | no-more
slet @ information:

newlab@l DUBLIN:

State Online

Total CPU DRAM ---- CPU less FPC ----

Start time 2816-85-28 19:83:47 UTC

Uptime 5 days, 4 hours, 14 minutes, 37 seconds

Close Window

From the menu, select the command you want to display with XML formatted output.
Figure 65 on page 86 shows the View Configuration Info window results of a show chassis

fpc | display xml | no-more command.
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Figure 65: View Configuration Info Window with XML Format

[ 172.25.153.125:8091/wand|/jsp/viewConfiglnfojsp
Please select the command to view on: 1 DUBLIN
Show chassis fpo (XML) detail ¥ || View

Command output

newlab@l DUBLIN> show chassis fpc detail | display xml | no-more

@

Online

---- CPU less FPC ----

2816-85-28 19:@3:47 UTC

5 days, 4 hours, 16 minutes, 54 seccnds

You can ping from one node to another or ping from the selected node to another.

Select a node from the Ping From menu. Select a node from the to menu and click the
right arrow icon.

The Ping Results window is displayed. Figure 66 on page 86 shows the Ping Results
window.

Figure 66: Ping Results Window

[ 172.25.153.125:8091/wand|/jsp/processPing.jsp?demd=3&fromname=VMX101

Ping Resuits

From To
Host W10 WMX101(P1086)
Interface na na
IP Address 10.0.0.101 10.0.0.106

Ping Results (ms)
Min Max Avg Lost %
o276 045 1446 00

To ping from the selected node to another node, select the destination node and click
the right arrow icon at the end of the Ping from this router menu.

To perform an MPLS ping from the selected node to another node, select the destination
node and click the right arrow icon at the end of the MPLS Ping from this router menu.

86
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To display the jitter value for the selected node, click View lJitter Information. To confirm
connectivity from the server to the selected node, click Check. The results (up or down)
are displayed next to the Check button. The jitter value is displayed only if SLA probes
are configured on the device.

Related . Main Window Network Menu on page 83
Documentation

Network Menu VPNs Window

The IP/MPLSView main window has a Network menu used to display details about VPNs.
Select Network > VPNs by VPN Type to display the VPN list. Select a VPN from the list to
display the VPN Summary Information window.

Figure 67 on page 87 shows the Network menu VPN Summary Information window.

Figure 67: VPN Summary Information Window
e imas o1 1

& fetch taffic
Reports [l
VPN Interface Report (5 mins data)

» I FIFA (4) Historical VPN Interface Report (1 hour data)

VPN Ingress Traffic Summary | VPN Egress Traffic Summary

Daily VPN Event Summary

System Uptime

CPU Usage

CPU Temperature

Memory Usage

o SLA daia avallable - VPN FIFA
PE List VENIVRF Ingress Traffic(bps)
UNICH FIFA o

FIFA

FFA

FIFA

| CEList | Interfaces

Actions

Ping From| — Select — | [—Select— 1B

Ping from CE | Select = | to CE [= Select - v |9/

| b | 5 5] polimatnteral Status: Ready.
From the VPN Summary Information window, you can display reports, ping from a PE or
CE router to another router, display interfaces associated with the VPN, or select a PE
device to display details about that device.

Select the Interfaces tab to display information about the interfaces associated with this
VPN. Click the + icon under details to display detailed information about the interface
and the traffic on that interface.

Click on any of the buttons to display Interface Traffic charts.

Figure 68 on page 88 shows the VPN Interfaces window with interface details and an
Interface Traffic chart.
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Figure 68: VPN Interfaces Window
| e oot [T —

VPN Info: 11303
Details Interfaces | Tunnels Performance Actions ||
———
show T8 ] onis p—
Details Name A Adm Op Intf. IP BW VLAN ID MTU Remote Node Remote Intf. Comment
) GigabitEthernet1.303 ° @ 00000 1.06 303 1500 n/a nla
Detail information for interface: GigabitEthernet1.303 Togress Traific (bys) Egress Teaffic (fxs]
Show Interface QoS Chart
Interface Traffic (bps) Interface Traffic (util)
€9 11_MANCHESTER Multicast Traffic (bps) Multicast Traffic (util) o
=
Interface Error (delta) Interface Discard (delta)
e e 005 e Uasin 000 %
Showing 1 to 1 of 1 entries. A
Interface Report (5 mins data)
> |15 [2] peling tnaral e Historical Interface Report (1 hour data)
' Show data pe
anam > (5] 2 >
Reload  07/08/2016 L2 | B Daiy - | | Line -
+| Show Bandw

raffic for: 11 MANCHESTER(172.16.0.111) - GigabitEthernet1.3038

Ingress Traffic Epress Traffic il Eandwidth 1.00G

114G

1G

a00Mm

BOOM

TOooMm

G00M

bits/s

500M

400M

300M

200M

100M

0.00¢
00:00 02-:00 04:00 0a:00 08:00 10:00 12:00

Time

Time Ingress Traffic Egress Traffic

2016.07.08 (00:00 - 00:05) 0 0 =
2016.07.08 (00:05 - 00:10) 0 ]

2016.07.08 (00:10 - 00:15) 0 0

2016.07.08 (00:15 - 00:20) 0 1]

-

Expand the VPN list to access a list of nodes. From the list of nodes, you can perform the
actions described in “Network Node Info Actions Window” on page 84.
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Related

Documentation

« Main Window Network Menu on page 83

« Network Node Info Actions Window on page 84

Network Menu Customer and Service VPNs Window

Related
Documentation

The IP/MPLSView main window has a Network menu used to display details about
customers and services. Select Network > Customer/Service VPNs to display the customer
list. Select a customer from the list to display the Customer/Service VPN Information

window.

Figure 69 on page 89 shows the Network menu Customer/Service VPN Information

window.

Figure 69: Customer/Service VPN Information Window

——
|
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Service
11302

Contact Phone Email misc vpns
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11302
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alpha
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ben_1
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space. 1
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space_2

space 2

Select a customer or service to filter the list.

Expand the customer list to access a list of nodes. From the list of nodes, you can perform
the actions described in “Network Node Info Actions Window” on page 84.

« Main Window Network Menu on page 83

« Network Node Info Actions Window on page 84

Network Menu VLANs Window

The IP/MPLSView main window has a Network menu used to display details about
VLANS. Select Network > VLANSs to display the VLANS list. Select a VLAN from the list to
display the VLAN Summary window.
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Figure 70 on page 90 07 shows the Network menu VLAN Summary window.

Figure 70: VLAN Summary Window

_IUﬂ\Per Network Configuration Fault « Performance » Admin Tools Reports & Java GUI

o e

VLAN Summary - Domain: Default - 101(HKG_LDN_101)

VLAN Summary - 101(HKG_LDN_101)

[Node [vLan D [VLAN Name [comment [Mo. of Interfaces [interfaces |
|cores_2s60 [101 |HKke_Lon_1ot | |o | |

8 VLAN Summa:
-

..

—
SR
n
n
B
n
n
I -

3 |;J Polling Interval SEatug

Last Modified: 0¢:00:008 PM

Scroll to the bottom of the VLANS list and select STP Ports to display the list of
spanning-tree ports.

Figure 71 on page 90 shows the Spanning Tree Ports window.

Figure 71: Spanning Tree Ports Window

3| Spanning Tree Ports - Domain: Defauit |

Spanning Tree Ports

M .
] nos:
M s
o s
M AN fport state Designated Node [pesi8n™ed  Zan |ZORPA Iy AN Name [MAC Adar  [pesi@iaed [Brdge
B g FastEteme0/10|blocking | 3551 B FostEnemeo| 128 |19 [Gefout 000323550008 000z 3580c0n [32768
™ . T FasEthemet0/11 | olocking E Fasthemetoiti[125__[100 oot I 765
T FasiEthomet02_|forwarding|3550 Fostmemeno [126 100 oeraut 0
L = 1 FasiEihormet0r |forwarding| 3550 FastEihometos 128 |18 Geraut
] ] FastEmemei0id |biocking | 3550 22 2% | oeiout
L] 1 FastEthemetors |fonwarding 3550 Fastthemens [128 |15 detout
] FastEthernct0® _|blocking ’E&D FastEthernetls |126 00 defaut 00032359505 [00032359cc06
1 blockng_|3550 2512 FastEhemetas (128 [1e ceraut
I T B o o rmngEfﬂ SomwTTTx |7 D [anoons |
3 |FasiEthomolis [forwarding| 3550 0000003355640 7 2|1 [VLANGO03 000363554005
: FastEthemeto |iocking | 3550 B0000003=356c201 |7 %[00 [VLANG00_[0003=3550c08
— Fasiihemet0/ 12 blocking I B 126|100 fomp |
> 3 I_TJ Polling Intervs| Status: Ready. FasiEiherneiD/s | forwarding| 20000003¢3 126 e komp 000323590005
Last Modifiad: 04:00:00 BM 00 [FasiEthomei0® [blocking % |10 o [0003<355c08 -

Related . Main Window Network Menu on page 83
Documentation

Network Menu Network Dashboard

The IP/MPLSView main window has a Network menu used to display the Network
Dashboard. Select Network>Network Dashboard to display the Network Dashboard.

Figure 72 on page 91 shows the Network Dashboard.
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Figure 72: Network Dashboard

Settings +
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Ineach pane there areicons at the top that allow you to hide the pane, change the display
from tabular to a bar graph or pie chart, reload the data, and close the pane.

Open the settings menu to select two columns or three columns and to restore the default
settings.

From the settings menu, select Options. Figure 73 on page 92 shows the options menu.
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Figure 73: Network Dashboard Options Menu

CPU Util - Top N Devices

CPU Temparature - Top N Devices
Memory Usage - Top N Devices
Memory Util - Top N Devices
Recently Rebooted - Top N Devices
LSP Source - Top N Devices

LSP Destination - Top N Devices

Event Count - Top N Devices
Event Types - Top N Today

Average Link Latency - Top N
Maximurm Link Latency - Top N
Minimurm Link Latency - Top N

Average Ping Latency - Top N
Maximum Ping Latency - Top N
Minimum Ping Latency - Top N

Ping Loss - Top N

Tunnel Traffic - Top N (bps)

Interface Egress Traffic - Top N (bps)
Interface Ingress Traffic - Top N (bps)
Interface Egress Util - Top N (%)
Interface Ingress Util - Top N (%)
Utilized Links - Top N (%)

The options menu allows you to display top devices for the items listed in
Table 21 on page 92.

Table 21: Network Dashboard Options

Top N Devices Selections Top N Devices Selections

CPU Util Average Ping Latency
CPU Temperature Maximum Ping Latency
Memory Usage Minimum Ping Latency
Memory Util Ping Loss

Recently Rebooted Tunnel Traffic

LSP Source Interface Egress Traffic
LSP Destination Interface Ingress Traffic
Event Count Interface Egress Util
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Table 21: Network Dashboard Options (continued)

Top N Devices Selections Top N Devices Selections

Event Types Interface Ingress Util

Average Link Latency Utilized Links

Maximum Link latency

Minimum Link latency

Related . Main Window Network Menu on page 83
Documentation
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Configuration Menu

Main Window Configuration Menu on page 95
Network Data Reports on page 96

Network Reports on page 97

Integrity Check Reports on page 99

Hardware Inventory Reports on page 100
Equipment View on page 102

Configuration Revision Manager on page 103
Device Library Manager on page 105

Misc Reports on page 106

Main Window Configuration Menu

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, the device library manager, and other miscellaneous reports.

Figure 74 on page 95 shows the main window Configuration menu.

Figure 74: Main Window Configuration Menu

Related .
Documentation

Metwork Data

Network Reports

Integrity Check Reports
Hardware Inventory Reports
Equipment View

Cenfig Revision Manager
Device Library

Misc Reports

IP/MPLSView Main Window Overview on page 25
Network Data Reports on page 96
Network Reports on page 97
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. Integrity Check Reports on page 99

. Hardware Inventory Reports on page 100

Equipment View on page 102

. Configuration Revision Manager on page 103

Network Data Reports

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, and other miscellaneous reports.

Select Configuration>Network Data to display the Network Data window. The Network
Model Data report is displayed by default.

Figure 75 on page 96 shows the Network Model Data report.

Figure 75: Network Model Data Report

Network Data =
Network Model Data |
Network Model Data
Name Size Date
Network Config Data
etwork L-onlig Data ABRBORDERRPT.x Excel | Text 397 bytes Sep 20, 2012 1:47:45 PM
User Collected Data
accdomain. x Excel | Text 53 bytes Sep 20, 2012 1:47:45 PM
aclist.x Excel | Text 1873 bytes| Jan 21, 2016 5:17:40 PM
arp.x Excel | Text 173344 bytes Jan 21, 2016 5:17:44 PM|
atconfig.x Excel | Text 278 bytes Jan 21, 2016 5:17:40 PM
attunnel.x Excel | Text 412197 bytes Jan 21, 2016 6:33:50 PM
BBDSGN.TRC.x Excel | Text 517 bytes Jan 1, 2016 6:14:34 AM
172.25.152.74:8091/wand|/jsp/showTable jsp?f=%2Fhome%2F... et U Toxt 822 bte TR @
| aclistx.csv ‘” accdomainx.csv M * Showall downloads.. %

Click Excel to download a .cvs file for the named report. Click Text to display the text of
the named report.

Select Network Config Data to display the Network Config Data report.
Figure 76 on page 96 shows the Network Config Data report.

Figure 76: Network Config Data Report

oo
Network Config Data

Network Model Data
Name Size Date

Network Config Data [arp] 12288 bytes| Jan 21, 2016 5:17:26 PM

User Collected Data [bridge] 4096 bytes Dec 23, 2015 9:35:46 AM
[config] 12288 bytes| Jan 21, 2016 5:17:10 PM
[equipment] 12288 bytes| Jan 28, 2015 3:52:29 PM|
[equipment_cli] 12288 bytes| Jan 21, 2016 5:17:17 PM|
[hostdiscover] 4096 bytes| May 31, 2015 10:09:31 AM
[interface] 4096 bytes| Jan 21, 2016 5:17:08 PM
[isis_nbr] 4096 bytes| Jan 7, 2016 1:57:50 PM,
[Idp_nbr] 4096 bytes| Jan 21, 2016 3:27:42 PM|
[log] 167936 bytes| Jan 21, 2016 6:17:00 PM hd

Click a report name to open a list of reports of that type. Click on the device name to
display the report contents.

96
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Related
Documentation

Network Reports

Select User Collected Data to display the User Collected Data reports list.
Figure 77 on page 97 shows the User Collected Data reports.

Figure 77: User Collected Data Report

Network Data [<]
User Collected Data

Network Model Data
Excell: open in Excel with space and tab delimiter
Network Config Data Excel2: open in Excel with comma (,) delimiter
User Collected Data e Size Date
[Arp] 4096 bytes| Jan 20, 2016 5:49:45 PM|
[ARP] 4096 bytes| Jan 20, 2016 5:52:42 PM
aclistxcsv M accdomaina.esv M * Show all downloads.. %

Click a report name to open a list of reports of that type. Click on the device name to
display the report contents.

« Main Window Configuration Menu on page 95

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, and other miscellaneous reports.

Select Configuration>Network Reports to display the Web Reports window for network
reports. Expand the menu items to list individual reports. Click the report name to display
the report.

Figure 78 on page 97 shows the Web Reports window with the Link Utilization Report
selected.

Figure 78: Web Reports Window for Network Reports

‘Web Reports
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Per Node Pair (Meastred) 10 VMX101_ vmx102 10101102 geDD0A2  vmxi01 10101102 ge0/00.12 1000 ETIG I <
Link Utiization 4 VMX101_ vmx101 10101405 geD/ODAS  vmxi01pi05 10101405 gedOA45 1000 ETIG N :

RSVP Bandwidth Allocation & VMX101_ vmei01pi05 10101105  geDIOA1S  wmx101 10101105 ge0/00.15 1000 ETIG s

B Interface Traffic 12 VMXTD1(P.. | vmx102 10102105 geD/O025  wmx101p105  10.102.105.. gedi0A1.25 1000 ETIG 4

4 Group 11t VMXTO1P.. | vmx101p105 10102105 geDOA25  vmx102 10102105 ge/0025 1000 ET1G '

e Node 1 VMX101P.. | vmx102 10102106  ge /0026 vmx101p106  10.102.106.. geDON1.25 1000 ETIG '

LB VPN 113 VMXADIP.. | vmxi01pi06 10402406 ge D125 vmxd02 10402105 ge0/00.25 1000 ETIG 4

I Protocols 18 VMXI0IP.. | 32 i S T e cmee e R

+ [ Tunnel Layer Network Reports K € i Page2 [ofa ) (D IC 2o alB Displaying 101 - 200 of 356
« »

Click Advanced Options to display an explanation of how the information is obtained,
restore the original order of the information, or perform a search of the information. Click
Export to download a .cvs file or text file. From the menu within each column, the element
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Related
Documentation

information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Click Expand All to expand all the menu items. Figure 79 on page 98 shows all of the
reports available in the Web Reports list.

Figure 79: All Available Web Report
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Select Configuration>Network Reports>Customized Reports>Network Summary to display
the Network Summary window for network reports.

Expand the menu items to list individual reports. Click the report name to display the
report.

Figure 80 on page 98 shows the Web Reports window with the Link Utilization Report
selected.

Figure 80: Network Summary Report Window

Web Reports

Customized Report 1
Expand Al Collapse All

D Hostname MIP Hardware As

IP Address T ISIS System Il OSPF BGP Speaker | Ro
VMX101  +| wmx101 10.0.0.101 17225159  MX90 ASB4E00 0100.0000. (5610) tue -

i Network Reports

suopdo paouerpy @

i Lk Utiization Reports VIMX102 vmxi02 1000102 17225159 MX960 AS64500 0100.0000.
b Interface Trafic
. VMX103 vmx103 1000103 17225159  MX960 ASBA500 0100.0000.
4 Grou
o " VMXTO(®.. | vmx101p105 1000105  17225.169.. MX96D ASEL500 0100.0000. 1) false
4 Node
i 16 VMXTOIP-. | vmx101p106 1000106  17225169.. MX96D ASB2500 0100.0000...  (511) false
7 VMX1O1(-. | vmx101p107 1000107  17225.169.. MX96D ASB4500 0100.0000...  (61) false -
B Protocols % s
n Vit B

4 Tunnel Layer Network Reports

Page 1 of2 ) » C & = Displaying 1- 100 of 135
« »

In the bottom of the window, you can download the reports, set the number of lines to
display, or go to a specified page.

o NOTE: Web reports are only available if a wWeb report task is created to run
at a scheduled time.

« Main Window Configuration Menu on page 95

98
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Integrity Check Reports

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, and other miscellaneous reports.

Select Configuration>Integrity Check Reports to display the Web Reports window for
integrity check reports.

Available configuration reports include:

Integrity Checks

Integrity Checks Summary

ISIS Config
OSPF Config

CoS Config

Config Files Status

Duplicate IP Address

Node Discovery
Click the report name to display the report.

Figure 81 on page 99 shows the Web Reports window with the Integrity Checks Summary
Report selected.

Figure 81: Integrity Checks Summary Report

Web Reports

Integrity Checks Summary Report Q
Expand Al Collapse All b
Index Category Severity Message Count msg ID 3
~-#= Configuration Reports H
; 1 MPLS -1 - Total ) - o g
Integrity Checks =
Integity Checks Summary 2 MPLS HIGH - Unknown 2 % g
ISIS Conig 3 MPLS Low -Unknown ... 53 923 g
OSPF Config 4 MPLS WARNING - Different 3 4
oS Config 5 MPLS MEDIUM -Inconsist.. 5 24
Config Files Status 6 OsPF - Total 53
Duplicated |P Address 7 OSPF Low -Unknown ... 37 8
Node Discovery 8 OSPF ~ | WARNING - Asymmet 11 13 -
- Page 1 of1 Cllal @ Displaying 1- 39 of 38
“ »

Click Advanced Options to display an explanation of how the information is obtained,
restore the original order of the information, or perform a search of the information. Click
Export to download a .cvs file or text file. From the menu within each column, the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Click Expand All to expand all the menu items.
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« Main Window Configuration Menu on page 95

Hardware Inventory Reports

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, and other miscellaneous reports.

Select Configuration>Hardware Inventory Reports to display the Hardware Inventory
Reports window. In the reports, you can select columns to determine what is displayed
in the report. Options include IPv6 addresses, autonomous system (AS) numbers, serial
numbers, and other SKU information. Figure 82 on page 100 displays some of these column
options.

Figure 82: Hardware Inventory Transceivers Window

Hardware Inventory Reports

ardware Invento @ Route eCards  Physica Transceivers Pa ensive Pa
Daily Collection Date:  03/122017  ~ Filter(s): -~ Topa Groups — ~ | —Devices - ~ - Vendors — - Advanced Filters Export to CSV.
Lt Name Device_Name Device Vendo Device IP_Addr | Index Part SIN Hostname Contained_In
H::;n; Trending SFP+-10G-ZR"| 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/0/0 740-045928  Z1416000L  3GTOT_S. EX4550-32F-DC-... |

e Card Usage SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0101 740021309 ARE27Z9 3GTOT_S. EX4550-32F-DC-

Deviea Usage SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/02 740021309 ARE28G2 3GTOT_S. EX4550-32F-DC-
SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/03 740021309 ARE2TC3 3GTOT_S. EX4550-32F-DC-
SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/0/4 740021309 ARE28K9 3GTOT_S. EX4550-32F-DC-
SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/0/5 740021309 ARE28BE 3GTOT_S. EX4550-32F-DC-
SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/0/6 740021309 ARE2TYQ 3GTOT_S. EX4550-32F-DC-
SFP+10G-LR| | 3GTOT_SUK1ST_SWO01 Juniper 10216124106 S-0/0/7 740021309 ARE2TIK 3GTOT_S. EX4550-32F-DC-
SFP-T 3GTOT_SUK1ST_SWo1 Juniper 10216124106 S-0/0/8 740013111 E500384 3GTOT_S. EX4550-32F-DC-.
SFP-T 3GTOT_SUK1ST_SW01 Juniper 10216124106 S-0/0/9 740013111 E500816 3GTOT_S. EX4550-32F-DC-.
SFP-LX10 3GTOT_SUK1ST_SWo1 Juniper 10216124106 S-0/0/10 740011614 PR30GIN 3GTOT_S. EX4550-32F-DC-.
SFP-LX10 3GTOT_SUK1ST_SW01 Juniper 10216124106 S-0/0/11 740011614  PRC4BSW  3GTOTS. EX4550-32F-DC-.
SFP-LX10 3GTOT_SUKAST_SWo1 Juniper 10216124106 S-0/0/12 740011614 PRCIFTN 3GTOT S. EX4550-32F-DC-
SFP-LX10 3GTOT_SUKAST_SWo1 Juniper 10216124106 S-0/0/13 740011614 PRCABMS 3GTOT S. EX4550-32F-DC-
SFP-LX10 3GTOT_SUKAST_SWo1 Juniper 10216124106 S-0/0/14 740011614 PRIIMHX 3GTOT S. EX4550-32F-DC-
SFP-LX10 3GTOT_SUKAST_SWo1 Juniper 10216124106 S-0/0/15. 740011614 PRC424X 3GTOT S. EX4550-32F-DC-
SFP-LX10 3GTOT_SUK1ST_SWo1 Juniper 10216124106 S-0/0/16 740011614 PR30GO0 3GTOT S. EX4550-32F-DC-
SFP-LX10 3GTOT_SUK1ST_SwW01 Juniper 10216124106 S-0/017 740011614 PRC4BSX 3GTOT S. EX4550-32F-DC-
SFP-LX10 g T T T S e SNSRI

Page 1 of914 ) ) C  cnange Page Size Displaying 1- 20 of 18265

Figure 83 on page 100 shows the Hardware Inventory Reports window with the Routers
tab selected.

Figure 83: Hardware Inventory Reports Window

ardware Invento < Routers P Parts . & Parts
Daily Collection Date:  08/11/2016 - Filter(s): — Topo Groups — ~ | -Vendors - = Advanced Filters Exportto CSV
List
e Name Vendor | IP Address = Source System Name Description | Contact | Location | Last Update by | Chassis Type
Reports
i VMX101 = | Juniper 10.0.0.101 172.25.159... 08/11/16 15:4.. MX960 -
History & Trending
VMX101_D..| Juniper 11.0.0.101 172.25.159 08/11/16 15:4. MX980
Line Card Usage
VMX101_E Juniper 11.0.0.101 172.25.159 08/11/16 15:4. MX980
Device Usage
VMX101_P Juniper 11.0.0.101 172.26.159 08/11/16 15:4. MX360
VMX101_R.. | Juniper 11.0.0.101 172.25.159... 08/11/16 15:4...  MX960
VMX101_R. | Juniper 11.0.0.101 172.25.159 08/11/16 15:4. MX960
VMX102 Juniper 10.0.0.102 172.25.159 08/11/16 15:4. MX980
VMX102_D.. | Juniper 11.0.0.102 172.25.159 08/11/16 15:4. MX360
vwx102P |, o ann PR | oo ,
& ¢ Page 2 o3 ) )y (C  Change Page Size Displaying 21 - 40 of 44
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Select the tab for the level of report you want, such as Line Cards, Physical Interfaces,
and Transceivers. Select Misc Parts to display power supplies and fan trays. Select
Extensive Parts to display estimated cost.

From the header menus, you can select a date, a topology group, or a vendor to filter the
reports.

Click Export to CVS to download a .cvs file. Click Advanced Filters to display instructions
on how to use advance filters.

To search using advanced-filter regular expressions, open the menu in the column header,
and select Advanced Filter. Then type the text to search for.

Figure 84 on page 101 shows the Advanced Filter results.

Figure 84: Hardware Inventory Reports Advanced Filters

<Jll Routers ds  Physic ces

Daily Collection Date:  06/28/2016  ~ Filter(s):  “'Group file is empty* ~  —Vendors =~ Advanced Filters Export to CSV

List
e Name Vendor System_Name| Description | Contact Location Last Update b Chassis Ty ~| Hardware Ver{ Hardware Id | ROM Version| ROM._!

Reports
1_DUBLIN Juniper 06/28/16 13...  JUNOSV.F.| + Sort Ascending

2 AMSTER... | Juniper 06/28/16 13...  JUNOSV.F_[ 1 Sort Descending
3_LONDON | Juniper 0B128/16 13 JUNOSVF Columns. » [b30791
4_BERLIN Juniper 06/28/16 13...  JUNOSVLF.
5 PARIS Juniper 06/28/16 13...  JUNOSVF.

. . h1caare
History & Trending
[36e2c4

a Lock

&_FRANKF Juniper OSI28/16 13 JUNOSVIE| i Fiter »
7_VALENCIA | Juniper 06/28/16 13...  JUNOSVF. o

8 LYON Juniper 06/28/16 13...  JUNOSVF. 8c9059¢06.

10_BARCE Juniper 06/28/16 13...  JUNOSVF. b348¢c63ac

In the left navigation pane, select Reports to display device-specific reports. Select the
Hardware Inventory, Device Usage, Line Card Usage, CapEXx, or CapEx by Parts tabs to
display daily usage and estimated cost reports.

In the left navigation pane, select Line Card Usage or Device Usage to display usage reports
for a specified time period.

You can display reports for elements such as devices, line cards, slots, and ports.

Select the start date and end date, and click Query. A list of reports is displayed. Check
the reports you want, and click Chart. A chart of the selected device, time period, and
report type is displayed.

Figure 85 on page 102 shows the Hardware Inventory Reports window with Device Usage
Per Device selected.
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Equipment View

Figure 85: Hardware Inventory Device Usage per Device Reports

GEGRCURLIEL I C Start Date: | 07/29/2015  ~ | End Date: 01192016 ~ | Query

Daily Collection U No. of Line Cards Available Slots  Tofal Slots  Connected Ports ~ Shutdown Ports  Reserved Ports  No. of Ports
Lists
Reporls Device: ROBERT_SOLX86 ~ Chart Advanced Filters Exportto CSV
History & Trending Device_Name | Hostname Type 0729 | 0730 | 0731 | 0801 | 0802 | 0803 | 0804 0805 | 0806 | 0807 | 0808 | 0809 | 081
Line Card Usage ROBERT_.. robesolx.. Total Slots | D 0 0 0 0 0 0 0 0 0 0 0 0
Device Usage ~ ROBERT_. robert-solx... Available_.. 0 0 o o o o 0 0 0 0 o 0 0
~ ROBERT_.. robert-solx... Connected.. o o o 0 o o 0 0 0 0 ) 0 0
ROBERT_.. robert-solx... No_of_Ports o o o o o o 0 0 0 0 o 0 0
ROBERT_.. robert-solx... No_of_Line.. 0 0 0 0 0 0 0 0 0 0 0 0 0
ROBERT_.. robert-solx... Reserved_.. 0 0 1] 1] 1] 0 1] (1] 0 0 0 0 0
ROBERT_.. robert-selx... Shutdown_... | 0 o o (1] o 0 0 0 0 0 0 0 0
41 »
Page 1 of 1 ' Change Page Size Displaying 1-7 of 7

o NOTE: Hardware inventory reports are only created if a hardware inventory

task is created to run at a scheduled time.

. Main Window Configuration Menu on page 95

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration

manager, and other miscellaneous reports.

Select Configuration>Equipment View to display the Equipment View window. Expand
the Devices list in the Hardware Inventory pane and select the equipment to view. The
equipment Logical View is displayed, as shown in Figure 86 on page 103.

There are two main views in the device’s Equipment View window. The Logical View
depicts a graphical view of the cards and ports in the device. The Tabular View depicts
the information in tabular format, details such as interface status, ingress bandwidth,
and egress bandwidth.

102
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Figure 86: Hardware Inventory Logical View
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The Equipment View window includes:
Hardware Inventory pane—Select Devices to display a list of devices.

Logical View pane—Displays the number of slots. Select an interface to display the IP
address and bandwidth.

Tabular View pane—Provides details such as interface status and bandwidth.

Properties Overview—Provides a picture of the equipment and the hostname, model,
and |IP address.

Node detail—Lists the device name, chassis type, hardware ID, last update by CLI, OS
Version and miscellaneous components such as board, CPU, and Routing Engine.

Card detail—Lists the slot, card ID, description, part number, serial number, and ports.

« Main Window Configuration Menu on page 95

. Hardware Inventory Reports on page 100

Configuration Revision Manager

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, and other miscellaneous reports.
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Select Configuration>Config Revision Manager. The Revision Summary page is displayed
showing the hostname, filename, latest revision, and the date that revision was checked-in.
Devices are listed in the right pane. Figure 87 on page 104 shows the Revision Summary
window.

Figure 87: Revision Summary Window

Files Revision Summary

Summary Hostname + File Name Latest Revision Last Checked-in
10_BARCELONA 10_BARCELONA 172.16.0.110 10_BARCELONA cfg 11 2015-11-30 15:15:13
11_MANCHESTER 11_MANCHESTER 172.16.0.111 11_MANCHESTER cfg 11 2016-05-21 13:13:56

: 12_MUNICH 12_MUNICH 172.16.0.112.12_MUNICH.cig 1.4 2016-07-09 13:14:02
: TAMILAN 13_MILAN 172.16.0.113.13_MILAN.WANDL.CO... 12 2016-07-08 13:14:13
’ ;::.:i?:RDAM 1_DUBLIN 172.16.0.101 1_DUBLIN cfg 12 2016-07-08 13:14:13
3 LONDON 2_AMSTERDAM 172.16.0.102 2_AMSTERDAM cfg 11 2015-11-30 15:15:13
4 BERLIN 3_LONDON 172.16.0.103 3_LONDON. cfg 11 2016-01-30 13:13:33
5 PARIS 4_BERLIN 172.16.0.104 4_BERLIN cig 11 2015-11-30 15:15:13
& FRANKFURT 5_PARIS 172.16.0.105.5_PARIS.cig 11 2016-02-00 13:13:33
7_VALENCIA 6_FRANKFURT 172.16.0.106.6_FRANKFURT.cig &1 2015-11-30 15:15:13
8 LYON 7_VALENCIA 172.16.0.107 7_VALENCIA cfg 11 2015-11-30 15:15:13
B s;ynet—zo—wf 8_LYON 172.16.0.108.8_LYON.cfg 11 2015-11-30 15:15:13

Select a device in the Files pane to display the configuration file. If a device has multiple
revisions, you can expand the menu item in the side pane to list the individual revisions.

Figure 88 on page 104 shows the device configuration file contents.

Figure 88: Configuration File Contents

[3 172.25.153.125:8091/revisionmanager/?s=316 AAGOBAEBBIBF40D76B36031F5D498

172.16.0.101.1_DUBLIN.cfg - Revision v1.1

Summary L N
services {

10_BARCELONA ftp

11_MANCHESTER

+ 12_MUNICH

max-sessions-per-connection 32;

telnet

+ 13_MILAN netconf {
~ %= 1_DUBLIN ssh;
11 web-management {
12 http {
. interface ge-0/0/0.0
2_AMSTERDAM
3_LONDON } }
4_BERLIN syslog ‘{’
user * {

5 _PARIS any emergency;

To compare two revisions side-by-side, hold the control key and select two revisions.
Then select Compare Versions. Figure 89 on page 105 shows the Version difference window.
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Figure 89: Version Difference Comparison

Files Version difference for 172.16.0.112.12_ MUNICH.cfg

Summary # | Revisionv1.3 A | Revision v1.4
10_BARCELONA 1 terminal length 0 terminal length 0
11_MANCHESTER 2 12_MUNICH#shaw running 12_MUNICH#show running
3 Building configuration... Building configuration...
~ S A2_MUNICH 2
11 5 Current configuration - 8396 bytes /. Cument configuration : 8325 bytes
6 1 1
12 7 ILast configuration change at 19:28:56 UTC Thu Jul 7 2016 by =
13 newlab
81 -
14 9 version 15.3 version 15.3
© B 13_MILAN 10 service timestamps debug datetime msec service fimestamps debug datetime msec
- 11 service timestamps log datetime msec service fimestamps log datetime msec
+ [ 1_DUBLIN 12 service password-encrypfion service password-encryption
2 AMSTERDAM 13 no platform punt-keepalive disable-kemel-core no platform punt-keepalive disable-kemel-core
- 14 platform console virtual platform console virtual
3_LONDOMN 15 | 1
4 BERLIN :g hosiname 12_MUNICH hostnams 12_MUNICH
5 _PARIS 13 boot—starl—marmr boot-start-marker
6_FRANKFURT ;g ::oot—end—marl:er Fool—end—malker
7_VALENCIA 211 1
2 LYON 22 vri definition FIFA vt definition FIFA

The configuration changes are color-coded:
Yellow—Indicates changes in the newer version.
Green—Indicates additions in the newer version.

Red—Indicates changes that were deleted in the newer version.

Related . Main Window Configuration Menu on page 95
Documentation

Device Library Manager

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, the device library manager, and other miscellaneous reports.

Select Configuration>Device Library Manager. The Device Library Manager window is
displayed. Figure 87 on page 104 shows the Device Library Manager window.

Figure 90: Device Library Manager Window

Vendor Family Device: JUNIPER - JUNIPER

JUNIPER Web Image

JUNIPER_EX Icon Image File:  /u/wandliwebiwebapps/wandl/images/Juniper_Router.gif
NODE

PARADYNE m

REDBACK CLI Template
BIVERSTANE - Template File:  fu/wandl/db/ecmdtemplate/template juniper
Hardware Type 1Silent

- set cli screen-width 0
M10 _ COMMAND__

M10i
M120
M160
M20
M320
M40
M40E
M5

[ ] e
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Misc Reports

The CLI Template pane shows the file path to the template file used for CLI commands.
Select Modify to change the CLI screen width used.

The Web Image pane shows the file path to the icon file for the device selected. Select
Modify to change the icon file used.

Figure 91 on page 106 shows the Device Library Server File Browser window.
Figure 91: Device Library Server File Browser Window

Server File Browser

fu/wandl/web/webapps/wandl/images

Name
fugue-icons
trafficicons
0.gif

10.gif

1.gif

2 gif

3.gif

DDDDDUODW W =

4.gif

All Files (*.%)

To display the contents of a sub-directory, double-click the directory name. To return to
the default directory, select the home icon. To refresh the display, select the blue-circle
icon. To move up to the parent directory, select the up arrow icon.

To add a new hardware type, select Add. The New Hardware Type window is displayed.
Select the vendor from the Vendor Family menu, type the name of the new hardware
type, and select Save. To delete a hardware type, select the type, and select Delete.

The vendortemplatefile.csv file the in /u/wandl/db/config/ directory contains the mapping
of vendor, command template, and icon used.

« Main Window Configuration Menu on page 95

« Admin View Menu on page 172

The IP/MPLSView main window has a Configuration menu used to display network data,
network reports, integrity checks, hardware inventory, equipment views, the configuration
manager, and other miscellaneous reports.

106
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To access Miscellaneous Reports, select Configuration > Misc Reports.

The Interface VLANs Assignment feature provides a list of the interfaces in the Live
Network and the virtual LAN that each belongs to (if any). The data within the View
VLANS page is derived from the IP/MPLSView interface map (intfmap) file. The intfmap
file is created automatically when configuration files are collected and parsed.

Select Configuration > Misc Reports > Interface VLANs Assignment. Select the vlanid from
the Select vlanid drop-down box, or type it directly into the text field to the right, to search
for all the interfaces belonging to a particular VLAN. (See Figure 92 on page 107.) Select
None to see all interfaces that do not have any associated vlanid. Select All to see all
interfaces in the network. If the vlanid for a particular entry says n/a (data not available),
then that interface does not belong to a VLAN.

You can also search for all interfaces at a particular node by using the Filter by node
name text field. This filter is case-sensitive and the full node name should be entered
(no regular expressions).

e NOTE: Both the Select vlanid and Filter by node name options always search
from within all interfaces in the network.

Figure 92: View VLANs

VLANS

Select VlanID: 101 - 101

Filter by Node Name: dprev 1 /1nexth
[an = |oo
vianid « interface node ip handwidth protocolis) comment
101 e~/ AT MK 704011 106 RSVP MPLSTE 106G
15152 REVP
101 ge-0i01 A0 YMXOD 1431101 1 106 g 1.0
101 *e-3010.101 7L2L38R1 10159181 105 OSPF Lot il2 fels CorestiConnectio

TL2MMET 1-25-3(APP-2)10G

As long as a collection of “config” and “interface” have been performed from the Task
Manager using either CLI Collection, Autodiscovery, or Scheduling Live Network Collection,
this data will be accessible.

The Tunnel Path Report feature provides reports about the tunnel status and tunnel path
detail (for example, the “Record Route”) based on the same commmand used for the
“tunnel path” collection method. The IP addresses are automatically resolved to the
corresponding router and interface for convenience. To view this report, run the Scheduling
Live Network Collection Task with config, Tunnel Path, and Transit Tunnel options selected.
To access the report, select Configuration > Misc Reports > Tunnel Path Report.

Figure 93 on page 108 shows a tunnel path report.
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Figure 93: Tunnel Path Report
o OO

T a
Interface VLANSs Assignment| View CLI Tunn Source Destination 1. Tunnel Name Admin Status. Operational S{ Path Type Tunnel Path De| §
Tunnel Path Report View VMX102 1000101 PIMP-VMX102- up up p2mp PRI VIIX102-1. E
Find IP/Mac Address View VMX103 1000101(.. LSP_VMX103_V_. Up Up PRIMARY VMX103-1._ -§

View VMX103 10.0.0.101(_. XX VMX103_V..  Up Up VMX103_V._.  PRIMARY VMX103-1. %

View VMX103 1000101(..  LP_VMX103_V _ Up up VMX103_V PRIMARY VMX103-1.

View VX103 10.0.0.101(... ~ NLP_VMX103_.. Up Up VMX103_V.. PRIMARY VMX103-1...

View VMX101 1000.102(..  LSP_VMX101_V Up Up PRIMARY VMX101-1.

View VX103 10.0.0.102(...  LSP_VMX103_V.. Up Up PRIMARY VMX103-1...

View VX101 10.0.0.103(...  LSP_VMX101_V.. Up Up PRIMARY VMX101-1...

View VX101 10.0.0.103(...  LSP_VMX101_V.. up Up Path_VMX.. PRIMARY VMX101-1...

View VX101 10.0.0.103(...  LSP_VMX101_V.. Up Down Path_VMX.. VMX101-1...

View VX101 it :
Page 1 oi34 ) B I C & @ Displaying 1 - 100 of 3307

The Find IP/Mac Address feature provides reports about IPs and MAC Addresses in the
network. To view this report, run the Scheduling Live Network Collection Task with the
configand ARP options selected. To access the report, select Configuration > Misc Reports
> Find IP/Mac Address.

Figure 94: IP/Mac Address Report
(oo PO ]
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Related . Main Window Configuration Menu on page 95
Documentation
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Fault Menu

« Main Window Fault Menu on page 109

« Fault Menu Live Event Browser on page 109

« Fault Menu Historical Event Browser on page 114
« Event Count Chart on page 117

« Event Summary Reports on page 120

« Event Options on page 121

Main Window Fault Menu

The IP/MPLSView main window has a Fault menu used to display live and historical
event browsers, event summary reports, and to edit thresholds. “Fault Menu” on page 109
shows the main window Fault menu.

Figure 95: Main Window Fault Menu

Live Event Browser

Live Event Browser (Java)
Historical Event Browser
Events Count Chart
Event Summary Reports
Link Availability Reports
Event Opticns

Related . IP/MPLSView Main Window Overview on page 25
Documentation . Fault Menu Live Event Browser on page 109

. Event Summary Reports on page 120

Fault Menu Live Event Browser

The IP/MPLSView main window has a Fault menu used to display an event browser and
event summary reports, to edit thresholds, and to edit event subscriptions. The Event
Browser can be used to monitor changes to the network such as link status, LSP tunnel
status, impacted LSPs and associated LSP events during linkDown, VPN status,
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application errors, and many other types of events. To see live trap data using the Event
Browser, the network devices must be configured to send SNMP trap messages.

Select Fault>Live Event Browser to start the live Event Browser application.

The event browser lists the events as they are received from the network nodes and other
IP/MPLSView subsystems. Use the Event Browser to group, analyze, acknowledge, and
clear these events.

In the display, events are colored. By default, critical events are red, warnings are yellow,
and major events are pink.

Icons at the top of the window are used to synchronize events with the Event Server, post
network events, save events to a file, print events, toggle INFO events, and clear all INFO
events.

Select an event to display event details in the lower pane of the window, including the
related MIB attributes and their values.

Figure 96 on page 110 shows the Event Browser window.

Figure 96: Live Event Browser Window
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- [ - | E=
) —— ) 390162419...  bgpBackwardTransition Protocol SKYNET 2. WARNING 20170328 16:36:58..  2017.03-021231:19... 183
[T e 387298369...  bgpBackwardTransition Protocol SKYNET_2... WARNING  2017-0328 16:36:57..  2017-01-2822:5256...  12..
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] 390162420...  bgpBackwardTransition Protocol SKYNET_2 WARNING 20170328 16:36:53..  2017.03.0212:32:19... 1980
e 390162419...  bgpBackwardTransition Protocol SKYNET_2 WARNING 20170328 16:36:52..  2017.03-021231:19.. 189
) 391864155 bgpBackwardTransition Protocol 1_DUBLIN WARNING  2017:032816:36:51. 20170324 044445 0.
[skrner2. [ [NoRvaL | -
- - s
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Select an event and right -click to display a list of actions. Figure 97 on page 111 shows
the right-click actions menu.
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Figure 97: Live Event Browser Right-Click Actions Menu
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Using selections in the lower part of the menu, you can acknowledge an event, clear
events, or query for the event history. After an event is cleared, it is only displayed in the
historical Event Browser.

From the action menu, you can open the Diagnostic Manager to ping a device, ping an
interface, execute a trace route, and show tunnel events. You can also chart system up
time, CPU temperature, memory usage, and tunnel traffic.

Figure 98 on page 111 shows a CPU Usage chart.

Figure 98: CPU Usage Chart
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You can display a list of events in the Event Group View pane. To set the available groups
inthe list, Select Actions>Group Event. The Column Grouping Selector window is displayed.
Figure 99 on page 112 shows the Column Grouping Selector window.

Figure 99: Event Browser Column Grouping Selector Window

Column Grouping Selector

Select/Reorder the column groupings

User Group Element Type
Timestamp Type

Event State Device 1D
Event ID Element Name
Count Seventy
Description
Source IP
Source 1D

Ack'd On

Ack'd By

First Timestamp
Aggregate 1D
Cleared By
ACK Comment

External Tag

Select the grouping you want and use the arrows to arrange and order the groups. When
multiple properties are selected, events are grouped hierarchically according to their
order within the list, starting from the top of the list. Click Apply to add the groups to the
Event Group view. Select OK to close the window.

To analyze an event, select the event, right-click, and select Analyze Event. The Root
Cause Analysis window is displayed.

Figure 100 on page 113 shows the Root Cause Analysis window.
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Figure 100: Root Cause Analysis Window

Root Cause Analysis (%]

Node Type Element Status Updated
& 3 LONDON bgpBackwardTransition 20111 To be analyzed @
& 2 AMSTERDAM ospfTxRetransmit 62.200.121.1 To be analyzed (=]

+ || show ospfinterface Not yet executed
+ || show configuration protocols ospf Not yet executed
+ || show ospf neighbor Not yet executed
+ [ show ospf neighbor instance all Not yet executed
+ || @sh:grep (ElementName) /uiwandl/data/.network/intfmap.x Not yet executed
+ [| @sh:grep (ElementName) /u/wandl/data/. network/bblink.x Not yet executed
+ [ | @sh:/home/wandl/bin/get_intf sh (ElementName}) Not yet executed

Select an event. The RCA Rules pane displays a list of commands that can be used to
analyze the event. Select the commands you want to use and click Analyze. The
commands are executed on the node. Expand the command in the RCA Rules pane to
display the results.

Select Actions > Options to change how the Event Browser displays the events, enable
event sound clips, add URL actions, and set the poll and update timers.
Figure 101 on page 113 shows the Event Browser Options window.

Figure 101: Event Browser Options Window

Event Browser Options

— Severity Colors
INFO: | | MINOR: |
NORMAL: MAJOR: |

UP:

WARNING. | | com

— General Options

1 Color entire event row by Severity 1 Show event severity total counts

1 Prompt user for comments on ack/clear .# Update event label with most recent event

' Reset event attributes after posting __ Update event label with max received severity

! Show the top-level event group node B Edit URL Actions

|_| Reset group node severity on selection ) Edit event severity sound clips
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In the Set Event Browser options window, you can set the severity colors, select which
columns are displayed, configure URL actions, configure event sound clips, and change
the poll interval.

To add a URL to the event select Edit URL Actions. In the Edit URL Actions window, type
the name of the action, the URL, and a description. Select OK. The name of the action is
displayed at the top of the event browser right-click menu. Figure 97 on page 111 shows
a URL action named Light4.

To upload an event severity sound clip, select Edit event severity sound clips. In the Edit
Event Sound Clips window, click the plus sign (+) in the right pane. In the new row, select
the Sound Clip column to upload a sound clip from either the local client or server.
Figure 102 on page 114 shows the Upload Sound Clip window.

Figure 102: Upload Sound Clip Window

= Select from client

C:\fakepathtjazz.mp3 Browse

Select from server

Ccomet ] s

Related . Main Window Fault Menu on page 109
Documentation « Event Summary Reports on page 120

« Fault Menu Historical Event Browser on page 114

Fault Menu Historical Event Browser

The IP/MPLSView main window has a Fault menu used to display an event browser and
event summary reports, to edit thresholds, and to edit event subscriptions. The Event
Browser can be used to monitor changes to the network such as link status, LSP tunnel
status, VPN status, application errors, and many other types of events.

Select Fault>Historical Event Browser to start the Historical Event Browser.
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o NOTE: For an event to be displayed in the historical event browser, it must
first be cleared in the Live Event Browser.

To display events in the historical event browser, select Actions > Manage Queries. The
Historical Events Query window is displayed.

In the Historical Events Query window, select New. The New Event Query window is
displayed.

Select the attributes you want and select a value from the menu in the field.
Figure 103 on page 115 shows the Historical Event Queries and New Event Query windows.

Figure 103: Historical Event Queries and New Event Query Window

New Edit Delete New Event Query

Select key(s) from following list and add value(s) to build query
Gl Attribute Value
protocol
(e id
tunnel A [type
deviceid
v severity
elementtype.
comment
' description
[] ackby
clearby
Query Description T
date
daterange
Name of the query: NewTestQuery
[ | [ o ] comel |

From the Select Event Query menu, select the query you want and click the arrow. The
results are displayed in the Historical Event Browser window.

Events are colored. By default, critical events are red, warnings are yellow, and major
events are pink.

|cons at the top of the window are used to synchronize events with the Event Server, post
network events, save events to a a file, print events, toggle INFO events, and clear all
INFO events.

Select an event to display event details in the lower pane of the window.

Figure 104 on page 116 shows the historical Event Browser window with one event selected.
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Figure 104: Historical Event Browser Window
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Table 10 on page 47 describes the Historical Event Browser table columns.

Table 22: Historical Event Browser Table Columns

Column Name Description

Event State This is the state of the event.

Event ID This is the unique ID of the event. If the row corresponds to an aggregate event, this is the ID
of the most recent event in the aggregated events.

Type Supplied by the device sending the event, and is usually a terse description of the information
represented by the event. For example, linkUp, mplsLspDown. Event types are defined in the
/u/wandl/db/config/eventtypes.store file.

Element Type The element associated with the event. For example, Interface, Tunnel, or VPN.

Device ID Usually the hostname of the device. These names are derived from files created by a Scheduling

Live Network Collection task in the Task Manager.

Element Name

The name of the element. For example, if the element type is Interface, the element name
might be ge-0/0/3.0.

Severity The severity of the event can be INFO, UP, WARNING, MINOR, MAJOR, CRITICAL, or DOWN.
These are automatically set by default for each event, but can also be customized.
Timestamp The time the event occurred, using the server’s time zone. For aggregate events, this is the

time the most recent event occurred.

First Timestamp

(For aggregate events only.) The timestamp of the first event in the aggregated events.

Count (For aggregate events only.) The number of events included in the aggregate event.
Source IP This is the IP address of the device sending the event.
Source ID This is the identifier of the device sending the event.
16 Copyright © 2018, Juniper Networks, Inc.



Chapter 8: Fault Menu

Table 22: Historical Event Browser Table Columns (continued)

Column Name Description

Ack’d On

The time the event was acknowledged.

Ack’d By

The name of the user who acknowledged the event.

Aggregate ID

Identifier for the aggregate event.

Cleared By

The name of the user who cleared the event.

Related
Documentation

Event Count Chart

Note that the number of rows in the events table may not be the same as the number of
events due to aggregation of events. Events that share the same Event Type, Device ID,
Element Type, and Element Name are grouped together into one row representing an
aggregate event in order to reduce clutter in the Event Browser.

« Main Window Fault Menu on page 109
« Event Summary Reports on page 120

« Fault Menu Live Event Browser on page 109

The IP/MPLSView main window has a Fault menu used to display an event browser,
event summary reports, link availability reports, event charts, and to edit thresholds.

Select Fault>Event Count Chart to display the Event Count Chart window.
Figure 105 on page 117 shows the Event Count Chart window.

Figure 105: Event Count Chart Window
Live Network  Administration *
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The chart shows the event count for all events in gold, BGP events in blue, device events
in black, and protocol events in red.

In the chart window, you can use the controls at the top of the window to reset the zoom,
save the chart as an image, and reload the chart. Hold your mouse pointer over a data
point to display a pop-up pane that shows the event count. Drag your mouse over a
section of the chart to zoom in.

You can also select to show or hide data points and show or hide series lines.

From the Options menu, you can show or hide protocol, device, and BGP events. Select
Options>Manage Series. The Event Count Chart Series window is displayed.
Figure 106 on page 118 shows the Event Count Chart Series window.

Figure 106: Event Count Series Window

Series Filter

Auto Refresh Interval (seconds): 0 =

Select the color and enter a different number to change the color displayed for each
event series or select the color from the color selection window displayed. When you
select the series color, the series filter is displayed in the Series Filter pane. You can change
the auto refresh rate from the Auto Refresh Interval menu. A value of O does not refresh.

n8
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To create a new series, select New. The New Event Count Series window is displayed.
Figure 107 on page 119 shows the New Event Count Series window.

Figure 107: New Event Count Series Window

New Event Count Series

Select key(s) from following list and add value(s) to build query

Attribute Value

LI type
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severity

elementty pe

Series Name:

o oo ]

Type the name for the series in the Series Name field. Select a key in the attribute list
and thenclick in the Value field. A select values window is displayed. Figure 108 on page 120
shows the Select “severity” values window.
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Figure 108: Select Severity Values Window
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Select the value you want in the Available pane and select the right arrow to move it to
the Selected pane. Select OK. The value is displayed in the New Event Count Series
window. Continue to select the query values you want, then select Ok. The new series is
displayed in the New Event Count Series window.

To edit a series, select Edit. To delete a series, select the series and select Delete.

Related . Main Window Fault Menu on page 109
Documentation . Fault Menu Live Event Browser on page 109
« Fault Menu Historical Event Browser on page 114

« Event Summary Reports on page 120

Event Summary Reports

The IP/MPLSView main window has a Fault menu used to display an event browser,
event summary reports, and link availability reports and to edit thresholds.

Select Fault>Event Summary Reports to display the Event Summary Reports window.
The Event Summary window is displayed.

Figure 109 on page 121 shows the Event Summary window.

120 Copyright © 2018, Juniper Networks, Inc.



Chapter 8: Fault Menu

Figure 109: Event Summary Window

VSIS Event Summary

Dashboard for Jan. 25, 2016 eve immaries for Ja 016 pe Summaries fo 016 ode aries for Ja 016

i Count 1 T Count 4 Type Count 4

DeviceReashable 3 ThresholdDurationE 70
CollectionUpdate 101 ThresholdEvent Il 52 B
authenticationFailre 817
CollectionError 2120

Interface Type Counts @ || VPN Type Counts @ [ LSPPingSiats Type Counts (]

The Event Summary window displays an event dashboard in the right pane and a
Summary Type list in the left pane. In the dashboard, events are listed by type. You can
expand or hide each event type pane and change the sort order. Select a date range from
the Select date range menu.

From the Summary Type pane, you can display a text list of events. Select by Severity,
by Event Type, or by node. Figure 110 on page 121 shows the Event Summary window with
by Severity selected.

Figure 110: Event Summary by Severity Window
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From the column header menus you can display or hide each event type and change the
sort order. Select a date range from the Select date range menu.

Related . Main Window Fault Menu on page 109

D tati
ocumentation « Fault Menu Live Event Browser on page 109

Event Options

The IP/MPLSView main window has a Fault menu used to display an event browser,
event summary reports, and to edit thresholds.
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Select Fault > Event Options to display the Event Options window. Figure 111 on page 122
shows the Event Options window with the default Edit Event Severities option selected.

Figure 111: Event Options Window
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From the event pull-down menu, select the severity you want for each event. Scroll to
the bottom of the window and click Apply.

You can use the Threshold Editor to provide notifications when certain thresholds are
exceeded. Through the threshold editor, you can configure rules, which if triggered, create
a threshold event. For example, a rule can be generated when a link exceeds a certain
percentage utilization or when a node’s CPU utilization exceeds a certain percentage.
The threshold events are displayed in the Event Browser and can also be subscribed to
by e-mail or SMS using the Subscription Editor.

Threshold alarms are triggered by data periodically collected by the Traffic Collection
Manager, or the Task Manager Device SNMP Collection, Device Ping Collection, or Device
SLA Collection tasks.

Click Edit Threshold Alarms. The IP/MPLSView Threshold Editor window is displayed.

Figure 112 on page 122 shows the IP”MPLSView Threshold Editor window with the CPUStats
element type, CPU scope, and CPU high util threshold rule selected.

Figure 112: IP/MPLSView Threshold Editor Window
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Icons at the top of the left pane provide the actions of: Expand All, Collapse All, Load,
Save, Create, Delete, Cut, Copy, and Paste. Expand the list of thresholds and select the
threshold value you want to edit.

To change the threshold level of an existing rule, select the value to the right of the
Production Rule. Change the value and click the Save icon.

You can create a new scope. Select the element type and click the Create icon. A new
scope named Undefined is added to the list. Supply the parameters to create the new
scope.

To create a new threshold rule, expand the element type, select the scope, and click the
Create icon. A new threshold named Undefined is added to the list and displayed in the
right pane. Supply the parameters to create the new rule.

Figure 113 on page 123 shows the Threshold Editor window with a new scope and rule
defined.

Figure 113: IP/MPLSView Create New Threshold Window
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In the Event Options window, select Edit Event Subscriptions. The Event Subscription
Editor window is displayed.

Figure 114 on page 124 shows the Event Subscription Editor window with the CPU high util
threshold selected.
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Figure 114: Event Subscription Editor Window

[3 172.25.152.74:8091 /subscriptioneditor/

& HIE %« O O Search
e ’i Attribute 4+ Value
network: a Subscription Rule ( description ~= "CPU" )
B dgsal Subscription Name CPU-UTIL
- applicationAll Event Type ThresholdUtilizationEvent
- collectionUpdate Editable @
& networkAgg

Durable @

]
- notificationAll

- TCAA
& TCA-CPU
@ TCA ~

| Event Subscribers

- & email
~€im

& jms
=@ udp
&3 snmpUDP
:f_’,test

Icons at the top of the left pane provide the actions of: Load, Save, Create, Delete, Cut,
Copy, and Paste. To create a new subscription, click the Create icon, type a subscription
name, select the event from the Event Type menu and select true or false from the Durable
menu. The Durable option specifies if the event subscription is persistent over a server
restart.

Right-click Subscription Rule and select Subscription Rule Builder. The Subscription Rule
Builder window is displayed. Figure 115 on page 124 shows the Subscription Rule Builder
window with values added.

Figure 115: Subscription Rule Builder Window
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Select the attributes you want. Select AND or OR from the AND/OR menu. Select the
severity value. Select the operators for each value. Operators include equals to, not equals
to, matches, greater than, greater than equals to, less than, less than equals to, and
between.

To enter text such as the name, click in the Value field. The Add/Remove Text window
is displayed. Enter the text to match and click Add, then click Ok. Click Ok in the
Subscription Rule Builder. The new rule is displayed in the Event Subscription Editor
window.

Click the Save icon.

To add a new e-mail to the Event Subscribers list, click email, and then click the Create
icon. A new e-mail identified as Undefined is listed. Select the Undefined e-mail, type the
recipient e-mail address, select the e-mail format from the Email Format pull-down
menu, select true or false from the Durable menu, and click the Save icon. The new e-mail
is listed in the Event Subscribers pane.

You can also add a Java Message Service (JMS), instant messenger (IM), or UDP
subscriber to interact with third-party applications.

After creating an event subscriber, you assign an event subscriber to an event subscription
by dragging and dropping the event subscriber from the bottom left panel to an event
subscription in the top left panel.

To enable or disable the sending of SNMP traps for an event, click Enable or Disable
Events. The Enable/Disable SNMP trap configuration window is displayed.
Figure 116 on page 125 shows the SNMP trap configuration list.

Figure 116: Enable/Disable SNMP Trap Configuration Window
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Scroll down the list to the trap you want to edit. Check or uncheck the trap. Scroll to the
bottom of the window and click Apply.

Related . Main Window Fault Menu on page 109
Documentation
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Performance Menu

Main Window Performance Menu on page 127
Live Traffic on page 128

Aggregated Traffic on page 135

Live VPN Traffic on page 139

Real Time Status on page 139

Real Time Usage on page 144

Diagnostics on page 148

Performance Menu Run CLI on page 149
Diagnostic Manager on page 152

Traffic Collection Manager on page 155
Device Performance on page 157

Network Performance on page 158
Miscellaneous Reports and Charts on page 161

Archived Reports on page 163

Main Window Performance Menu

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Figure 117 on page 128 shows the main window Performance menu.
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Figure 117: Main Window Performance Menu
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Live Traffic

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector.

Select Performance>Live Traffic to display the Live Traffic window. Figure 118 on page 128
shows the Live Traffic window.

Figure 118: Live Traffic Window
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Click a device name to display a list of interfaces on that device. Figure 119 on page 129
shows the Live Traffic Interfaces Report window.

Figure 119: Live Traffic Interfaces Report Window
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Click the name of an interface. The daily, weekly, monthly, and yearly traffic charts are
displayed. Figure 120 on page 129 shows the Interface State and Traffic Report window.

Figure 120: Interface State and Traffic Report Window
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Open the Chart Legend menu to select which values are displayed.

Click Traffic Chart to open a traffic chart for the interface in a separate window.

Figure 121 on page 130 shows the Interface Traffic Chart window without Show Bandwidth
selected and with Show Bandwidth selected.
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Figure 121: Interface Traffic Chart Window
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The upper pane shows the ingress and egress traffic charts. The bottom pane lists the
traffic values for each data point time.

In the Interface Traffic Chart window, you can use the controls at the top of the window
to reload the chart, select the day, week, month, or year, reset the zoom, save the chart
as an image, export to Excel, select the time period, select the chart style, show or hide
the data points, show the policed bandwidth, and enable auto refresh. Hold your mouse
pointer over a data point to display a pop-up pane that shows the time and traffic value.

Click Utilization Chart to display a utilization chart similar to the interface traffic chart.

Click QoS Chart. The QoS Traffic Chart window is displayed. Select one or more egress
classes and egress traffic attributes and click OK. Figure 122 on page 131 shows the QoS
Traffic Chart window with selections made.

Figure 122: QoS Traffic Chart Window Selections
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A QoS Traffic chart window similar to the interface traffic chart is displayed.
Figure 123 on page 132 shows a QoS Traffic Chart window for transmitted bps for the
Internet traffic class.
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Figure 123: QoS Traffic Chart Window
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Click Multicast Traffic Chart to display a multicast traffic chart similar to the interface
traffic chart. Click Multicast Utilization Chart to display a multicast utilization chart similar
to the interface traffic chart.

Other interface lists available include Interface - Router (IPv6), Interface - Individual,
Interface - Summary, Interface - Total: Ingress, and Interface - Total: Egress. You can
display the list and then display a chart of one or more items from the list for a selected
time interval.

Live Traffic - Traffic Type Menu

The Traffic Type menu is used to select live traffic charts for the entire network, links,
tunnels, VPNs, interface groups, and tunnel groups, in addition to the interfaces already
described.

Select Network>Interface - Total or Network>Tunnel - Total, to display a chart of traffic
statistics for all interfaces or tunnels on the network.

132 Copyright © 2018, Juniper Networks, Inc.



Chapter 9: Performance Menu

Select Link>Link - Summary, specify a time interval, and click Apply to display a list of
links with a detailed table of traffic statistics.

Select Interface>Interface - Router or Interface>Interface - Router (IPv6), to display a list
of nodes that have active live traffic collection.

Select Interface>Interface - Individual to display a list of interfaces that have active live
traffic collection.

Select Interface>Interface - Summary to display an Interface Traffic Summary Report.

Select Interface>Interface - Total: Ingress or Interface>Interface - Total: Egress to display
a Router Ingress Interface Report or Router Egress Interface Report

Select Tunnel>Tunnel - Network Level, specify a date, and click Go to display a list of all
tunnels with a detailed table of traffic statistics. Click a tunnel name to display a daily,
weekly, monthly, and yearly chart. Other choices for tunnels include Tunnel - Router,
Tunnel - Individual, Tunnel - Summary, Tunnel - Total: Ingress, and Tunnel Traffic Matrix.

Similar to the Interface menu, you can select Tunnel>Tunnel - Router, Tunnel>Tunnel -
Individual, Tunnel>Tunnel - Summary, Tunnel>Tunnel - Total: Ingress, and Tunnel>Tunnel
- Total: Egress.

Select VPN>VPN - Summary, specify a time interval, and click Go to display a list of VPNs
with a detailed table of traffic statistics. Select a VPN and click Trending to display a
chart.

You can also select VPN>VPN - Total: Ingress, and VPN>VPN - Total: Egress.

Select VPN >Customer Service to display the Customer Service VPN Interface Traffic
Summary Report.

Select Group>Interface Group>Group Interface, specify a time interval, and click Apply to
display a list of interface groups with a detailed table of traffic statistics. Other choices
for interface groups include Live Chart to display a real-time traffic, chart and Live Report
to display a detailed table of real-time traffic statistics.

Select Group>Tunnel Traffic>Single Day, specify a time interval, and click Go to display
a list of tunnel groups with a summary table of traffic statistics. Other choices for tunnel
groups include Multiple Days to display a list of tunnels and traffic charts, and Tunnel
Traffic Matrix to display the tunnel paths through the network.

Select Group>Traffic Collection Group>Status, to display a list traffic collection groups.
Click the group name to display a list of members. Click the member ID to display an
interfaces report for that group of devices.

Figure 124 on page 134 shows an example of the detailed traffic statistics. The Tunnel
Traffic Summary Report is shown.
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Figure 124: Tunnel Traffic Summary Report
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Figure 125 on page 134 shows an example of a trending chart. The chart is from the Router
Ingress Tunnel Traffic Summary - Today (Total bits) report. Select a node and click the
Charts icon at the bottom of the window to display a live traffic trending chart.

Figure 125: Ingress Tunnel Traffic Trending Chart
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Figure 126: Tunnel Traffic Summary Chart
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Related . Main Window Performance Menu on page 127
Documentation
v ! . Aggregated Traffic on page 135

« Real Time Usage on page 144

Aggregated Traffic

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector.

Select Performance>Aggregated Traffic to display the Aggregated Traffic window.
Figure 127 on page 136 shows the Aggregated Traffic window.
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Figure 127: Aggregated Traffic Window
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Aggregated traffic reports are organized by traffic type and are aggregated either hourly
or daily.

Select a device and click the Charts icon at the bottom of the window to display an
aggregated traffic chart. Select a device and click the Trending icon at the bottom of the
window to display an aggregated trending chart.

Other hourly interface lists available include Interface - IPv6, Interface - CoS, Interface

- Multicast, Interface - Unicast Packet, Interface - Multicast Packet, Interface - Broadcast
Packet, Packet Errors, and Packet Discards. You can display the list and then display a
chart of one or more items from the list for a selected time interval.

There is also a Daily Interface menu option.

Figure 128 on page 137 shows the Interface Traffic Summary Report chart.
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Figure 128: Aggregated Interface Traffic Summary Report Chart
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In the chart window, you can use the controls at the top of the window to reset the zoom,
save the chart as an image, export to Excel, select the chart style, and show or hide the

data points. Hold your mouse pointer over a data point to display a pop-up pane that
shows the time and traffic value.

Figure 129 on page 138 shows the Interface Traffic Summary Report trending chart.
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[1 172.25.152.74:8091/wandl/jsp/node/trendingApplet.jsp

Figure 129: Aggregated Traffic Summary Report Trending Chart
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In the trending chart window, select the number of data points to forecast. Select the
type of regression to be performed. Select: Linear, Exponential, or Polynomial. The moving
average is used to smooth out any outlier values in the data. Select none, or any odd

number from 3 to 23.

Aggregated Traffic - Traffic Type Menu

The Traffic Type menu is used to display aggregated traffic statistics and charts for links,
tunnels, and VPNs in addition to the interfaces already described.

Select Link>Hourly or Link>Daily, specify a time interval, and click Apply to display a list
of links with a detailed table of traffic statistics.

Select Tunnel>Hourly or Tunnel>Daily, specify a time interval, and click Apply to display
a list of all tunnels with a detailed table of traffic statistics. Select a tunnel and click the
Charts icon at the bottom of the window to display an aggregated traffic chart. Select a
tunnel and click the Trending icon at the bottom of the window to display an aggregated

trending chart.

Select VPN>Hourly>VPN or VPN>Daily>VPN, specify a time interval, and click Apply to
display a list of all VPNs with a detailed table of traffic statistics. Select a VPN and click
the Chartsicon at the bottom of the window to display an aggregated traffic chart. Select

138
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a VPN and click the Trending icon at the bottom of the window to display an aggregated
trending chart.

Other VPN menu selections include VPN - CoS, VPN - Multicast, Customer Service,
Customer Service - CoS, and Customer Service - Multicast.

Related . Main Window Performance Menu on page 127
Documentation . Live Traffic on page 128

« Traffic Collection Manager on page 155

Live VPN Traffic

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector.

Select Performance>Live VPN Traffic to display the Live VPN Traffic window.
Figure 130 on page 139 shows the Live VPN Traffic window.

Figure 130: Live VPN Traffic Window
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Expand the menu and select a VPN. The router name and interface description are
displayed.

Related . Main Window Performance Menu on page 127

D tati
ocumentation ' Live Traffic on page 128

Real Time Status

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector.

Select Performance>Real Time Status to display the Real Time Status window. From the
Live Status to Monitor menu, select: Link Status, Tunnel Status, BGP Neighbor Status,
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OSPF Neighbor Status, or ISIS Adjacency Status. Figure 131 0on page 140 shows the Live Link
Status window.

Figure 131: Live Link Status Window
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Each column head has a menu. From the menu within each column, the element
information can be sorted in ascending or descending order. You can select which columns
are displayed or hidden. Columns can also be resized and the order can be rearranged.

Table 9 on page 45 describes the Live Link Status table columns.

Table 23: Real Time Link Status Table Columns

Column Name Description

Name Name of the link.

NodeA Name of node A at one end of the link.

Interface A Physical and logical interface on node A at one end of the link.

IP_A IP address of node A at one end of the link.

NodeZ Name of node Z at one end of the link.

InterfaceZ Physical and logical interface on node Z at one end of the link.

IP_Z IP address of node Z at one end of the link.

Admin Status The administrative status of the link (up, down, or unknown).

Oper Status The operational status of the link (up, down, testing, unknown, dormant, notPresent,

or lowerLayerDown).

Last Updated The time the information was last updated.

From the Live Status to Monitor menu, select Tunnel Status. The system prompts you to
filter the list. Select the node you want to display and click Apply Filter.
Figure 132 on page 141 shows the Live Tunnel Status window.
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Figure 132: Live Tunnel Status Window

[ 172.25.152.74:8091 /realtimestatus/?s=36A8B7E812EDC781C041DDFA923DA314

@ Live Tunnel Status

Live Status to | 1o sharg - Name NodeA 1P_A NodeZ 14 Role Admin { Oper Status | Tunnel UpTime +
Moniter - L . -
L o Goon o Fiby ot RO LONDONS FRAN. | 3LONDON 6220003 6FRANK. 6220006 “head "wp "wp " (4077500 & cays
Set Filters No Filtering R3_LONDONS_PARI...  3_LONDON 6220003 5PARIS 6220005 head up up (44077400) 5 days
« Filter By Node R3_LONDON4 BERLI.. 3 LONDON 6220003 4BERLN 6220004 head  wp  wp " (44077300) 5 days
Select Nodes: | |3_LONDON = ROLONDONZ AMST.. 3LONDON 6220003 2AMSTE. 6220002 ‘head wp  wp  (4077200) 5 cays
T | R3LONDON{ DUBLI.. 3 LONDON 6220003 1DUBLIN  62200.0.1 head up up (120339000) 13 day
= R3_LONDONT DUBLI... 3_LONDON 6220003 1DUBLIN  622000.1
Appiy Node Filter = = - =
62.200.0.3 6220002

R3_LONDON2_AMST 3_LONDON 2_AMSTE

R3_LONDON4_BERLI 3_LONDON 6220003 4_BERLIN 6220004
R3_LONDON5_PARI . 3_LONDON 6220003 5 PARIS 6220005
R3_LONDON6_FRAN 3_LONDON 6220003 6_FRANK 6220006

4 »

Table 10 on page 47 describes the Tunnel Status table columns.

Table 24: Real Time Tunnel Status Table Columns

Column Name Description

Name Name of the tunnel.

Node A Name of node A at one end of the tunnel.

IP_A IP address of node A at one end of the tunnel.

Node Z Name of node Z at one end of the tunnel.

IP_Z IP address of node Z at one end of the tunnel.

Role The MPLS-TE tunnel role (head, transit, tail, or headTail).

Admin Status

Current status of the tunnel (up, down, or testing).

Oper Status The operational status of the tunnel (up, down, testing, unknown, dormant, notPresent,
or lowerLayerDown) .

Tunnel Up Time The elapsed time since the tunnel came up.

Last Updated The time the information was last updated.

From the Live Status to Monitor menu, select BGP Neighbor Status. Figure 133 on page 141
shows the Live BGP Neighbor Status window.

Figure 133: Live BGP Neighbor Status Window
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Table 25 on page 142 describes the BGP Neighbor Status columns.
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Table 25: BGP Neighbor Status Table Columns

Column Name Description

Node Name of the node that is a BGP speaker.

Interface Interface used to establish the neighbor peer session.

AS Autonomous system number of the node.

Neighbor Node Name of the node that is the BGP neighbor peer.

Neighbor Address IP address of the node that is the BGP neighbor peer.

Neighbor AS Autonomous system number of the node that is the BGP neighbor peer.

BGP Peer Status The status of the peer relationship (connect, active, opensent, openconfirm, unknown, or

established). Established is the key state which indicates peers are operationally up and
BGP route updates are freely exchanged. BGP Peering Operation Status = Up only if peering
state = Established. Any other peering state collected (idle, connect, active, opensent, or
openconfirm) implies BGP Peering Operational Status = Down.

bgpPeerFsmEstablishedTime

How long this peer has been in the Established state or how long since this peer was last in
the Established state. It is set to zero when a new peer is configured or the router is booted.

Last Updated

The time the information was last updated.

From the Live Status to Monitor menu, select OSPF Neighbor Status. Figure 134 on page 142
shows the Live OSPF Neighbor Status window.

Figure 134: Live OSPF Neighbor Status Window
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Table 26 on page 142 describes the Live OSPF Neighbor Status table columns.

Table 26: Live OSPF Neighbor Status Table Columns

Column Name Description

Node A Name of the node.
RouterldA OSPF router ID of the node.
InterfaceA Interface used to establish the OSPF neighbor adjacency.
IP_A IP address of node A used to establish the OSPF neighbor adjacency (not shown).
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Table 26: Live OSPF Neighbor Status Table Columns (continued)

Column Name Description

Node Z Name of the node that is the OSPF neighbor.

RouterldZ OSPF router ID of the neighbor node.

InterfaceZ Interface on the neighbor node used to establish the OSPF neighbor adjacency.

Pz IP address of the neighbor node used to establish the OSPF neighbor adjacency (not shown).

Priority The OSPF priority used to determine which router is selected as the designated router (DR)
or backup designated router (BDR) of the area.

State The state of the OSPF neighbor adjacency (down, attempt, init, twoWay, exchangeStart,
exchange, loading, full, or unknown).

Last Updated The time the information was last updated.

From the Live Status to Monitor menu, select ISIS Adjacency Status. Figure 135 on page 143

shows the Live ISIS Adjacency Status window.

Figure 135: Live ISIS Adjacency Status Window
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Table 27 on page 143 describes the Live ISIS Adjacency Status table columns.

Table 27: Live ISIS Adjacency Status Table Columns

Column Name Description

Node A Name of the node.

SysldA IS-1S system ID of the node.

InterfaceA Interface used to establish the ISIS neighbor adjacency.

IP_A IP address of used to establish the IS-IS neighbor adjacency.

Node Z Name of the node that is the IS-IS neighbor.

SysldZ ISIS system ID of the neighbor node.

InterfaceZ Interface on the neighbor node used to establish the 1S-1S neighbor adjacency.
IP_Z IP address of neighbor node used to establish the IS-IS neighbor adjacency.
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Table 27: Live ISIS Adjacency Status Table Columns (continued)

Column Name Description

Priority The ISIS priority used to determine the designated router on a broadcast network
State The state of the IS-IS neighbor adjacency (up, down, initializing, failed, or unknown).
Type Adjacency type (L1, L2, or L12).
Last Updated The time the information was last updated.
Related . Main Window Performance Menu on page 127
Documentation

Real Time Usage

« Main Window Link Table on page 44
. Main Window Tunnel Table on page 47

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector.

Select Performance > Real Time Usage to display the Live Traffic window. From the
Parameter to Monitor menu, select: Interface Traffic, Tunnel Traffic, Link Traffic, Device
Performance, or Monitor Any OID Live.

Select Interface Traffic. Select a hostname, chart type, interface table, and interface.
Click Start Updating. Figure 136 on page 144 shows the Live Interface Traffic Line chart
window.

Figure 136: Live Interface Traffic Line Chart Window
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The table at the bottom of the window shows the polling timestamp and the values

retrieved. Hold your mouse pointer over a data point to display a pop-up pane that shows

the time and traffic value. Click Stop Updating to stop updating the chart.

Click Change Settings to change the polling time interval and maximum number of values.

Select Tunnel Traffic. Select a hostname, chart type, and tunnel. Click Start Updating.

Figure 137 on page 145 shows the Live Tunnel Traffic chart window.

Figure 137: Live Tunnel Traffic Chart Window
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Select Link Traffic. Select a link. Click Start Updating. Figure 138 on page 145 shows the
Traffic Chart window.

Figure 138: Traffic Chart Window
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Select Device Performance. Select a node. The Select Device Perf Counters dialog box
is displayed. Figure 139 on page 146 shows the Select Device Perf Counters dialog box.
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Figure 139: Select Device Perf Counters Dialog Box
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Select the counters you want from the Available Counters list, and click the right arrow
to move them to the Selected Objects list. Click Apply.

Click Start Updating. Figure 140 on page 146 shows the Live Device Performance chart

window.

Figure 140: Live Device Performance Chart Window

[ 172.25.152.74:8091 /realtimeusage/?s=36A8B7E812EDC781C041DDFA9I23DA314

Live Device Performance for 12_MUNICH (172.16.0.112 )
CPUToaSeacher u ROD

]
Par: ter to

Device Performance  ~
Mo

Select HostNode name -
HostName: 12_MUNICH — 172.16.0 ~
1.50]

Timestamp
Wed Jan 27 14:38:09 PS
Wed Jan 27 14:38:19 PS

143840 143900

Time

143920 143940

CpmCPUTotal5secRev.cpu

N

4 ’:‘

Select Monitor Any OID Live. Select a node. The Inputs for Monitoring Any OID dialog box
is displayed in the left pane. Figure 141 on page 147 shows the Inputs for Monitoring Any

OID left pane.
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Figure 141: Inputs for Monitoring Any OID Dialog Box

Change Settings
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Select a parameter to monitor and a hostname. Select whether to have the data
processed using the key MIB OID. If post processing is enabled, a key MIB OID is specified
to link the main counter to a name or description, and to specify a utilization OID to
compute utilization.

Enter the main MIB counter OID and counter attribute name. Scroll down the left pane
and select whether to show the calculate delta and calculate rate. Select the counter
unit forrepresentation. If calculate rate is enabled, the system computes the delta divided
by the time difference and plots it on the chart. Click Apply. A list of monitored OIDs are
displayed. Select the OID you want, and click Show Chart.

Figure 142 on page 148 shows the Monitor Any OID chart window.
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Diagnostics
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If calculate utilization is enabled, you must specify the OID for bandwidth of the link or
interface. The MIB OID of the denominator for Util value is the utilization OID input field.
The utilization OID uses the link bandwidth to compute the rate of the link (utilization =
rate/bandwidth).

You can save the form as a template file on the server and load it back later. The template

file is saved as /u/wandl/data/monitorAnyOID/storeMonitorOID.csv.

. Main Window Performance Menu on page 127
. Live Traffic on page 128

« Real Time Status on page 139

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector.

Select Performance>Diagnostics to display the Diagnostics window.

Figure 143 on page 149 shows the Diagnostics window.
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Figure 143: Diagnostics Window

_JUﬂlF’er Network - Configuration ~ Fault ~ Reports Admin Tools -

Run CLI

Diagnostic Manager

Ping Multiple Routers

Ping Router from Router
Check Router Connectivity

Traceroute

Related . Main Window Performance Menu on page 127
Documentation . Live Traffic on page 128
. Node Menu Diagnostic Manager on page 65

. Diagnostic Manager on page 152

Performance Menu Run CLI

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance > Diagnostics>Run CLI to display the Run CLI window.
Figure 144 on page 150 shows the Run CLI window populated with the results of the show
versions and show chassis environment CLI commands for a single device.
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Figure 144: Run CLI Window
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newlab@3 LONDON>
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5 PARIS . Accessed Device 1_DUBLIN
Command Type. CLI Commands - Command output
All Commands -

newlab@l_DUBLIN> show wersion | no-more
Hostname: 1 DUSLIN

Medel: juncav-firefly

JUNOS Software Release [12.1X44-D20.3]

Command

~  Show version
newlab@l_DUBLIN>
Show diagnostics

~  Show hardware Accessed Device 2_AMSTERDAM
Show clock Command output
Show nip status newlab@2 AMSTERDAM> show version | no-more
Hostname: 2 AMSTERDAM
Show nip association Model: juncsv-firefly
JUNOS Software Releass [12.1X44-D20.3]
Show buffer

newlab@2_ AMSTERDAM>

Show environment all

Show environment temperature Collect Update Live

In the Device Selection pane, select one or more devices. To filter devices by vendor,
select the vendor name from the Device Selection menu.

Inthe Command Selection Command Types pane, select CLICommands, VPN Commands,
or Provisioning Check. Select a subset of the command types from the menu. A list of
individual commands is displayed in the Command pane. Select the individual commands
you want, and select Collect.

O NOTE: Executing all commands for a specified command type, takes
significant time to complete.

The output from the commands is displayed in the Output pane. The command name
and timestamp of when the command last executed are displayed in the Results pane.

In the Results pane, select a command from the Commmand Execution History list to
display the output.

Figure 145 on page 151 shows the Results pane with the Command Execution History and
command output displayed.
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Figure 145: Command Execution History and Output
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Select the Collected by Task Manager tab to display command output that has been
collected by a task in the Task Manager. From the menu, select the category of command.
The command output is displayed. Figure 146 on page 151 shows the Collected by Task
Manager command category menu and command output display.

Figure 146: Command Output Collected by Task Manager
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Select Ping Multiple Routers. The Ping Routers window is displayed. Hold the Shift key
to select a range of routers. Hold the Control key to select multiple individual routers.
Click Submit. The ping test results are displayed.

Show hiffer -
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The Ping Router from Router, Check Router Connectivity and Traceroute selections all
work similar to Ping Multiple Routers.

Figure 147 on page 152 shows the Traceroute Results pane.

Figure 147: Traceroute Results Pane
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Related . Main Window Performance Menu on page 127
Documentation

Diagnostic Manager

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance>Diagnostics>Diagnostic Manager to display the Diagnostic Manager
window. Figure 148 on page 152 shows the Diagnostic Manager window populated with
the results of a ping test.

Figure 148: Diagnostic Manager Window

Diagnostic Results Panel

Type Source Node | Group Description Comment Last Executed

® Ping 2_AMSTER... Ping to 5_PARIS(62.200.0.5) Jun 03 2016 13:19:53

4 3

Output Panel [~]
Source Name Source IP TargetName Target IP Min Max Avg Stddev Loss percentage
2_AMSTERDAM 62.200.0.2 5_PARIS 62.200.05 1871 6.104 4037 2.067 0.0

O e

The diagnostic manager allows you to execute ping operations on devices in the live
network. Figure 149 on page 153 shows the selections available from the Ping menu.
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Figure 149: Diagnostic Manager Ping Menu
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To perform a ping test from a single device to multiple devices, select Ping > Multiple
Devices from Device. The Ping dialog box is displayed.

Figure 150 on page 153 shows the Ping dialog box.

Figure 150: Diagnostic Manager Ping Multiple Devices Dialog Box

Ping multiple devices from device
Please select the source device and destination devices.

From: 2_AMSTERDAM -

Filte_~r destination All Devices
devices by type:

Device
| €p 10_BARCELONA -
v 9 11_MANCHESTER
v 9 12_MUNICH
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_ Use Loopback IP

| e —

Select the source device and one or more destination devices from the menus. Select
Use Management IP or Use Loopback IP. Select Run. The results are displayed in the
Output Panel of the Diagnostic Manager window.

Figure 151 on page 154 shows the selections available from the Traceroute menu.
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Figure 151: Diagnostic Manager Traceroute Menu
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The diagnostic manager allows you to execute traceroute operations on devices in the
live network.

To perform a traceroute test from a single device to another device, select Traceroute >
Devices from Device. The Traceroute dialog box is displayed. The settings are similar to
the Ping dialog box.

Starting in Release 6.3.0, you can execute ping and traceroute operations on groups of
devices in the live network.

To create groups of devices, select Grouping > Device Group. The Diagnostics Device
Group window box is displayed.

Figure 152 on page 154 shows the Diagnostics Device Group window.

Figure 152: Diagnostics Device Group Window
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To create a new group, select New and then type the group name in the dialog box. To
add nodes to a group, select the group from the Group menu, select the device you want,
and use the arrows to move the device to the Nodes in Group pane. Select OK. The group
is available in the Diagnostic Manager Ping and Traceroute windows.
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Related
Documentation

To create custom groups of devices, select Grouping > Customized Advanced Groups.
Using custom groups, from the Modify Custom Group window, you can specify the source
|P address and the destination IP address and interface.

Figure 153 on page 155 shows the Modify Custom Group window.

Figure 153: Modify Custom Group Window
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s Scurce Intf  ge-0VO/O.0 (172.16.011 ~

Source Intf IP

Additional Comment (opticnal):

o ] ceca |

« Main Window Performance Menu on page 127

« Node Menu Run CLI on page 63

Traffic Collection Manager

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance>Traffic Collection Manager to display the Traffic Collection Manager
window.

The Traffic Collection Manager window left pane displays a list of grouped nodes, free
nodes (non-grouped), and collectors. Expand the list and select a node. The node
properties are displayed in the right pane. Properties include information about the node,
the collection status, SNMP, the CLI access method, SSH commands, and Telnet settings.
Figure 154 on page 156 shows the Traffic Collection Manager window with a node selected.
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Related
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Figure 154: Traffic Collection Manager Window
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Expand the list and select a collector. The collector properties are displayed in the right
pane.

Select the Collection Status tab. The collection status is displayed in the right pane.
Figure 155 on page 156 shows the collection status display.

Figure 155: Collection Status Display
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« Main Window Performance Menu on page 127
« Real Time Status on page 139

. Real Time Usage on page 144
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Device Performance

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and

diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance>Device Performance to display the Device Performance window.

System up time is displayed on an hourly basis. Figure 156 on page 157 shows the Device
Performance window with system up time selected.

Figure 156: Device Performance Window
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Select a start and end date and click Apply to display the system up time for the selected
days. Select one or more devices and click the chart icon to display a chart of the system
up time. Select the export icon to export a .cvs file of the data. Click the PDF icon to save
the data as a PDF file. Click the gear icon to change the number of rows in the display.

Expand the Advanced Options pane to change the aggregate interval or the aggregation
method. Figure 157 on page 158 shows the Advanced Options pane.
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Figure 157: Advanced Options Pane
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You can select Take Maximum Value, Take Minimum Value, or Calculate Average Value.
You can set the Aggregate Interval to 5, 10, 20, or 30 minutes, or you can select 1, 2, 3, 4,
6, 8,12, or 24 hours. The Advanced Options pane also displays the units used in the report.
Some Advanced Options are only available for certain performance reports. The Advanced
Options pane for memory usage has an option to set the Unit. Select b (bytes), kb
(kilobytes), Mb (Megabytes), Gb (gigabytes), or %. After making your selections, click
Apply.

From the Device Performance window, select CPU Temperature to display a report on
CPU temperature. Select CPU Usage to display a report on CPU usage. Select Memory
Usage to display a report on memory usage.

Related . Main Window Performance Menu on page 127

D tati
ocumentation « Network Performance on page 158

Network Performance

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance>Network Performance to display the Network Performance window.
Figure 158 on page 159 shows the Network Performance window with the Ping report
selected.
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Figure 158: Network Performance Window
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The ping report shows the average ping time (pingAvg), the maximum ping time
(pingMax), the minimum ping time (pingMin), and the ping loss percentage
(pingLossPercent).

Select a start and end date, and click Apply to display the report for the selected days.
Select one or more devices and click the chart or trend icon to display a chart of the
system up time. Select the export icon to export a .cvs file of the data. Click the PDF icon
to save the data as a PDF file. Click the gear icon to change the number of rows in the
display.

Figure 159 on page 159 shows a trend chart of Link Latency.

Figure 159: Trend Chart of Link Latency
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Expand the Advanced Options pane of the Network Performance window. For ping
reports, you can change the Aggregate Interval, Aggregate Method, Source Router,

Destination Router, or Ping Type. For Link Latency reports, you can also change the
Latency Type.

For SLA reports, you can change the Aggregate Interval, Aggregate Method, Unit, Source
Router, Probe Type, Measurement, and Type.

Figure 160 on page 160 shows the Advanced Options pane for SLA reports.

Figure 160: Advanced Options Pane for SLA Reports
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Aggregate Method:

Take Maximum value -
Unit:
Milliseconds -

Source Router:

All -

Probe Type:
All -
Measurement:
All -
Type:
All -
VEN:

All -

Related . Main Window Performance Menu on page 127

D tati
ocumentation « Device Performance on page 157
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Miscellaneous Reports and Charts

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance>Miscellaneous Reports and Charts to display the Miscellaneous
Reports and Charts window.

The Miscellaneous Reports and Charts includes selections for a Network Performance
Data Report, Aggregated Traffic Reports, an LDP Traffic Summary Report, a Group LDP
Traffic Summary Report, an LSP Tunnel Traffic Summary Report, a User Defined Group
Traffic Summary Report, Group / Device / Interface Traffic Summary Reports, and AS
Reports.

Figure 161 on page 161 shows the Miscellaneous Reports and Charts window.

Figure 161: Miscellaneous Reports and Charts Window
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Click Data Chart. A list of reports is displayed. Click the report name to display the report.

Click PDF Chart. A list of report PDF files is displayed. Click the file name to download a
copy.

Click Aggregated Traffic Reports. A list of reports formatted as CVS is displayed. Click the
report name to display the report.
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Under the LDP Traffic Summary Report, click Report. The LDP Traffic Summary Report
window is displayed. Specify a time interval, and click Apply.

Under the Group LDP Traffic Summary Report, click Show Report. The Group LDP Traffic
Summary Report window is displayed. Specify a time interval, and click Apply.

Under the User Defined Group Traffic Summary Report, click Show Report. The User
Defined Group Traffic Summary Report window is displayed. Specify a time interval, and
click Apply.

Under the LSP Traffic Summary Report, click Show Report. The LSP Traffic Summary
Report window is displayed. Specify a time interval, and click Apply.

Under the User Defined Group Traffic Summary Report, click Show Report. The Show
Topology Group windows is displayed. The window displays an expandabile list of nodes
by group.

Under the Group / Device / Interface Traffic Summary Reports select the topology group
you want and click Report. The Device Traffic Summary Report window is displayed.
Specify a time interval, and click Apply.

Figure 162 on page 162 shows the Device Traffic Summary Report window.

Figure 162: Device Traffic Summary Report Window
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Select the export icon to export a .cvs file of the data. Click the PDF icon to save the data
as a PDF file. Click the gear icon to change the number of rows in the display. Click the
chart or trend icons to display a chart.

162

Copyright © 2018, Juniper Networks, Inc.



Chapter 9: Performance Menu

Under the AS Report, click Report. The AS Traffic Summary Report window is displayed.
The window works similar to the LSP Traffic Summary Report window. The AS Group
report also works the same.

Related . Main Window Performance Menu on page 127

D tati
ocumentation ' Live Traffic on page 128

Archived Reports

The IP/MPLSView main window has a Performance menu used to display live traffic,
aggregated traffic, real-time status and usage, device and network performance, and
diagnostics. It is also used to manage the traffic collector, and run CLI tests.

Select Performance>Archived Reports to display the Archived Reports window.
Figure 163 on page 163 shows the Archived Reports window.

Figure 163: Archived Reports Window
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Archived reports are preprocessed traffic reports that you can view on a daily, weekly,
monthly, or yearly basis.

Select a time interval. Select one or more devices and click the chart icon to display a
chart. Select the export icon to export a .cvs file of the data. The chart controls are similar
to what is described in “Aggregated Traffic” on page 135.

Related . Main Window Performance Menu on page 127
D tati
ocumentation . Aggregated Traffic on page 135
« Real Time Status on page 139

. Live Traffic on page 128
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Admin Button

Main Window Admin Button on page 165
Administration Application Menu on page 166
GUI User Admin on page 170

Web User Admin on page 171

Admin View Menu on page 172

License File Window on page 175

Main Window Admin Button

The IP/MPLSView main window has an Admin button. The Admin button provides access
to administrative settings for applications, user accounts, licenses, log files, login statistics,
release information, and activity on the server.

Figure 164 on page 166 shows the Admin menu that is displayed in the left pane of the
Administration window.
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Figure 164: Administration Window Admin Menu
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Related . IP/MPLSView Main Window Overview on page 25
Documentation . Administration Application Menu on page 166
« Web User Admin on page 171

« Admin View Menu on page 172

Administration Application Menu

The IP/MPLSView main window has an Admin button. The Admin button provides access
to administrative settings for applications, user accounts, licenses, log files, login statistics,
release information, and activity on the server.

Select Application>Diagnostics Settings to display the Diagnostics Settings window.
Figure 165 on page 167 shows the Diagnostics Settings window.
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Figure 165: Diagnostics Settings Window
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In the top pane of the Diagnostics Settings window, you can customize settings for the
ping test. In the second pane you can customize the settings for the traceroute test.

Scroll down the window. From the lower panes you can set the show command timeout,
set the debug level, change the required diagnostic login type, and change the location
of various system files. Figure 166 on page 168 shows the lower panes of the Diagnostics

Settings window.
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Figure 166: Lower Panes of the Diagnostics Settings Window
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Report Groups

Select Application>Report Groups to display the Report Groups window.
Figure 167 on page 168 shows the Report Groups window.

Figure 167: Report Groups Window
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Click Add Group. The Add Group dialog box is displayed. Enter a group name and
description, and click Save. To duplicate a group, click Duplicate Group. To rename a
group, click Rename Group. To change the number of groups displayed, click Options.
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Remove Stale Interfaces, Tunnels, and Routers

Select Application>Remove Stale Interfaces to display a list of interfaces.
Figure 168 on page 169 shows the Administration window with the list of removable
interfaces.

Figure 168: List of Removable Interfaces
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Select the interface you want to remove, and click Remove Interface. You are prompted
to confirm the action.

The Remove Stale Tunnels and Remove Stale Routers lists work the same way.

Application Settings

Select Application>Application Settings to display the Application Settings dialog box.
Figure 169 on page 169 shows the Application Settings dialog box.

Figure 169: Application Settings Dialog Box
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To set the maximum number of events fetched from the historical event browser, change
the event history query size, and click Submit Changes.

Related . Main Window Admin Button on page 165
Documentation
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GUI User Admin

Related
Documentation

The IP/MPLSView main window has an Admin button. The Admin button provides access
to administrative settings for applications, user accounts, licenses, log files, login statistics,
release information, and activity on the server.

Select GUI User Admin>Update GUI Login Policy to display the Update GUI Login Policy
window. Figure 170 on page 170 shows the GUI Login Policy window with the default
values.

Figure 170: GUI Login Policy Window
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In the GUI Login Policy window, you can set the number of unsuccessful login attempts
that can occur before the user is blocked and the time period for which that user is blocked.

User restrictions are modified using the User Administration window that you access by
selecting Tools>User Admin.

To display the message of the day, select Show in the GUI.

NOTE: A user created through the User Administration window must map
to an existing Linux user on the IP/MPLSView server.

After you have made changes, select Change Information. The updated login policy is
displayed in the lower area of the screen.

To clear the form, select Clear this Form.

« Main Window Admin Button on page 165
« Web User Admin on page 171
« User Admin on page 189

170
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Web User Admin

Related
Documentation

The IP/MPLSView main window has an Admin button. The Admin button provides access
to administrative settings for applications, user accounts, licenses, log files, login statistics,
release information, and activity on the server.

Select Web User Admin>Session Timeout to display the Session Timeout window.
Figure 171 on page 171 shows the Session Timeout window.

Figure 171: Session Timeout Window
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Type the number of minutes before the Web user session times out, and click Change
Information. A value of -1 disables the timeout.

Select Web User Admin>Message of the day to display the Message of the Day window.
Figure 172 on page 171 shows the Message of the Day window.

Figure 172: Message of the Day Window
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Type the message to display when a user logs into the system, and click Update Message.

« Main Window Admin Button on page 165

« Admin View Menu on page 172
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Admin View Menu

The IP/MPLSView main window has an Admin button. The Admin button provides access
to administrative settings for applications, user accounts, licenses, log files, login statistics,
release information, and activity on the server.

In the Administration window, select View>Logs to display the Logs window.
Figure 173 on page 172 shows the Logs window.

Figure 173: Logs Window
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Select the log file you want to view. The log file is displayed. Figure 174 on page 172 shows
the WANDL System Logs window.

Figure 174: WANDL System Logs
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Click the log file name to display the file path and date.

Login History and Statistics

In the Administration window, select View>Login History to display the Login History
window. Figure 175 on page 173 shows the Login History window.

172
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Figure 175: Login History Window
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Select the year and month you want to display. The display updates the login history.

Select View>Login Statistics to display the Login Statistics window. Figure 176 on page 173
shows the Login Statistics window.

Figure 176: Login Statistics Window
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Select the year and month you want to display. The display updates the login statistics..
User Activity Log

In the Administration window, select View>User Activity Log to display the User Activities
window. Figure 177 on page 174 shows the User Activities window.
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System Monitor

Figure 177: User Activities Window
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Starting in Release 6.3.0, the User Activity log lists every action the user takes. Expand
an entry to display more details. Select the time period to display. Enter a string in the
Search field and click Perform Query/Search. Use the controls at the bottom of the window
to export the report to a .cvs formatted file, clear the search, or change the page size.

In the Administration window, select View>System Monitor to display the System Monitor
window. Figure 178 on page 174 shows the System Monitor window.

Figure 178: System Monitor Window

m System Uptime: 14:12:36 up 113 days, 23:31 Number of Users: & Load Averages: 0.45, 0.75, 1.55 © <)

Administration Last Update: 1/29/2016, 2:12:36 PM (GMT-5)
View . T
Disk Utilization

Logs
Login History Partition Name File System *  capacity Used Availiable utilization Mount Point

; AppPartition /dev/sda2 719.91G 221.72G 461.62G 33.0 /
Login Statistics

DEBPartition /dev/sda2 710.01G  221.72G 461.62G 33.0 /

User Activity Log
System Monitor Process Statistics

Release Information

Process Name * Status User Group Process ID CPU Utilization Memory Usage = Restart Count
© bes ° wand| wand| 14193 0.5 444.34M 0
©  EVENTSERVER ° wand| wand| 17357 41 1.06G 1

Detail information for process: EVENTSERVER

Daily CPU Usage
50.00

Daily Memory Usage

40,00

30.00

[

CPU Usage

Memory Usage

The Disk Utilization table shows the application partition and database partition. The
table shows the file system name, capacity, used space, available space, percent utilized,
and the mount point.

The Process Statistics table lists each process name, the status, the user and group, the
process ID, the CPU and memory utilization, and the restart count. Expand a process to
display charts of the daily, weekly, and monthly CPU usage and memory usage of that
process.
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Vendor Icons

Related
Documentation

In the Administration window, select View>Vendor Icons to display the Vendor Icons
window. Figure 179 on page 175 shows the System Monitor window.

Figure 179: Vendor Icons Window

Administration (4]
View (—]
Logs

Login History

Login Statistics
User Activity Log
Systemn Monitor
Release Information

Vendor [cons

4

Refresh View

FodeLtE@El - GDG%%'

s

JUNIPER

JUNIPER_EX

LECWC
LINUX
MP2100
NODE

[o}=11}

RAD
REDBACK
RIVERSTONE
STARENT
SUN
TELLABS
WINDOWS
ZTE

*

The Vendor Icons window identifies each vendor associated with the icons used in the

topology map.

« Main Window Admin Button on page 165

. Topology Map Right Pane on page 30

License File Window

The IP/MPLSView main window has an Admin button. The Admin button provides access
to administrative settings for applications, user accounts, licenses, log files, login statistics,

release information, and activity on the server.

Select License>Show License to display the license file window. Figure 180 on page 176
shows the license window.
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Figure 180: License File Window

| [ 172.25.153.125:3091/wandl/jsp/showTable2 jsp?file=/u/wandl/db/sys/npatpw

File : /u/wandl/db/sys/npatpw

card: ens192
MAC: 00:50:56:94:21:c3
customer: JNPR_RH7_MNodel

Index||Description ||Password Expiration Date||# of User||# of Viewer [Node Limit

1 customer customer 11/11/2016 3 3 250
2 S-MPLSV-5D||S-MPLSV-SD||11/11/2016 3 5 250
3 vmware vmware 11/11/2016 3 5 250
4 KVM KVM 11/11/2016 3 5 250
5 |veox [veox 11/11/2016 || 5 250

This window lists all the modules, number of users, number of viewers, the node limit,
and the expiration date of the license file. The license file is on the application server in
the /u/wandl/db/sys directory.

To upload a new license file, select License>Upload License.

The Upload License file window is displayed. Figure 181 on page 176 shows the Upload
License file window.

Figure 181: Upload License Window

ED e

Administration @

Excell: open in Excel with space and tab delimiter
Excel2: open in Excel with comma (,) delimiter

Customer lcon

Name | Size | Date
Header and Footer
npatpw Excell Excel2 | Text | Lacensel 266 bytesl Aug 14, 2016 12:55:21 PM|
Wi y
Web Policy Choose File |eval-license.csv Upload

Bypass Login

License

Show License

Upload License -

View (+)

Select Choose File. An open file window is displayed. Select the license file and select
Open. The license file is uploaded to the application server. If there is an existing license
file, it is renamed with the timestamp of when the new license file is uploaded.

Related . Main Window Admin Button on page 165

Documentation
« Main Window Hello Menu and Help-About Menu on page 197
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Tools Menu

« Main Window Tools Menu on page 177
« Task Manager on page 178

« MIB Browser on page 185

« Device Profiles on page 186

« User Admin on page 189

« File Browser on page 191

Main Window Tools Menu

The IP/MPLSView main window has a Tools menu used to display the Task Manager,
MIB Browser, Device Profiles, User Admin, and File Browser windows.

Figure 117 on page 128 shows the main window Tools menu.

Figure 182: Main Window Tools Menu

Tools

Task Manager
Mib Browser
Device Profiles
User Admin

File Browser

Related . IP/MPLSView Main Window Overview on page 25
Documentation . Task Manager on page 178
. MIB Browser on page 185
« Device Profiles on page 186
« User Admin on page 189

« File Browser on page 191
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Task Manager

The IP/MPLSView main window has a Tools menu used to display the Task Manager,
MIB Browser, Device Profiles, User Admin, and File Browser windows.

Select Tools>Task Manager to display the Task Manager window. Figure 183 on page 178

shows the Task Manager window.

The Task Manager window displays a history of tasks executed and acts as a task
management portal. Tasks can be added, deleted, modified, copied, delegated,
deactivated, and chained into a sequence.

Figure 183: Task Manager Window

IP Address
17216.0.111
17216.0.112
172.16.0.102
172.16.0.103
172.16.0.101
172.16.0.105
172.16.0.104
172.16.0.107
172.16.0.106
172.16.0.108

Router Name
MANCHESTER_0
MUNICH_O
AMSTERDAM_0
LONDON_O
DUBLIN_0
PARIS_0
BERLIN_O
WVALENCIA_O
FRANKFURT_0
LYON_0

e | o - S
Task Status Properties Modification Log Execution History

Job Type
interface|config
interface|config
interface|config
interface|config
interface|config
interface|config
interface|config
interface|config
interface|config
interface|config

Table 28 on page 178 describes the Task Manager table columns.

Table 28: Task Manager Table Columns

Column Name Description

Task Name

The name of the task assigned when you create the task.

Task Name Type Status Last Execution Creation Date 4 Owner Frequency Spark Hosted Task
IP-request Generic SNMP C...  Completed 2016-06-07 13:11..  2016-06-07 13:11..  wandl Once YES
spark-dongmin Device SNMP Col... ‘Completed 2016-06-07 13:10...  2016-06-07 13:10...  wandl Once YES
gensnmp-2 Generic SNMP C... ‘Completed 2016-06-07 13:10...  2016-06-07 13:10...  wandl Once YES
gen-snmp Generic SNMP C__. Completed 2018-08-07 13:09...  2016-08-07 13:09..  wandl Once YES
sinc-200 Scheduling Live N._ Completed 2018-068-07 13:09..  2016-06-07 Mew Task YES
sinc-1000 Scheduling Live N...  Completed 2016-06-07 13:08...  2016-06-07 View/Modify YES
sinc-5k-10 Scheduling Live N...  Completed 2016-06-07 13:07...  2016-06-07  Delete YES
sinc-1k-10p Scheduling Live N...  Completed 2016-06-07 13:06...  2016-06-07 Reactivate NO
Link Latency Link Latency Coll... ‘Waiting 2016-06-28 18:35...  2016-06-07 Stop iute(s) NO

el SohednaUieN Comiems 2060607130 060607 emototien o Tess Mo
Created on 2016 Scheduling Live N Completed 2016-05-19 05:50 . 2016-05-19  Sync with Master Profile liately NO
Duplicated small | . Scheduling Live N Complated 2016-05-18 17:33. 2016-05-18  Display Chained Task Groups liately NO
Duplicated small | . Scheduling Live N...  Completed 2016-05-18 1727 2016-05-18  Update Selected Task Status liately NO
userdefined snm...  User-Defined SN...  Waiting 2016-06-28 18:54...  2016-05-13 ' Auto Stalus Update ute(s) NO
Duplicated null Scheduling Live N..._ Waiting 20160628 18:30.. 20160504  DuPicate ute(s) YES
| Show Only Spark Hosted Tasks |

Type

The type of task. For example: User-Defined SNMP Collection, User CLI Collection,
Hardware Inventory Report, Scheduling Live Inventory Report, Network Performance
Data Report, Integrity Check, Server Performance Data Collection, and Web Report. See
the Task Manager in the IP/MPLSView Web-Based Management and Monitoring Guide
for the complete list.

Status

The status of the task, such as Completed, Waiting, or Failed.

Last Execution

The date the task was last executed.

178
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Table 28: Task Manager Table Columns (continued)

Column Name Description

Creation Date

The date the task was created.

Owner The user who created the task.

Frequency The time unit for which recurrences of this task are scheduled, such as minutes, hours,
days, and so on. If a task is scheduled to run only once at the time of creation, this field
displays Immediately.

Comment User-specified comment for the task.

Dependent Task ID

If the task is chained to run Immediately After another task in the scheduling options, the
ID of the preceding task is listed here.

ID Unigque identification number for the task.
Start Time The time the task started.

Stop Time The time the task stopped.

Target Dir Directory where output files are written.

Polling Server (Remote Collection

Server )

The server that is polling for data, if configured.

Spark Hosted Task

Tasks delegated to a Spark cluster display Yes.

From any column head menu, you can select the sort order, show all columns, show
default columns, or select which columns to display.

Select a task in the list and select the Task Status tab. Status details about the task are
displayed in the lower pane. Figure 184 on page 179 shows an example of the task status
details pane.

Figure 184: Task Status Details Pane

1P Address
172.16.0.111
172.16.0.112
172.16.0.102
172.16.0.101
172.16.0.103
172.16.0.105
172.16.0.104
172.16.0.110
172.16.0.107
172.16.0.106
172.16.0.108

Task Status Properties Modification Log Execution History

Router Name Status Job Type

11_MANCHESTER oK tunnel_path|transit_tunnel
12_MUNICH oK tunnel_path|transit_tunnel
2_AMSTERDAM OK tunnel_pathltransit_tunnel
1_DUBLIN OK tunnel_path|transit_tunnel
3_LONDON oK tunnel_pathltransit_tunnel
5_PARIS oK tunnel_path|transit_tunnel
4_BERLIN oK tunnel_pathltransit_tunnel
10_BARCELONA oK tunnel_path|transit_tunnel
T_VALENCIA oK tunnel_pathltransit_tunnel
6_FRANKFURT oK tunnel_path|transit_tunnel
3_LYON oK tunnel_path|transit_tunnel

Executed from 2016-01-30 13:02:24 to 13:03:40

Select a task in the list and select the Properties tab. Task properties are displayed in the
lower pane. Figure 185 on page 180 shows an example of the task properties.
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Figure 185: Task Properties Pane

Tr——

Property T Value

Target Dir

Creation Time 20141017 12:24:47
Stop Time N/A

Last Execution 2016-01-30 13:54:47

Comment

Owner wand|

Frequency 30 Minute(s)

Start Time 2014-10-17 12:24:47
Status Waiting

Task ID 1413563087540
Task Name LSP Ping

Task Type LSP Ping Collection

Select the Modification Log tab to display the user who created the task, operating system,
and the creation and modification date and time. Select the Execution History tab to
show an expandable list of executed dates. Expand an item in the executed list to see
the results for individual nodes or tests.

o NOTE: Before defining any tasks in the Task Manager, you must first create
a device profile.

To create a new task, click New Task, or select Actions > New Task. The New Task dialog
box is displayed. Type a task name and comment. Select a task group from the menu.
Select a task. Figure 186 on page 181 shows the New Task dialog box with All Tasks
selected and the Task menu open.
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Figure 186: New Task Dialog Box

New Task(Step 1 of 3) - Select TaskName and TaskType (%]

Task Name : Test3

Comment :

Task Group: Performance Management Tasks -
Task: Device SNMP Collection -

User CLI Collection

L3P Ping Cellection

Link Latency Collection

Server Performance Data Cellection
Device SNMP Collection

Device SLA Collection

Device Ping Collection
User-Defined SNMP Collection
Advanced Ping Collection

Click Next. The New Task Step 2 dialog box is displayed. Figure 187 on page 182 shows
the New Task Step 2 dialog box for Device Ping Collection.
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Figure 187: New Task Step 2 Dialog Box

New Task(Step 2 of 3) - Device SNMP Collection (%]

T Report Errors to Event Server

— Select Device(s) to be collectad

# Use Device Profile  Use Master Profile ' Use Profile Directly
Device Profiles:  IX -
Select device(s) from Devices to be collected

IP Address Hostname IP Address Hostname

172.25.159.130  VMX102_DW... =
172.25.159.132  VMX101_PING
17225159133  VMX104_PING
172.25.159.136 VMX103_PING
172.25.159.137  VMX103

172.25.159.138  VMX102

17225155139 VMX104_SK_..

172.25.159.131 VMX101_DWIL...

— Options for Collection

|| Use CLI for System Uptime
|_| Collect Line Card Information (Juniper Only)

[ Bock ] ™Hex—]

O NOTE: Every task has different information that must be specified in Step 2.
This example shows a Device SNMP Collection type of task.

Select the device profile to use. Select Use Device Profile, and then select a specific device
profile from the Device Profile menu. Alternately, select Use Master Profile. The Device
profile field changes to Group, and All Devices are listed. Select Use Profile Directly, and
then select the profile from the list.

The Select device(s) or Select profiles(s) pane is populated. Add the devices or profiles
to the list of devices or profiles to be collected. Scroll down to the lower pane and specify
the task parameters for the type of test being performed. Click Next. Figure 188 on page 183
show the New Task Step 3 dialog box.
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Figure 188: New Task Step 3 Dialog Box

New Task(Step 3 of 3) - Schedule Task : Device SNMP Collection

Polling Server: Application Server(172.25.1 -
Schedule Type:  Minute(s) -

Interval: 30 -

— Start Time

») Now

| Set Start Date HH -

— End Time
_ Never Stop

») Set End Date | 07/13/2016 £E 5:00PM -

1 Do you wish to run this task on Spark Cluster ?

| ——

Select the server from the Polling Server menu. Select the schedule type. Specify the
start and end date. Click Next. A confirmation is displayed.

Certain types of tasks can be delegated to an Spark cluster. To delegate the task to a
Spark cluster, select Do you wish to run this task on Spark Cluster?

Click Ok.

To change task settings, click View/Modify. The Modify Task dialog box is displayed.
Figure 189 on page 184 shows the Modify Task dialog box.
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Figure 189: Modify Task Dialog Box

Modify Task{Step 1 of 2) - Scheduling Live Network Collection

' Report Errors to Event Server

S —

— Selact Device(s) to be collectad

# Use Device Profile ) Use Master Profile () Use Profile Directly
Device Profiles: -
Select device(s) from Devices to be collected

IP Address Hostname IP Address Hostname

172.25.159.1...  VMX102_Dw... =
172251591 VMX101_DW_..
172251581 VMX101_PI__.
172.25.159.1...  VMX104_PI...
172251591 VMX103_PI__.
172251591  VMX103
172.25.159.1...  VMX102

Add >
Add All >>

<- Remove

<< Remove All

— Data Collector Instruction

Access Method: | User Router Profile setting * | IPv4 -

|| Archive old data | | Delete old data before collection

— Data Consolidation
|| Incremental Metwork Update

1 Consolidate with existing WANDL data

L P P S T S S | PR PP PR PP P

Specify the required information in Step 2 and select the schedule in Step 3 as you did
when you created the task.

You can perform other actions on the tasks. Select a task and open the Actions menu.
Figure 190 on page 185 shows the Actions menu.
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Figure 190: Task Manager Actions Menu

Mew Task

Reactivate

(¥}

top

Remove Nodes in Scheduled Tasks

Sync with Master Profile

Display Chained Task Groups
Update Selected Task Status

~ Auto Status Update
E_-i‘ cate
| Actions ~ |

Related . Main Window Tools Menu on page 177

Documentation « Device Profiles on page 186

MIB Browser

The IP/MPLSView main window has a Tools menu used to display the Task Manager,
MIB Browser, Device Profiles, User Admin, and File Browser windows.

Select Tools>MIB Browser to display the MIB Browser window.

Figure 191 on page 185 shows the MIB Browser window.

Figure 191: MIB Browser Window

MIB Detail
Value bgpPeerTable
=i bgp “ || Object Type Object Type
| +/HbgoPeeTable 3) || oD bgp.3
[ bgpRevdPathAttrTat OID (resolved)  1.36.1.2.1.153
+[H bgp4PathAtt Table (f Syntax SEQUENCE OF BgpPeerEntry
-5 bgpNotification (0) Access not-accessible
bgpTraps (7) Status current
bgpMIBConformanc: Description BGP peer table. This table contains,
bgpVersion (1) one entry per BGP peer, information about the
connections with BGP peers
bgplLocalAs (2) -
4 3

The MIB Details pane shows the definition of the MIB object.
To load a MIB, filter by trap, or enable SNMP configuration editing, click the gear icon.

To query a device for a MIB object, select Access Device. Figure 192 on page 186 shows
the Access Device pane.
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Device Profiles

Figure 192: MIB Browser Access Device Pane

[3 172.25.152.74:8091/mibbrowser/?s=CD92D8ACF772CD487B982C6F30FFCBOD

MIB

RFC1213-MIB™

JUNIPER-JS-SMI*
bgp
dot1dBridge
entityMIB

itMIB

ipMIB

ipv6MIB

isisMIB
jnxBoxAnatomy
juniperMIB
mplsLsrStdMIB
mplsTCStdMIB
mplsTeStdMIB
ospf
rmonMibModule
snmpMIB

MIB Detail

Hostname:

Access Device

HostIP Address™

SNMP Version:

SNMP
Community:

SNMP Port:

0ID*

Results

oD

SNMPV3
BRG_MX80_03(529)
170029 Q

SNMPv2¢ -
S29/default@public

161
13612115

[reveve -] 50 | cmw | sew |

Unit Value

From the Host/IP Address menu, select the device you want. The hostname and SNMP
community string are automatically populated. Make any necessary changes, and select
Get, Get next, or Get all from the Retrieve menu. The device response is displayed.

To save the query to afile, click Save. To clear the query selections, click Clear.

The IP/MPLSView main window has a Tools menu used to display the Task Manager,
MIB Browser, Device Profiles, User Admin, and File Browser windows.

Select Tools>Device Profiles to display the Device Profiles window. Figure 193 on page 187
shows the Device Profiles window.
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Figure 193: Device Profiles Window

Profile Names Device List
1453216153258 VALENC.. “ Nl Name IP Address Type Login Model Privilege Login | SNMP Get 1 SNMP Version
172.18 MUNICH_2 172.16.0.112 Cisco newlab public 2 o
172.25.152 MANCHES...  172.16.0.11 Cisco newlab public 2
Default LONDON_2  172.16.0.103 Juniper newlab public 2
diag PARIS_2 172.16.0.105 Juniper newlab public P
DIAG-1026 BERLIN 2 172.16.0.104 Juniper newlab public 2
diag.vmx VALENCIA 2 172.16.0.107 Juniper newlab public P
doctest FRANKFU . 172160106 Juniper newlab public €
dongmin_test LYON_ 2 172.16.0.108 Juniper newlab public 2
X DUBLIN 3 172.16.0.101 Juniper newlab public c .
IXLR
@ Add  / Modify (O Delete TestConnectivity — Sync toMaster Profile
IX.LR.save
ix.profile Details
junk
LINUX LONDON_2 - 172.16.0.103
LR-SKYNET
Vendor: Juniper Model:
X 0S: 0OS Version:
MX-new Enable Level:
PHY-SKYNET Login: newlab Privilege Login:
It profil Timeout: 300 Retry: 3
pingresult profile Access Method: telnet Agent(s):
Roy_test Telnet Port: 23 $SH Command: ssh
Server Mgmt. IP :
skynet SNMP Version: 2C SNMP Port: 161
o SNMP Timeout: 3 SNMP Retry: 3
SMALL SNMP Get: public SNMPv3 Username:
smallprofile o SNMP V3 Auth: NONE SNMPv3 Privacy: NONE

To add a new device to a profile, click Add. Figure 194 on page 187 shows the Add New
Device Dialog Box.

Figure 194: Add New Device Dialog Box

Add New Device

|

Fill parameters by using the selected profile entry:

Access Parameters SNMP Parameters

| ‘

Device name: Device IP*:
“endaor: GENERIC *  Model:
0O5: OS5 Version:
Enable Level: 0
Login: Password:
Privilege Login: Privilege

Password:
Timeout: 300

Retry: 3
Access Method: ssh -

Agent(s):
Telnet Port: 23

55H Command:
Management [P:

[ A | ot | ciome

Table 29 on page 188 describes the Device Profiles Add New Device dialog box table
columns.
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Table 29: Add New Device Dialog Box Columns

Column Name Description

Device Name Name of the network device, which should be identical to the hostname. During configuration
collection, the software uses this name along with the IP address as part of the name of the
collected configuration file. The configuration filename uses the format ip.name.cfg. If the device
name is left blank, the configuration filename uses the format ip.cfg.

Device IP IP address of the network device.

Vendor Name of the hardware vendor for the device. Possible values include, but are not limited to: Generic,
Juniper, Cisco, ERX, Foundry, Riverstone, CRS, and New. If you select Generic as the vendor, the
software attempts to guess the vendor by issuing the show version CLI command. For traffic
collection purposes, you must specify this field explicitly by choosing a value other than Generic.

Model Model number of the network device.

[} Type of operating system installed on the device.

OS Version Version number of the operating system build installed on the network device.

Enable Level Default = O; Reserved for future use. (Some devices may require a privilege password with a

different enable level.)

Login / Password Login ID and password for the network device.

Privilege Login / Privilege Login ID and password for situations that require a higher-security login. Use a login that has the

Password appropriate privileges for the vendor-specific show commands.

Timeout Timeout value for the telnet access method. The default value is 300 seconds.
Retry Number of retries for telnet. The default number of retries is 3.

Access Method Method used to access the network device. Possible values include:

« telnet—(Default) Use only telnet access.

« ssh—Use only ssh access.

« telnet | ssh—Try telnet access first, and then try ssh access if telnet access fails.
« ssh | telnet—Try ssh access first, and then try telnet access if ssh access fails.

Agent(s) A space-delimited list of one or more intermediate servers that act as gateways to the device. The
servers should either have the same login and password as the device, or there should be another
entry in the device profile for the intermediate servers to indicate their login and password
information. When scheduling a task to collect data for a device through an intermediate server,
you must add the intermediate servers to the list of devices to be collected if the intermediate
server and the devices have different login and password information.

Telnet Port Port number for telnet access. The default telnet port number is 23.
SSH Command The full path of the command and options used for ssh; for example, /usr/bin/ssh -1-p 8888.
Management IP The management interface IP address, which is used first to connect to the device, if available. If

this connection fails, the software instead uses the IP address of the device.
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To modify an existing device click Modify. To delete a device, select the device and click
Delete. To test connectivity to the device, click Test Connectivity.

To copy settings from the currently selected profile to the master profile, select Sync to
Master Profile.

0 NOTE: The Agent(s) field in the device profile is used to identify an
intermediate host that the application server can log in to and then from
there log in to the network device to perform CLI operations.

Related . Main Window Tools Menu on page 177
Documentation

User Admin

The IP/MPLSView main window has a Tools menu used to display the Task Manager,
MIB Browser, Device Profiles, User Admin, and File Browser windows.

Select Tools>User Admin to display the User Administration window. Figure 195 on page 189
shows the User Administration window.

Figure 195: User Administration Window

[ 172.25.152.74:8091/useradmin/?s=A58DB4798B289167E2C632BFE639F566
— i Full Access Feature | Function View / Enable | Modify | Description
8 Administraters Desktop Client [All 7 ' These items apply to the Desktop Client for both offine a1
+ 0 test Network Environment v ¥ Login to Desktop Client and access View, Design, Simula
+ @ testt Save Network Files v Save changes to existing or new network models.
= Web Portal Load Network Files % Ovenwrite existing network model files with user specified
- - i:?/:N Export to Web % Saves any opened network model to be accessed later th
&1 CENT38 LSP Configlets / LSP Delta Wizard v Generate and view configuration statements for creating
61 GENE VPN Configlets v Generate and view configuration statements for creating
VPN Push LSPs to SAM v Generate and send XML commands for provisioning and 1
File Manager v v Browse the files on the server.
Design Mode v Access to Design Mode
Simulation Mode v Access to Simulation Mode.
Compliance Accessment Tool v v Access to CAT window and modification of CAT template
Desktop Client [Live Network - All] v +/ These items apply to the Desktop Client for the live netw
Open Live Network v «  Open the live network model (File > Open Live Network) =
. »
| ‘ Features Regional Privileges

Users are assigned to groups. To create a new group, select Add Group. An Add Group
dialog box is displayed. Type a name for the group, and from the Group type menu, select
Full Access, Web Portal, or Web VPN. Click OK. The new group is displayed in the User
Administration window. Select view only or modify and view permissions for each feature
or function and click Apply.

To add a new user, select the Users tab. A list of users is displayed. Click Add.
Figure 196 on page 190 shows the Add New User Dialog Box.
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Figure 196: Add New User Dialog Box

Add User (3¢

Mame:

Group Type: -
Group: -
Unix User ID:

Max Logins: User-zet Default -
Access: Full Centrol -
Web Password:

Email:

Pheone:

IM:

Description:

o] comn |

Type the name, select the group type, group, and other information. Click OK.

To create or modify network regions, select the Region Definitions tab.
Figure 197 on page 190 shows the Region Definitions window.

Figure 197: Region Definitions Window

[ 172.25.152.74:8091/useradmin/?s=CD92D8ACF772CD487B982C6F30FFCBOD

User Groups Users Region Definitions

All Devices in the Live Network All Regions in the Live Network
Router Name IP Address 8% Unassigned_Region -
WX 40 30040 - 1= VMX10 D
VMX40(MGMT12) 192 168.89.40 | '": M O GMIOR) |
WIMX40(P41) 3.0.0.41 g VMXI0(POT)
YMX10(P02]
WIMX40(P42) 30042 . VM)(1[)(P[]3)
WIMX40(P43) 3.0043 @ VMX‘IDEPM;
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Related . Main Window Tools Menu on page 177
Documentation

File Browser

The IP/MPLSView main window has a Tools menu used to display the Task Manager,
MIB Browser, Device Profiles, User Admin, and File Browser windows.

Select Tools > File Browser to display the File Browser window.
Figure 198 on page 191 shows the File Browser window.

Figure 198: File Browser Window

Server File Browser

u'wandl/data ‘ &

custom

db

em
event

eventdbdump

By default, the File Browser window displays the contents of the /u/wandl/data directory.

To display the contents of a sub-directory, double-click the directory name. To return to
the default directory, select the home icon. To refresh the display, select the blue-circle
icon. To move up to the parent directory, select the up arrow icon.

To create a new directory, click the folder icon. You are prompted to name the new
directory.

To download and save a file, navigate to the individual file and double-click the filename.
The file is downloaded to your Web browser default download folder.

Related . Main Window Tools Menu on page 177
Documentation
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Reports Button

« Main Window Reports Window on page 193

Main Window Reports Window

The IP/MPLSView main window has a Reports button used to display the Network
Reports, User Collected Data Reports, Shared Reports, and Shared Docs windows.

From the IP/MPLSView main window, click Reports to display the Reports window.
Figure 199 on page 193 shows the Reports window.

Figure 199: Reports Window

Network Reports

L Spec Path- Runcode Traffic Dir
/u/wandl/sample/IP/fish/spec.mpls-fish mpls-fish Edit Show / Generate
Shared Reports L |Live Network Show / Generate

Delete Specs| For multiple selection, use Shift+click

Select a Network to Generate the network reports

® | Julwand/sample/IP/fish/spec. mplsfish ¥ |

User Collected Data Report

Shared Docs

Spec Path: ‘ ‘ Select

By default, the Reports window displays the Network Reports pane. Select a network to
generate the network reports from, and click Generate. A confirmation is displayed in the
window. Click Select to display a list of directories and files. Select a directory to see a
list of report files in that directory.

After collecting data using a User-Defined SNMP Collection task, the generated Web
report can be displayed.

Inthe Reports window, select User Collected Data Report to display a list of user-collected
data reports.

Figure 200 on page 194 shows the User Collected Data Report window.
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Figure 200: User Collected Data Report Window
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To display details about a specific data report, click Details. Figure 201 on page 194 shows
the user-collected data report details.

Figure 201: User Collected Data Report Details
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Hour(s):Minute(s):Second(s).Millisecond(s)
Hour(s):Minute(s):Second(s)

To access charting capabilities for reports, click Show.
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Column 1: ¥ Router Column 2: IspName Column 3:
Column 4: Column 5: Column &6: o

The User Collected Data Report show window is displyed. Figure 202 on page 195 shows
the User Collected Data Report show window.

194
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Figure 202: User Collected Data Report Show Window
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»

Page 1 Displaying 1 - 20 of 55

To display a chart of a report, select an item in the report list and select the Charts icon.
To save the report as a .csv or text file, select the Export icon.

0 NOTE: Some charts take a significant time to generate.

To share a report, click Share Report.

The Save Shared Report window is displayed. Figure 203 on page 195 shows the Save
Shared Report window.

Figure 203: User Collected Data Save Shared Report Window

Save Shared Report

User: wand|
Report: BGP Peer Out Messages on Today
Report Description:‘
Shared: ®Private /Public
Shared Reports
User ||Report Description - Report Name Shared withHLast Updated Hcreated H
|[wandi][Link Traffic Summary Report 20160608- Share Test|[Link Traffic Summary Report on Today (1 hour)|[Private |[2016/06/08 13:15:05][2016/06/08 13:15:05]

Give the report a description, select Public or Private, and click Save. The report is listed
in the Shared Reports pane.

To display a list of reports that you or another user shared, in the Reports window select
Shared Reports. Figure 204 on page 196 shows the Shared Reports window.
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Figure 204: Shared Reports Window
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To display a list of shared report documents you or another user shared, select Shared
Docs. Figure 205 on page 196 shows the Shared Documents window.

Figure 205: Shared Documents Window
e
R

Network Reports

Name Size
User Collected Data Report [5-tratfic_05-15-13_09-26.pdf 74407 bytes|
Shared Reports Network_Traffic_Report_08-09-15_20-28.pdf 12682686 bytes
Shared Docs test_07-16-15_12-07.csv 3466280 bytes|
test_10-05-15_15-57.pdf 94066848 bytes Oct 5, 2015 3:58:25 PM|

Related . IP/MPLSView Main Window Overview on page 25
Documentation
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Main Window Hello Menu and Help-About
Menu

« Main Window Hello Menu and Help-About Menu on page 197

Main Window Hello Menu and Help-About Menu

The IP/MPLSView main window has a menu that displays Hello and the name of the
user who is logged in. To log out of IP”MPLSView, select Hello>Logout. You are
immediately logged out.

The IP/MPLSView main window has a menu, in the upper-right area of the main window,
used to display the About window, connect to the WANDL IP/MPLSView technical
documentation Web page, and launch the IP/MPLSView Java client user interface.

Figure 206 on page 197 shows the Help-About menu.

Figure 206: Help-About Menu

About
Java GUI

Help

Select About to display the About window. Figure 207 on page 198 shows the About
window.
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Figure 207: IP/MPLSView About Window

* IP/MPLSView

Wersion 6.3.0 (build Aug 11 2016 #297)

License Information

Customer: JNPR_RH7_Node

User Limit: 3

Node Limit: 250

Expires: 11/11/2016

Licenses: S-MPLSV-SD, vmware, KVIM,
VBOX

Copyright @ 2015-2016, Juniper Networks, Inc.

The IP/MPLSView About window displays the software revision, the customer identifier,
the user limit, node limit, license expiration date, and the licenses enabled.

The license information is obtained from the /IPMPLSView/API/v1/rest/license file.

Select Java GUI. The Launch Java Client dialog box is displayed. Figure 208 on page 198
shows the Launch Java Client dialog box.

The advantage of launching the client in this way is that you do not have to install the
IP/MPLSView client on your local machine.

Figure 208: Launch Java Client Dialog Box
Launch Java Client

Server [P Address: 172 25152 74

Port Number: 7000

Memory: 512

Run IPMPLSView
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Click RunIP/MPLSView. The WebstartServlet.jnlp file is downloaded. A Starting message
is displayed.

You are prompted to run the application. Figure 209 on page 199 shows the prompt
window.

Figure 209: Run Application Prompt

Do you want to run this application?

Name: IP/MPLSView

(( Publisher: Juniper Networks

— Locations: htip://172.25. 152, 74:8091
Launched from downloaded JMLP file

This application will run with unrestricted access which may put your computer and personal
information at risk. Run this application only if you trust the locations and publisher above.

E More Information i Run | [ Cancel ]

A <

Click Run. The IP/MPLSView login window is displayed. Figure 210 on page 199 shows the
IP/MPLSView Java login window.

Figure 210: IP/MPLSView Java Login Window

3 IP/MPLSView Login o] ® |2z

UserID: |

Password :
[[] Remember my credentials

[7] Login as a view only mode user (J

_JuniPer
IP/MPLSView 6

Copyright 1998-2016. All Rights Reserved.

For more information about using the Java-based user interface, see Main Window
Overview in the IP’MPLSView Java-based Graphical User Interface Reference.

Select Help to connect to the WANDL IP/MPLSView technical documentation Web page.
Internet access is required.

Related . IP/MPLSView Main Window Overview on page 25

Documentation
. License File Window on page 175
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. IP/MPLSView Initial Landing Page Overview on page 23
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