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UnderstandingMultiple and Colocated andMobile Gateways

TheMobileNextBroadbandGatewayoffersamobile serviceprovider flexibleconfiguration

options. A mobile network operator can utilize the same broadband gateway chassis as

a Packet Data Network Gateway (P-GW), a Service Gateway (S-GW), or both P-GW

and S-GW.

Dependingonhowtobest service subscribers, you canconfigure thebroadbandgateway

as:

• Multiple P-GWs on the same chassis

• Multiple S-GWs on the same chassis

• A colocated P-GW and S-GW on the same chassis

• Multiple colocated P-GWs and S-GWs on the same chassis

Of course, you can configure the broadband gateway chassis as a single S-GWor P-GW,

and that is the beginning configuration for the more complex examples.

• What Are Multiple and Colocated Mobile Gateways? on page 1

• MobileNext Broadband Gateway Hardware Terminology on page 7

• Use Case and Benefits on page 7

• Multiple Colocated Gateways Configuration Guidelines on page 8

What AreMultiple and ColocatedMobile Gateways?

The basic architecture of the broadband gateway consists of Routing Engines (we

recommend two), session Dense Port Concentrators (DPCs) (we recommend two or

more), and interfaceModular Port Concentrators (MPCs) (we recommend twoormore).

The interfaceMPCs house the input and output Packet Forwarding Engines and physical

interfaces. Other service PICs and interface cards can be installed, but only the elements

configured to run themobility software package can be part of the broadband gateway

function. Inotherwords, someelementsof thebroadbandgatewaymightnotbe involved

in mobile packet flows at all, but may implement a provider edge (PE) router function,

related Network Address Translation (NAT), IP Security (IPsec) services, and so on. This

Network Configuration Example describes only the configuration of the broadband

gateway.

The easiest way to see howmultiple and colocated gateways are supported on the

broadband gateway is to outline the basic packet flow for control packets and uplink

and downlink data packets through a P-GW. Colocated gateways support simultaneous

packet flows to an P-GW and S-GW configured on the same chassis. Multiple gateways

support simultaneous packet flows to several P-GWs or S-GWs on the same chassis.

Multiple colocated gateways support both multiple and colocated gateway features in

combination.

Tosetupuser sessions throughaP-GW,SessionPICs inDensePortConcentrators (DPCs)

handle all GPRS tunneling protocol, control (GTP-C) signaling requests and the GTP

responses. New GTP sessions are anchored on a selected Session PIC, and all control
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plane functions are handled by the same Session PIC. In this example, the mobile and

packet network interfaces are all housed in MPCs.

Figure 1: Basic GTP-C Packet Flow for a P-GW
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Figure 1 on page 2 shows the four steps that GTP-C signaling packets take through the

broadband gateway configured as a P-GW:

1. An attachedRadio AccessNetwork (RAN) device such as theMMEor SGSNactivates

a session and sends a Create Session Request GTP-C signaling packet to amobile

interface on the broadband gateway.

2. The Gn/Gp or S5/S8 interface MPC parses the GTP-C packet based on the outer IP

addressandselectsaSessionDPC(PIC) for thenewsessionbasedon the International

Mobile Subscriber Identifier (IMSI) of the requestor user equipment. A new session is

created when the Tunnel Endpoint ID (TEID) is 0. The MPC then sends the GTP-C

signaling packet through the fabric to a session DPC that will anchor the session for

control purposes. The session DPC performs the admission control, authentication,

authorization, and accounting (AAA), Dynamic Host Configuration Protocol (DHCP),

and charging operations required.

3. If the session is accepted, the sessionDPCselectsananchorPacketForwardingEngine

for the GTP-U data packets and sets the Tunnel Endpoint Identifier (TEID) for the

GTP-C packets (the Packet Forwaridng Engine selcts the TEID for GTP-U tunnels).
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The session DPC also sends a Create Session Response GTP-C signaling packet to

the interface MPC that received the GTPmessage.

4. The Gn/Gp or S5/S8 interface MPC sends the GTP-C response back to the user

equipment.

The MPCs or DPCs handle all uplink user payload packet flow requests from user

equipment. All user traffic flows through the anchor interface MPC or DPC.

Figure 2: P-GWUplink User Packet Flow on the Broadband Gateway
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After the GTP-C packets establish a sessionFigure 2 on page 3 shows the next four

steps that the uplink user payload GTP user plane (GTP-U) packets take through the

broadband gateway configured as a P-GW:

5. An attached user equipment sends an uplink payload GTP-U packet to amobile

interface on the broadband gateway.

6. The interface MPC sends the GTP-U packet to the anchor interface MPC chosen

during the control phase to anchor the user session data flow. The anchor MPC

performsall subscriber-specific access control, policing, statistic gathering, andother

parameters set for the subscriber based on the inner IP address in the GTP-U packet.

7. The anchor interface MPC sends the user packet to the uplink MPC that leads to

the correct IP packet network.

8. The uplink interface MPC sends the user payload packet to the IP network on the

Gi or SGi interface.
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The MPCs or DPCs also handle all downlink user payload packet flow requests from an

IP network back to the user equipment. All user traffic flows through the anchor interface

MPC or DPC.

Figure 3: P-GWDownlink User Packet Flow on the Broadband Gateway
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After the GTP-C packets establish a session, and packets flow uplink to the broadband

gateway, Figure 3 on page 4 shows the last four steps that the downlink user payload

GTP user plane (GTP-U) packets take through the broadband gateway:

9. The IP network sends a downlink data packet to amobile Gi or SGi interface on the

broadband gateway.

10. The interfaceMPC sends the downlink packet to the anchor interfaceMPC chosen

during the control phase to anchor the user session data flow. The anchor MPC

performsall subscriber-specific access control, policing, statistic gathering, andother

parameters set for the subscriber.

11. The anchor interface MPC sends the encapsulated GTP-U packet to the downlink

interface that leads to the correct user equipment.

12. The downlink interface MPC sends the GTP-U user payload packet to the user

equipment.

Nowconsidermultiple, colocatedS-GWsandP-GWsconfiguredon the samebroadband

gateway chassis. The general configuration of multiple colocated gateways in the same

broadband gateway chassis is shown in Figure 4 on page 5.
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Figure 4: Multiple Colocated S-GWs and P-GWs
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NOTE: You can only configure a Session PIC to support the S-GW or the
P-GWfunction. ASessionPIC cannot be configuredaspart of both functions
at the same time. If you try to configure the chassis this way, the commit
operation will fail. You can, however, configure the two Session PICs in a
Session DPC to support a S-GW and P-GW.

You do not have to configure multiple colocated gateways in a broadband gateway

chassis. A single colocated pair configuration consisting of an S-GW and P-GW is also

supported. The GTP-C packet flow through an internal S5 interface is shown in Figure 5

on page 6.
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Figure 5: Control Packet Flow Through a Colocated S-GWand P-GW
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User GTP-U packets pass through the S-GW and P-GW anchor Packet Forwarding

Engines (housed inMPCs) for their respectivebearers, but thepacketsdonot flowthrough

a services PIC unless required to do so for the delivery of a service.

Figure 6: Data Packet Flow Through a Colocated S-GWand P-GW
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For data flows, the usual path of user packets from an eNodeB radio network (S1-U) to

the internal S5 interface to the SGi interface is shown in Figure 6 on page 6. Services

PICs supply other packet-related services such as Deep Packet Inspection (DPI).

NOTE: The broadband gateway chassis can have other services PICs that
are not associated with the S-GW or P-GW.

Copyright © 2012, Juniper Networks, Inc.6

Configuring Multiple and Colocated P-GWs and S-GWs on the MobileNext Broadband Gateway



MobileNext Broadband Gateway Hardware Terminology

The terminology used for the broadband gateway is often confusing to users not familiar

with the functional packaging. YouorderDPCsorMPCs, but configurePacket Forwarding

Engines, SessionPICs, and servicesPICs for the broadbandgateway (at the chassis level,

you configure FPCs and PICs to run themobility services software). This section explains

the use of broadband gateway hardware terminology in more detail, showing the

relationships. Themain mobile protocol, the GPRS tunneling protocol (GTP), runs for

the control plane (GTP-C) and for the user plane (GTP-U) on the broadband gateway.

GTP-C runs on broadband gateway Session PICs.

• Additional services associated with a traffic flow, such as HTTP header extensions

(HTTP-HE) or DPI, are delivered by a services PIC (not a Session PIC).

• Two PICs are housed in a single Multiservices DPC (MS-DPC, part MX-MOB-SDPC).

You can individually configure the two PICs as either a Session PIC or a services PIC,

both on the sameMultiservices DPC.

• A Session PIC is associated with a single P-GW, S-GW, or a single service.

Each configuredP-GWorS-GWmust have a unique set of SessionPICs.We recommend

configuring Session PICs in redundant pairs. Although a pair of MS-DPC cards can

theoretically support up to four gateways, we recommend redundancy (for a total of

two gateways per card). Services PICs should also be deployed in redundant pairs.

GTP-U runs on broadband gateway anchor Packet Forwarding Engines. You have two

options for anchor Packet Forwarding Engines:

• The 16-port 10-Gigabit Ethernet SFPPmobile-enhanced MPC (Part

MPCE-3D-16XCE-SFPP). This MPC provides four anchor Packet Forwarding Engines

in each MPC.

• The Mobile Enhanced MPC2 with Enhanced Queuing (Part MPC2E-3D-EQ). You can

place any 1-Gigabit Ethernet or 10-Gigabit Ethernet 3D MICs into this MPC. However,

this MPC provides only two anchor Packet Forwarding Engines in each MPC.

Each configured P-GW or S-GWmust have a unique set of anchor Packet Forwarding

Engines. We recommend configuring anchor Packet Forwarding Engines in redundant

pairs. Althoughapair of 16-port 10-Gigabit Ethernet cards can theoretically support eight

gateways, we recommend redundancy (for a total of four gateways per card).

Use Case and Benefits

Whywould a service provider configure one chassis to performmultiple functions?Why

not just leave the S-GW and P-GW as separate network elements?

7Copyright © 2012, Juniper Networks, Inc.



There aremanybenefitswhena service provider configuresmultiple colocated gateways

on the same broadband gateway:

• Cost—The cost of a single chassis is less than the cost of multiple network elements.

• Space—Not only do consolidated network elements take up less space, but in some

cases a single MX chassis can replace a whole rack of equipment.

• Easeof configuration—There is a single configuration for all componentsof themultiple

colocated gateways. There is no need to coordinate multiple changes over different

locations and pieces of equipment.

• Ease of administration—There is a single management interface, not just logically, but

physically, for the entire gateway complex.

• More effective pipelining—Packets and flows can bemore effectively processedwhen

they do not have to travel over a link to another network element. The endpoint of an

IPsec tunnel can also be where the DPI takes place.

• Enhanced reliability—It might sound counter-intuitive, but a single network element

with96percentavailability ismore reliable than twonetworkelementswith97percent

availability (0.97 x 0.97 = 0.9409). Also, with redundancy, the broadband gateway

architecture allows for the failure of system cards without the catastrophic loss of the

whole network element.

• Enhanced security—Colocated network elements not only provide ”compartments”

for different categories of users, but the risk of packet injectionandaltering is lesswhen

the packets remain within the same network element.

Multiple Colocated Gateways Configuration Guidelines

Prerequisites areminimal with regard to configuringmultiple colocated gateways on the

MobileNext Broadband Gateway. Althoughmultiple colocated gateways are supported

on all valid broadband gateway hardware configurations, we recommend larger systems

for more elaborate multiple colocated gateway configurations.

This network configuration example uses the following hardware and software

components:

• Junos OS Release 12.1W

• JuniperNetworksMobileNextBroadbandGateway, including the followingcomponents:

• MX960 3D Universal Edge Router

• Mobile Multiservices DPC (MS-DPC)

• Mobile 10-Gigabit EthernetMPCwithSFP+orMobile 40-Gigabit Ethernet Enhanced

Queuing MPC line card

Related
Documentation

Example: Configuring Multiple P-GWs on page 9•

• Example: Configuring a Colocated P-GW and S-GW on page 27

• Example: Configuring a Multiple Colocated P-GW and S-GW on page 48
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Example: ConfiguringMultiple P-GWs

This example describes how to configure the MobileNext Broadband Gateway with

multiple Packet Data Network Gateways (P-GWs) sharing a single MX chassis. The

emphasis is on P-GW configuration, and does not includemany other parameters that

a full device configuration requires.

• Requirements on page 9

• Overview on page 9

• Configuration on page 10

• Verification on page 27

Requirements

This example uses the following hardware and software components:

• Junos OS Release 12.1W

• Juniper Networks MobileNext Broadband Gateway chassis (MX Series-based)

• Two (redundant) session DPCs (Session PICs, Part MX-MOB-SDPC)

• Two (redundant) anchor MPCs (Packet Forwarding Engines, Part MPC2E-3D-EQ or

MPCE-3D-16XCE-SFPP)

NOTE: You can use the MPCE-3D-16XCE-SFPP as an anchor MPC, but only
the MPC2E-3D-EQ is used in this example.

Before you configure multiple colocated gateways, be sure you have:

• Installed the Flexible PIC Concentrator (FPC) and associated hardware correctly in

the MX chassis

• Installed the mobility software correctly

Overview

This example describes how to configure the broadband gateway as amultiple P-GW

gateway. There are two P-GWs (PGW1 and PGW2). Both P-GWs use the same chassis,

which is namedMBG1.

Topology

Table 1 on page 10 shows the redundancy scheme used in this example: the second PIC

or Packet Forwarding Engine in each FPC slot.
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Table 1: Redundancy Scheme for the Configuration

FunctionConfigurationFPC Chassis Slot

Session PIC for PGW1

Backup Session PIC for PGW2

ms-0/0/0 (mams-0/0/0)

ms-0/1/0 (mams-0/1/0)

0

Session PIC for PGW2

Backup Session PIC for PGW1

ms-1/0/0 (mams-1/0/0)

ms-1/1/0 (mams-1/1/0)

1

Anchor Packet Forwarding Engine for PGW1

Backup anchor Packet Forwarding Engine for PGW2

pfe-2/0/0

pfe-2/1/0

2

Anchor Packet Forwarding Engine for PGW2

Backup anchor Packet Forwarding Engine for PGW1

pfe-3/0/0

pfe-3/1/0

3

• For the two P-GWs on the broadband gateway:

• TheGnandGi interfaces forPGW1are in themain routing instanceandare configured

as xe-2/0/0 and xe-2/0/1, respectively. The Gn and Gi interfaces for PGW2 are in

themain routing instance and are configured as xe-3/0/0 and xe-3/0/1, respectively.

• The backup Gn and Gi interfaces for PGW1 are in the main routing instance and are

configured as xe-3/1/0 and xe-3/1/1, respectively. The backup Gn and G1 interfaces

forPGW2are in themain routing instanceandareconfiguredasxe-2/1/0andxe-2/1/1,

respectively.

• The loopback address (lo0.0) for PGW1 is 10.33.33.33 and the loopback address for

PGW2 is 10.44.44.44.

• TheAPN(APN1) onPGW1usesmobile interfacemif.3and theAPN(APN2) onPGW2

uses mobile interfacemif.4.

NOTE: ThisexampleusesprivateRFC1918 IPaddresses throughout.Normally,
a public loopback IP address is advertised onto the network. GTP peer IP
addresses are used to route tunneled packets betweenmobile network
elements. This example uses a different IP address on each gateway, which
is not strictly requiredwhen using themain routing instance for all gateways.

Configuration

To configure multiple gateways, perform these tasks:

• Configuring the Chassis on page 11

• Configuring P-GWSystem Interfaces and Redundancy on page 16

• Configuring P-GWCharging on page 18
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• Configuring P-GWGTP Services on page 24

• Configure P-GWAPNs on page 25

Configuring the Chassis

CLI Quick
Configuration

Begin by performing a load andmerge with the predefinedmobility hardware defaults.

Then apply the mobility group to the FPC slots with the Session PICs and themobility

forwarding package to the FPC slots with the anchor Packet Forwarding Engines.

Youmust include every Session PIC configured with the jservices-mobile package at the

[editunified-edgegateways(ggsn-pgw|sgw)gateway-namesystemsession-pics]hierarchy

level on the broadband gateway. If you do not include the Session PIC as a system

interface, then the Session PIC cannot be used by the broadband gateway. Youmust

include every anchor Packet Forwarding Engine configured with the mobile forwarding

package at the [edit unified-edgegateways (ggsn-pgw)gateway-name system interfaces]

hierarchy level on the broadband gateway. If you do not specify the Packet Forwarding

Engine as an anchor interface, then the Packet Forwarding Engine cannot be used by the

broadband gateway.

NOTE: This sectiondoesnot configure theAggregatedMultiservicesSession
PICs (ams-) for the gateways. The ams- interfaces for redundancy are

configured in other gateway sections.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
loadmerge /etc/config/mobility-defaults.conf
set chassis fpc 0 apply-groupsmobility
set chassis fpc 1 apply-groupsmobility
set chassis fpc 2 pfe 0 forwarding-packagesmobility ggsn-pgw
set chassis fpc 2 pfe 1 forwarding-packagesmobility ggsn-pgw
set chassis fpc 3 pfe 0 forwarding-packagesmobility ggsn-pgw
set chassis fpc 3 pfe 1 forwarding-packagesmobility ggsn-pgw
set interfaces xe-2/0/0 unit 0 family inet description Gn interface for PGW1
set interfaces xe-2/0/0 unit 0 family inet address 10.11.0.1/16
set interfaces xe-2/0/1 unit 0 family inet description Gi interface for PGW1
set interfaces xe-2/0/1 unit 0 family inet address 10.22.0.1/16
set interfaces xe-3/0/0 unit 0 family inet description Gn interface for PGW2
set interfaces xe-3/0/0 unit 0 family inet address 10.33.0.1/16
set interfaces xe-3/0/1 unit 0 family inet description Gi interface for PGW2
set interfaces xe-3/0/1 unit 0 family inet address 10.44.0.1/16
set interfaces xe-2/1/0 unit 0 family inet description Backup Gn interface for PGW2
set interfaces xe-2/1/0 unit 0 family inet address 10.33.0.2/16
set interfaces xe-2/1/1 unit 0 family inet description Backup Gi interface for PGW2
set interfaces xe-2/1/1 unit 0 family inet address 10.44.0.2/16
set interfaces xe-3/1/0 unit 0 family inet description Backup Gn interface for PGW1
set interfaces xe-3/1/0 unit 0 family inet address 10.11.0.2/16
set interfaces xe-3/1/1 unit 0 family inet description Backup Gi interface for PGW1
set interfaces xe-3/1/1 unit 0 family inet address 10.22.0.2/16
set interfacesmif unit 3 family inet

11Copyright © 2012, Juniper Networks, Inc.



set interfacesmif unit 4 family inet
set interfaces lo0 unit 0 family inet address 10.11.11.11/32
set interfaces lo0 unit 0 family inet address 10.22.22.22/32
set interfaces lo0 unit 0 family inet address 10.33.33.33/32
set interfaces lo0 unit 0 family inet address 10.44.44.44/32

NOTE: This configuration is for the P-GWs only. Other statements, such as
for routing protocols or networkmanagement, are needed tomake this a
complete device configuration.

Step-by-Step
Procedure

To configure the chassis:

Load andmerge the default configuration file for themobility group.1.

[edit]
user@mbg-1# loadmerge /etc/config/mobility-defaults.conf

2. Configure themobility group on the Session PICs.

[edit]
user@mbg-1# set chassis fpc 0 apply-groupsmobility
user@mbg-1# set chassis fpc 1 apply-groupsmobility

NOTE: Youmust include every Session PIC configured with the
jservices-mobile package at the [edit unified-edge gateways ggsn-pgw

gateway-name system session-pics] hierarchy level on the broadband

gateway. If you do not include the Session PIC, then the Session PIC
cannot be used by the broadband gateway.

3. Configure the interface DPC or MPC at the Packet Forwarding Engine level.

[edit]
user@mbg-1# set chassis fpc 2 pfe 0 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 2 pfe 1 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 3 pfe 0 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 3 pfe 1 forwarding-packagesmobility ggsn-pgw

NOTE: Youmust include every Packet Forwarding Engine configured
with theggsn-pgw forwardingpackageat the [editunified-edgegateways

ggsn-pgw gateway-name system anchor-pfes] hierarchy level on the

broadbandgateway. If youdonot specify thePacket ForwardingEngine
as an anchor interface, then the Packet Forwarding Engine will not be
used by the broadband gateway.

4. Configure physical interfaces for the P-GWs.

user@mbg-1# set interfaces xe-2/0/0unit 0 family inet descriptionGn interface for
PGW1

Copyright © 2012, Juniper Networks, Inc.12

Configuring Multiple and Colocated P-GWs and S-GWs on the MobileNext Broadband Gateway



user@mbg-1# set interfaces xe-2/0/0 unit 0 family inet address 10.11.0.1/16
user@mbg-1# set interfaces xe-2/0/1 unit 0 family inet description Gi interface for
PGW1

user@mbg-1# set interfaces xe-2/0/1 unit 0 family inet address 10.22.0.1/16
user@mbg-1# set interfaces xe-3/0/0unit 0 family inet descriptionGn interface for
PGW2

user@mbg-1# set interfaces xe-3/0/0 unit 0 family inet address 10.33.0.1/16
user@mbg-1# set interfaces xe-3/0/1 unit 0 family inet description Gi interface for
PGW2

user@mbg-1# set interfaces xe-3/0/1 unit 0 family inet address 10.44.0.1/16
user@mbg-1# set interfaces xe-2/1/0 unit 0 family inet description Backup Gn
interface for PGW2

user@mbg-1# set interfaces xe-2/1/0 unit 0 family inet address 10.33.0.2/16
user@mbg-1#set interfacesxe-2/1/1unit0family inetdescriptionBackupGi interface
for PGW2

user@mbg-1# set interfaces xe-2/1/1 unit 0 family inet address 10.44.0.2/16
user@mbg-1# set interfaces xe-3/1/0 unit 0 family inet description Backup Gn
interface for PGW1

user@mbg-1# set interfaces xe-3/1/0 unit 0 family inet address 10.11.0.2/16
user@mbg-1#set interfacesxe-3/1/1unit0family inetdescriptionBackupGi interface
for PGW1

user@mbg-1# set interfaces xe-3/1/1 unit 0 family inet address 10.22.0.2/16

5. Configure the mobile interfaces for the P-GWAPNs.

user@mbg-1# set interfacesmif unit 3 family inet
user@mbg-1# set interfacesmif unit 4 family inet

6. Configure loopback interfaces for bothl gateways.

[edit]
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.33.33.33/32
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.44.44.44/32

Results When you have finished this section of the configuration, your results should be similar

to this show chassis | display inheritance command output:

chassis {
fpc 0 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}
pic 1 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;
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}
}

}
}

}
fpc 1 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}
pic 1 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 2 {
pfe 0 {
forwarding-packages {
mobility ggsn-pgw;

}
}
pfe 1 {
forwarding-packages {
mobility ggsn-pgw;

}
}

}
fpc 3 {
pfe 0 {
forwarding-packages {
mobility ggsn-pgw;

}
}
pfe 1 {
forwarding-packages {
mobility ggsn-pgw;

}
}

}
}
interfaces {
lo0 {
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unit 0 {
family inet {
address 10.33.33.33/32;
address 10.44.44.44/32;

}
}

}
mif {
unit 3 {
family inet;

}
}
mif {
unit 4 {
family inet;

}
}
xe-2/0/0 {
unit 0 {
family inet {
description Gn interface for PGW1
address 10.11.0.1/16

}
}

}
xe-2/0/1 {
unit 0 {
family inet {
description Gi interface for PGW1;
address 10.22.0.1/16;

}
}

}
xe-2/1/0 {
unit 0 {
family inet {
description Backup Gn interface for PGW2;
address 10.33.0.2/16;

}
}

}
xe-2/1/1 {
unit 0 {
family inet {
description Backup Gi interface for PGW2;
address 10.44.0.2/16;

}
}

}
xe-3/0/0 {
unit 0 {
family inet {
description Gn interface for PGW2;
address 10.33.0.1/16;

}
}
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}
xe-3/0/1 {
unit 0 {
family inet {
description Gi interface for PGW2;
address 10.44.0.1/16;

}
}

}
xe-3/1/0 {
unit 0 {
family inet {
description Backup Gn interface for PGW1;
address 10.11.0.2/16;

}
}

}
xe-3/1/1 {
unit 0 {
family inet {
description Backup Gi interface for PGW1;
address 10.22.0.2/16;

}
}

}
}

Configuring P-GWSystem Interfaces and Redundancy

CLI Quick
Configuration

Next, establish load-balancing of GTP-C packets and redundancy for the P-GWs named

PGW1 and PGW2. There is no specific “load-balance” broadband gateway hierarchy, nor

is there any Session DPC redundancy section. Instead, you configure load balancing at

the [edit interfaces] hierarchy level by creating sets of load-balanced Aggregated

Multiservice (ams) interfaces asMobile AggregatedMultiservice (mams-) interfaces and

select one of them as a preferred backup. You configure redundant Packet Forwarding

Engines by establishing a primary list of anchors and a secondary list for a group of

interfaces.

Include every Session PIC configuredwith the jservices-mobile package for the particular

broadband gateway at the [edit unified-edge gateways ggsn-pgw gateway-name system

session-pics]hierarchy level on thebroadbandgateway. If youdonot include theSession

PICasasystem interface, then theSessionPICcannotbeusedby thebroadbandgateway.

To establish redundancy forGTP-U traffic flows, include every anchor Packet Forwarding

Engine configured with the mobile forwarding package for the particular broadband

gateway at the [edit unified-edge gateways ggsn-pgw gateway-name system interfaces

pfes] hierarchy level on the broadband gateway. If you do not specify the Packet

Forwarding Engine as an anchor interface, then the Packet Forwarding Engine cannot be

used by the broadband gateway.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:
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set interfaces ams0 description “Aggregate Multiservices Session DPC for PGW1 with
members mams-0/0/0 andmams-1/1/0”

set interfaces ams0 load-balancing-optionsmember-interfacemams-0/0/0
set interfaces ams0 load-balancing-optionsmember-interfacemams-1/1/0
set interfacesams0load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams0load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-1/1/0

set interfaces ams1 description “Aggregate Multiservices Session DPC for PGW2with
members mams-1/0/0 andmams-0/1/0”

set interfaces ams1 load-balancing-optionsmember-interfacemams-1/0/0
set interfaces ams1 load-balancing-optionsmember-interfacemams-0/1/0
set interfacesams1 load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams1 load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-0/1/0

[edit unified-edge gateways ggsn-pgw PGW1 system session-pics]
set interface ams0
[edit unified-edge gateways ggsn-pgw PGW2 system session-pics]
set interface ams1
[edit interfaces apfe0 anchoring-options]
set primary-list pfe-2/0/0
set secondary pfe-3/1/0
[edit interfaces apfe1 anchoring-options]
set primary-list pfe-3/0/0
set secondary pfe-2/1/0
[edit unified-edge gateways ggsn-pgw PGW1 system pfes]
set interface apfe0
[edit unified-edge gateways ggsn-pgw PGW2 system pfes]
set interface apfe1

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

interfaces {
ams0 {
description “Aggregate Multiservices Session DPC for PGW1 withmembers
mams-0/0/0 andmams-1/1/0”

load-balancing-options {
member-interfacemams-0/0/0;
member-interfacemams-1/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-1/1/0;

}
}

}
}
apfe0 {
anchoring-options {
primary-list {
pfe-2/0/0;
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}
secondary pfe-3/1/0;

}
}
ams1 {
description“AggregateMultiservicesSessionDPCforPGW2withmembersmams-1/0/0
andmams-0/1/0”

load-balancing-options {
member-interfacemams-1/0/0;
member-interfacemams-0/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-0/1/0;

}
}

}
}
apfe1 {
anchoring-options {
primary-list {
pfe-3/0/0;

}
secondary pfe-2/1/0;

}
}

}

unified-edge gateways ggsn-pgw PGW1 system {
session-pics {
interface ams0;

}
pfes {
interface apfe0;

}
}

unified-edge gateways ggsn-pgw PGW2 system {
session-pics {
interface ams1;

}
pfes {
interface apfe1;

}
}

Configuring P-GWCharging

CLI Quick
Configuration

Both P-GWs use offline charging. To quickly configure this example, copy the following

commands and paste them into the router terminal window:

[edit]
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set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp exclude
plmn-change

setunified-edgegatewaysggsn-pgwPGW1chargingtrigger-profilesp_tpexcluderat-change
set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp offline
volume-limit 1024

set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp offline
volume-limit direction both

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways cdr-release r8

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways switch-back-time 36

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper profile-id
1

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper
transport-profile p_tsp

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper
trigger-profile p_tp

set unified-edge gateways ggsn-pgw PGW1 charging gtpp transport-protocol tcp
set unified-edge gateways ggsn-pgw PGW1 charging gtpp version v1
set unified-edge gateways ggsn-pgw PGW1 charging gtpp header-type long
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg
destination-ipv4-address 10.33.33.99

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg source-interface
lo0.0

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg source-interface
ipv4-address 10.33.33.33

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg destination-port
3386

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg transport-protocol
tcp

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg header-type long
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg pending-queue-size
1000

setunified-edgegatewaysggsn-pgwPGW1chargingglobal-profiledefault-profilep_juniper
set unified-edge gateways ggsn-pgwPGW1 charging global-profile profile-selection-order
static

[edit]
set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp exclude
plmn-change

set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp exclude
rat-change

set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp offline
volume-limit 1024

set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp offline
volume-limit direction both

set unified-edge gateways ggsn-pgw PGW2 charging transport-profiles p_tsp offline
charging-gateways cdr-release r8

set unified-edge gateways ggsn-pgw PGW2 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf
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set unified-edge gateways ggsn-pgwPGW2charging charging-profiles p_juniper profile-id
1

set unified-edge gateways ggsn-pgw PGW2 charging charging-profiles p_juniper
transport-profile p_tsp

set unified-edge gateways ggsn-pgw PGW2 charging charging-profiles p_juniper
trigger-profile p_tp

set unified-edge gateways ggsn-pgw PGW2 charging gtpp transport-protocol tcp
set unified-edge gateways ggsn-pgw PGW2 charging gtpp version v1
set unified-edge gateways ggsn-pgw PGW2 charging gtpp header-type long
set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg
destination-ipv4-address 10.44.44.99

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg source-interface
lo0.0

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg source-interface
ipv4-address 10.44.44.44

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg destination-port
3386

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg transport-protocol
tcp

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg header-type long
set unified-edge gateways ggsn-pgwPGW2 charging gtpp peer p_cfg pending-queue-size
1000

setunified-edgegatewaysggsn-pgwPGW2chargingglobal-profiledefault-profilep_juniper
setunified-edgegatewaysggsn-pgwPGW2chargingglobal-profileprofile-selection-order
static

Step-by-Step
Procedure

To configure the offline charging parameters:

Configure charging for the P-GW called PGW1.1.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW1 charging

2. Specify the global GTP Prime properties of PGW1 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v1
user@mbg1# set gtpp header-type long

3. Specify the GTP Prime properties of PGW1 for the GTP Prime peers.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.33.33.99
user@mbg1# set gtpp peer p_cgf source-interface lo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.33.33.33
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v1
user@mbg1# set gtpp peer p_cgf n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

Copyright © 2012, Juniper Networks, Inc.20

Configuring Multiple and Colocated P-GWs and S-GWs on the MobileNext Broadband Gateway



4. Configure the transport and profiles referenced by the charging profile of PGW1 for

offline charging.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set trigger-profiles p_tp exclude plmn-change
user@mbg1# set trigger-profiles p_tp exclude rat-change
user@mbg1# set trigger-profiles p_tp offline volume-limit 1024
user@mbg1# set trigger-profiles p_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r8
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

user@mbg1# set transport-profiles p_tsp offline charging-gateways
switch-back-time 36

5. Configure the charging and global profiles for PGW1.

[edit unified-edge gateways ggsn-sgw PGW1 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile p_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

6. Configure charging for the P-GW called PGW2.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW2 charging

7. Specify the global GTP Prime properties of PGW2 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v1
user@mbg1# set gtpp header-type long

8. Specify the GTP Prime properties of PGW2 for the GTP Prime peers.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.44.44.99
user@mbg1# set gtpp peer p_cgf source-interface lo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.44.44.44
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v1
user@mbg1# set gtpp peer p_cgfw n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

9. Configure the transport and profiles referenced by the charging profile of PGW2 for

offline charging.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set trigger-profiles p_tp exclude plmn-change
user@mbg1# set trigger-profiles p_tp exclude rat-change
user@mbg1# set trigger-profiles p_tp offline volume-limit 1024
user@mbg1# set trigger-profiles p_tp offline volume-limit direction both
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user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r8
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

10. Configure the charging and global profiles for PGW2.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile p_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways ggsn-pgw PGW1 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r8;
peer-order peer p_cgf;
switch-back-time 36

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;

}
}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.33.33.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
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source-interface lo0.0;
source-interface ipv4-address 10.33.33.33;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v1;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}
[edit unified-edge gateways ggsn-pgw PGW2 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r8;
peer-order peer p_cgf;
switch-back-time 36

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;

}
}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.33.33.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.33.33.33;
t3-response 5;
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transport-protocol tcp;
}

}
header-type long;
transport-protocol tcp;
version v1;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}

Configuring P-GWGTP Services

CLI Quick
Configuration

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 gtp interface lo0.0
set unified-edge gateways ggsn-pgw PGW1 gtp interface v4-address 10.33.33.33
set unified-edge gateways ggsn-pgw PGW1 gtp n3-requests 5
set unified-edge gateways ggsn-pgw PGW1 gtp t3-response 3
set unified-edge gateways ggsn-pgw PGW1 gtp echo-interval 60
set unified-edge gateways ggsn-pgw PGW1 gtp path-management enable
set unified-edge gateways ggsn-pgw PGW1 gtp echo-n3-requests 5
set unified-edge gateways ggsn-pgw PGW1 gtp echo-t3-response 30
set unified-edge gateways ggsn-pgw PGW2 gtp interface lo0.0
set unified-edge gateways ggsn-pgw PGW2 gtp interface v4-address 10.44.44.44
set unified-edge gateways ggsn-pgw PGW2 gtp n3-requests 5
set unified-edge gateways ggsn-pgw PGW2 gtp t3-response 3
set unified-edge gateways ggsn-pgw PGW2 gtp echo-interval 60
set unified-edge gateways ggsn-pgw PGW2 gtp path-management enable
set unified-edge gateways ggsn-pgw PGW2 gtp echo-n3-requests 5
set unified-edge gateways ggsn-pgw PGW2 gtp echo-t3-response 30

Step-by-Step
Procedure

To configure GTP services:

Configure the GTP services for the P-GW called PGW1.1.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW1 gtp

2. Configure GTP services for the P-GW interfaces for PGW1 with path management

disabled.

[edit unified-edge gateways pgw PGW1 gtp]
user@mbg1# set interface lo0.0
user@mbg1# set interface v4-address 10.33.33.33
user@mbg1# set n3-requests 5
user@mbg1# set t3-response 3
user@mbg1# set echo-interval 60
user@mbg1# set path-management disable
user@mbg1# set echo-n3-requests 5
user@mbg1# set echo-t3-responses 30

3. Configure the GTP services for the P-GW called PGW2.
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[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW2 gtp

4. Configure GTP services for the P-GW interfaces for PGW2with path management

disabled.

[edit unified-edge gateways pgw PGW2 gtp]
user@mbg1# set interface lo0.0
user@mbg1# set interface v4-address 10.44.44.44
user@mbg1# set n3-requests 5
user@mbg1# set t3-response 3
user@mbg1# set echo-interval 60
user@mbg1# set path-management disable
user@mbg1# set echo-n3-requests 5
user@mbg1# set echo-t3-responses 30

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways ggsn-pgw PGW1 ]
gtp {
echo-interval 60;
interface lo0.0;
interface v4-address 10.33.33.33;
n3-requests 5;
path-management {
enable;

}
t3-response 3;

}
[edit unified-edge gateways ggsn-pgw PGW2 ]
gtp {
echo-interval 60;
interface lo0.0;
interface v4-address 10.44.44.44;
n3-requests 5;
path-management {
enable;

}
t3-response 3;

}

Configure P-GWAPNs

CLI Quick
Configuration

The APNs configured are not complex. To quickly configure this example, copy the

following commands and paste them into the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1
set unified-edgegatewaysggsn-pgwPGW1apn-servicesapnsAPN1mobile interfacemif.3
set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1 address-assignment
local

set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1 selection-mode
from-ms

set unified-edge gateways ggsn-pgw PGW2 apn-services apns APN2
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setunified-edgegatewaysggsn-pgwPGW2apn-servicesapnsAPN1mobile interfacemif.4
set unified-edge gateways ggsn-pgwPGW2apn-services apns APN1 address-assignment
local

set unified-edge gateways ggsn-pgw PGW2 apn-services apns APN1 selection-mode
from-ms

Step-by-Step
Procedure

To configure APNs for the P-GWs called PGW1 and PGW2:

Configure APN1 for the P-GW called PGW1.1.

[edit]
user@mbg1 edit unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1
[edit unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1]
user@mbg1 setmobile-interfacemif.3
user@mbg1 set address-assignment local
user@mbg1 set selection-mode from-ms

NOTE: A local address assignment uses the default mobile pool to

assign the IP address. The default pool is configured in the routing
instance that is associated with themobile interface of the APN and is
not detailed here.

2. Configure APN2 for the P-GW called PGW2.

[edit]
user@mbg1 edit unified-edge gateways ggsn-pgw PGW2 apn-services apns APN2
[edit unified-edge gateways ggsn-pgw PGW2 apn-services apns APN2]
user@mbg1 setmobile-interfacemif.4
user@mbg1 set address-assignment local
user@mbg1 set selection-mode from-ms

NOTE: A local address assignment uses the default mobile pool to

assign the IP address. The default pool is configured in the routing
instance that is associated with themobile interface of the APN and is
not detailed here.

Results When you have finished this section of the configuration, your results should be similar

to this show command output:

[edit unified-edge gateways ggsn-pgw PGW1 apn-services apns]
APN1 {
address-assignment local;
mobile-interfacemif.3;
selection-mode from-ms;

}
[edit unified-edge gateways ggsn-pgw PGW2 apn-services apns]
APN2 {
address-assignment local;
mobile-interfacemif.4;
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selection-mode from-ms;
}

Verification

Verifying Gateway Status

Purpose Verify the gateways for the broadband gateway.

Action user@mbg1> show unified-edge gateways brief

Total number of configured gateways: 2

Gateway name: PGW1
Gateway type: ggsn-pgw
Gateway id:   1

Gateway name: PGW2
Gateway type: ggsn-pgw
Gateway id:   2

Meaning Theshowunified-edgegatewaysbriefcommanddisplays informationabout theconfigured

gateways.

Related
Documentation

Understanding Multiple and Colocated and Mobile Gateways on page 1•

• Example: Configuring a Colocated P-GW and S-GW on page 27

• Example: Configuring a Multiple Colocated P-GW and S-GW on page 48

Example: Configuring a Colocated P-GWand S-GW

This example describes how to configure the MobileNext Broadband Gateway with a

colocated Packet Data Network Gateway (P-GW) and Serving Gateway (S-GW) sharing

a single MX chassis. The emphasis is on P-GW and S-GW configuration, and does not

includemany other parameters that a full device configuration requires.

• Requirements on page 27

• Overview on page 28

• Configuration on page 29

• Verification on page 47

Requirements

This example uses the following hardware and software components:

• Junos OS Release 12.1W

• Juniper Networks MobileNext Broadband Gateway chassis (MX Series-based)
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• Two (redundant) session DPCs (Session PICs, Part MX-MOB-SDPC)

• Two (redundant) anchor MPCs (Packet Forwarding Engines, Part MPC2E-3D-EQ or

MPCE-3D-16XCE-SFPP)

NOTE: You can use the MPCE-3D-16XCE-SFPP as an anchor MPC, but only
the MPC2E-3D-EQ is used in this example.

Before you configure multiple colocated gateways, be sure you have:

• Installed the Flexible PIC Concentrator (FPC) and associated hardware correctly in

the MX chassis

• Installed the mobility software correctly

Overview

This exampledescribeshowtoconfigure thebroadbandgatewayasamultiple colocated

gateway. There are two P-GWs (PGW1 and PGW2) and two S-GWs (SGW1 and SGW2).

All P-GWs and S-GWs use the same chassis, which is namedMBG1.

Topology

Table 2 on page 28 shows the redundancy scheme used in this example: the second PIC

or Packet Forwarding Engine in each FPC slot.

Table 2: Redundancy Scheme for the Configuration

FunctionConfigurationFPC Chassis Slot

Session PIC for PGW1ms-0/0/0 (mams-0/0/0)0

Backup Session PIC for PGW1ms-1/1/0 (mams-1/1/0)1

Anchor Packet Forwarding Engine for PGW1pfe-2/0/02

Backup anchor Packet Forwarding Engine for PGW1pfe-3/1/03

Session PIC for SGW1ms-7/0/0 (mams-7/0/0)7

Backup Session PIC for SGW1ms-8/1/0 (mams-8/1/0)8

Anchor Packet Forwarding Engine for SGW1pfe-9/0/09

Backup anchor Packet Forwarding Engine for SGW1pfe-10/1/010

• For the P-GW on the broadband gateway:
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• TheGnandGi interfaces forPGW1are in themain routing instanceandare configured

as xe-2/0/0 and xe-2/0/1, respectively.

• The backup Gn and Gi interfaces for PGW1 are in the main routing instance and are

configured as xe-3/1/0 and xe-3/1/1, respectively.

• The loopback address (lo0.0) for PGW1 is 10.33.33.33.

• The APN (APN1) on PGW1 uses mobile interfacemif.3.

• For the S-GW on the broadband gateway:

• The S1-U data, S5, and S11 control reference points are in the main routing instance

and use different physical interfaces. (These reference points can all share the same

physical interface because they are all in the same routing domain, but will require

separate addresses if they run different versions of GTP.) The physical interfaces

are configured as xe- interfaces on their respective Packet Forwarding Engines.

• The loopback address (lo0.0) for SGW1 is 10.11.11.11.

NOTE: ThisexampleusesprivateRFC1918 IPaddresses throughout.Normally,
a public loopback IP address is advertised onto the network. GTP peer IP
addresses are used to route tunneled packets betweenmobile network
elements. This example uses a different IP address on each gateway, which
is not strictly requiredwhen using themain routing instance for all gateways.

Configuration

To configure colocated gateways, perform these tasks:

• Configuring the Chassis on page 29

• Configuring P-GWSystem Interfaces and Redundancy on page 36

• Configuring P-GWCharging on page 37

• Configuring P-GWGTP Services on page 40

• Configure P-GWAPN on page 41

• Configuring S-GWSystem Interfaces and Redundancy on page 42

• Configuring S-GWCharging on page 43

• Configuring S-GWGTP Services on page 46

Configuring the Chassis

CLI Quick
Configuration

Begin by performing a load andmerge with the predefinedmobility hardware defaults.

Then apply the mobility group to the FPC slots with the Session PICs and themobility

forwarding package to the FPC slots with the anchor Packet Forwarding Engines.

Youmust include every Session PIC configured with the jservices-mobile package at the

[editunified-edgegateways(ggsn-pgw|sgw)gateway-namesystemsession-pics]hierarchy

level on the broadband gateway. If you do not include the Session PIC as a system
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interface, then the Session PIC cannot be used by the broadband gateway. Youmust

include every anchor Packet Forwarding Engine configured with the mobile forwarding

package at the [edit unified-edge gateways (ggsn-pgw | sgw) gateway-name system

interfaces] hierarchy level on the broadband gateway. If you do not specify the Packet

Forwarding Engine as an anchor interface, then the Packet Forwarding Engine cannot be

used by the broadband gateway.

NOTE: This sectiondoesnot configure theAggregatedMultiservicesSession
PICs (ams-) for the gateways. The ams- interfaces for redundancy are

configured in other gateway sections.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
loadmerge /etc/config/mobility-defaults.conf
set chassis fpc 0 apply-groupsmobility
set chassis fpc 1 apply-groupsmobility
set chassis fpc 7 apply-groupsmobility
set chassis fpc 8 apply-groupsmobility
set chassis fpc 2 pfe 0 forwarding-packagesmobility ggsn-pgw
set chassis fpc 3 pfe 1 forwarding-packagesmobility ggsn-pgw
set chassis fpc 9 pfe 0 forwarding-packagesmobility sgw
set chassis fpc 10 pfe 1 forwarding-packagesmobility sgw
set interfaces xe-2/0/0 unit 0 family inet description Gn interface for PGW1
set interfaces xe-2/0/0 unit 0 family inet address 10.11.0.1/16
set interfaces xe-2/0/1 unit 0 family inet description Gi interface for PGW1
set interfaces xe-2/0/1 unit 0 family inet address 10.22.0.1/16
set interfaces xe-2/1/1 unit 0 family inet address 10.44.0.2/16
set interfaces xe-3/1/0 unit 0 family inet description Backup Gn interface for PGW1
set interfaces xe-3/1/0 unit 0 family inet address 10.11.0.2/16
set interfaces xe-3/1/1 unit 0 family inet description Backup Gi interface for PGW1
set interfaces xe-3/1/1 unit 0 family inet address 10.22.0.2/16
set interfacesmif unit 3 family inet
set interfacesmif unit 4 family inet
set interfaces xe-9/0/0 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/0 unit 0 family inet address 10.5.0.1/16
set interfaces xe-9/0/1 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/1 unit 0 family inet address 10.5.0.2/16
set interfaces xe-9/0/2 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/2 unit 0 family inet address 10.5.0.3/16
set interfaces xe-9/0/3 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/3 unit 0 family inet address 10.5.0.4/16
set interfaces xe-10/1/0 unit 0 family inet description Backup interface for SGW1
set interfaces xe-10/1/0 unit 0 family inet address 10.5.0.11/16
set interfaces xe-10/1/1 unit 0 family inet description Backup interface for SGW1
set interfaces xe-10/1/1 unit 0 family inet address 10.5.0.12/16
set interfaces xe-10/1/2 unit 0 family inet description Backup interface for SGW1
set interfaces xe-10/1/2 unit 0 family inet address 10.5.0.13/16
set interfaces xe-10/1/3 unit 0 family inet description Back up interface for SGW1
set interfaces xe-10/1/3 unit 0 family inet address 10.5.0.14/16
set interfaces lo0 unit 0 family inet address 10.11.11.11/32
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set interfaces lo0 unit 0 family inet address 10.33.33.33/32

NOTE: This configuration is for the S-GWandP-GWonly. Other statements,
such as for routing protocols or networkmanagement, are needed tomake
this a complete device configuration.

Step-by-Step
Procedure

To configure the chassis:

Load andmerge the default configuration file for themobility group.1.

[edit]
user@mbg-1# loadmerge /etc/config/mobility-defaults.conf

2. Configure themobility group on the Session PICs.

[edit]
user@mbg-1# set chassis fpc 0 apply-groupsmobility
user@mbg-1# set chassis fpc 1 apply-groupsmobility
user@mbg-1# set chassis fpc 7 apply-groupsmobility
user@mbg-1# set chassis fpc 8 apply-groupsmobility

NOTE: Youmust include every Session PIC configured with the
jservices-mobile package at the [edit unified-edge gateways sgw

gateway-name system session-pics] hierarchy level on the broadband

gateway. If you do not include the Session PIC, then the Session PIC
cannot be used by the broadband gateway.

3. Configure the interface DPC or MPC at the Packet Forwarding Engine level.

[edit]
user@mbg-1# set chassis fpc 2 pfe 0 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 3 pfe 1 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 9 pfe 0 forwarding-packagesmobility sgw
user@mbg-1# set chassis fpc 10 pfe 1 forwarding-packagesmobility sgw

NOTE: Youmust include every Packet Forwarding Engine configured
with the ggsn-pgw or sgw forwarding package at the [edit unified-edge

gateways ggsn-pgw gateway-name system anchor-pfes] or [edit

unified-edgegateways sgw gateway-name systemanchor-pfes] hierarchy

level on the broadband gateway. If you do not specify the Packet
Forwarding Engine as an anchor interface, then the Packet Forwarding
Engine will not be used by the broadband gateway.

4. Configure physical interfaces for the P-GW.

user@mbg-1# set interfaces xe-2/0/0unit 0 family inet descriptionGn interface for
PGW1
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user@mbg-1# set interfaces xe-2/0/0 unit 0 family inet address 10.11.0.1/16
user@mbg-1# set interfaces xe-2/0/1 unit 0 family inet description Gi interface for
PGW1

user@mbg-1# set interfaces xe-2/0/1 unit 0 family inet address 10.22.0.1/16
user@mbg-1# set interfaces xe-3/1/0 unit 0 family inet description Backup Gn
interface for PGW1

user@mbg-1# set interfaces xe-3/1/0 unit 0 family inet address 10.11.0.2/16
user@mbg-1#set interfacesxe-3/1/1unit0family inetdescriptionBackupGi interface
for PGW1

user@mbg-1# set interfaces xe-3/1/1 unit 0 family inet address 10.22.0.2/16

5. Configure the mobile interfaces for the P-GWAPN.

user@mbg-1# set interfacesmif unit 3 family inet
6. Configure physical interfaces for the S-GW.

user@mbg-1# set interfaces xe-9/0/0 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/0 unit 0 family inet address 10.5.0.1/16
user@mbg-1# set interfaces xe-9/0/1 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/1 unit 0 family inet address 10.5.0.2/16
user@mbg-1# set interfaces xe-9/0/2 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/2 unit 0 family inet address 10.5.0.3/16
user@mbg-1# set interfaces xe-9/0/3 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/3 unit 0 family inet address 10.5.0.4/16
user@mbg-1#set interfacesxe-10/1/0unit0family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/0 unit 0 family inet address 10.5.0.11/16
user@mbg-1#set interfacesxe-10/1/1unit0 family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/1 unit 0 family inet address 10.5.0.12/16
user@mbg-1#set interfacesxe-10/1/2unit0family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/2 unit 0 family inet address 10.5.0.13/16
user@mbg-1#set interfacesxe-10/1/3unit0family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/3 unit 0 family inet address 10.5.0.14/16

7. Configure loopback interfaces for both gateways.

[edit]
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.11.11.11/32
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.33.33.33/32

Results When you have finished this section of the configuration, your results should be similar

to this show chassis | display inheritance command output:

chassis {
fpc 0 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
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data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 1 {
pic 1 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 2 {
pfe 0 {
forwarding-packages {
mobility ggsn-pgw;

}
}

}
fpc 3 {
pfe 1 {
forwarding-packages {
mobility ggsn-pgw;

}
}

}
fpc 7 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 8 {
pfe 1 {
forwarding-packages {
mobility ggsn-pgw;

}
}
fpc 9 {
pfe 0 {
forwarding-packages {
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mobility sgw;
}

}
}
fpc 10 {
pfe 1 {
forwarding-packages {
mobility sgw;

}
}

}
}

}
interfaces {
lo0 {
unit 0 {
family inet {
address 10.11.11.11/32;
address 10.33.33.33/32;

}
}

}
mif {
unit 3 {
family inet;

}
}
xe-2/0/0 {
unit 0 {
family inet {
description Gn interface for PGW1
address 10.11.0.1/16

}
}

}
xe-2/0/1 {
unit 0 {
family inet {
description Gi interface for PGW1;
address 10.22.0.1/16;

}
}

}
xe-3/1/0 {
unit 0 {
family inet {
description Backup Gn interface for PGW1;
address 10.11.0.2/16;

}
}

}
xe-3/1/1 {
unit 0 {
family inet {
description Backup Gi interface for PGW1;
address 10.22.0.2/16;
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}
}

}
xe-9/0/0 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.1/16;

}
}

}
xe-9/0/1 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.2/16;

}
}

}
xe-9/0/2 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.3/16;

}
}

}
xe-9/0/3 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.4/16;

}
}

}
xe-10/1/0 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.41/16;

}
}

}
xe-10/1/1 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.42/16;

}
}

}
xe-10/1/2 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.43/16;
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}
}

}
xe-10/1/3 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.44/1;6

}
}

}
}

Configuring P-GWSystem Interfaces and Redundancy

CLI Quick
Configuration

Next, establish load-balancing of GTP-C packets and redundancy for the P-GW named

PGW1. There is no specific “load-balance” broadband gateway hierarchy, nor is there any

Session DPC redundancy section. Instead, you configure load balancing at the [edit

interfaces] hierarchy level by creating sets of load-balanced Aggregated Multiservice

(ams) interfaces as Mobile Aggregated Multiservice (mams-) interfaces and select one

of them as a preferred backup. You configure redundant Packet Forwarding Engines by

establishing a primary list of anchors and a secondary list for a group of interfaces.

Include every Session PIC configuredwith the jservices-mobile package for the particular

broadband gateway at the [edit unified-edge gateways ggsn-pgw gateway-name system

session-pics]hierarchy level on thebroadbandgateway. If youdonot include theSession

PICasasystem interface, then theSessionPICcannotbeusedby thebroadbandgateway.

To establish redundancy forGTP-U traffic flows, include every anchor Packet Forwarding

Engine configured with the mobile forwarding package for the particular broadband

gateway at the [edit unified-edge gateways ggsn-pgw gateway-name system interfaces

pfes] hierarchy level on the broadband gateway. If you do not specify the Packet

Forwarding Engine as an anchor interface, then the Packet Forwarding Engine cannot be

used by the broadband gateway.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

set interfaces ams0 description “Aggregate Multiservices Session DPC for PGW1 with
members mams-0/0/0 andmams-1/1/0”

set interfaces ams0 load-balancing-optionsmember-interfacemams-0/0/0
set interfaces ams0 load-balancing-optionsmember-interfacemams-1/1/0
set interfacesams0load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams0load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-1/1/0

[edit unified-edge gateways ggsn-pgw PGW1 system session-pics]
set interface ams0
[edit interfaces apfe0 anchoring-options]
set primary-list pfe-2/0/0
set secondary pfe-3/1/0
[edit unified-edge gateways ggsn-pgw PGW1 system pfes]
set interface apfe0
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Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

interfaces {
ams0 {
description “Aggregate Multiservices Session DPC for PGW1 withmembers
mams-0/0/0 andmams-1/1/0”

load-balancing-options {
member-interfacemams-0/0/0;
member-interfacemams-1/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-1/1/0;

}
}

}
}
apfe0 {
anchoring-options {
primary-list {
pfe-2/0/0;

}
secondary pfe-3/1/0;

}
}

}

unified-edge gateways ggsn-pgw PGW1 system {
session-pics {
interface ams0;

}
pfes {
interface apfe0;

}
}

Configuring P-GWCharging

CLI Quick
Configuration

The P-GW uses offline charging. To quickly configure this example, copy the following

commands and paste them into the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp exclude
plmn-change

setunified-edgegatewaysggsn-pgwPGW1chargingtrigger-profilesp_tpexcluderat-change
set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp offline
volume-limit 1024

set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp offline
volume-limit direction both

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways cdr-release r8
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set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways switch-back-time 36

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper profile-id
1

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper
transport-profile p_tsp

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper
trigger-profile p_tp

set unified-edge gateways ggsn-pgw PGW1 charging gtpp transport-protocol tcp
set unified-edge gateways ggsn-pgw PGW1 charging gtpp version v1
set unified-edge gateways ggsn-pgw PGW1 charging gtpp header-type long
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg
destination-ipv4-address 10.33.33.99

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg source-interface
lo0.0

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg source-interface
ipv4-address 10.33.33.33

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg destination-port
3386

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg transport-protocol
tcp

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg header-type long
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg pending-queue-size
1000

setunified-edgegatewaysggsn-pgwPGW1chargingglobal-profiledefault-profilep_juniper
set unified-edge gateways ggsn-pgwPGW1 charging global-profile profile-selection-order
static

Step-by-Step
Procedure

To configure the offline charging parameters:

Configure charging for the P-GW called PGW1.1.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW1 charging

2. Specify the global GTP Prime properties of PGW1 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v1
user@mbg1# set gtpp header-type long

3. Specify the GTP Prime properties of PGW1 for the GTP Prime peers.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.33.33.99
user@mbg1# set gtpp peer p_cgf source-interface lo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.33.33.33
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v1
user@mbg1# set gtpp peer p_cgf n3-requests 1
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user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

4. Configure the transport and profiles referenced by the charging profile of PGW1 for

offline charging.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set trigger-profiles p_tp exclude plmn-change
user@mbg1# set trigger-profiles p_tp exclude rat-change
user@mbg1# set trigger-profiles p_tp offline volume-limit 1024
user@mbg1# set trigger-profiles p_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r8
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

user@mbg1# set transport-profiles p_tsp offline charging-gateways
switch-back-time 36

5. Configure the charging and global profiles for PGW1.

[edit unified-edge gateways ggsn-sgw PGW1 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile p_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways ggsn-pgw PGW1 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r8;
peer-order peer p_cgf;
switch-back-time 36

}
}

}
}
charging-profiles {
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p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;

}
}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.33.33.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.33.33.33;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v1;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}

Configuring P-GWGTP Services

CLI Quick
Configuration

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 gtp interface lo0.0
set unified-edge gateways ggsn-pgw PGW1 gtp interface v4-address 10.33.33.33
set unified-edge gateways ggsn-pgw PGW1 gtp n3-requests 5
set unified-edge gateways ggsn-pgw PGW1 gtp t3-response 3
set unified-edge gateways ggsn-pgw PGW1 gtp echo-interval 60
set unified-edge gateways ggsn-pgw PGW1 gtp path-management enable
set unified-edge gateways ggsn-pgw PGW1 gtp echo-n3-requests 5
set unified-edge gateways ggsn-pgw PGW1 gtp echo-t3-response 30

Step-by-Step
Procedure

To configure GTP services:

Configure the GTP services for the P-GW called PGW1.1.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW1 gtp

2. Configure GTP services for the P-GW interfaces for PGW1 with path management

disabled.

[edit unified-edge gateways pgw PGW1 gtp]
user@mbg1# set interface lo0.0
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user@mbg1# set interface v4-address 10.33.33.33
user@mbg1# set n3-requests 5
user@mbg1# set t3-response 3
user@mbg1# set echo-interval 60
user@mbg1# set path-management disable
user@mbg1# set echo-n3-requests 5
user@mbg1# set echo-t3-responses 30

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways ggsn-pgw PGW1 ]
gtp {
echo-interval 60;
interface lo0.0;
interface v4-address 10.33.33.33;
n3-requests 5;
path-management {
enable;

}
t3-response 3;

}

Configure P-GWAPN

CLI Quick
Configuration

TheAPNconfigured is not complex. To quickly configure this example, copy the following

commands and paste them into the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1
set unified-edgegatewaysggsn-pgwPGW1apn-servicesapnsAPN1mobile interfacemif.3
set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1 address-assignment
local

set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1 selection-mode
from-ms

Step-by-Step
Procedure

To configure APN for the P-GW called PGW1:

Configure APN1 for the P-GW called PGW1.1.

[edit]
user@mbg1 edit unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1
[edit unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1]
user@mbg1 setmobile-interfacemif.3
user@mbg1 set address-assignment local
user@mbg1 set selection-mode from-ms

NOTE: A local address assignment uses the default mobile pool to

assign the IP address. The default pool is configured in the routing
instance that is associated with themobile interface of the APN and is
not detailed here.
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Results When you have finished this section of the configuration, your results should be similar

to this show command output:

[edit unified-edge gateways ggsn-pgw PGW1 apn-services apns]
APN1 {
address-assignment local;
mobile-interfacemif.3;
selection-mode from-ms;

}

Configuring S-GWSystem Interfaces and Redundancy

CLI Quick
Configuration

Now, establish load-balancing of GTP-C packets and redundancy for the S-GW named

SGW1. There is no specific “load-balance” broadband gateway hierarchy, nor is there any

Session DPC redundancy section. Instead, you configure load balancing at the [edit

interfaces] hierarchy level by creating sets of load-balanced Aggregated Multiservice

(ams) interfaces as Mobile Aggregated Multiservice (mams-) interfaces and select one

of them as a preferred backup. You configure redundant Packet Forwarding Engines by

establishing a primary list of anchors and a secondary list for a group of interfaces.

Include every Session PIC configuredwith the jservices-mobile package for the particular

broadband gateway at the [edit unified-edge gateways sgw gateway-name system

session-pics]hierarchy level on thebroadbandgateway. If youdonot include theSession

PICasasystem interface, then theSessionPICcannotbeusedby thebroadbandgateway.

To establish redundancy forGTP-U traffic flows, include every anchor Packet Forwarding

Engine configured with the mobile forwarding package for the particular broadband

gatewayat the [editunified-edgegatewayssgwgateway-namesysteminterfaces]hierarchy

level on the broadband gateway. If you do not specify the Packet Forwarding Engine as

ananchor interface, then thePacket ForwardingEnginecannotbeusedby thebroadband

gateway.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

set interfaces ams2 description “Aggregate Multiservices Session DPC for SGW1 with
members mams-7/0/0 andmams-8/1/0”

set interfaces ams2 load-balancing-optionsmember-interfacemams-7/0/0
set interfaces ams2 load-balancing-optionsmember-interfacemams-8/1/0
set interfacesams2 load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams2load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-8/1/0

Step-by-Step
Procedure

Configure the Multiservices PIC interfaces for the S-GWs.

[edit]

1.

user@mbg-1# set interfaces ams2 description “AggregateMultiservices Session
DPC for SGW1withmembersmams-7/0/0 andmams-8/1/0”

user@mbg-1# set interfaces ams2 load-balancing-optionsmember-interface
mams-7/0/0

user@mbg-1# set interfaces ams2 load-balancing-optionsmember-interface
mams-8/1/0
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user@mbg-1#set interfacesams2 load-balancing-optionsmember-failure-options
redistribute-all-traffic enable-rejoin

user@mbg-1#set interfacesams2 load-balancing-optionshigh-availability-options
many-to-one preferred backupmams-8/1/0

Results When you have finished this section of the configuration, your results should be similar

to this show command output:

interfaces {
ams2 {
description“AggregateMultiservicesSessionDPCforSGW1withmembersmams-7/0/0
andmams-8/1/0”

load-balancing-options {
member-interfacemams-7/0/0;
member-interfacemams-8/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-8/1/0;

}
}

}
}
apfe2 {
anchoring-options {
primary-list {
pfe-9/0/0;

}
secondary pfe-10/1/0;

}
}

}

unified-edge gateways sgw SGW1 system {
session-pics {
interface ams2;

}
pfes {
interface apfe2;

}
}

Configuring S-GWCharging

CLI Quick
Configuration

Although S-GWs have no APNs, they still must understand user charging rules and

Charging Detail Records (CDRs) to the charging gateway. To quickly configure this

example, copy the followingcommandsandpaste them into the router terminalwindow:

[edit]
set unified-edge gateways sgw SGW1 charging trigger-profiles s_tp offline volume-limit
1024
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set unified-edge gateways sgw SGW1 charging trigger-profiles s_tp offline volume-limit
direction both

set unified-edge gateways sgw SGW1 charging transport-profiles p_tsp offline
charging-gateways cdr-release r9

set unified-edge gateways sgw SGW1 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways sgw SGW1 charging transport-profiles p_tsp offline
charging-gateways switch-back-time 36

set unified-edge gateways sgw SGW1 charging charging-profiles p_juniper profile-id 1
setunified-edgegatewayssgwSGW1chargingcharging-profilesp_juniper transport-profile
p_tsp

set unified-edge gateways sgw SGW1 charging charging-profiles p_juniper trigger-profile
s_tp

set unified-edge gateways sgw SGW1 charging gtpp transport-protocol tcp
set unified-edge gateways sgw SGW1 charging gtpp version v2
set unified-edge gateways sgw SGW1 charging gtpp header-type long
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg destination-ipv4-address
10.11.11.99

set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg source-interface lo0.0
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg source-interface
ipv4-address 10.11.11.11

set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg destination-port 3386
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg transport-protocol tcp
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg version v2
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg header-type long
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg pending-queue-size 1000
set unified-edge gateways sgw SGW1 charging global-profile default-profile p_juniper
set unified-edge gateways sgwSGW1 charging global-profile profile-selection-order static

Step-by-Step
Procedure

To configure the charging parameters:

Configure charging for the S-GW called SGW1.1.

[edit]
user@mbg1# edit unified-edge gateways sgw SGW1 charging

2. Specify the global GTP Prime properties of SGW1 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v2
user@mbg1# set gtpp header-type long

3. Specify the GTP Prime properties of SGW1 for the GTP Prime peers.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.11.11.99
user@mbg1# set gtpp peer p_cgf source-interfacelo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.11.11.11
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v2
user@mbg1# set gtpp peer p_cgfw n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
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user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

4. Configure the transport and profiles referenced by the charging profile of SGW1 for

offline charging.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set trigger-profiles s_tp offline volume-limit 1024
user@mbg1# set trigger-profiles s_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r9
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

user@mbg1# set transport-profiles p_tsp offline charging-gateways
switch-back-time 36

5. Configure the charging and global profiles for SGW1.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile s_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

Results When you have finished this section of the configuration, your results should be similar

to this show command output:

[edit unified-edge gateways sgw SGW1 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r9;
peer-order peer p_cgf;
switch-back-time 36;

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
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trigger-profile p_tp;
}

}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.11.11.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.11.11.11;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v2;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}

Configuring S-GWGTP Services

CLI Quick
Configuration

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
set unified-edge gateways sgw SGW1 gtp interface lo0.0
set unified-edge gateways sgw SGW1 gtp interface v4-address 10.11.11.11
set unified-edge gateways sgw SGW1 gtp path-management disable
set unified-edge gateways sgw SGW1 gtp control path-management disable
set unified-edge gateways sgw SGW1 gtp data path-management disable
set unified-edge gateways sgw SGW1 gtp s1u echo-interval 60
set unified-edge gateways sgw SGW1 gtp s11 ech0-n3-requests 5
set unified-edge gateways sgw SGW1 gtp s11 echo-t3-response 30

Step-by-Step
Procedure

To configure GTP services:

Configure the GTP services for the S-GW called SGW1.1.

[edit]
user@mbg1# edit unified-edge gateways sgw SGW1 gtp

2. Configure GTP services for the S-GWGTP interfaces for SGW1 with path

management disabled.

[edit unified-edge gateways sgw SGW1 gtp]
user@mbg1# set interface lo0.0
user@mbg1# set interface v4-address 10.11.11.11
user@mbg1# set path-management disable
user@mbg1# set control path-management disable
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user@mbg1# set data path-management disable
user@mbg1# set s1u echo-interval 60
user@mbg1# set s11 echo-n3-requests 5
user@mbg1# set s11 echo-t3-responses 60

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways sgw SGW1]
gtp {
interface lo0.0;
interface v4-address 10.11.11.11;
control {
path-management {
disable;

}
}
data {
path-management {
disable;

}
}
path-management {
disable;

}
s1u {
echo-interval 60;

}
s11 {
echo-n3-requests 5;
echo-t3-responses 60;

}
}

Verification

Verifying Gateway Status

Purpose Verify the gateways for the broadband gateway.

Action user@mbg1> show unified-edge gateways brief

Total number of configured gateways: 2

Gateway name: PGW1
Gateway type: ggsn-pgw
Gateway id:   1

Gateway name: SGW1
Gateway type: sgw
Gateway id:   2

Meaning Theshowunified-edgegatewaysbriefcommanddisplays informationabout theconfigured

gateways.

47Copyright © 2012, Juniper Networks, Inc.



Related
Documentation

Understanding Multiple and Colocated and Mobile Gateways on page 1•

• Example: Configuring Multiple P-GWs on page 9

• Example: Configuring a Multiple Colocated P-GW and S-GW on page 48

Example: Configuring aMultiple Colocated P-GWand S-GW

This example describes how to configure the MobileNext Broadband Gateway with

multiple colocated Packet Data Network Gateways (P-GWs) and Serving Gateways

(S-GWs) sharing a singleMXchassis. Theemphasis is onP-GWandS-GWconfiguration,

and does not includemany other parameters that a full device configuration requires.

• Requirements on page 48

• Overview on page 48

• Configuration on page 50

• Verification on page 81

Requirements

This example uses the following hardware and software components:

• Junos OS Release 12.1W

• Juniper Networks MobileNext Broadband Gateway chassis (MX Series-based)

• Four (redundant) session DPCs (Session PICs, Part MX-MOB-SDPC)

• Four (redundant) anchor MPCs (Packet Forwarding Engines, Part MPC2E-3D-EQ or

MPCE-3D-16XCE-SFPP)

NOTE: You can use the MPCE-3D-16XCE-SFPP as an anchor MPC, but only
the MPC2E-3D-EQ is used in this example.

Before you configure multiple colocated gateways, be sure you have:

• Installed the Flexible PIC Concentrator (FPC) and associated hardware correctly in

the MX chassis

• Installed the mobility software correctly

Overview

This exampledescribeshowtoconfigure thebroadbandgatewayasamultiple colocated

gateway. There are two P-GWs (PGW1 and PGW2) and two S-GWs (SGW1 and SGW2).

All P-GWs and S-GWs use the same chassis, which is namedMBG1.

Topology

Table 3 on page 49 shows the redundancy scheme used in this example: the second PIC

or Packet Forwarding Engine in each FPC slot.
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Table 3: Redundancy Scheme for the Configuration

FunctionConfigurationFPC Chassis Slot

Session PIC for PGW1

Backup Session PIC for PGW2

ms-0/0/0 (mams-0/0/0)

ms-0/1/0 (mams-0/1/0)

0

Session PIC for PGW2

Backup Session PIC for PGW1

ms-1/0/0 (mams-1/0/0)

ms-1/1/0 (mams-1/1/0)

1

Anchor Packet Forwarding Engine for PGW1

Backup anchor Packet Forwarding Engine for PGW2

pfe-2/0/0

pfe-2/1/0

2

Anchor Packet Forwarding Engine for PGW2

Backup anchor Packet Forwarding Engine for PGW1

pfe-3/0/0

pfe-3/1/0

3

Session PIC for SGW1

Backup Session PIC for SGW2

ms-7/0/0 (mams-7/0/0)

ms-7/1/0 (mams-7/1/0)

7

Session PIC for SGW2

Backup Session PIC for SGW1

ms-8/0/0 (mams-8/0/0)

ms-8/1/0 (mams-8/1/0)

8

Anchor Packet Forwarding Engine for SGW1

Backup anchor Packet Forwarding Engine for SGW2

pfe-9/0/0

pfe-9/1/0

9

Anchor Packet Forwarding Engine for SGW2

Backup anchor Packet Forwarding Engine for SGW1

pfe-10/0/0

pfe-10/1/0

10

• For the two P-GWs on the broadband gateway:

• TheGnandGi interfaces forPGW1are in themain routing instanceandare configured

as xe-2/0/0 and xe-2/0/1, respectively. The Gn and Gi interfaces for PGW2 are in

themain routing instance and are configured as xe-3/0/0 and xe-3/0/1, respectively.

• The backup Gn and Gi interfaces for PGW1 are in the main routing instance and are

configured as xe-3/1/0 and xe-3/1/1, respectively. The backup Gn and G1 interfaces

forPGW2are in themain routing instanceandareconfiguredasxe-2/1/0andxe-2/1/1,

respectively.

• The loopback address (lo0.0) for PGW1 is 10.33.33.33 and the loopback address for

PGW2 is 10.44.44.44.

• TheAPN(APN1) onPGW1usesmobile interfacemif.3and theAPN(APN2) onPGW2

uses mobile interfacemif.4.

• For the two S-GWs on the broadband gateway:
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• The S1-U data, S5, and S11 control reference points are in the main routing instance

and use different physical interfaces. (These reference points can all share the same

physical interface because they are all in the same routing domain, but will require

separate addresses if they run different versions of GTP.) The physical interfaces

are configured as xe- interfaces on their respective Packet Forwarding Engines.

• The loopback address (lo0.0) for SGW1 is 10.11.11.11 and the loopback address for

SGW2 is 10.22.22.22.

NOTE: ThisexampleusesprivateRFC1918 IPaddresses throughout.Normally,
a public loopback IP address is advertised onto the network. GTP peer IP
addresses are used to route tunneled packets betweenmobile network
elements. This example uses a different IP address on each gateway, which
is not strictly requiredwhen using themain routing instance for all gateways.

Configuration

To configure multiple colocated gateways, perform these tasks:

• Configuring the Chassis on page 50

• Configuring P-GWSystem Interfaces and Redundancy on page 61

• Configuring P-GWCharging on page 63

• Configuring P-GWGTP Services on page 68

• Configure P-GWAPNs on page 70

• Configuring S-GWSystem Interfaces and Redundancy on page 71

• Configuring S-GWCharging on page 74

• Configuring S-GWGTP Services on page 79

Configuring the Chassis

CLI Quick
Configuration

Begin by performing a load andmerge with the predefinedmobility hardware defaults.

Then apply the mobility group to the FPC slots with the Session PICs and themobility

forwarding package to the FPC slots with the anchor Packet Forwarding Engines.

Youmust include every Session PIC configured with the jservices-mobile package at the

[editunified-edgegateways(ggsn-pgw|sgw)gateway-namesystemsession-pics]hierarchy

level on the broadband gateway. If you do not include the Session PIC as a system

interface, then the Session PIC cannot be used by the broadband gateway. Youmust

include every anchor Packet Forwarding Engine configured with the mobile forwarding

package at the [edit unified-edge gateways (ggsn-pgw | sgw) gateway-name system

interfaces] hierarchy level on the broadband gateway. If you do not specify the Packet

Forwarding Engine as an anchor interface, then the Packet Forwarding Engine cannot be

used by the broadband gateway.
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NOTE: This sectiondoesnot configure theAggregatedMultiservicesSession
PICs (ams-) for the gateways. The ams- interfaces for redundancy are

configured in other gateway sections.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
loadmerge /etc/config/mobility-defaults.conf
set chassis fpc 0 apply-groupsmobility
set chassis fpc 1 apply-groupsmobility
set chassis fpc 7 apply-groupsmobility
set chassis fpc 8 apply-groupsmobility
set chassis fpc 2 pfe 0 forwarding-packagesmobility ggsn-pgw
set chassis fpc 2 pfe 1 forwarding-packagesmobility ggsn-pgw
set chassis fpc 3 pfe 0 forwarding-packagesmobility ggsn-pgw
set chassis fpc 3 pfe 1 forwarding-packagesmobility ggsn-pgw
set chassis fpc 9 pfe 0 forwarding-packagesmobility sgw
set chassis fpc 9 pfe 1 forwarding-packagesmobility sgw
set chassis fpc 10 pfe 0 forwarding-packagesmobility sgw
set chassis fpc 10 pfe 1 forwarding-packagesmobility sgw
set interfaces xe-2/0/0 unit 0 family inet description Gn interface for PGW1
set interfaces xe-2/0/0 unit 0 family inet address 10.11.0.1/16
set interfaces xe-2/0/1 unit 0 family inet description Gi interface for PGW1
set interfaces xe-2/0/1 unit 0 family inet address 10.22.0.1/16
set interfaces xe-3/0/0 unit 0 family inet description Gn interface for PGW2
set interfaces xe-3/0/0 unit 0 family inet address 10.33.0.1/16
set interfaces xe-3/0/1 unit 0 family inet description Gi interface for PGW2
set interfaces xe-3/0/1 unit 0 family inet address 10.44.0.1/16
set interfaces xe-2/1/0 unit 0 family inet description Backup Gn interface for PGW2
set interfaces xe-2/1/0 unit 0 family inet address 10.33.0.2/16
set interfaces xe-2/1/1 unit 0 family inet description Backup Gi interface for PGW2
set interfaces xe-2/1/1 unit 0 family inet address 10.44.0.2/16
set interfaces xe-3/1/0 unit 0 family inet description Backup Gn interface for PGW1
set interfaces xe-3/1/0 unit 0 family inet address 10.11.0.2/16
set interfaces xe-3/1/1 unit 0 family inet description Backup Gi interface for PGW1
set interfaces xe-3/1/1 unit 0 family inet address 10.22.0.2/16
set interfacesmif unit 3 family inet
set interfacesmif unit 4 family inet
set interfaces xe-9/0/0 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/0 unit 0 family inet address 10.5.0.1/16
set interfaces xe-9/0/1 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/1 unit 0 family inet address 10.5.0.2/16
set interfaces xe-9/0/2 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/2 unit 0 family inet address 10.5.0.3/16
set interfaces xe-9/0/3 unit 0 family inet description Interface for SGW1
set interfaces xe-9/0/3 unit 0 family inet address 10.5.0.4/16
set interfaces xe-10/1/0 unit 0 family inet description Backup interface for SGW1
set interfaces xe-10/1/0 unit 0 family inet address 10.5.0.11/16
set interfaces xe-10/1/1 unit 0 family inet description Backup interface for SGW1
set interfaces xe-10/1/1 unit 0 family inet address 10.5.0.12/16
set interfaces xe-10/1/2 unit 0 family inet description Backup interface for SGW1
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set interfaces xe-10/1/2 unit 0 family inet address 10.5.0.13/16
set interfaces xe-10/1/3 unit 0 family inet description Back up interface for SGW1
set interfaces xe-10/1/3 unit 0 family inet address 10.5.0.14/16
set interfaces xe-10/0/0 unit 0 family inet description Interface for SGW2
set interfaces xe-10/0/0 unit 0 family inet address 10.6.0.1/16
set interfaces xe-10/0/1 unit 0 family inet description Interface for SGW2
set interfaces xe-10/0/1 unit 0 family inet address 10.6.0.2/16
set interfaces xe-10/0/2 unit 0 family inet description Interface for SGW2
set interfaces xe-10/0/2 unit 0 family inet address 10.6.0.3/16
set interfaces xe-10/0/3 unit 0 family inet description Interface for SGW2
set interfaces xe-10/0/3 unit 0 family inet address 10.6.0.4/16
set interfaces xe-9/1/0 unit 0 family inet description Backup interface for SGW2
set interfaces xe-9/1/0 unit 0 family inet address 10.6.0.11/16
set interfaces xe-9/1/1 unit 0 family inet description Backup interface for SGW2
set interfaces xe-9/1/1 unit 0 family inet address 10.6.0.12/16
set interfaces xe-9/1/2 unit 0 family inet description Backup interface for SGW2
set interfaces xe-9/1/2 unit 0 family inet address 10.6.0.13/16
set interfaces xe-9/1/3 unit 0 family inet description Back up interface for SGW2
set interfaces xe-9/1/3 unit 0 family inet address 10.6.0.14/16
set interfaces lo0 unit 0 family inet address 10.11.11.11/32
set interfaces lo0 unit 0 family inet address 10.22.22.22/32
set interfaces lo0 unit 0 family inet address 10.33.33.33/32
set interfaces lo0 unit 0 family inet address 10.44.44.44/32

NOTE: Thisconfiguration is for theS-GWsandP-GWsonly.Otherstatements,
such as for routing protocols or networkmanagement, are needed tomake
this a complete device configuration.

Step-by-Step
Procedure

To configure the chassis:

Load andmerge the default configuration file for themobility group.1.

[edit]
user@mbg-1# loadmerge /etc/config/mobility-defaults.conf

2. Configure themobility group on the Session PICs.

[edit]
user@mbg-1# set chassis fpc 0 apply-groupsmobility
user@mbg-1# set chassis fpc 1 apply-groupsmobility
user@mbg-1# set chassis fpc 7 apply-groupsmobility
user@mbg-1# set chassis fpc 8 apply-groupsmobility

NOTE: Youmust include every Session PIC configured with the
jservices-mobile package at the [edit unified-edge gateways sgw

gateway-name system session-pics] hierarchy level on the broadband

gateway. If you do not include the Session PIC, then the Session PIC
cannot be used by the broadband gateway.

3. Configure the interface DPC or MPC at the Packet Forwarding Engine level.
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[edit]
user@mbg-1# set chassis fpc 2 pfe 0 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 2 pfe 1 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 3 pfe 0 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 3 pfe 1 forwarding-packagesmobility ggsn-pgw
user@mbg-1# set chassis fpc 9 pfe 0 forwarding-packagesmobility sgw
user@mbg-1# set chassis fpc 9 pfe 1 forwarding-packagesmobility sgw
user@mbg-1# set chassis fpc 10 pfe 0 forwarding-packagesmobility sgw
user@mbg-1# set chassis fpc 10 pfe 1 forwarding-packagesmobility sgw

NOTE: Youmust include every Packet Forwarding Engine configured
with the ggsn-pgw or sgw forwarding package at the [edit unified-edge

gateways ggsn-pgw gateway-name system anchor-pfes] or [edit

unified-edgegateways sgw gateway-name systemanchor-pfes] hierarchy

level on the broadband gateway. If you do not specify the Packet
Forwarding Engine as an anchor interface, then the Packet Forwarding
Engine will not be used by the broadband gateway.

4. Configure physical interfaces for the P-GWs.

user@mbg-1# set interfaces xe-2/0/0unit 0 family inet descriptionGn interface for
PGW1

user@mbg-1# set interfaces xe-2/0/0 unit 0 family inet address 10.11.0.1/16
user@mbg-1# set interfaces xe-2/0/1 unit 0 family inet description Gi interface for
PGW1

user@mbg-1# set interfaces xe-2/0/1 unit 0 family inet address 10.22.0.1/16
user@mbg-1# set interfaces xe-3/0/0unit 0 family inet descriptionGn interface for
PGW2

user@mbg-1# set interfaces xe-3/0/0 unit 0 family inet address 10.33.0.1/16
user@mbg-1# set interfaces xe-3/0/1 unit 0 family inet description Gi interface for
PGW2

user@mbg-1# set interfaces xe-3/0/1 unit 0 family inet address 10.44.0.1/16
user@mbg-1# set interfaces xe-2/1/0 unit 0 family inet description Backup Gn
interface for PGW2

user@mbg-1# set interfaces xe-2/1/0 unit 0 family inet address 10.33.0.2/16
user@mbg-1#set interfacesxe-2/1/1unit0family inetdescriptionBackupGi interface
for PGW2

user@mbg-1# set interfaces xe-2/1/1 unit 0 family inet address 10.44.0.2/16
user@mbg-1# set interfaces xe-3/1/0 unit 0 family inet description Backup Gn
interface for PGW1

user@mbg-1# set interfaces xe-3/1/0 unit 0 family inet address 10.11.0.2/16
user@mbg-1#set interfacesxe-3/1/1unit0family inetdescriptionBackupGi interface
for PGW1

user@mbg-1# set interfaces xe-3/1/1 unit 0 family inet address 10.22.0.2/16

5. Configure the mobile interfaces for the P-GWAPNs.

user@mbg-1# set interfacesmif unit 3 family inet
user@mbg-1# set interfacesmif unit 4 family inet

6. Configure physical interfaces for the S-GWs.

user@mbg-1# set interfaces xe-9/0/0 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/0 unit 0 family inet address 10.5.0.1/16
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user@mbg-1# set interfaces xe-9/0/1 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/1 unit 0 family inet address 10.5.0.2/16
user@mbg-1# set interfaces xe-9/0/2 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/2 unit 0 family inet address 10.5.0.3/16
user@mbg-1# set interfaces xe-9/0/3 unit 0 family inet description interface for
SGW1

user@mbg-1# set interfaces xe-9/0/3 unit 0 family inet address 10.5.0.4/16
user@mbg-1#set interfacesxe-10/1/0unit0family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/0 unit 0 family inet address 10.5.0.11/16
user@mbg-1#set interfacesxe-10/1/1unit0 family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/1 unit 0 family inet address 10.5.0.12/16
user@mbg-1#set interfacesxe-10/1/2unit0family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/2 unit 0 family inet address 10.5.0.13/16
user@mbg-1#set interfacesxe-10/1/3unit0family inetdescriptionBackup interface
for SGW1

user@mbg-1# set interfaces xe-10/1/3 unit 0 family inet address 10.5.0.14/16
user@mbg-1# set interfaces xe-10/0/0 unit 0 family inet description interface for
SGW2

user@mbg-1# set interfaces xe-10/0/0 unit 0 family inet address 10.6.0.1/16
user@mbg-1# set interfaces xe-10/0/1 unit 0 family inet description interface for
SGW2

user@mbg-1# set interfaces xe-10/0/1 unit 0 family inet address 10.6.0.2/16
user@mbg-1# set interfaces xe-10/0/2 unit 0 family inet description interface for
SGW2

user@mbg-1# set interfaces xe-10/0/2 unit 0 family inet address 10.6.0.3/16
user@mbg-1# set interfaces xe-10/0/3 unit 0 family inet description interface for
SGW2

user@mbg-1# set interfaces xe-10/0/3 unit 0 family inet address 10.6.0.4/16
user@mbg-1#set interfacesxe-9/1/0unit0 family inetdescriptionBackup interface
for SGW2

user@mbg-1# set interfaces xe-9/1/0 unit 0 family inet address 10.6.0.11/16
user@mbg-1# set interfacesxe-9/1/1 unit0 family inetdescriptionBackup interface
for SGW2

user@mbg-1# set interfaces xe-9/1/1 unit 0 family inet address 10.6.0.12/16
user@mbg-1#set interfacesxe-9/1/2unit0family inetdescriptionBackup interface
for SGW2

user@mbg-1# set interfaces xe-9/1/2 unit 0 family inet address 10.6.0.13/16
user@mbg-1#set interfacesxe-9/1/3unit0family inetdescriptionBackup interface
for SGW2

user@mbg-1# set interfaces xe-9/1/3 unit 0 family inet address 10.6.0.14/16

7. Configure loopback interfaces for all gateways.

[edit]
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.11.11.11/32
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.22.22.22/32
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.33.33.33/32
user@mbg-1# set interfaces lo0 unit 0 family inet address 10.44.44.44/32

Results When you have finished this section of the configuration, your results should be similar

to this show chassis | display inheritance command output:
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chassis {
fpc 0 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}
pic 1 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 1 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}
pic 1 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 2 {
pfe 0 {
forwarding-packages {
mobility ggsn-pgw;

}
}
pfe 1 {
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forwarding-packages {
mobility ggsn-pgw;

}
}

}
fpc 3 {
pfe 0 {
forwarding-packages {
mobility ggsn-pgw;

}
}
pfe 1 {
forwarding-packages {
mobility ggsn-pgw;

}
}

}
fpc 7 {
pic 0 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}
pic 1 {
adaptive-services {
service-package {
extension-provider {
control-cores 1;
data-pollers 1;
package jservices-mobile;

}
}

}
}

}
fpc 8 {
pfe 0 {
forwarding-packages {
mobility ggsn-pgw;

}
}
pfe 1 {
forwarding-packages {
mobility ggsn-pgw;

}
}
fpc 9 {
pfe 0 {
forwarding-packages {
mobility sgw;
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}
}
pfe 1 {
forwarding-packages {
mobility sgw;

}
}

}
fpc 10 {
pfe 0 {
forwarding-packages {
mobility sgw;

}
}
pfe 1 {
forwarding-packages {
mobility sgw;

}
}

}
}

}
interfaces {
lo0 {
unit 0 {
family inet {
address 10.11.11.11/32;
address 10.22.22.22/32;
address 10.33.33.33/32;
address 10.44.44.44/32;

}
}

}
mif {
unit 3 {
family inet;

}
}
mif {
unit 4 {
family inet;

}
}
xe-2/0/0 {
unit 0 {
family inet {
description Gn interface for PGW1
address 10.11.0.1/16

}
}

}
xe-2/0/1 {
unit 0 {
family inet {
description Gi interface for PGW1;
address 10.22.0.1/16;
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}
}

}
xe-2/1/0 {
unit 0 {
family inet {
description Backup Gn interface for PGW2;
address 10.33.0.2/16;

}
}

}
xe-2/1/1 {
unit 0 {
family inet {
description Backup Gi interface for PGW2;
address 10.44.0.2/16;

}
}

}
xe-3/0/0 {
unit 0 {
family inet {
description Gn interface for PGW2;
address 10.33.0.1/16;

}
}

}
xe-3/0/1 {
unit 0 {
family inet {
description Gi interface for PGW2;
address 10.44.0.1/16;

}
}

}
xe-3/1/0 {
unit 0 {
family inet {
description Backup Gn interface for PGW1;
address 10.11.0.2/16;

}
}

}
xe-3/1/1 {
unit 0 {
family inet {
description Backup Gi interface for PGW1;
address 10.22.0.2/16;

}
}

}
xe-9/0/0 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.1/16;
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}
}

}
xe-9/0/1 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.2/16;

}
}

}
xe-9/0/2 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.3/16;

}
}

}
xe-9/0/3 {
unit 0 {
family inet {
description interface for SGW1;
address 10.5.0.4/16;

}
}

}
xe-9/1/0 {
unit 0 {
family inet {
description Backup interface for SGW2;
address 10.5.0.11/16;

}
}

}
xe-9/1/1 {
unit 0 {
family inet {
description Backup interface for SGW2;
address 10.5.0.12/16;

}
}

}
xe-9/1/2 {
unit 0 {
family inet {
description Backup interface for SGW2;
address 10.5.0.13/16;

}
}

}
xe-9/1/3 {
unit 0 {
family inet {
description Backup interface for SGW2;
address 10.5.0.14/16;
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}
}

}
xe-10/0/0 {
unit 0 {
family inet {
description interface for SGW2;
address 10.5.0.21/16;

}
}

}
xe-10/0/1 {
unit 0 {
family inet {
description interface for SGW2;
address 10.5.0.22/16;

}
}

}
xe-10/0/2 {
unit 0 {
family inet {
description interface for SGW2;
address 10.5.0.23/16;

}
}

}
xe-10/0/3 {
unit 0 {
family inet {
description interface for SGW2;
address 10.5.0.34/16;

}
}

}
xe-10/1/0 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.41/16;

}
}

}
xe-10/1/1 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.42/16;

}
}

}
xe-10/1/2 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.43/16;
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}
}

}
xe-10/1/3 {
unit 0 {
family inet {
description Backup interface for SGW1;
address 10.5.0.44/1;6

}
}

}
}

Configuring P-GWSystem Interfaces and Redundancy

CLI Quick
Configuration

Next, establish load-balancing of GTP-C packets and redundancy for the P-GWs named

PGW1 and PGW2. There is no specific “load-balance” broadband gateway hierarchy, nor

is there any Session DPC redundancy section. Instead, you configure load balancing at

the [edit interfaces] hierarchy level by creating sets of load-balanced Aggregated

Multiservice (ams) interfaces asMobile AggregatedMultiservice (mams-) interfaces and

select one of them as a preferred backup. You configure redundant Packet Forwarding

Engines by establishing a primary list of anchors and a secondary list for a group of

interfaces.

Include every Session PIC configuredwith the jservices-mobile package for the particular

broadband gateway at the [edit unified-edge gateways ggsn-pgw gateway-name system

session-pics]hierarchy level on thebroadbandgateway. If youdonot include theSession

PICasasystem interface, then theSessionPICcannotbeusedby thebroadbandgateway.

To establish redundancy forGTP-U traffic flows, include every anchor Packet Forwarding

Engine configured with the mobile forwarding package for the particular broadband

gateway at the [edit unified-edge gateways ggsn-pgw gateway-name system interfaces

pfes] hierarchy level on the broadband gateway. If you do not specify the Packet

Forwarding Engine as an anchor interface, then the Packet Forwarding Engine cannot be

used by the broadband gateway.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

set interfaces ams0 description “Aggregate Multiservices Session DPC for PGW1 with
members mams-0/0/0 andmams-1/1/0”

set interfaces ams0 load-balancing-optionsmember-interfacemams-0/0/0
set interfaces ams0 load-balancing-optionsmember-interfacemams-1/1/0
set interfacesams0load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams0load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-1/1/0

set interfaces ams1 description “Aggregate Multiservices Session DPC for PGW2with
members mams-1/0/0 andmams-0/1/0”

set interfaces ams1 load-balancing-optionsmember-interfacemams-1/0/0
set interfaces ams1 load-balancing-optionsmember-interfacemams-0/1/0
set interfacesams1 load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin
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set interfacesams1 load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-0/1/0

[edit unified-edge gateways ggsn-pgw PGW1 system session-pics]
set interface ams0
[edit unified-edge gateways ggsn-pgw PGW2 system session-pics]
set interface ams1
[edit interfaces apfe0 anchoring-options]
set primary-list pfe-2/0/0
set secondary pfe-3/1/0
[edit interfaces apfe1 anchoring-options]
set primary-list pfe-3/0/0
set secondary pfe-2/1/0
[edit unified-edge gateways ggsn-pgw PGW1 system pfes]
set interface apfe0
[edit unified-edge gateways ggsn-pgw PGW2 system pfes]
set interface apfe1

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

interfaces {
ams0 {
description “Aggregate Multiservices Session DPC for PGW1 withmembers
mams-0/0/0 andmams-1/1/0”

load-balancing-options {
member-interfacemams-0/0/0;
member-interfacemams-1/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-1/1/0;

}
}

}
}
apfe0 {
anchoring-options {
primary-list {
pfe-2/0/0;

}
secondary pfe-3/1/0;

}
}
ams1 {
description“AggregateMultiservicesSessionDPCforPGW2withmembersmams-1/0/0
andmams-0/1/0”

load-balancing-options {
member-interfacemams-1/0/0;
member-interfacemams-0/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
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many-to-one {
preferred-backupmams-0/1/0;

}
}

}
}
apfe1 {
anchoring-options {
primary-list {
pfe-3/0/0;

}
secondary pfe-2/1/0;

}
}

}

unified-edge gateways ggsn-pgw PGW1 system {
session-pics {
interface ams0;

}
pfes {
interface apfe0;

}
}

unified-edge gateways ggsn-pgw PGW2 system {
session-pics {
interface ams1;

}
pfes {
interface apfe1;

}
}

Configuring P-GWCharging

CLI Quick
Configuration

Both P-GWs use offline charging. To quickly configure this example, copy the following

commands and paste them into the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp exclude
plmn-change

setunified-edgegatewaysggsn-pgwPGW1chargingtrigger-profilesp_tpexcluderat-change
set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp offline
volume-limit 1024

set unified-edge gateways ggsn-pgw PGW1 charging trigger-profiles p_tp offline
volume-limit direction both

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways cdr-release r8

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways ggsn-pgw PGW1 charging transport-profiles p_tsp offline
charging-gateways switch-back-time 36

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper profile-id
1
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set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper
transport-profile p_tsp

set unified-edge gateways ggsn-pgw PGW1 charging charging-profiles p_juniper
trigger-profile p_tp

set unified-edge gateways ggsn-pgw PGW1 charging gtpp transport-protocol tcp
set unified-edge gateways ggsn-pgw PGW1 charging gtpp version v1
set unified-edge gateways ggsn-pgw PGW1 charging gtpp header-type long
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg
destination-ipv4-address 10.33.33.99

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg source-interface
lo0.0

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg source-interface
ipv4-address 10.33.33.33

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg destination-port
3386

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg transport-protocol
tcp

set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg header-type long
set unified-edge gateways ggsn-pgw PGW1 charging gtpp peer p_cfg pending-queue-size
1000

setunified-edgegatewaysggsn-pgwPGW1chargingglobal-profiledefault-profilep_juniper
set unified-edge gateways ggsn-pgwPGW1 charging global-profile profile-selection-order
static

[edit]
set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp exclude
plmn-change

set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp exclude
rat-change

set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp offline
volume-limit 1024

set unified-edge gateways ggsn-pgw PGW2 charging trigger-profiles p_tp offline
volume-limit direction both

set unified-edge gateways ggsn-pgw PGW2 charging transport-profiles p_tsp offline
charging-gateways cdr-release r8

set unified-edge gateways ggsn-pgw PGW2 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways ggsn-pgwPGW2charging charging-profiles p_juniper profile-id
1

set unified-edge gateways ggsn-pgw PGW2 charging charging-profiles p_juniper
transport-profile p_tsp

set unified-edge gateways ggsn-pgw PGW2 charging charging-profiles p_juniper
trigger-profile p_tp

set unified-edge gateways ggsn-pgw PGW2 charging gtpp transport-protocol tcp
set unified-edge gateways ggsn-pgw PGW2 charging gtpp version v1
set unified-edge gateways ggsn-pgw PGW2 charging gtpp header-type long
set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg
destination-ipv4-address 10.44.44.99

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg source-interface
lo0.0

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg source-interface
ipv4-address 10.44.44.44
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set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg destination-port
3386

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg transport-protocol
tcp

set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways ggsn-pgw PGW2 charging gtpp peer p_cfg header-type long
set unified-edge gateways ggsn-pgwPGW2 charging gtpp peer p_cfg pending-queue-size
1000

setunified-edgegatewaysggsn-pgwPGW2chargingglobal-profiledefault-profilep_juniper
setunified-edgegatewaysggsn-pgwPGW2chargingglobal-profileprofile-selection-order
static

Step-by-Step
Procedure

To configure the offline charging parameters:

Configure charging for the P-GW called PGW1.1.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW1 charging

2. Specify the global GTP Prime properties of PGW1 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v1
user@mbg1# set gtpp header-type long

3. Specify the GTP Prime properties of PGW1 for the GTP Prime peers.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.33.33.99
user@mbg1# set gtpp peer p_cgf source-interface lo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.33.33.33
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v1
user@mbg1# set gtpp peer p_cgf n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

4. Configure the transport and profiles referenced by the charging profile of PGW1 for

offline charging.

[edit unified-edge gateways ggsn-pgw PGW1 charging]
user@mbg1# set trigger-profiles p_tp exclude plmn-change
user@mbg1# set trigger-profiles p_tp exclude rat-change
user@mbg1# set trigger-profiles p_tp offline volume-limit 1024
user@mbg1# set trigger-profiles p_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r8
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

user@mbg1# set transport-profiles p_tsp offline charging-gateways
switch-back-time 36

5. Configure the charging and global profiles for PGW1.

[edit unified-edge gateways ggsn-sgw PGW1 charging]
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user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile p_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

6. Configure charging for the P-GW called PGW2.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW2 charging

7. Specify the global GTP Prime properties of PGW2 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v1
user@mbg1# set gtpp header-type long

8. Specify the GTP Prime properties of PGW2 for the GTP Prime peers.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.44.44.99
user@mbg1# set gtpp peer p_cgf source-interface lo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.44.44.44
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v1
user@mbg1# set gtpp peer p_cgfw n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

9. Configure the transport and profiles referenced by the charging profile of PGW2 for

offline charging.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set trigger-profiles p_tp exclude plmn-change
user@mbg1# set trigger-profiles p_tp exclude rat-change
user@mbg1# set trigger-profiles p_tp offline volume-limit 1024
user@mbg1# set trigger-profiles p_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r8
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

10. Configure the charging and global profiles for PGW2.

[edit unified-edge gateways ggsn-pgw PGW2 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile p_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

Copyright © 2012, Juniper Networks, Inc.66

Configuring Multiple and Colocated P-GWs and S-GWs on the MobileNext Broadband Gateway



[edit unified-edge gateways ggsn-pgw PGW1 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r8;
peer-order peer p_cgf;
switch-back-time 36

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;

}
}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.33.33.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.33.33.33;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v1;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}
[edit unified-edge gateways ggsn-pgw PGW2 charging]
trigger-profiles {
p_tp {
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exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r8;
peer-order peer p_cgf;
switch-back-time 36

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;

}
}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.33.33.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.33.33.33;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v1;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}

Configuring P-GWGTP Services

CLI Quick
Configuration

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

Copyright © 2012, Juniper Networks, Inc.68

Configuring Multiple and Colocated P-GWs and S-GWs on the MobileNext Broadband Gateway



[edit]
set unified-edge gateways ggsn-pgw PGW1 gtp interface lo0.0
set unified-edge gateways ggsn-pgw PGW1 gtp interface v4-address 10.33.33.33
set unified-edge gateways ggsn-pgw PGW1 gtp n3-requests 5
set unified-edge gateways ggsn-pgw PGW1 gtp t3-response 3
set unified-edge gateways ggsn-pgw PGW1 gtp echo-interval 60
set unified-edge gateways ggsn-pgw PGW1 gtp path-management enable
set unified-edge gateways ggsn-pgw PGW1 gtp echo-n3-requests 5
set unified-edge gateways ggsn-pgw PGW1 gtp echo-t3-response 30
set unified-edge gateways ggsn-pgw PGW2 gtp interface lo0.0
set unified-edge gateways ggsn-pgw PGW2 gtp interface v4-address 10.44.44.44
set unified-edge gateways ggsn-pgw PGW2 gtp n3-requests 5
set unified-edge gateways ggsn-pgw PGW2 gtp t3-response 3
set unified-edge gateways ggsn-pgw PGW2 gtp echo-interval 60
set unified-edge gateways ggsn-pgw PGW2 gtp path-management enable
set unified-edge gateways ggsn-pgw PGW2 gtp echo-n3-requests 5
set unified-edge gateways ggsn-pgw PGW2 gtp echo-t3-response 30

Step-by-Step
Procedure

To configure GTP services:

Configure the GTP services for the P-GW called PGW1.1.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW1 gtp

2. Configure GTP services for the P-GW interfaces for PGW1 with path management

disabled.

[edit unified-edge gateways pgw PGW1 gtp]
user@mbg1# set interface lo0.0
user@mbg1# set interface v4-address 10.33.33.33
user@mbg1# set n3-requests 5
user@mbg1# set t3-response 3
user@mbg1# set echo-interval 60
user@mbg1# set path-management disable
user@mbg1# set echo-n3-requests 5
user@mbg1# set echo-t3-responses 30

3. Configure the GTP services for the P-GW called PGW2.

[edit]
user@mbg1# edit unified-edge gateways ggsn-pgw PGW2 gtp

4. Configure GTP services for the P-GW interfaces for PGW2with path management

disabled.

[edit unified-edge gateways pgw PGW2 gtp]
user@mbg1# set interface lo0.0
user@mbg1# set interface v4-address 10.44.44.44
user@mbg1# set n3-requests 5
user@mbg1# set t3-response 3
user@mbg1# set echo-interval 60
user@mbg1# set path-management disable
user@mbg1# set echo-n3-requests 5
user@mbg1# set echo-t3-responses 30
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Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways ggsn-pgw PGW1 ]
gtp {
echo-interval 60;
interface lo0.0;
interface v4-address 10.33.33.33;
n3-requests 5;
path-management {
enable;

}
t3-response 3;

}
[edit unified-edge gateways ggsn-pgw PGW2 ]
gtp {
echo-interval 60;
interface lo0.0;
interface v4-address 10.44.44.44;
n3-requests 5;
path-management {
enable;

}
t3-response 3;

}

Configure P-GWAPNs

CLI Quick
Configuration

The APNs configured are not complex. To quickly configure this example, copy the

following commands and paste them into the router terminal window:

[edit]
set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1
set unified-edgegatewaysggsn-pgwPGW1apn-servicesapnsAPN1mobile interfacemif.3
set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1 address-assignment
local

set unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1 selection-mode
from-ms

set unified-edge gateways ggsn-pgw PGW2 apn-services apns APN2
setunified-edgegatewaysggsn-pgwPGW2apn-servicesapnsAPN1mobile interfacemif.4
set unified-edge gateways ggsn-pgwPGW2apn-services apns APN1 address-assignment
local

set unified-edge gateways ggsn-pgw PGW2 apn-services apns APN1 selection-mode
from-ms

Step-by-Step
Procedure

To configure APNs for the P-GWs called PGW1 and PGW2:

Configure APN1 for the P-GW called PGW1.1.

[edit]
user@mbg1 edit unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1
[edit unified-edge gateways ggsn-pgw PGW1 apn-services apns APN1]
user@mbg1 setmobile-interfacemif.3
user@mbg1 set address-assignment local
user@mbg1 set selection-mode from-ms
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NOTE: A local address assignment uses the default mobile pool to

assign the IP address. The default pool is configured in the routing
instance that is associated with themobile interface of the APN and is
not detailed here.

2. Configure APN2 for the P-GW called PGW2.

[edit]
user@mbg1 edit unified-edge gateways ggsn-pgw PGW2 apn-services apns APN2
[edit unified-edge gateways ggsn-pgw PGW2 apn-services apns APN2]
user@mbg1 setmobile-interfacemif.4
user@mbg1 set address-assignment local
user@mbg1 set selection-mode from-ms

NOTE: A local address assignment uses the default mobile pool to

assign the IP address. The default pool is configured in the routing
instance that is associated with themobile interface of the APN and is
not detailed here.

Results When you have finished this section of the configuration, your results should be similar

to this show command output:

[edit unified-edge gateways ggsn-pgw PGW1 apn-services apns]
APN1 {
address-assignment local;
mobile-interfacemif.3;
selection-mode from-ms;

}
[edit unified-edge gateways ggsn-pgw PGW2 apn-services apns]
APN2 {
address-assignment local;
mobile-interfacemif.4;
selection-mode from-ms;

}

Configuring S-GWSystem Interfaces and Redundancy

CLI Quick
Configuration

Now, establish load-balancing of GTP-C packets and redundancy for the S-GWs named

SGW1 and SGW2. There is no specific “load-balance” broadband gateway hierarchy, nor

is there any Session DPC redundancy section. Instead, you configure load balancing at

the [edit interfaces] hierarchy level by creating sets of load-balanced Aggregated

Multiservice (ams) interfaces asMobile AggregatedMultiservice (mams-) interfaces and

select one of them as a preferred backup. You configure redundant Packet Forwarding

Engines by establishing a primary list of anchors and a secondary list for a group of

interfaces.

71Copyright © 2012, Juniper Networks, Inc.



Include every Session PIC configuredwith the jservices-mobile package for the particular

broadband gateway at the [edit unified-edge gateways sgw gateway-name system

session-pics]hierarchy level on thebroadbandgateway. If youdonot include theSession

PICasasystem interface, then theSessionPICcannotbeusedby thebroadbandgateway.

To establish redundancy forGTP-U traffic flows, include every anchor Packet Forwarding

Engine configured with the mobile forwarding package for the particular broadband

gatewayat the [editunified-edgegatewayssgwgateway-namesysteminterfaces]hierarchy

level on the broadband gateway. If you do not specify the Packet Forwarding Engine as

ananchor interface, then thePacket ForwardingEnginecannotbeusedby thebroadband

gateway.

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

set interfaces ams2 description “Aggregate Multiservices Session DPC for SGW1 with
members mams-7/0/0 andmams-8/1/0”

set interfaces ams2 load-balancing-optionsmember-interfacemams-7/0/0
set interfaces ams2 load-balancing-optionsmember-interfacemams-8/1/0
set interfacesams2 load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams2load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-8/1/0

set interfaces ams3 description “Aggregate Multiservices Session DPC for SGW2with
members mams-8/0/0 andmams-7/1/0”

set interfaces ams3 load-balancing-optionsmember-interfacemams-8/0/0
set interfaces ams3 load-balancing-optionsmember-interfacemams-7/1/0
set interfacesams3 load-balancing-optionsmember-failure-options redistribute-all-traffic
enable-rejoin

set interfacesams3load-balancing-optionshigh-availability-optionsmany-to-onepreferred
backupmams-7/1/0

Step-by-Step
Procedure

Configure the Multiservices PIC interfaces for the S-GWs.

[edit]

1.

user@mbg-1# set interfaces ams2 description “AggregateMultiservices Session
DPC for SGW1withmembersmams-7/0/0 andmams-8/1/0”

user@mbg-1# set interfaces ams2 load-balancing-optionsmember-interface
mams-7/0/0

user@mbg-1# set interfaces ams2 load-balancing-optionsmember-interface
mams-8/1/0

user@mbg-1#set interfacesams2 load-balancing-optionsmember-failure-options
redistribute-all-traffic enable-rejoin

user@mbg-1#set interfacesams2 load-balancing-optionshigh-availability-options
many-to-one preferred backupmams-8/1/0

user@mbg-1# set interfaces ams3 description “AggregateMultiservices Session
DPC for SGW2withmembersmams-8/0/0 andmams-7/1/0”

user@mbg-1# set interfaces ams3 load-balancing-optionsmember-interface
mams-10/0/0

user@mbg-1# set interfaces ams3 load-balancing-optionsmember-interface
mams-9/1/0

user@mbg-1#set interfacesams3load-balancing-optionsmember-failure-options
redistribute-all-traffic enable-rejoin
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user@mbg-1#set interfacesams3 load-balancing-optionshigh-availability-options
many-to-one preferred backupmams-7/1/0

Results When you have finished this section of the configuration, your results should be similar

to this show command output:

interfaces {
ams2 {
description“AggregateMultiservicesSessionDPCforSGW1withmembersmams-7/0/0
andmams-8/1/0”

load-balancing-options {
member-interfacemams-7/0/0;
member-interfacemams-8/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-8/1/0;

}
}

}
}
apfe2 {
anchoring-options {
primary-list {
pfe-9/0/0;

}
secondary pfe-10/1/0;

}
}
ams3 {
load-balancing-options {
member-interfacemams-8/0/0;
member-interfacemams-7/1/0;
high-availability-options {
redistribute-all-traffic {
enable-rejoin;

}
many-to-one {
preferred-backupmams-7/1/0;

}
}

}
}
apfe3 {
anchoring-options {
primary-list {
pfe-10/0/0;

}
secondary pfe-9/1/0;

}
}

}
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unified-edge gateways sgw SGW1 system {
session-pics {
interface ams2;

}
pfes {
interface apfe2;

}
}

unified-edge gatewayssgw SGW2 system {
session-pics {
interface ams3;

}
pfes {
interface apfe3;

}
}

Configuring S-GWCharging

CLI Quick
Configuration

Although S-GWs have no APNs, they still must understand user charging rules and

Charging Detail Records (CDRs) to the charging gateway. To quickly configure this

example, copy the followingcommandsandpaste them into the router terminalwindow:

[edit]
set unified-edge gateways sgw SGW1 charging trigger-profiles s_tp offline volume-limit
1024

set unified-edge gateways sgw SGW1 charging trigger-profiles s_tp offline volume-limit
direction both

set unified-edge gateways sgw SGW1 charging transport-profiles p_tsp offline
charging-gateways cdr-release r9

set unified-edge gateways sgw SGW1 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways sgw SGW1 charging transport-profiles p_tsp offline
charging-gateways switch-back-time 36

set unified-edge gateways sgw SGW1 charging charging-profiles p_juniper profile-id 1
setunified-edgegatewayssgwSGW1chargingcharging-profilesp_juniper transport-profile
p_tsp

set unified-edge gateways sgw SGW1 charging charging-profiles p_juniper trigger-profile
s_tp

set unified-edge gateways sgw SGW1 charging gtpp transport-protocol tcp
set unified-edge gateways sgw SGW1 charging gtpp version v2
set unified-edge gateways sgw SGW1 charging gtpp header-type long
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg destination-ipv4-address
10.11.11.99

set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg source-interface lo0.0
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg source-interface
ipv4-address 10.11.11.11

set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg destination-port 3386
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg transport-protocol tcp
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg version v2
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg header-type long
set unified-edge gateways sgw SGW1 charging gtpp peer p_cfg pending-queue-size 1000
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set unified-edge gateways sgw SGW1 charging global-profile default-profile p_juniper
set unified-edge gateways sgwSGW1 charging global-profile profile-selection-order static

[edit]
set unified-edge gateways sgwSGW2 charging trigger-profiles p_tp exclude plmn-change
set unified-edge gateways sgw SGW2 charging trigger-profiles p_tp exclude rat-change
set unified-edge gateways sgw SGW2 charging trigger-profiles s_tp offline volume-limit
1024

set unified-edge gateways sgw SGW2 charging trigger-profiles s_tp offline volume-limit
direction both

set unified-edge gateways sgw SGW2 charging transport-profiles p_tsp offline
charging-gateways cdr-release r9

set unified-edge gateways sgw SGW2 charging transport-profiles p_tsp offline
charging-gateways peer-order peer p_cgf

set unified-edge gateways sgw SGW2 charging transport-profiles p_tsp offline
charging-gateways switchback-time 36

set unified-edge gateways sgw SGW2 charging charging-profiles p_juniper profile-id 1
setunified-edgegatewayssgwSGW2chargingcharging-profilesp_juniper transport-profile
p_tsp

set unified-edge gateways sgw SGW2 charging charging-profiles p_juniper trigger-profile
s_tp

set unified-edge gateways sgw SGW2 charging gtpp transport-protocol tcp
set unified-edge gateways sgw SGW2 charging gtpp version v0
set unified-edge gateways sgw SGW2 charging gtpp header-type long
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg destination-ipv4-address
10.22.22.99

set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg source-interface lo0.0
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg source-interface
ipv4-address 10.22.22.22

set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg destination-port 3386
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg transport-protocol tcp
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg version v2
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg n3-requests 1
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg t3-response 5
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg header-type long
set unified-edge gateways sgw SGW2 charging gtpp peer p_cfg pending-queue-size 1000
set unified-edge gateways sgw SGW2 charging global-profile default-profile p_juniper
setunified-edgegatewayssgwSGW2chargingglobal-profileprofile-selection-order static

Step-by-Step
Procedure

To configure the charging parameters:

Configure charging for the S-GW called SGW1.1.

[edit]
user@mbg1# edit unified-edge gateways sgw SGW1 charging

2. Specify the global GTP Prime properties of SGW1 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v2
user@mbg1# set gtpp header-type long

3. Specify the GTP Prime properties of SGW1 for the GTP Prime peers.

[edit unified-edge gateways sgw SGW1 charging]
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user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.11.11.99
user@mbg1# set gtpp peer p_cgf source-interfacelo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.11.11.11
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgf version v2
user@mbg1# set gtpp peer p_cgfw n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000

4. Configure the transport and profiles referenced by the charging profile of SGW1 for

offline charging.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set trigger-profiles s_tp offline volume-limit 1024
user@mbg1# set trigger-profiles s_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r9
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

user@mbg1# set transport-profiles p_tsp offline charging-gateways
switch-back-time 36

5. Configure the charging and global profiles for SGW1.

[edit unified-edge gateways sgw SGW1 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile s_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

6. Configure charging for the S-GW called SGW2.

[edit]
user@mbg1# edit unified-edge gateways sgw SGW2 charging

7. Specify the global GTP Prime properties of SGW2 to transmit CDRs to the external

charging gateway.

[edit unified-edge gateways sgw SGW2 charging]
user@mbg1# set gtpp transport-protocol tcp
user@mbg1# set gtpp version v2
user@mbg1# set gtpp header-type long

8. Specify the GTP Prime properties of SGW2 for the GTP Prime peers.

[edit unified-edge gateways sgw SGW2 charging]
user@mbg1# set gtpp peer p_cgf destination-ipv4-address 10.22.22.99
user@mbg1# set gtpp peer p_cgf source-interface lo0.0
user@mbg1# set gtpp peer p_cgf source-interface ipv4-address 10.22.22.22
user@mbg1# set gtpp peer p_cgf destination-port 3386
user@mbg1# set gtpp peer p_cgf transport-protocol tcp
user@mbg1# set gtpp peer p_cgfw version v0
user@mbg1# set gtpp peer p_cgfw n3-requests 1
user@mbg1# set gtpp peer p_cgf t3-response 5
user@mbg1# set gtpp peer p_cgf header-type long
user@mbg1# set gtpp peer p_cgf pending-queue-size 1000
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9. Configure the transport and profiles referenced by the charging profile of SGW2 for

offline charging.

[edit unified-edge gateways sgw SGW2 charging]
user@mbg1# set trigger-profiles p_tp exclude plmn-change
user@mbg1# set trigger-profiles p_tp exclude rat-change
user@mbg1# set trigger-profiles p_tp offline volume-limit 1024
user@mbg1# set trigger-profiles p_tp offline volume-limit direction both
user@mbg1# set transport-profiles p_tsp offline charging-gateways cdr-release r9
user@mbg1#set transport-profilesp_tspofflinecharging-gatewayspeer-orderpeer
p_cfg

user@mbg1# set transport-profiles p_tsp offline charging-gateways
switch-back-time 36

10. Configure the charging and global profiles for SGW2.

[edit unified-edge gateways sgw SGW2 charging]
user@mbg1# set charging-profiles p_juniper profile-id 1
user@mbg1# set charging-profiles p_juniper transport-profile p_tsp
user@mbg1# set charging-profiles p_juniper trigger-profile s_tp
user@mbg1# set charging-profiles p_juniper global-profile p_juniper
user@mbg1# set charging-profiles p_juniper global-profile profile-selection-order
static

Results When you have finished this section of the configuration, your results should be similar

to this show command output:

[edit unified-edge gateways sgw SGW1 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r9;
peer-order peer p_cgf;
switch-back-time 36;

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;
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}
}
gtpp {
peer {
p_cfg {
destination-ipv4-address 10.11.11.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.11.11.11;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v2;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}
[edit unified-edge gateways sgw SGW2 charging]
trigger-profiles {
p_tp {
exclude {
plmn-change;
rat-change;

}
offline {
volume-limit 1024;
volume-limit direction both;

}
}

}
transport-profiles {
p_tsp {
offline {
charging-gateways {
cdr-release r9;
peer-order peer p_cgf;
switch-back-time 36;

}
}

}
}
charging-profiles {
p_juniper {
profile-id 1;
transport-profile p_tsp;
trigger-profile p_tp;

}
}
gtpp {
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peer {
p_cfg {
destination-ipv4-address 10.22.22.99;
destination-port 3386;
header-type long;
n3-requests 1;
pending-queue-size 1000;
source-interface lo0.0;
source-interface ipv4-address 10.22.22.22;
t3-response 5;
transport-protocol tcp;

}
}
header-type long;
transport-protocol tcp;
version v2;

}
global-profile {
default-profile p_juniper;
profile-selection-order static;

}

Configuring S-GWGTP Services

CLI Quick
Configuration

To quickly configure this example, copy the following commands and paste them into

the router terminal window:

[edit]
set unified-edge gateways sgw SGW1 gtp interface lo0.0
set unified-edge gateways sgw SGW1 gtp interface v4-address 10.11.11.11
set unified-edge gateways sgw SGW1 gtp path-management disable
set unified-edge gateways sgw SGW1 gtp control path-management disable
set unified-edge gateways sgw SGW1 gtp data path-management disable
set unified-edge gateways sgw SGW1 gtp s1u echo-interval 60
set unified-edge gateways sgw SGW1 gtp s11 ech0-n3-requests 5
set unified-edge gateways sgw SGW1 gtp s11 echo-t3-response 30
set unified-edge gateways sgw SGW2 gtp interface lo0.0
set unified-edge gateways sgw SGW2 gtp interface v4-address 10.22.22.22
set unified-edge gateways sgw SGW2 gtp control path-management disable
set unified-edge gateways sgw SGW2 gtp data path-management disable
set unified-edge gateways sgw SGW2 gtp s1u echo-interval 60
set unified-edge gateways sgw SGW2 gtp s11 ech0-n3-requests 5
set unified-edge gateways sgw SGW2 gtp s11 echo-t3-response 30

Step-by-Step
Procedure

To configure GTP services:

Configure the GTP services for the S-GW called SGW1.1.

[edit]
user@mbg1# edit unified-edge gateways sgw SGW1 gtp

2. Configure GTP services for the S-GWGTP interfaces for SGW1 with path

management disabled.

[edit unified-edge gateways sgw SGW1 gtp]
user@mbg1# set interface lo0.0
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user@mbg1# set interface v4-address 10.11.11.11
user@mbg1# set path-management disable
user@mbg1# set control path-management disable
user@mbg1# set data path-management disable
user@mbg1# set s1u echo-interval 60
user@mbg1# set s11 echo-n3-requests 5
user@mbg1# set s11 echo-t3-responses 60

3. Configure GTP services for the S-GWGTP interfaces for SGW2with path

management disabled.

[edit unified-edge gateways sgw SGW2 gtp]
user@mbg1# set interface lo0.0
user@mbg1# set interface v4-address 10.22.22.22
user@mbg1# set path-management disable
user@mbg1# set control path-management disable
user@mbg1# set data path-management disable
user@mbg1# set s1u echo-interval 60
user@mbg1# set s11 echo-n3-requests 5
user@mbg1# set s11 echo-t3-responses 60

Results When you have finished this section of the configuration, your results should be similar

to these show command outputs:

[edit unified-edge gateways sgw SGW1]
gtp {
interface lo0.0;
interface v4-address 10.11.11.11;
control {
path-management {
disable;

}
}
data {
path-management {
disable;

}
}
path-management {
disable;

}
s1u {
echo-interval 60;

}
s11 {
echo-n3-requests 5;
echo-t3-responses 60;

}
}
[edit unified-edge gateways sgw SGW2]
gtp {
interface lo0.0;
interface v4-address 10.22.22.22;
control {
path-management {
disable;
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}
}
data {
path-management {
disable;

}
}
path-management {
disable;

}
s1u {
echo-interval 60;

}
s11 {
echo-n3-requests 5;
echo-t3-responses 60;

}
}

Verification

Verifying Gateway Status

Purpose Verify the gateways for the broadband gateway.

Action user@mbg1> show unified-edge gateways brief

Total number of configured gateways: 4

Gateway name: PGW1
Gateway type: ggsn-pgw
Gateway id:   1

Gateway name: PGW2
Gateway type: ggsn-pgw
Gateway id:   2

Gateway name: SGW1
Gateway type: sgw
Gateway id:   3

Gateway name: SGW2
Gateway type: sgw
Gateway id:   4

Meaning Theshowunified-edgegatewaysbriefcommanddisplays informationabout theconfigured

gateways.

Related
Documentation

• Understanding Multiple and Colocated and Mobile Gateways on page 1

• Example: Configuring Multiple P-GWs on page 9

• Example: Configuring a Colocated P-GW and S-GW on page 27
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