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About the Documentation

« Documentation and Release Notes on page ix
« Supported Platforms on page ix

« Documentation Conventions on page ix

« Documentation Feedback on page xi

« Requesting Technical Support on page xi

Documentation and Release Notes

To obtain the most current version of all Juniper Networks” technical documentation,
see the product documentation page on the Juniper Networks website at
http://www.juniper.net/techpubs/.

If the information in the latest release notes differs from the information in the
documentation, follow the product Release Notes.

Juniper Networks Books publishes books by Juniper Networks engineers and subject
matter experts. These books go beyond the technical documentation to explore the
nuances of network architecture, deployment, and administration. The current list can
be viewed at http://www.juniper.net/books.

Supported Platforms

For the features described in this document, the following platforms are supported:

« MX240 Routers
« MX960 Routers

« MX480 Routers

Documentation Conventions

Table 1 on page x defines notice icons used in this guide.
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Table 1: Notice Icons

Icon Meaning

o Informational note

Description

Indicates important features or instructions.

Caution

Indicates a situation that might result in loss of data or hardware damage.

Warning

Alerts you to the risk of personal injury or death.

Laser warning

A
I/
i

Alerts you to the risk of personal injury from a laser.

Table 2 on page x defines the text and syntax conventions used in this guide.

Table 2: Text and Syntax Conventions

Convention

Bold text like this

Description

Represents text that you type.

Examples

To enter configuration mode, type the
configure command:

user@host> configure

Fixed-width text like this

Represents output that appears on the
terminal screen.

user@host> show chassis alarms

No alarms currently active

Italic text like this « Introduces important new terms. « Apolicy term is a named structure
. ldentifies book names. that defines match conditions and
. ) actions.
« |dentifies RFC and Internet draft titles.
« Junos OS System Basics Configuration
Guide
« RFC1997 BGP Communities Attribute
Italic text like this Represents variables (options for which ~ Configure the machine’s domain name:
you substitute a value) in commands or
configuration statements. [edit]
root@# set system domain-name
domain-name
Text like this Represents names of configuration « To configure a stub area, include the

statements, commandes, files, and
directories; interface names;
configuration hierarchy levels; or labels
on routing platform components.

stub statement at the [edit protocols
ospf area area-id] hierarchy level.

« Theconsole portislabeled CONSOLE.

< > (angle brackets)

Enclose optional keywords or variables.

stub <default-metric metric>;

x
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Table 2: Text and Syntax Conventions (continued)

Convention

| (pipe symbol)

Description

Indicates a choice between the mutually
exclusive keywords or variables on either
side of the symbol. The set of choices is
often enclosed in parentheses for clarity.

Examples

broadcast | multicast

(string1 | string2 | string3)

# (pound sign)

Indicates a comment specified on the
same line as the configuration statement
to which it applies.

rsvp { # Required for dynamic MPLS only

[ 1 (square brackets)

Enclose a variable for which you can
substitute one or more values.

community name members [
community-ids ]

Indention and braces ({})

Identify a level in the configuration
hierarchy.

; (semicolon)

Identifies a leaf statement at a
configuration hierarchy level.

[edit]
routing-options {
static {
route default {
nexthop address;
retain;
1
1
}

J-Web GUI Conventions

Bold text like this

Represents J-Web graphical user
interface (GUI) items you click or select.

« Inthe Logical Interfaces box, select
All Interfaces.

« To cancel the configuration, click
Cancel.

> (bold right angle bracket)

Separates levels in a hierarchy of J-Web
selections.

In the configuration editor hierarchy,
select Protocols>Ospf.

Documentation Feedback

We encourage you to provide feedback, comments, and suggestions so that we can
improve the documentation. You can send your comments to
techpubs-comments@juniper.net, or fill out the documentation feedback form at
https://www.juniper.net/cgi-bin/docbugreport/ . If you are using e-mail, be sure to include
the following information with your comments:

« Document or topic name
« URL or page number

. Software release version (if applicable)

Requesting Technical Support

Technical product support is available through the Juniper Networks Technical Assistance
Center (JTAC). If you are a customer with an active J-Care or JNASC support contract,
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or are covered under warranty, and need post-sales technical support, you can access
our tools and resources online or open a case with JTAC.

« JTAC policies—For a complete understanding of our JTAC procedures and policies,
review the JTAC User Guide located at
http://www.juniper.net/us/en/local/pdf/resource-guides/7100059-en.pdf .

« Product warranties—For product warranty information, visit
http://www.juniper.net/support/warranty/ .

« JTAC hours of operation—The JTAC centers have resources available 24 hours a day,
7 days a week, 365 days a year.

Self-Help Online Tools and Resources

For quick and easy problem resolution, Juniper Networks has designed an online
self-service portal called the Customer Support Center (CSC) that provides you with the
following features:

« Find CSC offerings: http://www.juniper.net/customers/support/

« Search for known bugs: http://www2.juniper.net/kb/

« Find product documentation: http://www.juniper.net/techpubs/

« Find solutions and answer questions using our Knowledge Base: http://kb.juniper.net/

. Download the latest versions of software and review release notes:
http://www.juniper.net/customers/csc/software/

« Search technical bulletins for relevant hardware and software notifications:
https://www.juniper.net/alerts/

. Join and participate in the Juniper Networks Community Forum:
http://www.juniper.net/company/communities/

« Open a case online in the CSC Case Management tool: http://www.juniper.net/cm/

To verify service entitlement by product serial number, use our Serial Number Entitlement
(SNE) Tool: https://tools.juniper.net/SerialNumberEntitlementSearch/

Opening a Case with JTAC
You can open a case with JTAC on the Web or by telephone.

« Use the Case Management tool in the CSC at http://www.juniper.net/cm/ .

. Call1-888-314-JTAC (1-888-314-5822 toll-free in the USA, Canada, and Mexico).

For international or direct-dial options in countries without toll-free numbers, see
http://www.juniper.net/support/requesting-support.html.
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CHAPTERI1

Overview

« Performance and Fault Management Overview on page 13

Performance and Fault Management Overview

This MIBs document is a reference for operators/OSS/NMS tool companies wanting to
build any applications/tools for monitoring performance and faults on the MobileNext
Broadband Gateway (MBG) configured as a GGSN, PGW, or SGW. The base performance
statistics can be collected from the devices using SNMP, while notifications are sent by
the device for faults/events alarms using SNMP traps. A MIB is a hierarchy of information
used to define managed objects in a network device. The MIB structure is based on a tree
structure, which defines a grouping of objects into related sets. Each object in the MIB is
associated with an object identifier (OID), which names the object. The “leaf” in the tree
structure is the actual managed object instance, which represents a resource, event, or
activity that occurs in your network device.

Routers can send notifications to SNMP managers when significant events occur on a
network device, most often errors or failures. SNMP notifications can be sent as traps or
inform requests. SNMP traps are unconfirmed notifications. SNMP informs are confirmed
notifications.

This document provides details of the SNMP MIBs and notifications that the broadband
gateway supports, and provides a description of the relevant MIB objects which you can
use for performance management and fault management monitoring.

Copyright © 2011, Juniper Networks, Inc. 13
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PART 1

Performance Management

- PDN Gateway Statistics on page 17
« Serving Gateway Statistics on page 67
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CHAPTER 2

PDN Gateway Statistics

« Authentication, Authorization, and Accounting Services Performance Statistics for
GGSN/PGW on page 17

« GTP Performance Statistics for GGSN/PDN Gateway on page 22

« Subscriber Manager Performance Statistics for GGSSN/PGW on page 56
« Charging Performance Statistics for GGSN/P-GW on page 60

« |P Address Pool Management Statistics on page 65

« Resource Manager Performance Statistics for the GGSN-PGW on page 66

Authentication, Authorization, and Accounting Services Performance Statistics for
GGSN/PGW

The MobileNext Broadband Gateway supports a framework for providing authentication,
authorization, and accounting (AAA) services to mobile subscribers. The broadband
gateway uses groups of external RADIUS servers to provide authentication (verifying a
subscriber’s username and password), authorization (receiving information about the
types of services to deliver to the subscriber), and accounting (accumulating and providing
statistics about services delivered to the subscriber).

« AAAMIB STRUCTURE on page 17

« AAA Authentication Counters Statistics on page 18

« AAA Dynamic Request Counters on page 18

« Radius Server Used for Authentication on page 19

- AAA RADIUS Servers Used for Accounting on page 20

« AAA Dynamic Authorization Requests on page 21

AAA MIB STRUCTURE

The root of the MBG MIB within the Juniper MIB is defined as jnxMobileGatewayMibRoot.
All the MobileNext Broadband Gateway MIBs are defined below this as a hierarchy based
on software modules.

The root node for the module is jnxMobileGatewayPgwAAAMib, which is a child of
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-SMI.

Copyright © 2011, Juniper Networks, Inc. 17
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AAA Authentication Counters Statistics

Table 3 on page 18 shows the leaf nodes of the type jnxMbgAAAAuthStatsTable, which
are indexed by each gateway. The statistics for authentication requests and responses
are specific to each gateway.

Table 3: jnxMbgAAAAuthStatsTable Statistics

Name

Description

inxMbgTtlAuthRequests

Total authentication requests made.

inxMbgTtlAuthAccepts

Total authentication requests that were accepted.

inxMbgTtlAuthRejects

inxMbgTtlAuthChallenges

Total authentication requests that were rejected.

Total authentication challenges received.

inxMbgTtlAuthRequestTimeouts

Total authentication requests that timed out.

inxMbgTtlAuthRequestTxErrors

Total authentication requests transmit errors.

inxMbgTtlAuthResponseErrors

Total authentication response errors.

inxMbgTtlAuthPendingRequests

Total pending authentication requests.

AAA Dynamic Request Counters

Table 4 on page 18 shows the leaf nodes of the type jnxMbgAAADynAuthStatsTable,
which are indexed by each gateway. The statistics for dynamic authentication requests
are specific to each gateway.

Table 4: jnxMbgAAADynAuthStatsTable Statistics

Name

Description

inxMbgTtlDynAuthReceived

inxMbgTtlDynAuthCoaReceived

Total dyn-req received.

Total CoA received.

inxMbgTtlDynAuthDmReceived

Total DM received.

inxMbgTtIDynAuthCoaAckSent

Total CoA Ack sent.

inxMbgTtlDynAuthCoaNackSent

Total CoA Nack sent.

inxMbgTtIDynAuthDmAckSent

Total DM Ack sent.

inxMbgTtIDynAuthDmNackSent

Total DM Nack sent.

inxMbgTtIDynAuthDropped

Total dyn-req that were dropped.

Copyright © 2011, Juniper Networks, Inc.
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Table 4: jnxMbgAAADynAuthStatsTable Statistics (continued)

jnxMbgTtlDynAuthDuplicate Total duplicate dyn-req detected.
inxMbgTtlDynAuthForwarded Total dyn-req forwarded to anchor instance.
inxMbgTtlDynAuthTimeouts Total dyn-req timed out.

inxMbgTtlDynAuthDelivered Total dyn-req that were delivered to application.
jnxMbgTtIDynAuthErrors Total dyn-req that had errors during processing.
inxMbgTtlDynAuthUnknownClnts Total dyn-req received from unknown clients.
jnxMbgTtlDynAuthinvalidCode Total dyn-req received with invalid RADIUS code.
jnXMbgTtlDynAuthinvalidAuth Total dyn-req received with invalid RADIUS authenticator.
inxMbgTtlDynAuthinvalidChid Total dyn-req received with invalid or missing Charging Id.
jinxMbgTtlDynAuthMapErrors Total dyn-req that had session mapping errors during processing.
inxMbgTtlDynAuthinvalidTrid Total dyn-req with invalid transaction id during processing.

Radius Server Used for Authentication

Table 5 on page 19 shows the leaf nodes of the type jnxMbgRadiusAuthSrvrTable, which
are indexed by RADIUS authentication server. The RADIUS authentication server status
and statistics are specific to each RADIUS authentication server on the gateway.

Table 5: jnxMbgRadiusAuthSrvrTable Statistics

Name Description

jnxMbgRadiusAuthSrvrName A name which uniquely identifies this server on the mobile-gateway.

jnxMbgRadiusAuthSrvrinetAddrType The type of IP address used for this server.

jnxMbgRadiusAuthSrvrinetAddress The IP address used for this server.

jinxMbgRadiusAuthSrvrinetPort The UDP port number on the server to which authentication requests are
sent.

inxMbgRadiusAuthSrvrRtnginstance The routing-instance used while contacting this server. If not configured,

the default routing-instance will be used.

jnxMbgRadiusAuthSrvrStatus The current status of the server.
jnxMbgRadiusAuthSrvrRequests Number of Access-requests that have been sent to this server.
jnxMbgRadiusAuthSrvrRetrans Number of Access-requests that have been retransmitted this server.
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Table 5: jnxMbgRadiusAuthSrvrTable Statistics (continued)

jnxMbgRadiusAuthSrvrAccepts Number of Access-Accepts that have been received from this server.
jinxMbgRadiusAuthSrvrRejects Number of Access-Rejects that have been received from this server.
inxMbgRadiusAuthSrvrChallenges Number of Access-Challenges that have been received from this server.
jnxMbgRadiusAuthSrvrMalformResp Number of Malformed Resp have been received from this server. Aresponse

could either accept, reject or challenge.

jnxMbgRadiusAuthSrvrBadAuthen Number of Resp with invalid authenticators received from this server. A
response could either accept, reject or challenge.

jnxMbgRadiusAuthSrvrPendingRqgsts Number of requests to this server pending authentication.
jnxMbgRadiusAuthSrvrTimeouts Number of requests to this server that timed out.
jnxMbgRadiusAuthSrvrUnknownTypes Number of Resp received from this RADIUS server with unknown types.
inxMbgRadiusAuthSrvrPacketsDrop Number of Resp received from this RADIUS server that were dropped for

some other reason.

inxMbgRadiusAuthSrvrRTTAvg Average round-trip time (in ms) for this server.
inxMbgRadiusAuthSrvrRTTMin Minimum round-trip time (in ms) seen for this server.
jnxMbgRadiusAuthSrvrRTTMax Maximum round-trip time (in ms) seen for this server.

AAA RADIUS Servers Used for Accounting

Table 6 on page 20 shows the leaf nodes of the type jnxMbgRadiusAcctSrvrTable, which
are indexed by RADIUS accounting server. The RADIUS accounting server status and
statistics are specific to each RADIUS Accounting server on the gateway.

Table 6: jnxMbgRadiusAcctSrvrTable Statistics

Name Description

jnxMbgRadiusAcctSrvrName A name which uniguely identifies this server on the mobile-gateway.
jinxMbgRadiusAcctSrvrinetAddrType The type of IP address used for this server.
jinxMbgRadiusAcctSrvrinetAddress The IP address used for this server.

jinxMbgRadiusAcctSrvrinetPort The UDP port number on the server to which accounting requests are sent.
inxMbgRadiusAcctSrvrRtnginstance The routing-instance used while contacting this server. If not configured,

the default routing-instance will be used.

jnxMbgRadiusAcctSrvrStatus The current status of the server.
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Table 6: jnxMbgRadiusAcctSrvrTable Statistics (continued)

inxMbgRadiusAcctSrvrRequests

inxMbgRadiusAcctSrvrRetrans

inxMbgRadiusAcctSrvrResp

inxMbgRadiusAcctSrvrMalformResp

Number of Accounting-requests that have been sent to this server.

Number of Accounting-requests that have been retransmitted this server.

Number of Accounting-Resp that have been received from this server.

Number of Malformed Resp have been received from this server.

inxMbgRadiusAcctSrvrBadAuthen

Number of Resp with invalid authenticators received from this server.

inxMbgRadiusAcctSrvrPendingRqgsts

Number of requests to this server which are yet to be sent or waiting for
response.

inxMbgRadiusAcctSrvrTimeouts

Number of requests to this server that timed out.

inxMbgRadiusAcctSrvrUnknownTypes

inxMbgRadiusAcctSrvrPacketsDrop

inxMbgRadiusAcctSrvrRTTAvg

Number of Resp received from this RADIUS server with unknown types.

Number of Resp received from this RADIUS server that were dropped for
some other reason.

Average round-trip time (in ms) for this server.

jinxMbgRadiusAcctSrvrRTTMin

Minimum round-trip time (in ms) seen for this server.

jinxMbgRadiusAcctSrvrRTTMax

Maximum round-trip time (in ms) seen for this server.

AAA Dynamic Authorization Requests

Table 7 on page 21 shows the leaf nodes of the type jnxMbgDynAuthClntTable, which
are indexed by RADIUS client. The dynamic authorization status and statistics are specific
to each RADIUS client sending Dynamic Authorization requests on the gateway.

Table 7: jnxMbgDynAuthClntTable Statistics

Name

Description

jinxMbgDynAuthClntName

A name which uniguely identifies this client on the mobile-gateway.

inxMbgDynAuthClntinAddrType

inxMbgDynAuthClntinetAddress

inxMbgDynAuthClntCoaReceived

The type of IP address used for this client.

The IP address of this client.

CoA requests received from this client.

inxMbgDynAuthClntDmReceived

DM requests received from this client.

inxMbgDynAuthClntCoaAckSent

CoA Ack Resp sent to this client.

inxMbgDynAuthClntCoaNackSent

CoA Nack Resp sent to this client.
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Table 7: jnxMbgDynAuthClntTable Statistics (continued)

inxMbgDynAuthClntDmAckSent

DM Ack Resp sent to this client.

inxMbgDynAuthClntDmNackSent

inxMbgDynAuthClntDropped

DM Nack Resp sent to this client.

Requests received from this server that were dropped.

inxMbgDynAuthClIntDuplicate

Duplicate requests received from this client.

inxMbgDynAuthClntForwarded

Requests received from this client that were forwarded to anchor
instance.

inxMbgDynAuthClntTimeouts

Requests received from this client that timed out.

inxMbgDynAuthClntDelivered

Requests received from this client that were delivered to application.

inxMbgDynAuthClntErrors

Requests received from this client that had errors during processing.

inxMbgDynAuthClntinvalidAuth

Requests received from this client with invalid RADIUS authenticator.

jinxMbgDynAuthClntInvalidCode

Requests received from this client with invalid RADIUS code.

inxMbgDynAuthClntinvalidChlid

Requests received from this client with invalid or missing Charging Id.

inxMbgDynAuthClntMapErrors

Requests received from this client that had session mapping errors during
processing.

GTP Performance Statistics for GGSN/PDN Gateway

GTPis the primary protocol used in a GPRS core network and allows users in a 3G or 4G
network to move from one location to another while remaining connected to the Internet.
The GTP protocol is used to carry signaling and bearer data from a SGSN/SGW to a
GGSN/PGW across well defined 3GPP service interfaces such as Gn and S5.

« GTP MIBSTRUCTURE on page 23

o GTP Peer Statistics on page 23

« GTP Peer Version 2 Operational Statistics on page 23

« GTP Peer Version 2 Success/Failure Statistics on page 27

« GTP Peer Version 1 Operational Statistics on page 30

« GTP Peer Version 1 Success/Failure Statistics on page 33

« GTP Peer Version O Operational Statistics on page 36

« GTP Peer Version O Success/Failure Statistics on page 38

« GTP Global Version 2 Operational Statistics on page 40

« GTP Global Version 2 Success/Failure Statistics on page 43

« GTP Global Version 1 Operational Statistics on page 47
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« GTP Global Version 1 Success/Failure Statistics on page 49

« GTP Global Version 0 Operational Statistics on page 52

« GTP Global VO Success/Failure Statistics on page 55

GTP MIB STRUCTURE

The root node for the module is jnxMbgPgwGtpMib which is a child of
jnxMobileGatewayPgwGgsn. The jnxMobileGatewayPgwGgsn is defined in Juniper-SMI.

GTP Peer Statistics

Table 8 on page 23 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable.

Table 8: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name

Description

inxMbgPgwPPGtpRmtAddr

The Remote IP address of this GTP entry.

inxMbgPgwPPGtpLclAddr

The Local IP address of this GTP entry.

inxMbgPgwPPGtpRtgInst

The Routing Instance for this Peer.

GTP Peer Version 2 Operational Statistics

Table 9 on page 23 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable, which
show GTP Peer version 2 operational statistics.

Table 9: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name

Description

inxMbgPgwPPRxPacketsDropped

Number of Received GTP Packets Dropped.

inxMbgPgwPPPacketAllocFail

Number of Packet allocation failures.

inxMbgPgwPPPacketSendFail

Number of Packet Send failures.

inxMbgPgwPPIPVerErrRx

Number of IP Version Error Packets Received.

jnxMbgPgwPPIPProtoErrRx

Number of IP Protocol Error packets Received.

inxMbgPgwPPGTPPortErrRx

Number of Port Error Packets Received.

inxMbgPgwPPGTPUnknVerRx

Number of Unknown Version Packets Received.

inxMbgPgwPPPcktLenErrRx

Number of Packet Length Error Packets Received.

inxMbgPgwPPUnknMsgRx

inxMbgPgwPPProtocolErrRx

Number of Unknown Messages Received.

Number of GTP V2 Protocol Errors Received.
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Table 9: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

jinxMbgPgwPPV2UnSupportedMsgRx Number of GTP V2 Unsupported Messages received.

inxMbgPgwPPV2T3RespTmrExpRx

inxMbgPgwPPV2GlbNumMsgRx

inxMbgPgwPPV2GIbNumMsgTx

Number of GTP V2 Number of T3 timer expiries Received.

Number of GTP V2 messages received.

Number of GTP V2 messages sent.

inxMbgPgwPPV2GIbNumBYytesRx

Number of GTP V2 bytes received.

inxMbgPgwPPV2GIbNumBYytesTx

Number of GTP V2 bytes sent.

inxMbgPgwPPV2GIlbEchoRegRx

Number of GTP V2 Echo Requests received.

inxMbgPgwPPV2GlbEchoReqTx

inxMbgPgwPPV2GlbEchoRespRx

inxMbgPgwPPV2GlbEchoRespTx

Number of GTP V2 Echo Requests Sent.

Number of GTP V2 Echo Responses received.

Number of GTP V2 Echo Responses Sent.

inxMbgPgwPPV2VerNotSupRx

Number of GTP V2 Version Not supported messages received.

inxMbgPgwPPV2VerNotSupTx

Number of GTP V2 Number of version not supported messages Sent.

inxMbgPgwPPV2CreateSessReqRx

Number of GTP V2 Create Session Requests received.

inxMbgPgwPPV2CreateSessReqTx

Number of GTP V2 Create Session Requests Sent.

inxMbgPgwPPV2CreateSessRspRx

inxMbgPgwPPV2CreateSessRspTx

jnxMbgPgwPPV2ModBrRegRx

Number of GTP V2 Create Session Responses received.

Number of GTP V2 Create Session Responses Sent.

Number of GTP V2 Modify Bearer Requests received.

inxMbgPgwPPV2ModBrReqTx

Number of GTP V2 Modify Bearer Requests Sent.

inxMbgPgwPPV2ModBrRspRx

Number of GTP V2 Modify Bearer Responses received.

inxMbgPgwPPV2ModBrRspTx

Number of GTP V2 Modify Bearer Responses Sent.

inxMbgPgwPPV2DelSessRegRx

Number of GTP V2 Delete Session Requests received.

inxMbgPgwPPV2DelSessReqTx

inxMbgPgwPPV2DelSessRspRx

inxMbgPgwPPV2DelSessRspTx

Number of GTP V2 Delete Session Requests Sent.

Number of GTP V2 Delete Session Responses received.

Number of GTP V2 Delete Session Responses Sent.

inxMbgPgwPPV2CrtBrRegRx

Number of GTP V2 Create Bearer Requests received.
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Table 9: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV2CrtBrReqTx

inxMbgPgwPPV2CrtBrRspRx

inxMbgPgwPPV2CrtBrRspTx

Number of GTP V2 Create Bearer Requests Sent.

Number of GTP V2 Create Bearer Responses received.

Number of GTP V2 Create Bearer Responses Sent.

inxMbgPgwPPV2UpdBrRegRx

Number of GTP V2 Update Bearer Requests received.

inxMbgPgwPPV2UpdBrReqTx

Number of GTP V2 Update Bearer Requests Sent.

inxMbgPgwPPV2UpdBrRspRx

Number of GTP V2 Update Bearer Responses received.

inxMbgPgwPPV2UpdBrRspTx

Number of GTP V2 Update Bearer Responses Sent.

inxMbgPgwPPV2DelBrRegRx

inxMbgPgwPPV2DelBrReqTx

jnxMbgPgwPPV2DelBrRspRx

inxMbgPgwPPV2DelBrRspTx

Number of GTP V2 Delete Bearer Requests received.

Number of GTP V2 Delete Bearer Requests Sent.

Number of GTP V2 Delete Bearer Responses received.

Number of GTP V2 Delete Bearer Responses Sent.

inxMbgPgwPPV2DelConnSetReqRx

GTP V2 Delete PDN connection set Requests received.

inxMbgPgwPPV2DelConnSetReqTx

GTP V2 Delete PDN connection set Requests Sent.

inxMbgPgwPPV2DelConnSetRspRx

GTP V2 Delete PDN connection set Responses received.

inxMbgPgwPPV2DelConnSetRspTx

inxMbgPgwPPV2UpdConnSetReqRx

inxMbgPgwPPV2UpdConnSetReqTx

GTP V2 Delete PDN connection set Responses Sent.

GTP V2 Update Connection set Requests received.

GTP V2 Update Connection set Requests Sent.

inxMbgPgwPPV2UpdConnSetRspRx

GTP V2 Update Connection set Responses received.

inxMbgPgwPPV2UpdConnSetRspTx

GTP V2 Update Connection set Responses Sent.

inxMbgPgwPPV2ModBrCmdRx

Number of GTP V2 Modify Bearer Command received.

inxMbgPgwPPV2ModBrCmdTx

Number of GTP V2 Modify Bearer Command Sent.

inxMbgPgwPPV2ModBrFlrindRx

inxMbgPgwPPV2ModBrFlrindTx

Number of GTP V2 Modify Bearer Failure received.

Number of GTP V2 Modify Bearer Failure Sent.

jnxMbgPgwPPV2DelBrCmdRx

Number of GTP V2 Delete Bearer Command received.

inxMbgPgwPPV2DelBrCmdTx

Number of GTP V2 Delete Bearer Command Sent.
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Table 9: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV2DelBrFlrindRx

inxMbgPgwPPV2DelBrFlrindTx

inxMbgPgwPPV2BrResCmdRx

inxMbgPgwPPV2BrResCmdTx

Number of GTP V2 Delete Bearer Failure received.

Number of GTP V2 Delete Bearer Failure Sent.

Number of GTP V2 Bearer Response Command received.

Number of GTP V2 Bearer Response Command Sent.

inxMbgPgwPPV2BrResFlrindRx

Number of GTP V2 Bearer Resource Failure received.

inxMbgPgwPPV2BrResFlrindTx

Number of GTP V2 Bearer Resource Failure Sent.

inxMbgPgwPPV2RelAcsBrRegRx

Number of GTP V2 Release Access Bearer Requests received.

inxMbgPgwPPV2RelAcsBrReqTx

inxMbgPgwPPV2RelAcsBrRespRx

inxMbgPgwPPV2RelAcsBrRespTx

inxMbgPgwPPV2CrindTunRegRx

Number of GTP V2 Release Access Bearer Requests sent.

Number of GTP V2 Release Access Bearer Response received.

Number of GTP V2 Release Access Bearer Response sent.

Number of GTP V2 Create Indirect Tunnel Forward Requests Received.

inxMbgPgwPPV2CrindTunRegqTx

Number of GTP V2 Create Indirect Tunnel Forward Requests sent.

inxMbgPgwPPV2CrindTunRespRx

Number of GTP V2 Create Indirect Tunnel Forward Responses Received

inxMbgPgwPPV2CrindTunRespTx

Number of GTP V2 Create Indirect Tunnel Forward Responses sent

inxMbgPgwPPV2DellIndTunRegRx

inxMbgPgwPPV2DellIndTunReqTx

inxMbgPgwPPV2DellIndTunRespRx

Number of GTP V2 Delete Indirect Tunnel Forward Requests Received

Number of GTP V2 Delete Indirect Tunnel Forward Requests sent.

Number of GTP V2 Delete Indirect Tunnel Forward Responses Received

inxMbgPgwPPV2DellndTunRespTx

Number of GTP V2 Delete Indirect Tunnel Forward Responses sent.

jnxMbgPgwPPV2Dl|DataNotifRx

Number of GTP V2 Downlink Data Notify received.

inxMbgPgwPPV2DIDataNotifTx

Number of GTP V2 Downlink Data Notify Sent.

inxMbgPgwPPV2DlDataAckRx

Number of GTP V2 Downlink Data Notify Acknowledgements received.

inxMbgPgwPPV2DlDataAckTx

inxMbgPgwPPV2Dl|DataNotiFlrindRx

jinxMbgPgwPPV2DlDataNotiFlrindTx

Number of GTP V2 Downlink Data Notify Acknowledgements Sent.

Number of GTP V2 Downlink Data Notification fail received.

Number of GTP V2 Downlink Data Notification fail Sent.

inxMbgPgwPPV2StopPagingIndRx

Number of GTP V2 Stop Paging Indication Messages Received.
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Table 9: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV2StopPagingIndTx

Number of GTP V2 Stop Paging Indication messages sent.

GTP Peer Version 2 Success/Failure Statistics

Table 10 on page 27 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable, which
show GTP peer version 2 success/failure statistics.

Table 10: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name

inxMbgPgwPPV2ICsPageRx

inxMbgPgwPPV2ICsPageTx

Description

Number of GTP V2 packets received with cause Page.

Number of GTP V2 packets sent with cause Page.

inxMbgPgwPPV2ICsReqAcceptRx

Number of GTP V2 packets received with cause Request Accept.

inxMbgPgwPPV2ICsRegAcceptTx

Number of GTP V2 packets sent with cause Request Accept.

inxMbgPgwPPV2ICsAcceptPartRx

Number of GTP V2 packets received with cause Accept Partial.

inxMbgPgwPPV2ICsAcceptPartTx

Number of GTP V2 packets sent with cause Accept Partial.

inxMbgPgwPPV2ICsNewPTNPrefRx

inxMbgPgwPPV2ICsNewPTNPrefTx

Number of GTP V2 packets received with cause New PDN type due to
Network Preference.

Number of GTP V2 packets sent with cause New PDN type due to Network
Preference.

inxMbgPgwPPV2ICsNewPTSIAdbrRx

Number of GTP V2 packets received with cause New PDN type due to Single
Address Bearer.

inxMbgPgwPPV2ICsNewPTSIAdbrTx

Number of GTP V2 packets sent with cause New PDN type due to Single
Address Bearer.

inxMbgPgwPPV2ICsCtxNotFndRx

Number of GTP V2 packets received with cause Context not found .

inxMbgPgwPPV2ICsCtxNotFndTx

Number of GTP V2 packets sent with cause Context not found.

inxMbgPgwPPV2ICsInvMsgFmtRx

inxMbgPgwPPV2ICsInvMsgFmtTx

Number of GTP V2 packets received with cause Invalid Message Format.

Number of GTP V2 packets sent with cause Invalid Message Format.

inxMbgPgwPPV2ICsVerNotSuppRx

Number of GTP V2 packets received with cause Version not Supported.

inxMbgPgwPPV2ICsVerNotSuppTx

Number of GTP V2 packets sent with cause Version not Supported.

jinxMbgPgwPPV2ICsIinvLenRx

Number of GTP V2 packets received with cause Invalid Length.

inxMbgPgwPPV2ICsInvLenTx

Number of GTP V2 packets sent with cause Invalid Length.
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Table 10: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV2ICsServNotSuppRx

inxMbgPgwPPV2ICsServNotSuppTx

inxMbgPgwPPV2ICsManlEIncorrRx

inxMbgPgwPPV2ICsManlEIncorrTx

Number of GTP V2 packets received with cause Service Not supported.

Number of GTP V2 packets sent with cause Service Not supported.

Number of GTP V2 packets received with cause Mandatory IE incorrect.

Number of GTP V2 packets sent with cause Mandatory IE incorrect.

inxMbgPgwPPV2ICsManlEMissRx

Number of GTP V2 packets received with cause Mandatory IE Missing.

inxMbgPgwPPV2ICsManlEMissTx

Number of GTP V2 packets sent with cause Mandatory |IE Missing.

inxMbgPgwPPV2ICsOptIEIncorrRx

Number of GTP V2 packets received with cause Optional |E Incorrect.

inxMbgPgwPPV2ICsOptIEIncorrTx

jnxMbgPgwPPV2ICsSysFailRx

inxMbgPgwPPV2ICsSysFailTx

inxMbgPgwPPV2ICsNoResRx

Number of GTP V2 packets sent with cause Optional |E Incorrect.

Number of GTP V2 packets received with cause System Failure.

Number of GTP V2 packets sent with cause System Failure.

Number of GTP V2 packets received with cause No Resource.

inxMbgPgwPPV2ICsNoResTx

Number of GTP V2 packets sent with cause No Resource.

inxMbgPgwPPV2ICsTFTSMANTErRx

Number of GTP V2 packets received with cause TFT Symantic Error.

inxMbgPgwPPV2ICsTFTSMANTErTX

Number of GTP V2 packets sent with cause TFT Symantic Error.

inxMbgPgwPPV2ICsTFTSysErrRx

inxMbgPgwPPV2ICsTFTSysErrTx

inxMbgPgwPPV2ICsPkFltManErrRx

Number of GTP V2 packets received with cause TFT System Error.

Number of GTP V2 packets sent with cause TFT System Error.

Number of GTP V2 packets received with cause Packet Filter Symantic
Error.

inxMbgPgwPPV2ICsPKkFItManErrTx

Number of GTP V2 packets sent with cause Packet Filter Symantic Error.

inxMbgPgwPPV2ICsPKkFItSynErrRx

Number of GTP V2 packets received with cause Packet Filter Syntax Error.

inxMbgPgwPPV2ICsPKkFltSynErrTx

Number of GTP V2 packets sent with cause Packet Filter Syntax Error.

inxMbgPgwPPV2ICsMisUnknAPNRXx

Number of GTP V2 packets received with cause Unknown APN.

inxMbgPgwPPV2ICsMisUnknAPNTx

inxMbgPgwPPV2ICsUnexpRptIERX

inxMbgPgwPPV2ICsUnexpRptIETX

Number of GTP V2 packets sent with cause Unknown APN.

Number of GTP V2 packets received with cause Unexpected Repeated IE.

Number of GTP V2 packets sent with cause Unexpected Repeated IE.
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Table 10: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV2ICsGREKeyNtFdRx

inxMbgPgwPPV2ICsGREKeyNtFdTx

inxMbgPgwPPV2ICsRelocFailRx

inxMbgPgwPPV2ICsRelocFail Tx

Number of GTP V2 packets received with cause GRE Key Not Found.

Number of GTP V2 packets sent with cause GRE Key Not Found.

Number of GTP V2 packets received with cause Relocation Failed.

Number of GTP V2 packets sent with cause Relocation Failed.

inxMbgPgwPPV2ICsDeniedINRatRx

Number of GTP V2 packets received with cause Denied in RAT.

inxMbgPgwPPV2ICsDeniedINRatTx

Number of GTP V2 packets sent with cause Denied in RAT.

inxMbgPgwPPV2ICsPTNotSuppRx

Number of GTP V2 packets received with cause PDN Type Not Supported.

inxMbgPgwPPV2ICsPTNotSuppTx

jnxMbgPgwPPV2ICsAlIDynAdOccRx

inxMbgPgwPPV2ICsAlIDynAdOccTx

Number of GTP V2 packets sent with cause PDN Type Not Supported.

Number of GTP V2 packets received with cause Allocated Dynamic Address
Occupied.

Number of GTP V2 packets sent with cause Allocated Dynamic Address
Occupied.

inxMbgPgwPPV2ICsNOTFTUECTXRx

Number of GTP V2 packets received with cause UE Context Without TFT
Exists.

inxMbgPgwPPV2ICsNOTFTUECTXTx

Number of GTP V2 packets sent with cause UE Context Without TFT Exists.

inxMbgPgwPPV2ICsProtoNtSupRx

Number of GTP V2 packets received with cause Protocol Not Supported.

inxMbgPgwPPV2ICsProtoNtSupTx

inxMbgPgwPPV2ICsUENotRespRx

inxMbgPgwPPV2ICsUENotRespTx

inxMbgPgwPPV2ICsUERefusesRx

Number of GTP V2 packets sent with cause Protocol Not Supported.

Number of GTP V2 packets received with cause UE Not Responding.

Number of GTP V2 packets sent with cause UE Not Responding.

Number of GTP V2 packets received with cause UE Refuses.

jnxMbgPgwPPV2ICsUERefusesTx

Number of GTP V2 packets sent with cause UE Refuses.

inxMbgPgwPPV2ICsServDeniedRx

Number of GTP V2 packets received with cause Service Denied.

inxMbgPgwPPV2ICsServDeniedTx

Number of GTP V2 packets sent with cause Service Denied.

inxMbgPgwPPV2ICsUnabPageUERXx

inxMbgPgwPPV2ICsUnabPageUETx

inxMbgPgwPPV2ICsNoMemRx

Number of GTP V2 packets received with cause Unable to Page UE.

Number of GTP V2 packets sent with cause Unable to Page UE.

Number of GTP V2 packets received with cause No Memory.
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Table 10: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV2ICsNoMemTx

inxMbgPgwPPV2ICsUserAUTHFIRx

jnxMbgPgwPPV2ICsUserAUTHFITx

Number of GTP V2 packets sent with cause No Memory.

Number of GTP V2 packets received with cause User AUTH Failed.

Number of GTP V2 packets sent with cause User AUTH Failed.

inxMbgPgwPPV2ICsAPNAcsDenRx

Number of GTP V2 packets received with cause APN Access Denied.

inxMbgPgwPPV2ICsAPNAcsDenTx

Number of GTP V2 packets sent with cause APN Access Denied.

inxMbgPgwPPV2ICsReqgRejRx

Number of GTP V2 packets received with cause Request Rejected.

inxMbgPgwPPV2ICsReqRejTx

Number of GTP V2 packets sent with cause Request Rejected.

inxMbgPgwPPV2ICsPTMSISigMMRXx

inxMbgPgwPPV2ICsPTMSISigMMTx

jnxMbgPgwPPV2ICsIMSINotKnRx

inxMbgPgwPPV2ICsIMSINotKnTx

Number of GTP V2 packets received with cause P-TMSI Signature Mismatch.

Number of GTP V2 packets sent with cause P-TMSI Signature Mismatch.

Number of GTP V2 packets received with cause IMSI Not Known.

Number of GTP V2 packets sent with cause IMSI Not Known.

inxMbgPgwPPV2ICsCondIEMsRx

Number of GTP V2 packets received with cause Conditional IE Missing.

inxMbgPgwPPV2ICsCondIEMsTx

Number of GTP V2 packets sent with cause Conditional IE Missing.

inxMbgPgwPPV2ICsAPNResTIncRx

Number of GTP V2 packets received with cause APN Restriction Type
Incompatible messages received.

inxMbgPgwPPV2ICsAPNResTIncTx

inxMbgPgwPPV2ICsUnknownRx

inxMbgPgwPPV2ICsUnknownTx

Number of GTP V2 packets sent with cause APN Restriction Type
Incompatible messages sent.

Number of GTP V2 packets received with cause Unknown.

Number of GTP V2 packets sent with cause Unknown.

GTP Peer Version 1 Operational Statistics

Table 11 on page 30 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable, which
show GTP peer version 1 operational statistics.

Table 11: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name

Description

inxMbgPgwPPV1ProtocolErrRx

Number of GTP V1 Protocol Errors Received.

inxMbgPgwPPV1UnSupportedMsgRx Number of GTP V1 Unsupported Messages received.

30 Copyright © 2011, Juniper Networks, Inc.



Chapter 2: PDN Gateway Statistics

Table 11: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV1T3RespTmrExpRx

inxMbgPgwPPV1GIbNumMsgRx

inxMbgPgwPPV1GlbNumMsgTx

inxMbgPgwPPV1GlbNumBytesRx

Number of GTP V1 T3 timer expiries Received.

Number of GTP V1 messages received.

Number of GTP V1 messages sent.

Number of GTP V1 bytes received.

inxMbgPgwPPV1GIbNumBYytesTx

Number of GTP V1 bytes sent.

inxMbgPgwPPV1GIbEchoRegRx

Number of GTP V1 Echo Requests received.

inxMbgPgwPPV1GIbEchoReqTx

Number of GTP V1 Echo Requests Sent.

inxMbgPgwPPV1GIbEchoRespRx

inxMbgPgwPPV1GIbEchoRespTx

inxMbgPgwPPV1VerNotSupRx

inxMbgPgwPPV1VerNotSupTx

Number of GTP V1 Echo Responses received.

Number of GTP V1 Echo Responses Sent.

Number of GTP V1 Version Not supported messages received

Number of GTP V1 Number of version not supported messages sent.

inxMbgPgwPPV1CrtPdpCxtRegRx

Number of GTP V1 Create PDP Context Requests Received.

inxMbgPgwPPVI1CrtPdpCxtReqTx

Number of GTP V1 Create PDP Context Requests Sent.

inxMbgPgwPPVI1CrtPdpCxtRspRx

Number of GTP V1 Create PDP Context Responses Received.

inxMbgPgwPPVI1CrtPdpCxtRspTx

inxMbgPgwPPV1UpdPdpCxtRegRx

inxMbgPgwPPV1UpdPdpCxtReqTx

Number of GTP V1 Create PDP Context Responses Sent.

Number of GTP V1 Update PDP Context Requests Received.

Number of GTP V1 Update PDP Context Requests Sent.

inxMbgPgwPPV1UpdPdpCxtRspRx

Number of GTP V1 Update PDP Context Responses Received.

inxMbgPgwPPV1UpdPdpCxtRspTx

Number of GTP V1 Update PDP Context Responses Sent.

inxMbgPgwPPV1DelPdpCxtRegRx

Number of GTP V1 Delete PDP Context Requests Received.

inxMbgPgwPPV1DelPdpCxtReqTx

Number of GTP V1 Delete PDP Context Requests Sent.

inxMbgPgwPPV1DelPdpCxtRspRx

inxMbgPgwPPV1DelPdpCxtRspTx

Number of GTP V1 Delete PDP Context Responses Received.

Number of GTP V1 Delete PDP Context Responses Sent.

inxMbgPgwPPVI1CrtAAPdpCxtReqRx Number of GTP V1 Create AA PDP Context Requests Received.

inxMbgPgwPPVI1CrtAAPdpCxtReqTx Number of GTP V1 Create AA PDP Context Requests Sent.
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Table 11: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inXMbgPgwPPV1CrtAAPdpCxtRspRx Number of GTP V1 Create AA PDP Context Responses Received.
inxMbgPgwPPVI1CrtAAPdpCxtRspTx Number of GTP V1 Create AA PDP Context Responses Sent.
inxMbgPgwPPV1DelAAPdpCxtReqRx Number of GTP V1 Delete AA PDP Context Requests Received.
inxMbgPgwPPV1DelAAPdpCxtReqTx Number of GTP V1 Delete AA PDP Context Requests Sent.
inxMbgPgwPPV1DelAAPdpCxtRspRx Number of GTP V1 Delete AA PDP Context Responses Received.
inxMbgPgwPPV1DelAAPdpCxtRspTx Number of GTP V1 Delete AA PDP Context Responses Sent.
jnxMbgPgwPPV1ErrorindRx Number of GTP V1 Error Indication Received.
jnXMbgPgwPPV1ErrorindTx Number of GTP V1 Error Indication Sent.
inxMbgPgwPPV1NotifRegRx Number of GTP V1 Notify Requests Received.
inxMbgPgwPPV1NotifReqTx Number of GTP V1 Notify Requests Sent.
inxMbgPgwPPV1NotifRspRx Number of GTP V1 Notify Responses Received.
inxMbgPgwPPV1NotifRspTx Number of GTP V1 Notify Responses Sent.
jnxMbgPgwPPV1NotifRejReqRx Number of GTP V1 Notify Reject Requests Received.
jnxMbgPgwPPV1NotifRejReqTx Number of GTP V1 Notify Reject Requests Sent.
jnxMbgPgwPPV1NotifRejRspRx Number of GTP V1 Notify Reject Responses Received.
inxMbgPgwPPV1NotifRejRspTx Number of GTP V1 Notify Reject Responses Sent.
inxMbgPgwPPVI1RtInfRegRx Number of GTP V1 Routing Information Requests Received.
jnxMbgPgwPPVI1RtInfReqTx Number of GTP V1 Routing Information Requests Sent.
inxMbgPgwPPVIRtINfRspRx Number of GTP V1 Routing Information Responses Received.
inxMbgPgwPPVI1RtINfRspTx Number of GTP V1 Routing Information Responses Sent.
jnxMbgPgwPPV1FailRptReqRx Number of GTP V1 Fail Repeat Requests Received.
jnxMbgPgwPPV1FailRptReqTx Number of GTP V1 Fail Repeat Requests Sent.
inxMbgPgwPPV1FailRptRspRx Number of GTP V1 Fail Repeat Responses Received.
inxMbgPgwPPVI1FailRptRspTx Number of GTP V1 Fail Repeat Responses Sent.
jnxMbgPgwPPV1NotMSPresRegRx Number of GTP V1 MS Not Present Request Received.
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Table 11: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPVINotMSPresReqTx

inxMbgPgwPPVINotMSPresRspRx

inxMbgPgwPPVINotMSPresRspTx

Number of GTP V1 MS Not Present Request Sent.

Number of GTP V1 MS Not Present Responses Received.

Number of GTP V1 MS Not Present Responses Sent.

GTP Peer Version 1 Success/Failure Statistics

Table 12 on page 33 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable, which
show GTP peer version 1 success/failure statistics.

Table 12: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name

Description

inxMbgPgwPPV1ICsRegAcceptedRx

Number of GTP V1 packets received with cause Request Accepted.

inxMbgPgwPPV1ICsReqAcceptedTx

Number of GTP V1 packets sent with cause Request Accepted.

inxMbgPgwPPV1ICsNonExistRx

Number of GTP V1 packets received with cause Non Existant.

inxMbgPgwPPV1ICsNonExistTx

Number of GTP V1 packets sent with cause Non Existent.

inxMbgPgwPPV1ICsinvMsgFmtRx

jnxMbgPgwPPV1ICsinvMsgFmtTx

Number of GTP V1 packets received with cause Invalid Mesage Format.

Number of GTP V1 packets sent with cause Invalid Message Format.

jnxMbgPgwPPV1ICsIMSINotKnownRx

Number of GTP V1 packets received with cause IMSI Not Known.

inxMbgPgwPPV1ICsIMSINotKnownTx

Number of GTP V1 packets sent with cause IMSI Not Known.

inxMbgPgwPPV1ICsMSGRPSDetachRx

Number of GTP V1 packets received with cause MS GPRS Detached.

inxMbgPgwPPV1ICsMSGRPSDetachTx

Number of GTP V1 packets sent with cause MS GPRS Detached.

inxMbgPgwPPV1ICsMSNotGRPSRespRx

Number of GTP V1 packets received with cause MS No GPRS Response.

inxMbgPgwPPV1ICsMSNotGRPSRespTx

inxMbgPgwPPV1ICsMSRefusesRx

inxMbgPgwPPV1ICsMSRefusesTx

Number of GTP V1 packets sent with cause MS No GPRS Response.

Number of GTP V1 packets received with cause MS Refuses.

Number of GTP V1 packets sent with cause MS Refuses.

inxMbgPgwPPV1ICsVerNotSuppRx

Number of GTP V1 packets received with cause Version Not Supported.

inxMbgPgwPPV1ICsVerNotSuppTx

Number of GTP V1 packets sent with cause Version Not Supported.

inxMbgPgwPPV1ICsNoResRx

Number of GTP V1 packets received with cause No Response.
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Table 12: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV1ICsNoResTx

inxMbgPgwPPV1ICsServNotSuppRx

inxMbgPgwPPV1ICsServNotSuppTx

inxMbgPgwPPV1ICsManlIEIncrtRx

Number of GTP V1 packets sent with cause No Response.

Number of GTP V1 packets received with cause Service Not Supported.

Number of GTP V1 packets sent with cause Service Not Supported.

Number of GTP V1 packets received with cause Mandatory IE incorrect.

inxMbgPgwPPV1ICsManIEIncrtTx

Number of GTP V1 packets sent with cause Mandatory IE incorrect.

inxMbgPgwPPV1ICsManIEMissRx

Number of GTP V1 packets received with cause Mandatory |IE Missing.

inxMbgPgwPPV1ICsManIEMissTx

Number of GTP V1 packets sent with cause Mandatory IE Missing.

inxMbgPgwPPV1ICsOptIEIncrtRx

inxMbgPgwPPV1ICsOptIEIncrtTx

jnxMbgPgwPPV1ICsSysFailRx

inxMbgPgwPPV1ICsSysFailTx

Number of GTP V1 packets received with cause Optional IE incorrect.

Number of GTP V1 packets sent with cause Optional IE incorrect.

Number of GTP V1 packets received with cause System Failure.

Number of GTP V1 packets sent with cause System Failure.

inxMbgPgwPPV1ICsRoamRestrictRx

Number of GTP V1 packets received with cause Roaming Restricted.

inxMbgPgwPPV1ICsRoamRestrictTx

Number of GTP V1 packets sent with cause Roaming Restricted.

inxMbgPgwPPV1ICsPTMSISigMMRXx

Number of GTP V1 packets received with cause PTMSI Signature Mismatch.

inxMbgPgwPPV1ICsPTMSISigMMTx

inxMbgPgwPPV1ICsGPRSConnSuppRx

inxMbgPgwPPV1ICsGPRSConnSuppTx

Number of GTP V1 packets sent with cause PTMSI Signature Mismatch.

Number of GTP V1 packets received with cause GPRS Connection
Supported.

Number of GTP V1 packets sent with cause GPRS Connection Supported.

inxMbgPgwPPV1ICsAuthFailRx

Number of GTP V1 packets received with cause Auth Failure.

inxMbgPgwPPV1ICsAuthFailTx

Number of GTP V1 packets sent with cause Auth Failure.

inxMbgPgwPPV1ICsUserAuthFailRx

Number of GTP V1 packets received with cause User Auth Failure.

inxMbgPgwPPV1ICsUserAuthFailTx

Number of GTP V1 packets sent with cause User Auth Failure.

inxMbgPgwPPV1ICsCtxNotFndRx

inxMbgPgwPPV1ICsCtxNotFndTx

inxMbgPgwPPV1ICsAllDynPDPAdRx

Number of GTP V1 packets received with cause Context Not Found.

Number of GTP V1 packets sent with cause Context Not Found.

Number of GTP V1 packets received with cause Allow Dynamic PDP
Address.
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Table 12: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPV1ICsAlIDynPDPAdTX

inxMbgPgwPPV1ICsNoMemRx

inxMbgPgwPPV1ICsNoMemTx

Number of GTP V1 packets sent with cause Allow Dynamic PDP Address.

Number of GTP V1 packets received with cause No Memory.

Number of GTP V1 packets sent with cause No Memory.

inxMbgPgwPPVIICsRelocFailRx

Number of GTP V1 packets received with cause Relocation Failed.

inxMbgPgwPPV1ICsRelocFailTx

Number of GTP V1 packets sent with cause Relocation Failed.

inxMbgPgwPPV1ICsUnkManExhdrRx

Number of GTP V1 packets received with cause Unknown Mandatory
Extension Header.

inxMbgPgwPPV1ICsUnkManExhdrTx

Number of GTP V1 packets sent with cause Unknown Mandatory Extension
Header.

jnxMbgPgwPPV1ICsSMANTTFTErIRx

inxMbgPgwPPV1ICsSMANTTFTErTx

Number of GTP V1 packets received with cause Mandatory TFT Error.

Number of GTP V1 packets sent with cause Mandatory TFT Error.

inxMbgPgwPPV1ICsSYNTFTErr2Rx

Number of GTP V1 packets received with cause Mandatory TFT Error.

inxMbgPgwPPVI1ICsSYNTFTErr2Tx

Number of GTP V1 packets sent with cause Mandatory TFT Error.

jnxMbgPgwPPV1ICsSMNTPKFIEr1Rx

Number of GTP V1 packets received with cause Mandatory Packet Filter
Error.

inxMbgPgwPPV1ICsSMNTPKFLErTx

Number of GTP V1 packets sent with cause Mandatory Packet Filter Error.

inxMbgPgwPPV1ICsSYNPKFLErr2Rx

jnxMbgPgwPPV1ICsSYNPKFLErr2Tx

Number of GTP V1 packets received with cause Mandatory Packet Filter
Error.

Number of GTP V1 packets sent with cause Mandatory Packet Filter Error.

inxMbgPgwPPV1ICsMissUnknAPNRx

Number of GTP V1 packets received with cause Unknown APN missing.

inxMbgPgwPPV1ICsMissUnknAPNTx

Number of GTP V1 packets sent with cause Unknown APN missing.

inxMbgPgwPPV1ICsUnknPDPAdRXx

Number of GTP V1 packets received with cause Unknown PDP Address.

inxMbgPgwPPV1ICsUnknPDPAdTx

Number of GTP V1 packets sent with cause Unknowkn PDP Address.

inxMbgPgwPPV1ICsNoTFTCtxExRx

Number of GTP V1 packets received with cause No TFT Context Exists.

inxMbgPgwPPV1ICsNoTFTCtxExTx

Number of GTP V1 packets sent with cause No TFT Context Exists.
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GTP Peer Version O Operational Statistics

Table 13 on page 36 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable, which
show GTP peer version O operational statistics.

Table 13: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name Description

jnxMbgPgwPPVOProtocolErrRx Number of GTP VO Protocol Errors Received.
jnxMbgPgwPPV0OUnSupportedMsgRx Number of GTP VO Unsupported Messages received.
inxMbgPgwPPVOT3RespTmMrExpRx Number of GTP VO T3 timer expiries Received.
inxMbgPgwPPVOGIbNumMsgRXx Number of GTP VO messages received.
inxMbgPgwPPVOGIbNumMsgTx Number of GTP VO messages sent.
jnxMbgPgwPPVOGIbNumBytesRx Number of GTP VO bytes received.
inxMbgPgwPPVO0GIbNumBYytesTx Number of GTP VO bytes sent.
jnxMbgPgwPPVO0GIbEchoRegRx Number of GTP VO Echo Request received.
jnxMbgPgwPPVOGIbEchoReqTx Number of GTP VO Echo Reqguest Sent.
inxMbgPgwPPVOGIlbEchoRespRx Number of GTP VO Echo Response received.
inxMbgPgwPPVOGIbEchoRespTx Number of GTP VO Echo Response Sent.
inxMbgPgwPPVO0GlbVerNotSupRx Number of GTP VO Version Not supported messages received .
jnxMbgPgwPPVO0GlbVerNotSupTx Number of GTP VO Number of version not supported messages sent.
jnxMbgPgwPPVO0GIlbCrtPdpCxtRegRx Number of GTP VO Create PDP Context Requests Received.
jnXMbgPgwPPVO0GIlbCrtPdpCxtReqTx Number of GTP VO Create PDP Context Requests Sent.
jnXMbgPgwPPVO0GIbCrtPdpCxtRspRx Number of GTP VO Create PDP Context Responses Received.
inxMbgPgwPPVOGIbCrtPdpCxtRspTx Number of GTP VO Create PDP Context Responses Sent.
inxMbgPgwPPVOGlbUpdPdpCxtRegRx Number of GTP VO Update PDP Context Requests Received.
inxMbgPgwPPV0OGlbUpdPdpCxtReqTx Number of GTP VO Update PDP Context Requests Sent.
inxMbgPgwPPVO0GlbUpdPdpCxtRspRx Number of GTP VO Update PDP Context Responses Received.
inxMbgPgwPPVO0GlbUpdPdpCxtRspTx Number of GTP VO Update PDP Context Responses Sent.
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Table 13: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPVO0GlbDelPdpCxtRegRx

jnxMbgPgwPPVO0GlbDelPdpCxtReqTx

inxMbgPgwPPVO0GlbDelPdpCxtRspRx

inxMbgPgwPPVOGlbDelPdpCxtRspTx

Number of GTP VO Delete PDP Context Requests Received.

Number of GTP VO Delete PDP Context Requests Sent.

Number of GTP VO Delete PDP Context Responses Received.

Number of GTP VO Delete PDP Context Responses Sent.

inxMbgPgwPPVOGLlbCrAAPdpCxtReqRx

Number of GTP VO Create AA PDP Context Requests Received.

inxMbgPgwPPVOGIbCrAAPdpCxtReqTx

Number of GTP VO Create AA PDP Context Requests Sent.

inxMbgPgwPPVOGIbCrAAPdpCxtRspRx

Number of GTP VO Create AA PDP Context Responses Received.

inxMbgPgwPPVOGIbCrAAPdpCxtRspTx

inxMbgPgwPPVOGIbDIAAPdpCxtRegRx

inxMbgPgwPPVOGIbDIAAPdpCxtReqTx

jnxMbgPgwPPVOGIbDIAAPdpCxtRspRx

Number of GTP VO Create AA PDP Context Responses Sent.

Number of GTP VO Delete AA PDP Context Requests Received.

Number of GTP VO Delete AA PDP Context Requests Sent.

Number of GTP VO Delete AA PDP Context Responses Received.

inxMbgPgwPPVOGIbDIAAPdpCxtRspTx

Number of GTP VO Delete AA PDP Context Responses Sent.

inxMbgPgwPPVOGIbErrorindRx

Number of GTP VO Error Indication Received.

inxMbgPgwPPVOGIbErrorindTx

Number of GTP VO Error Indication Sent.

inxMbgPgwPPVOGIbNotifRegRx

jnxMbgPgwPPVOGlbNotifReqTx

jnxMbgPgwPPVOGLlbNotifRspRx

Number of GTP VO Notify Requests Received.

Number of GTP VO Notify Requests Sent.

Number of GTP VO Notify Responses Received.

jnxMbgPgwPPVO0GIbNotifRspTx

Number of GTP VO Notify Responses Sent.

inxMbgPgwPPVOGlbNotifRejRegRx

Number of GTP VO Notify Reject Requests Received.

inxMbgPgwPPVOGlbNotifRejReqTx

Number of GTP VO Notify Reject Requests Sent.

inxMbgPgwPPVOGIbNotifRejRspRx

Number of GTP VO Notify Reject Responses Received.

inxMbgPgwPPVOGIbNotifRejRspTx

jnxMbgPgwPPVOGIbRtInfRegRx

inxMbgPgwPPVOGIbRtInfReqTx

Number of GTP VO Notify Reject Responses Sent.

Number of GTP VO Routing Information Requests Received.

Number of GTP VO Routing Information Requests Sent.

jnxMbgPgwPPVO0GIlbRtInfRspRx

Number of GTP VO Routing Information Responses Received.
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Table 13: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPVOGIbRtInfRspTx

inxMbgPgwPPVO0GlbFailRptRegRx

inxMbgPgwPPVOGlbFailRptReqTx

inxMbgPgwPPVOGlbFailRptRspRx

Number of GTP VO Routing Information Responses Sent.

Number of GTP VO Fail Repeat Requests Received.

Number of GTP VO Fail Repeat Requests Sent.

Number of GTP VO Fail Repeat Responses Received.

inxMbgPgwPPVOGl|bFailRptRspTx

Number of GTP VO Fail Repeat Responses Sent.

inxMbgPgwPPVO0OGIbNotMSPresReqRx

Number of GTP VO MS Not Present Request Received.

inxMbgPgwPPVOGIbNotMSPresReqTx

Number of GTP VO MS Not Present Request Sent.

inxMbgPgwPPVOGIbNotMSPresRspRx

inxMbgPgwPPVOGIbNotMSPresRspTx

Number of GTP VO MS Not Present Responses Received.

Number of GTP VO MS Not Present Responses Sent.

GTP Peer Version O Success/Failure Statistics

Table 14 on page 38 shows the statistics for jnxMbgPgwGtpCPerPeerStatsTable, which
show GTP peer version O success/failure statistics.

Table 14: jnxMbgPgwGtpCPerPeerStatsTable Statistics

Name

Description

inxMbgPgwPPVO0ICsReqAcceptedRx

Number of GTP VO packets received with cause Request Accepted.

inxMbgPgwPPVO0ICsReqAcceptedTx

Number of GTP VO packets sent with cause Request Accepted.

inxMbgPgwPPVO0ICsNonExistRx

Number of GTP VO packets received with cause Non Existant.

inxMbgPgwPPVOICsNonExistTx

Number of GTP VO packets sent with cause Non Existent.

inxMbgPgwPPVO0ICsInvMsgFmMtRx

Number of GTP VO packets received with cause Invalid Message Format.

inxMbgPgwPPVOICsInvMsgFmMtTx

inxMbgPgwPPVO0ICsIMSINotKnownRx

inxMbgPgwPPVO0ICsIMSINotKnownTx

Number of GTP VO packets sent with cause Invalid Message Format.

Number of GTP VO packets received with cause IMSI Not Known.

Number of GTP VO packets sent with cause IMSI Not Known.

inxMbgPgwPPVO0ICsMSGRPSDetachRx

Number of GTP VO packets received with cause MS GPRS Detached.

inxMbgPgwPPVOICsMSGRPSDetachTx

Number of GTP VO packets sent with cause MS GPRS Detached.

inxMbgPgwPPVOICsMSNotGRPSRespRx

Number of GTP VO packets received with cause MS No GPRS Response.
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Table 14: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgPgwPPVOICsMSNotGRPSRespTx

inxMbgPgwPPVO0ICsMSRefusesRx

inxMbgPgwPPVOICsMSRefusesTx

inxMbgPgwPPVO0ICsVerNotSuppRx

Number of GTP VO packets sent with cause MS No GPRS Response.

Number of GTP VO packets received with cause MS Refues.

Number of GTP VO packets sent with cause MS Refues.

Number of GTP VO packets received with cause Version Not Supported.

inxMbgPgwPPVO0ICsVerNotSuppTx

Number of GTP VO packets sent with cause Version Not Supported.

inxMbgPgwPPVOICsNoResRx

Number of GTP VO packets received with cause No Response.

inxMbgPgwPPVOICsNoResTx

Number of GTP VO packets sent with cause No Response.

inxMbgPgwPPVO0ICsServNotSuppRx

inxMbgPgwPPVO0ICsServNotSuppTx

inxMbgPgwPPVO0ICsManlIEIncrtRx

inxMbgPgwPPVOICsManlIEIncrtTx

Number of GTP VO packets received with cause Service Not Supported.

Number of GTP VO packets sent with cause Service Not Supported.

Number of GTP VO packets received with cause Mandatory |E incorrect.

Number of GTP VO packets sent with cause Mandatory IE incorrect.

inxMbgPgwPPVO0ICsManlEMissRx

Number of GTP VO packets received with cause Mandatory IE Missing.

inxMbgPgwPPVO0ICsManIEMissTx

Number of GTP VO packets sent with cause Mandatory |E Missing.

inxMbgPgwPPVO0ICsOptIEIncrtRx

Number of GTP VO packets received with cause Optional IE incorrect.

inxMbgPgwPPVOICsOptIEIncrtTx

jnxMbgPgwPPVO0ICsSysFailRx

jnxMbgPgwPPVO0ICsSysFailTx

Number of GTP VO packets sent with cause Optional IE incorrect.

Number of GTP VO packets received with cause System Failure.

Number of GTP VO packets sent with cause System Failure.

inxMbgPgwPPVO0ICsRoamRestrictRx

Number of GTP VO packets received with cause Roaming Restricted.

inxMbgPgwPPVO0ICsRoamRestrictTx

Number of GTP VO packets sent with cause Roaming Restricted.

inxMbgPgwPPVOICsPTMSISigMMRXx

Number of GTP VO packets received with cause PTMSI Signature
Mismatch.

inxMbgPgwPPVOICsPTMSISigMMTx

Number of GTP VO packets sent with cause PTMSI Signature Mismatch.

inxMbgPgwPPVO0ICsGPRSConnSuppRx

inxMbgPgwPPVOICsGPRSConnSuppTx

inxMbgPgwPPVOICsAuthFailRx

Number of GTP VO packets received with cause GPRS Connection
Supported.

Number of GTP VO packets sent with cause GPRS Connection Supported.

Number of GTP VO packets received with cause Auth Failure.
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Table 14: jnxMbgPgwGtpCPerPeerStatsTable Statistics (continued)

jnXMbgPgwPPVO0ICsAuthFailTx Number of GTP VO packets sent with cause Auth Failure.

jnxMbgPgwPPV0ICsUserAuthFailRx Number of GTP VO packets received with cause User Auth Failure.

inxMbgPgwPPVO0ICsUserAuthFailTx Number of GTP VO packets sent with cause User Auth Failure.

GTP Global Version 2 Operational Statistics

Table 15 on page 40 shows the statistics for jnxMbgPgwGtpCGlbStatsTable, which show
GTP global version 2 operational statistics.

Table 15: jnxMbgPgwGtpCGlbStatsTable Statistics

Name

Description

jnxMbgPgwRxPacketsDropped

Number of Received GTP Packets Dropped by the Gateway.

inxMbgPgwPacketAllocFail

Number of Packet allocation failures in the Gateway.

inxMbgPgwPacketSendFail

Number of GTP Packet Send failures in the Gateway.

inxMbgPgwIPVerErrRx

Number of IP Version Error Packets Received.

inxMbgPgwIPProtoErrRx

Number of IP Protocol Error packets Received.

inxMbgPgwGTPPortErrRx Number of Port Error Packets Received.
jnxMbgPgwGTPUnknVerRx Number of Unknown Version Packets Received.
jnxMbgPgwPcktLenErrRx Number of Packet Length Error Packets Received.
jnxMbgPgwUnknMsgRx Number of Unknown Messages Received.

inxMbgPgwV2ProtocolErrRx

Number of GTPv2 Protocol Errors Received.

inxMbgPgwV2UnSupportedMsgRx

Number of GTP V2 Unsupported Messages received.

inxMbgPgwV2T3RespTmrExpRx

GTP V2 Number of T3 timer expiries Received.

inxMbgPgwV2GlbNumMsgRx

Number of GTP V2 messages received.

inxMbgPgwV2GlbNumMsgTx

Number of GTP V2 messages sent.

inxMbgPgwV2GlbNumBYtesRx

Number of GTP V2 bytes received.

inxMbgPgwV2GlbNumBYytesTx

Number of GTP V2 bytes sent.

inxMbgPgwV2GlbEchoRegRx

Number of GTP V2 Echo Request received.
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Table 15: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV2GlbEchoReqTx

inxMbgPgwV2GlbEchoRespRx

inxMbgPgwV2GlbEchoRespTx

Number of GTP V2 Echo Request Sent.

Number of GTP V2 Echo Response received.

Number of GTP V2 Echo Response Sent.

inxMbgPgwV2VerNotSupRx

Number of GTP V2 Version Not supported messages received

inxMbgPgwV2VerNotSupTx

Number of GTP V2 version not supported messages Sent.

inxMbgPgwV2CreateSessReqRx

Number of GTP V2 Create Session Requests received.

inxMbgPgwV2CreateSessReqTx

Number of GTP V2 Create Session Requests Sent.

inxMbgPgwV2CreateSessRspRx

inxMbgPgwV2CreateSessRspTx

Number of GTP V2 Create Session Responses received.

Number of GTP V2 Create Session Responses Sent.

inxMbgPgwV2ModBrReqRx Number of GTP V2 Modify Bearer Requests received.
jnxMbgPgwV2ModBrReqTx Number of GTP V2 Modify Bearer Requests Sent.
jnxMbgPgwV2ModBrRspRx Number of GTP V2 Modify Bearer Responses received.
jnxMbgPgwV2ModBrRspTx Number of GTP V2 Modify Bearer Responses Sent.

inxMbgPgwV2DelSessReqgRx

Number of GTP V2 Delete Session Requests received.

inxMbgPgwV2DelSessReqTx

inxMbgPgwV2DelSessRspRx

inxMbgPgwV2DelSessRspTx

Number of GTP V2 Delete Session Requests Sent.

Number of GTP V2 Delete Session Responses received.

Number of GTP V2 Delete Session Responses Sent.

jnxMbgPgwV2CrtBrReqRx Number of GTP V2 Create Bearer Requests received.
inxMbgPgwV2CrtBrReqTx Number of GTP V2 Create Bearer Requests Sent.
jnxMbgPgwV2CrtBrRspRx Number of GTP V2 Create Bearer Responses received.
inxMbgPgwV2CrtBrRspTx Number of GTP V2 Create Bearer Responses Sent.
jnxMbgPgwV2UpdBrReqRx Number of GTP V2 Update Bearer Requests received.
inxMbgPgwV2UpdBrReqTx Number of GTP V2 Update Bearer Requests Sent.
inxMbgPgwV2UpdBrRspRx Number of GTP V2 Update Bearer Responses received.
inxMbgPgwV2UpdBrRspTx Number of GTP V2 Update Bearer Responses Sent.
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Table 15: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

jnxMbgPgwV2DelBrRegRx Number of GTP V2 Delete Bearer Requests received.

inxMbgPgwV2DelBrReqTx Number of GTP V2 Delete Bearer Requests Sent.
inxMbgPgwV2DelBrRspRx Number of GTP V2 Delete Bearer Responses received.

inxMbgPgwV2DelBrRspTx Number of GTP V2 Delete Bearer Responses Sent.

jnxMbgPgwV2DelConnSetReqRx Number of GTP V2 Delete PDN connection set Requests received.

jnxMbgPgwV2DelConnSetReqTx Number of GTP V2 Delete PDN connection set Requests Sent.

jnxMbgPgwV2DelConnSetRspRx Number of GTP V2 Delete PDN connection set Responses received.

jnxMbgPgwV2DelConnSetRspTx Number of GTP V2 Delete PDN connection set Responses Sent.

inxMbgPgwV2UpdConnSetReqRx Number of GTP V2 Update Connection set Request received.
inxMbgPgwV2UpdConnSetReqTx Number of GTP V2 Update Connection set Requests Sent.

jnxMbgPgwV2UpdConnSetRspRx Number of GTP V2 Update Connection set Responses received.

jnxMbgPgwV2UpdConnSetRspTx Number of GTP V2 Update Connection set Responses Sent.

inxMbgPgwV2ModBrCmdRx

Number of GTP V2 Modify Bearer Command received.

inxMbgPgwV2ModBrCmdTx

Number of GTP V2 Modify Bearer Command Sent.

inxMbgPgwV2ModBrFlrindRx

inxMbgPgwV2ModBrFlrindTx

inxMbgPgwV2DelBrCmdRx

Number of GTP V2 Modify Bearer Failure received.

Number of GTP V2 Modify Bearer Failure Sent.

Number of GTP V2 Delete Bearer Command received.

inxMbgPgwV2DelBrCmdTx

Number of GTP V2 Delete Bearer Command Sent.

inxMbgPgwV2DelBrFlrindRx

Number of GTP V2 Delete Bearer Failure received.

inxMbgPgwV2DelBrFlrindTx

Number of GTP V2 Delete Bearer Failure Sent.

inxMbgPgwV2BrResCmdRx

Number of GTP V2 Bearer Response Command received.

inxMbgPgwV2BrResCmdTx

inxMbgPgwV2BrResFlrindRx

inxMbgPgwV2BrResFlrindTx

Number of GTP V2 Bearer Response Command Sent.

Number of GTP V2 Bearer Resource Failure received.

Number of GTP V2 Bearer Resource Failure Sent.

inxMbgPgwV2RelAcsBrRegRx

Number of GTP V2 Release Access Bearer Requests received.
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Table 15: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV2RelAcsBrReqTx

inxMbgPgwV2RelAcsBrRespRx

inxMbgPgwV2RelAcsBrRespTx

Number of GTP V2 Release Access Bearer Requests Sent.

Number of GTP V2 Release Access Bearer Responses received.

Number of GTP V2 Release Access Bearer Responses Sent.

inxMbgPgwV2CrindTunRegRx

Number of GTP V2 Create Indirect Tunnel Forward Requests Received

inxMbgPgwV2CrindTunReqTx

Number of GTP V2 Create Indirect Tunnel Forward Requests Sent

inxMbgPgwV2CrindTunRespRx

Number of GTP V2 Create Indirect Tunnel Forward Responses Received

inxMbgPgwV2CrindTunRespTx

Number of GTP V2 Create Indirect Tunnel Forward Responses Sent

inxMbgPgwV2DellndTunRegRx

inxMbgPgwV2DellndTunReqTx

inxMbgPgwV2DellndTunRespRx

inxMbgPgwV2DellndTunRespTx

Number of GTP V2 Delete Indirect Tunnel Forward Request Received

Number of GTP V2 Delete Indirect Tunnel Forward Requests Sent.

Number of GTP V2 Delete Indirect Tunnel Forward Responses Received

Number of GTP V2 Delete Indirect Tunnel Forward Responses Sent.

jnxMbgPgwV2DlIDataNotifRx

Number of GTP V2 Downlink Data Notify received.

inxMbgPgwV2DlDataNotifTx

Number of GTP V2 Downlink Data Notify Sent.

inxMbgPgwV2DlDataAckRx

Number of GTP V2 Downlink Data Notify Acknowledgements received.

inxMbgPgwV2DlDataAckTx

inxMbgPgwV2DlDataNotiFlrindRx

inxMbgPgwV2DlDataNotiFlrindTx

Number of GTP V2 Downlink Data Notify Acknowledgements Sent.

Number of GTP V2 Downlink Data Notification failures received.

Number of GTP V2 Downlink Data Notification failures Sent.

inxMbgPgwV2StopPagingIndRx

Number of GTP V2 Stop Paging Indication Messages Received.

inxMbgPgwV2StopPagingIndTx

Number of GTP V2 Stop Paging Indication messages Transmitted

GTP Global Version 2 Success/Failure Statistics

Table 16 on page 43 shows the statistics for jnxMbgPgwGtpCGlbStatsTable, which show
GTP global version 2 success/failure statistics.

Table 16: jnxMbgPgwGtpCGlbStatsTable Statistics

Name Description

jnxMbgPgwV2ICsPageRx Number of GTP V2 packets received with cause Page.
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Table 16: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV2ICsPageTx

inxMbgPgwV2ICsReqgAcceptRx

inxMbgPgwV2ICsReqgAcceptTx

inxMbgPgwV2ICsAcceptPartRx

Number of GTP V2 packets sent with cause Page.

Number of GTP V2 packets received with cause Request Accept.

Number of GTP V2 packets sent with cause Request Accept messages sent.

Number of GTP V2 packets received with cause Accept Partial messages
receive.

inxMbgPgwV2ICsAcceptPartTx

Number of GTP V2 packets sent with cause Accept Partial.

inxMbgPgwV2ICsNewPTNPrefRx

Number of GTP V2 packets received with cause New PDN type due to
Network Preference.

inxMbgPgwV2ICsNewPTNPrefTx

inxMbgPgwV2ICsNewPTSIAdbrRx

inxMbgPgwV2ICsNewPTSIAdbrTx

Number of GTP V2 packets sent with cause New PDN type due to Network
Preference.

Number of GTP V2 packets received with cause New PDN type due to Single
Address Bearer.

Number of GTP V2 packets sent with cause New PDN type due to Single
Address Bearer.

inxMbgPgwV2ICsCtxNotFndRx

Number of GTP V2 packets received with cause Context not found.

inxMbgPgwV2ICsCtxNotFndTx

Number of GTP V2 packets sent with cause Context not found.

inxMbgPgwV2ICsinvMsgFmtRx

Number of GTP V2 packets received with cause Invalid Message

inxMbgPgwV2ICsInvMsgFmtTx

Format. Number of GTP V2 packets sent with cause Invalid Message Format.

inxMbgPgwV2ICsVerNotSuppRx

inxMbgPgwV2ICsVerNotSuppTx

inxMbgPgwV2ICsIinvLenRx

Number of GTP V2 packets received with cause Version not Supported.

Number of GTP V2 packets sent with cause Version not Supported.

Number of GTP V2 packets received with cause Invalid Length.

inxMbgPgwV2ICsinvLenTx

Number of GTP V2 packets sent with cause Invalid Length.

inxMbgPgwV2ICsServNotSuppRx

Number of GTP V2 packets received with cause Service Not supported.

inxMbgPgwV2ICsServNotSuppTx

Number of GTP V2 packets sent with cause Service Not supported.

inxMbgPgwV2ICsManlIEIncorrRx

Number of GTP V2 packets received with cause Mandatory IE incorrect.

inxMbgPgwV2ICsManlIEIncorrTx

inxMbgPgwV2ICsManIEMissRx

inxMbgPgwV2ICsManIEMissTx

Number of GTP V2 packets sent with cause Mandatory |E incorrect.

Number of GTP V2 packets received with cause Mandatory IE Missing.

Number of GTP V2 packets sent with cause Mandatory |IE Missing.
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Table 16: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV2ICsOptIEIncorrRx

inxMbgPgwV2ICsOptIEIncorrTx

jnxMbgPgwV2ICsSysFailRx

inxMbgPgwV2ICsSysFailTx

Number of GTP V2 packets received with cause Optional IE Incorrect.

Number of GTP V2 packets sent with cause Optional IE Incorrect.

Number of GTP V2 packets received with cause System Failure.

Number of GTP V2 packets sent with cause System Failure.

inxMbgPgwV2ICsNoResRx

Number of GTP V2 packets received with cause No Resource.

inxMbgPgwV2ICsNoResTx

Number of GTP V2 packets sent with cause No Resource.

inxMbgPgwV2ICsTFTSMANTErRx

Number of GTP V2 packets received with cause TFT Symantic Error.

inxMbgPgwV2ICsTFTSMANTErTX

inxMbgPgwV2ICsTFTSysErrRx

inxMbgPgwV2ICSTFTSysErrTx

inxMbgPgwV2ICsPkFltManErrRx

Number of GTP V2 packets sent with cause TFT Symantic Error.

Number of GTP V2 packets received with cause TFT System Error.

Number of GTP V2 packets sent with cause TFT System Error.

Number of GTP V2 packets received with cause Packet Filter Symantic Error.

inxMbgPgwV2ICsPkFltManErrTx

Number of GTP V2 packets sent with cause Packet Filter Symantic Error.

inxMbgPgwV2ICsPkFltSynErrRx

Number of GTP V2 packets received with cause Packet Filter Syntax Error.

inxMbgPgwV2ICsPkFItSynErrTx

Number of GTP V2 packets sent with cause Packet Filter Syntax Error.

inxMbgPgwV2ICsMisUnknAPNRXx

inxMbgPgwV2ICsMisUnknAPNTXx

inxMbgPgwV2ICsUnexpRptIERX

Number of GTP V2 packets received with cause Unknown APN.

Number of GTP V2 packets sent with cause Unknown APN.

Number of GTP V2 packets received with cause Unexpected Repeated IE.

inxMbgPgwV2ICsUnexpRptIETx

Number of GTP V2 packets sent with cause Unexpected Repeated IE.

inxMbgPgwV2ICsGREKeyNtFdRx

Number of GTP V2 packets received with cause GRE Key Not Found.

inxMbgPgwV2ICsGREKeyNtFdTx

Number of GTP V2 packets sent with cause GRE Key Not Found.

inxMbgPgwV2ICsRelocFailRx

Number of GTP V2 packets received with cause Relocation Failed.

inxMbgPgwV2ICsRelocFailTx

inxMbgPgwV2ICsDeniedINRatRx

inxMbgPgwV2ICsDeniedINRatTx

Number of GTP V2 packets sent with cause Relocation Failed.

Number of GTP V2 packets received with cause Denied in RAT.

Number of GTP V2 packets sent with cause Denied in RAT.

inxMbgPgwV2ICsPTNotSuppRx

Number of GTP V2 packets received with cause PDN Type Not Supported.
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Table 16: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV2ICsPTNotSuppTx

inxMbgPgwV2ICsAlIDynAdOccRx

inxMbgPgwV2ICsAlIDynAdOccTx

Number of GTP V2 packets sent with cause PDN Type Not Supported.

Number of GTP V2 packets received with cause Allocated Dynamic Address

Occupied.

Number of GTP V2 packets sent with cause Allocated Dynamic Address
Occupied.

jnxMbgPgwV2ICsNOTFTUECTXRX

Number of GTP V2 packets received with cause UE Context Without TFT
Exists.

inxMbgPgwV2ICsNOTFTUECTXTx

Number of GTP V2 packets sent with cause UE Context Without TFT Exists.

inxMbgPgwV2ICsProtoNtSupRx

Number of GTP V2 packets received with cause Protocol Not Supported.

inxMbgPgwV2ICsProtoNtSupTx

inxMbgPgwV2ICsUENotRespRx

inxMbgPgwV2ICsUENotRespTx

inxMbgPgwV2ICsUERefusesRx

Number of GTP V2 packets sent with cause Protocol Not Supported.

Number of GTP V2 packets received with cause UE Not Responding.

Number of GTP V2 packets sent with cause UE Not Responding.

Number of GTP V2 packets received with cause UE Refuses.

jnxMbgPgwV2ICsUERefusesTx

Number of GTP V2 packets sent with cause UE Refuses.

inxMbgPgwV2ICsServDeniedRx

Number of GTP V2 packets received with cause Service Denied.

inxMbgPgwV2ICsServDeniedTx

Number of GTP V2 packets sent with cause Service Denied.

inxMbgPgwV2ICsUnabPageUERXx

inxMbgPgwV2ICsUnabPageUETx

inxMbgPgwV2ICsNoMemRx

inxMbgPgwV2ICsNoMemTx

Number of GTP V2 packets received with cause Unable to Page UE.

Number of GTP V2 packets sent with cause Unable to Page UE.

Number of GTP V2 packets received with cause No Memory.

Number of GTP V2 packets sent with cause No Memory.

inxMbgPgwV2ICsUserAUTHFLRx

Number of GTP V2 packets received with cause User AUTH Failed.

inxMbgPgwV2ICsUserAUTHFLTx

Number of GTP V2 packets sent with cause User AUTH Failed.

inxMbgPgwV2ICsAPNAcsDenRx

Number of GTP V2 packets received with cause APN Access Denied.

inxMbgPgwV2ICsAPNAcsDenTx

inxMbgPgwV2ICsReqRejRx

inxMbgPgwV2ICsReqRejTx

Number of GTP V2 packets sent with cause APN Access Denied.

Number of GTP V2 packets received with cause Request Rejected.

Number of GTP V2 packets sent with cause Request Rejected.
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Table 16: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

jnxMbgPgwV2ICsPTMSISigMMRXx

inxMbgPgwV2ICsPTMSISigMMTx

jnxMbgPgwV2ICsIMSINotKnRx

inxMbgPgwV2ICsIMSINotKnTx

Number of GTP V2 packets received with cause P-TMSI Signature Mismatch.

Number of GTP V2 packets sent with cause P-TMSI Signature Mismatch.

Number of GTP V2 packets received with cause IMSI Not Known.

Number of GTP V2 packets sent with cause IMSI Not Known.

inxMbgPgwV2ICsCondIEMsRx

Number of GTP V2 packets received with cause Conditional IE Missing.

inxMbgPgwV2ICsCondIEMsTx

Number of GTP V2 packets sent with cause Conditional IE Missing.

inxMbgPgwV2ICsAPNResTIncRx

Number of GTP V2 packets received with cause APN Restriction Type
Incompatible.

inxMbgPgwV2ICsAPNResTIncTx

inxMbgPgwV2ICsUnknownRx

inxMbgPgwV2ICsUnknownTx

Number of GTP V2 packets sent with cause APN Restriction Type
Incompatible.

Number of GTP V2 packets received with cause Unknown.

Number of GTP V2 packets sent with cause Unknown.

GTP Global Version 1 Operational Statistics

Table 17 on page 47 shows the statistics for jnxMbgPgwGtpCGlbStatsTable, which show
GTP global version 1 operational statistics.

Table 17: jnxMbgPgwGtpCGlbStatsTable Statistics

Name

Description

inxMbgPgwV1ProtocolErrRx

Number of GTP V2 Protocol Errors Received.

inxMbgPgwV1UnSupportedMsgRx

Number of GTP V2 Unsupported Messages received.

inxMbgPgwV1T3RespTmrExpRx

Number of GTP V1 T3 timer expiries Received.

inxMbgPgwV1GlbNumMsgRx

inxMbgPgwV1GlbNumMsgTx

inxMbgPgwV1GlbNumBytesRx

Number of GTP V1 messages received.

Number of GTP V1 messages sent.

Number of GTP V1 bytes received.

inxMbgPgwV1GlbNumBYytesTx

Number of GTP V1 bytes sent.

inxMbgPgwV1GIlbEchoReqRx

Number of GTP V1 Echo Requests received.

inxMbgPgwV1GlbEchoReqTx

Number of GTP V1 Echo Requests Sent.
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Table 17: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV1GlbEchoRespRx

inxMbgPgwV1GlbEchoRespTx

inxMbgPgwV1VerNotSupRx

inxMbgPgwV1VerNotSupTx

Number of GTP V1 Echo Responses received.

Number of GTP V1 Echo Responses Sent.

Number of GTP V1 Version Not supported messages received.

Number of GTP V1 version not supported messages Sent.

inxMbgPgwV1CrtPdpCxtReqRx

Number of GTP V1 Create PDP Context Requests Received.

inxMbgPgwV1CrtPdpCxtReqTx

Number of GTP V1 Create PDP Context Requests Sent.

inxMbgPgwV1CrtPdpCxtRspRx

Number of GTP V1 Create PDP Context Responses Received.

inxMbgPgwV1CrtPdpCxtRspTx

inxMbgPgwV1UpdPdpCxtRegRx

inxMbgPgwV1UpdPdpCxtReqTx

inxMbgPgwV1UpdPdpCxtRspRx

Number of GTP V1 Create PDP Context Responses Sent.

Number of GTP V1 Update PDP Context Requests Received.

Number of GTP V1 Update PDP Context Requests Sent.

Number of GTP V1 Update PDP Context Responses Received.

inxMbgPgwV1UpdPdpCxtRspTx

Number of GTP V1 Update PDP Context Responses Sent.

inxMbgPgwV1DelPdpCxtRegRx

Number of GTP V1 Delete PDP Context Requests Received.

inxMbgPgwV1DelPdpCxtReqTx

Number of GTP V1 Delete PDP Context Requests Sent.

inxMbgPgwV1DelPdpCxtRspRx

inxMbgPgwV1DelPdpCxtRspTx

Number of GTP V1 Delete PDP Context Responses Received.

Number of GTP V1 Delete PDP Context Responses Sent.

inxMbgPgwV1CrtAAPdpCxtReqRx Number of GTP V1 Create AA PDP Context Requests Received.

inxMbgPgwV1CrtAAPdpCxtReqTx Number of GTP V1 Create AA PDP Context Requests Sent.

inxMbgPgwV1CrtAAPdpCxtRspRx Number of GTP V1 Create AA PDP Context Responses Received.

inxXMbgPgwV1CrtAAPdpCxtRspTx Number of GTP V1 Create AA PDP Context Responses Sent.

jinxMbgPgwV1DelAAPdpCxtReqRXx Number of GTP V1 Delete AA PDP Context Requests Received.

jnxMbgPgwV1DelAAPdpCxtReqTx Number of GTP V1 Delete AA PDP Context Requests Sent.

inxMbgPgwV1DelAAPdpCxtRspRx Number of GTP V1 Delete AA PDP Context Responses Received.

inxMbgPgwV1DelAAPdpCxtRspTx Number of GTP V1 Delete AA PDP Context Responses Sent.

jnxMbgPgwV1ErrorindRx Number of GTP V1 Error Indication Received.
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Table 17: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

jnxMbgPgwV1ErrorindTx Number of GTP V1 Error Indication Sent.
inxMbgPgwV1NotifReqRx Number of GTP V1 Notify Requests Received.
inxMbgPgwV1NotifReqTx Number of GTP V1 Notify Requests Sent.
jnxMbgPgwV1NotifRspRx Number of GTP V1 Notify Responses Received.
jnxMbgPgwV1NotifRspTx Number of GTP V1 Notify Responses Sent.
jnxMbgPgwV1NotifRejReqRx Number of GTP V1 Notify Reject Requests Received.
jnxMbgPgwV1NotifRejReqTx Number of GTP V1 Notify Reject Requests Sent.
jnxMbgPgwV1NotifRejRspRx Number of GTP V1 Notify Reject Responses Received.
inxMbgPgwV1NotifRejRspTx Number of GTP V1 Notify Reject Responses Sent.
inxMbgPgwV1RtInfReqRx Number of GTP V1 Routing Information Requests Received.
inxMbgPgwV1RtInfReqTx Number of GTP V1 Routing Information Requests Sent.
inxMbgPgwVI1RtInfRspRx Number of GTP V1 Routing Information Responses Received.
inxMbgPgwV1RtInfRspTx Number of GTP V1 Routing Information Responses Sent.
jnxMbgPgwV1FailRptReqRx Number of GTP V1 Fail Repeat Requests Received.
jnxMbgPgwV1FailRptReqTx Number of GTP V1 Fail Repeat Requests Sent.
inxMbgPgwV1FailRptRspRx Number of GTP V1 Fail Repeat Responses Received.
inxMbgPgwV1FailRptRspTx Number of GTP V1 Fail Repeat Responses Sent.
jnxMbgPgwV1NotMSPresReqRx Number of GTP V1 MS Not Present Request Received.
inxMbgPgwVINotMSPresReqTx Number of GTP V1 MS Not Present Request Sent.
jnxMbgPgwVINotMSPresRspRx Number of GTP V1 MS Not Present Responses Received.
jnxMbgPgwVINotMSPresRspTx Number of GTP V1 MS Not Present Responses Sent.

GTP Global Version 1 Success/Failure Statistics

Table 18 on page 50 shows the statistics for jnxMbgPgwGtpCGlbStatsTable, which show
GTP global version 1 success/failure statistics.
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Table 18: jnxMbgPgwGtpCGlbStatsTable Statistics

Name

Description

inxMbgPgwV1ICsRegAcceptedRx

Number of GTP V1 packets received with cause Request Accepted.

inxMbgPgwV1ICsRegAcceptedTx

Number of GTP V1 packets sent with cause Request Accepted.

inxMbgPgwV1ICsNonExistRx

Number of GTP V1 packets received with cause Non Existant.

inxMbgPgwV1ICsNonExistTx

Number of GTP V1 packets sent with cause Non Existant.

inxMbgPgwV1ICsinvMsgFmtRx

inxMbgPgwV1ICsIinvMsgFmtTx

Number of GTP V1 packets received with cause Invalid Message Format.

Number of GTP V1 packets sent with cause Invalid Message Format.

inxMbgPgwV1ICsIMSINotKnownRx

Number of GTP V1 packets received with cause IMSI Not Known.

inxMbgPgwV1ICsIMSINotKnownTx

Number of GTP V1 packets sent with cause IMSI Not Known.

inxMbgPgwV1ICsMSGRPSDetachRx

Number of GTP V1 packets received with cause MS GPRS Detached.

inxMbgPgwV1ICsMSGRPSDetachTx

Number of GTP V1 packets sent with cause MS GPRS Detached.

inxMbgPgwV1ICsMSNotGRPSRespRx

Number of GTP V1 packets received with cause MS No GPRS Response.

inxMbgPgwV1ICsMSNotGRPSRespTx

inxMbgPgwV1ICsMSRefusesRx

inxMbgPgwV1ICsMSRefusesTx

Number of GTP V1 packets sent with cause MS No GPRS Response.

Number of GTP V1 packets received with cause MS Refues.

Number of GTP V1 packets sent with cause MS Refues.

inxMbgPgwV1ICsVerNotSuppRx

Number of GTP V1 packets received with cause Version Not Supported.

inxMbgPgwV1ICsVerNotSuppTx

Number of GTP V1 packets sent with cause Version Not Supported.

inxMbgPgwV1ICsNoResRx

Number of GTP V1 packets received with cause No Response.

inxMbgPgwV1ICsNoResTx

inxMbgPgwV1ICsServNotSuppRx

inxMbgPgwV1ICsServNotSuppTx

Number of GTP V1 packets sent with cause No Response.

Number of GTP V1 packets received with cause Service Not Supported.

Number of GTP V1 packets sent with cause Service Not Supported.

inxMbgPgwV1ICsManIEIncrtRx

Number of GTP V1 packets received with cause Mandatory IE incorrect.

inxMbgPgwV1ICsManIEIncrtTx

Number of GTP V1 packets sent with cause Mandatory IE incorrect.

inxMbgPgwV1ICsManlEMissRx

Number of GTP V1 packets received with cause Mandatory |IE Missing.

inxMbgPgwV1ICsManIEMissTx

Number of GTP V1 packets sent with cause Mandatory IE Missing.
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Table 18: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV1ICsOptIEIncrtRx

inxMbgPgwV1ICsOptIEIncrtTx

jnxMbgPgwV1ICsSysFailRx

inxMbgPgwV1ICsSysFail Tx

Number of GTP V1 packets received with cause Optional IE incorrect.

Number of GTP V1 packets sent with cause Optional IE incorrect.

Number of GTP V1 packets received with cause System Failure.

Number of GTP V1 packets sent with cause System Failure.

inxMbgPgwV1ICsRoamRestrictRx

Number of GTP V1 packets received with cause Roaming Restricted.

inxMbgPgwV1ICsRoamRestrictTx

Number of GTP V1 packets sent with cause Roaming Restricted.

inxMbgPgwV1ICsPTMSISigMMRXx

Number of GTP V1 packets received with cause PTMSI Signature Mismatch.

inxMbgPgwV1ICsPTMSISigMMTx

inxMbgPgwV1ICsGPRSConnSuppRx

inxMbgPgwV1ICsGPRSConnSuppTx

inxMbgPgwV1ICsAuthFailRx

Number of GTP V1 packets sent with cause PTMSI Signature Mismatch.

Number of GTP V1 packets received with cause GPRS Connection Supported.

Number of GTP V1 packets sent with cause GPRS Connection Supported.

Number of GTP V1 packets received with cause Auth Failure.

inxMbgPgwV1ICsAuthFailTx

Number of GTP V1 packets sent with cause Auth Failure.

inxMbgPgwV1ICsUserAuthFailRx

Number of GTP V1 packets received with cause User Auth Failure.

inxMbgPgwV1ICsUserAuthFailTx

Number of GTP V1 packets sent with cause User Auth Failure.

inxMbgPgwV1ICsCtxNotFndRx

jnxMbgPgwV1ICsCtxNotFndTx

inxMbgPgwV1ICsAlIDynPDPAdRX

Number of GTP V1 packets received with cause Context Not Found.

Number of GTP V1 packets sent with cause Context Not Found.

Number of GTP V1 packets received with cause Allow Dynamic PDP Address.

inxMbgPgwV1ICsAlIDynPDPAdTX

Number of GTP V1 packets sent with cause Allow Dynamic PDP Address.

inxMbgPgwV1ICsNoMemRx

Number of GTP V1 packets received with cause No Memory.

inxMbgPgwV1ICsNoMemTx

Number of GTP V1 packets sent with cause No Memory.

inxMbgPgwV1ICsRelocFailRx

Number of GTP V1 packets received with cause Relocation Failed.

inxMbgPgwV1ICsRelocFailTx

inxMbgPgwV1ICsUnkManExhdrRx

inxMbgPgwV1ICsUnkManExhdrTx

Number of GTP V1 packets sent with cause Relocation Failed.

Number of GTP V1 packets received with cause Unknown Mandatory
Extension Header.

Number of GTP V1 packets sent with cause Unknown Mandatory Extension
Header.
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Table 18: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwV1ICsSMANTTFTEr1Rx

inxMbgPgwV1ICsSMANTTFTErTx

inxMbgPgwV1ICsSYNTFTErr2Rx

inxMbgPgwV1ICsSYNTFTEr2Tx

Number of GTP V1 packets received with cause Mandatory TFT Error.

Number of GTP V1 packets sent with cause Mandatory TFT Error.

Number of GTP V1 packets received with cause Mandatory TFT Error.

Number of GTP V1 packets sent with cause Mandatory TFT Error.

inxMbgPgwV1ICsSMNTPKFLErIRx

Number of GTP V1 packets received with cause Mandatory Packet Filter
Error.

inxMbgPgwV1ICsSMNTPKFLErTx

Number of GTP V1 packets sent with cause Mandatory Packet Filter Error.

inxMbgPgwV1ICsSYNPKFLErr2Rx

Number of GTP V1 packets received with cause Mandatory Packet Filter
Error.

inxMbgPgwV1ICsSYNPKFLErr2Tx

inxMbgPgwV1ICsMissUnknAPNRXx

inxMbgPgwV1ICsMissUnknAPNTx

Number of GTP V1 packets sent with cause Mandatory Packet Filter Error.

Number of GTP V1 packets received with cause Unknown APN missing.

Number of GTP V1 packets sent with cause Unknown APN missing.

inxMbgPgwV1ICsUnknPDPAdRx

Number of GTP V1 packets received with cause Unknown PDP Address.

inxMbgPgwV1ICsUnknPDPAdTx

Number of GTP V1 packets sent with cause Unknown PDP Address.

inxMbgPgwV1ICsNoTFTCtxExRx

Number of GTP V1 packets received with cause No TFT Context Exists.

inxMbgPgwV1ICsNoTFTCtxExTx

Number of GTP V1 packets sent with cause No TFT Context Exists.

GTP Global Version O Operational Statistics

Table 19 on page 52 shows the statistics for jnxMbgPgwGtpCGlbStatsTable, which show

GTP global version O operational statistics.

Table 19: jnxMbgPgwGtpCGlbStatsTable Statistics

Name

inxMbgPgwVO0ProtocolErrRx

inxMbgPgwV0OUnSupportedMsgRx

Description

Number of GTP VO Protocol Errors Received.

Number of GTP VO Unsupported Messages received.

inxMbgPgwVO0T3RespTmrExpRx

Number of GTP VO T3 timer expiries Received.

inxMbgPgwVO0GIbNumMsgRx

Number of GTP VO messages received.

inxMbgPgwVO0GIbNumMsgTx

Number of GTP VO messages sent.
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Table 19: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

inxMbgPgwVO0GIbNumBYytesRx

inxMbgPgwVO0GIbNumBYytesTx

inxMbgPgwVO0GIbEchoRegRx

inxMbgPgwVO0GIbEchoReqTx

Number of GTP VO bytes received.

Number of GTP VO bytes sent.

Number of GTP VO Echo Requests received.

Number of GTP VO Echo Requests Sent.

inxMbgPgwVO0GIbEchoRespRx

Number of GTP VO Echo Responses received.

inxMbgPgwVO0GIbEchoRespTx

Number of GTP VO Echo Responses Sent.

inxMbgPgwV0GlbVerNotSupRx

Number of GTP VO Version Not supported messages received

inxMbgPgwV0GlbVerNotSupTx

inxMbgPgwVO0GIlbCrtPdpCxtRegRx

inxMbgPgwVO0GIlbCrtPdpCxtReqTx

inxMbgPgwVO0GIbCrtPdpCxtRspRx

Number of GTP VO version not supported messages Sent.

Number of GTP VO Create PDP Context Requests Received.

Number of GTP VO Create PDP Context Requests Sent.

Number of GTP VO Create PDP Context Responses Received.

inxMbgPgwVO0GIbCrtPdpCxtRspTx

Number of GTP VO Create PDP Context Responses Sent.

inxMbgPgwV0GlbUpdPdpCxtRegRx

Number of GTP VO Update PDP Context Requests Received.

inxMbgPgwV0GlbUpdPdpCxtReqTx

Number of GTP VO Update PDP Context Requests Sent.

inxMbgPgwV0GlbUpdPdpCxtRspRx

inxMbgPgwV0GlbUpdPdpCxtRspTx

inxMbgPgwV0GlbDelPdpCxtReqRx

Number of GTP VO Update PDP Context Responses Received.

Number of GTP VO Update PDP Context Responses Sent.

Number of GTP VO Delete PDP Context Requests Received.

inxMbgPgwV0GlbDelPdpCxtReqTx

Number of GTP VO Delete PDP Context Requests Sent.

inxMbgPgwV0GlbDelPdpCxtRspRx

Number of GTP VO Delete PDP Context Responses Received.

inxMbgPgwV0GlbDelPdpCxtRspTx

Number of GTP VO Delete PDP Context Responses Sent.

inXMbgPgwVO0OGIlbCrtAAPdpCxtReqRx Number of GTP VO Create AA PDP Context Requests Received.

jnxMbgPgwVOGIlbCrtAAPdpCxtReqTx Number of GTP VO Create AA PDP Context Requests Sent.

inxMbgPgwVO0GIbCrtAAPdpCxtRspRx Number of GTP VO Create AA PDP Context Responses Received.

inxMbgPgwVO0GIbCrtAAPdpCxtRspTx Number of GTP VO Create AA PDP Context Responses Sent.

jnxMbgPgwVO0GlbDelAAPdpCxtRegRx Number of GTP VO Delete AA PDP Context Requests Received.
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Table 19: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

jnxMbgPgwVO0GlbDelAAPdpCxtReqTx Number of GTP VO Delete AA PDP Context Requests Sent.
inxMbgPgwVO0GlbDelAAPdpCxtRspRx Number of GTP VO Delete AA PDP Context Responses Received.
inxMbgPgwVO0GlbDelAAPdpCxtRspTx Number of GTP VO Delete AA PDP Context Responses Sent.
jnxMbgPgwVOGlbErrorindRx Number of GTP VO Error Indication messages Received.
inxMbgPgwVOGIbErrorindTx Number of GTP VO Error Indication messages Sent.
jnxMbgPgwVO0GlbNotifReqRx Number of GTP VO Notify Requests Received.
jnxMbgPgwVO0GlbNotifReqTx Number of GTP VO Notify Requests Sent.
jnxMbgPgwVO0GlbNotifRspRx Number of GTP VO Notify Responses Received.
inxMbgPgwVOGIlbNotifRspTx Number of GTP VO Notify Responses Sent.
inxMbgPgwVO0GlbNotifRejReqRx Number of GTP VO Notify Reject Requests Received.
inxMbgPgwVO0GlbNotifRejReqTx Number of GTP VO Notify Reject Requests Sent.
jinxMbgPgwVO0GlbNotifRejRspRx Number of GTP VO Notify Reject Responses Received.
inxMbgPgwVO0GlbNotifRejRspTx Number of GTP VO Notify Reject Responses Sent.
jnxMbgPgwVO0GlbRtInfRegRx Number of GTP VO Routing Information Requests Received.
jnxMbgPgwVO0GlbRtInfReqTx Number of GTP VO Routing Information Requests Sent.
inxMbgPgwVOGIlbRtInfRspRx Number of GTP VO Routing Information Responses Received.
inxMbgPgwVOGIbRtInfRspTx Number of GTP VO Routing Information Responses Sent.
jnxMbgPgwVOGlbFailRptRegRx Number of GTP VO Fail Repeat Requests Received.
inxMbgPgwVO0Gl|bFailRptReqTx Number of GTP VO Fail Repeat Requests Sent.
jnxMbgPgwVO0GlbFailRptRspRx Number of GTP VO Fail Repeat Responses Received.
jnxMbgPgwVO0GlbFailRptRspTx Number of GTP VO Fail Repeat Responses Sent.
jnxMbgPgwVO0GlbNotMSPresReqRx Number of GTP VO MS Not Present Requests Received.
inxMbgPgwVO0OGIbNotMSPresReqTx Number of GTP VO MS Not Present Requests Sent.
inxMbgPgwVO0GIbNotMSPresRspRx Number of GTP VO MS Not Present Responses Received.
inxMbgPgwVO0GIbNotMSPresRspTx Number of GTP VO MS Not Present Responses Sent.
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GTP Global VO Success/Failure Statistics

Table 20 on page 55 shows the statistics for jnxMbgPgwGtpCGlbStatsTable, which show
GTP global VO success/failure statistics.

Table 20: jnxMbgPgwGtpCGlbStatsTable Statistics

Name

Description

inxMbgPgwVO0ICsRegAcceptedRx

Number of GTP VO packets received with cause Request Accepted.

inxMbgPgwVO0ICsReqAcceptedTx

Number of GTP VO packets sent with cause Request Accepted.

inxMbgPgwVO0ICsNonExistRx

inxMbgPgwVO0ICsNonExistTx

Number of GTP VO packets received with cause Non Existent .

Number of GTP VO packets sent with cause Non Existent.

inxMbgPgwVO0ICsIinvMsgFmtRx

Number of GTP VO packets received with cause Invalid Message Format.

inxMbgPgwVO0ICsInvMsgFmtTx

Number of GTP VO packets sent with cause Invalid Message Format.

inxMbgPgwVO0ICsIMSINotKnownRx

Number of GTP VO packets received with cause IMSI Not Known.

inxMbgPgwVO0ICsIMSINotKnownTx

Number of GTP VO packets sent with cause IMSI Not Known.

inxMbgPgwV0ICsMSGRPSDetachRx

Number of GTP VO packets received with cause MS GPRS Detached.

inxMbgPgwV0ICsMSGRPSDetachTx

jnxMbgPgwVO0ICsMSNotGRPSRespRx

inxMbgPgwV0ICsMSNotGRPSRespTx

Number of GTP VO packets sent with cause MS GPRS Detached.

Number of GTP VO packets received with cause MS No GPRS Response.

Number of GTP VO packets sent with cause MS No GPRS Response.

jnxMbgPgwV0ICsMSRefusesRx

Number of GTP VO packets received with cause MS Refuses.

inxMbgPgwVO0ICsMSRefusesTx

Number of GTP VO packets sent with cause MS Refuses.

inxMbgPgwVO0ICsVerNotSuppRx

Number of GTP VO packets received with cause Version Not Supported.

inxMbgPgwVO0ICsVerNotSuppTx

inxMbgPgwVO0ICsNoResRx

inxMbgPgwVO0ICsNoResTx

Number of GTP VO packets sent with cause Version Not Supported.

Number of GTP VO packets received with cause No Response.

Number of GTP VO packets sent with cause No Response.

inxMbgPgwVO0ICsServNotSuppRx

Number of GTP VO packets received with cause Service Not Supported.

inxMbgPgwVO0ICsServNotSuppTx

Number of GTP VO packets sent with cause Service Not Supported.

inxMbgPgwVO0ICsManlEIncrtRx

Number of GTP VO packets received with cause Mandatory |E incorrect.
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Table 20: jnxMbgPgwGtpCGlbStatsTable Statistics (continued)

jnxMbgPgwVO0ICsManlIEIncrtTx Number of GTP VO packets sent with cause Mandatory IE incorrect.
jnxMbgPgwV0ICsManlEMissRx Number of GTP VO packets received with cause Mandatory |IE Missing.
inxMbgPgwVO0ICsManIEMissTx Number of GTP VO packets sent with cause Mandatory |E Missing.
jnxMbgPgwVO0ICsOptIEIncrtRx Number of GTP VO packets received with cause Optional IE incorrect.
inxMbgPgwVO0ICsOptIEIncrtTx Number of GTP VO packets sent with cause Optional IE incorrect.
jnxMbgPgwV0ICsSysFailRx Number of GTP VO packets received with cause System Failure.
jnXMbgPgwV0ICsSysFailTx Number of GTP VO packets sent with cause System Failure.
jnxMbgPgwV0ICsRoamRestrictRx Number of GTP VO packets received with cause Roaming Restricted.
inxMbgPgwVO0ICsRoamRestrictTx Number of GTP VO packets sent with cause Roaming Restricted.
inxMbgPgwVO0ICsPTMSISigMMRx Number of GTP VO packets received with cause PTMSI Signature Mismatch.
inxMbgPgwVO0ICsPTMSISigMMTx Number of GTP VO packets sent with cause PTMSI Signature Mismatch.
inxMbgPgwV0ICsGPRSConnSuppRx Number of GTP VO packets received with cause GPRS Connection
Supported.
inXMbgPgwV0ICsGPRSConnSuppTx Number of GTP VO packets sent with cause GPRS Connection Supported.
jnxMbgPgwV0ICsAuthFailRx Number of GTP VO packets received with cause Auth Failure.
inxMbgPgwVO0ICsAuthFailTx Number of GTP VO packets sent with cause Auth Failure.
inxMbgPgwVO0ICsUserAuthFailRx Number of GTP VO packets received with cause User Auth Failure.
inxMbgPgwVO0ICsUserAuthFail Tx Number of GTP VO packets sent with cause User Auth Failure.

Subscriber Manager Performance Statistics for GGSSN/PGW

Subscriber management describes various GGSN/PGW statistics related to subscriber
session establishment/failures, attach and detach at the global and APN level.

« MIB Structure on page 56
. Gateway-Level Statistics for GGSN/PDN Gateway on page 57
« APN-Based Statistics on page 58

MIB Structure

The root node for the module is jnxMbgPgwSubscriberManagerMib which is a child of:
jinxMobileGatewayPgwGgsn. The jnxMobileGatewayPgwGgsn is defined in Juniper-SMI.
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Gateway-Level Statistics for GGSN/PDN Gateway

Table 21 on page 57 shows the leaf nodes of the type jnxMbgPgwSMOperStatsTable,
which are indexed by each GGSN or PDN Gateway.

Table 21: jnxMbgPgwSMOperStatsTable Statistics

Name

Description

inxMbgPgwSessnEstAttmpts

Total Session establishment attempts.

inxMbgPgwSuccSessnEst

Total Sessions established successfully.

inxMbgPgwPeerInitDeactv

inxMbgPgwPeerlnitSuccDeactv

Total MS/peer initiated session deactivation attempts.

Total MS/peer initiated successful session deactivations.

inxMbgPgwGwInitDeactv

Total Gateway initiated session deactivation attempts.

inxMbgPgwGwInitSuccDeactv

Total Gateway initiated successful session deactivations.

inxMbgPgwGtpStatsGnS5S8InpPkt

Total GTP statistics (Gn/S5/58) Input packets.

inxMbgPgwGtpStatsGnS5S8InpByt

Total GTP statistics (Gn/55/58) Input bytes.

inxMbgPgwGtpStatsGnS5S80utPkt

Total GTP statistics (Gn/55/58) Output packets.

inxMbgPgwGtpStatsGnS55S80utByt

inxMbgPgwGtpStatsGilnpPkt

inxMbgPgwGtpStatsGilnpByt

Total GTP statistics (Gn/55/58) Output bytes.

Total GTP statistics Gi Input packets.

Total GTP statistics Gi Input bytes.

inxMbgPgwGtpStatsGiOutPkt

Total GTP statistics Gi Output packets.

inxMbgPgwGtpStatsGiOutByt

Total GTP statistics Gi Output bytes.

Table 22 on page 57 shows the leaf nodes of the type jnxMbgPgwSMStatusTable, which
are indexed by each GGSN or PDN Gateway.

Table 22: jnxMbgPgwSMStatusTable Statistics

Name

inxMbgPgwActvSubscribers

jnxMbgPgwActvSessions

Description

Total active subscribers.

Total active sessions.

inxMbgPgwActvBearers

Total active bearers.

jinxMbgPgwldleSubscribers

Total idle subscribers.
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Table 22: jnxMbgPgwSMStatusTable Statistics (continued)

inxMbgPgwldleSessions

inxMbgPgwldleBearers

inxMbgPgwSuspSubscribers

Total idle sessions.

Total idle bearers.

Total suspended subscribers.

inxMbgPgwSuspSessions Total suspended sessions.
jnxMbgPgwSuspBearers Total suspended bearers.
inxMbgPgwCPUUtil Current CPU usage
inxMbgPgwMemoryUtil Current Memory usage

APN-Based Statistics

Table 23 on page 58 shows the leaf nodes of the type jnxMbgPgwApnSMStatsTable,
which are indexed by each APN configured on the GGSN or PDN Gateway.

Table 23: jnxMbgPgwApnSMStatsTable Statistics

Name

Description

inxMbgPgwApnName

inxMbgPgwSessnEstAttempts

A string that uniquely identifies the APN.

Total Session establishment attempts made.

inxMbgPgwApnSuccSessnEst

Total Sessions established successfully.

inxMbgPgwApnPeerlnitDeactv

Total MS/peer initiated session deactivation attempts.

inxMbgPgwApnPeerlnitSuccDeactv

Total MS/peer initiated successful session deactivations.

inxMbgPgwApnGwInitDeactv

Total Gateway initiated session deactivation attempts.

inxMbgPgwApnGwInitSuccDeactv

Total Gateway initiated successful session deactivations.

inxMbgPgwApnGtpStatsGnS5S8IinpPkt

inxMbgPgwApnGtpStatsGnS5S8IinpByt

inxMbgPgwApnGtpStatsGnS5S80utPkt

Total GTP statistics (Gn/S55/58) Input packets.

Total GTP statistics (Gn/S5/58) Input bytes.

Total GTP statistics (Gn/55/58) Output packets.

inxMbgPgwApnGtpStatsGnS5S80utByt

Total GTP statistics (Gn/S55/58) Output bytes.

inxMbgPgwApnGtpStatsGilnpPkt

Total GTP statistics Gi Input packets.

inxMbgPgwApnGtpStatsGilnpByt

Total GTP statistics Gi Input bytes.
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Table 23: jnxMbgPgwApnSMStatsTable Statistics (continued)

inxMbgPgwApnGtpStatsGiOutPkt

inxMbgPgwApnGtpStatsGiOutByt

inxMbgPgwApnSessnFailSrvcUnaval

Total GTP statistics Gi Output packets.

Total GTP statistics Gi Output bytes.

Total sessions that could not be established due to service unavailability.

inxMbgPgwApnSessnFailSysFailure

Total sessions that could not be established due to system failure.

jinxMbgPgwApnSessnFailNoResource

Total sessions that could not be established due to lack of resource.

inxMbgPgwApnSessnFailNoAddr

Total sessions that could not be established due to lack of address. The
address pool assigned to this APN is exhausted.

inxMbgPgwApnSessnFailSrvcDenied

Total sessions that could not be established due to service denial.

inxMbgPgwApnSessnFailAuthFailed

inxMbgPgwApnSessnFailAccsDenied

Total sessions that could not be established due to authentication
failure.

Total sessions that could not be established due to APN access denial.

Table 24 on page 59 shows the leaf nodes of the type jnxMbgPgwSMStatusTable, which
are indexed by each APN configured on the GGSN or PDN Gateway.

Table 24: jnxMbgPgwSMStatusTable Statistics

Name

Description

inxMbgPgwActvSubscribers

Total active subscribers at the gateway level.

inxMbgPgwActvSessions

Total active sessions at the gateway level.

inxMbgPgwActvBearers

inxMbgPgwldleSubscribers

Total active bearers at the gateway level.

Total idle subscribers at the gateway level.

inxMbgPgwldleSessions

Total idle sessions at the gateway level.

inxMbgPgwldleBearers

Total idle bearers at the gateway level.

inxMbgPgwSuspSubscribers

Total suspended subscribers at the gateway level.

jnxMbgPgwSuspSessions Total suspended sessions at the gateway level.
jnxMbgPgwSuspBearers Total suspended bearers at the gateway level.
inxMbgPgwCPUUil Current CPU usage at the gateway level.
inxMbgPgwMemoryUrtil Current Memory usage at the gateway level.
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Table 25 on page 60 shows the leaf nodes of the type jnxMbgPgwApnSMStatusTable,
which are indexed by each APN configured on the GGSN or PDN Gateway.

Table 25: jnxMbgPgwApnSMStatusTable Statistics

Name Description
inxMbgPgwApnActvSubscribers Total active subscribers at the APN level.
jnXMbgPgwApnActvSessions Total active sessions at the APN level.

inxMbgPgwApnActvBearers

Total active bearers at the APN level.

Related
Documentation

Charging Performance Statistics for GGSN/P-GW

Customers must pay for the services they use. In the 3rd Generation Partnership Project
(3GPP), there are three distinct processes that translate service use into a bill for services.
These processes are charging, rating, and billing. Charging gathers statistics about service
usage for each customer. Rating is the process that determines how much each service
costs each particular customer, based on the services contracted or tariffed. Billing is
the process that generates the customer’s invoice for services.

« Charging MIB STRUCTURE on page 60

« Charging Group Statistics on page 60

« Charging Gateway Statistics on page 61

« Charging Local Storage Statistics on page 63

. [xref target has no title]

« [xref target has no title]

Charging MIB STRUCTURE

The root node for the module is jnxMbgPgwChargingMib, which is a child of
jnxMobileGatewayPgwGgsn. jnxMbgPgwChargingMib is Juniper Networks implementation
of Mobility Charging MIB for PDN gateways in 3GPP LTE network and the Gateway GPRS
Support Node (GGSN) inthe 3GPP 3G Network. The jnxMobileGatewayPgwGgsn is defined
in Juniper-SMI.

Charging Group Statistics

Table 26 on page 60 shows the leaf nodes of the type jnxMbgPgwCgCgfGroupsStatsTable,
which are indexed by each gateway and list the statistics for all Charging Gateway
Function (CGF) Groups configured on the P-GW.

Table 26: jnxMbgPgwCgCgfGroupsStatsTable Statistics

Name

Description
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Table 26: jnxMbgPgwCgCgfGroupsStatsTable Statistics (continued)

inxMbgPgwCgCgfGrpProfName

inxMbgPgwCgCgfGrpDRTReqTx

A string that uniquely identifies the CGF group profile.

Total number of the Detailed Record Time (DRT) requests transmitted
for the CGF group.

inxMbgPgwCgCgfGrpDRTRegRx

Total number of the DRT requests received for the CGF group.

jnxMbgPgwCgCgfGrpDRTRegTmout

Total number of the DRT request timeouts that happened for the CGF
group.

inxMbgPgwCgCgfGrpDRTSUcRspRx

Total number of the DRT success responses received.

inxMbgPgwCgCgfGrpDRTErrRspRx

Total number of the DRT error responses received for the CGF group.

inxMbgPgwCgCgfGrpRediReqRx

Total number of the redirection responses received for the CGF group.

inxMbgPgwCgCgfGrpRediRspTx

inxMbgPgwCgCgfGrpSwitchovers

inxMbgPgwCgCgfGrpBatchReqTx

Total number of the redirection responses transmitted for the CGF group.

Total number of the switch overs on the CGF group.

Total number of the batch requests transmitted for the CGF group.

jnxMbgPgwCgCgfGrpBatchRspErrors

Total number of the batch response errors for the CGF group.

inxMbgPgwCgCgfGrpBatchCDRsTx

Total number of the batch Call Data Records (CDRs) transmitted for the
CGF group.

inxMbgPgwCgCgfGroupTotalWFA

Total WFA available for the CGF group.

Charging Gateway Statistics

Table 27 on page 61 shows the leaf nodes of the type jnxMbgPgwCgCgfStats, which list
the statistics for all Charging Gateway Functions configured on the P-GW.

Table 27: jnxMbgPgwCgCgfStats Statistics

Name

Description

inxMbgPgwCgCgfProfName

inxMbgPgwCgCgflndex

A string that uniquely identifies the CGF Profile.

A number representing each CGF Server whose statistics is being generated.

inxMbgPgwCgCgflpAddress

CGF Server IP-address.

inxMbgPgwCgCgfStatus

This indicates the state of the CGF Server, either UP or DOWN.

jinxMbgPgwCgCgfUpDuration

Total duration in minutes for which the CGF Server was in UP State.

inxMbgPgwCgCgfDownDuration

Total duration in minutes for which the CGF Server was in DOWN State.
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Table 27: jnxMbgPgwCgCgfStats Statistics (continued)

inxMbgPgwCgCgfEchoReqTx

inxMbgPgwCgCgfEchoReqRx

inxMbgPgwCgCgfEchoReqTmout

inxMbgPgwCgCgfEchoRespTx

Total number of Echo Requests transmitted to the CGF Server.

Total number of Echo Requests received from the CGF Server.

Total number of Echo Requests to the CGF Server that timed out.

Total number of Echo Responses transmitted to the CGF Server.

inxMbgPgwCgCgfEchoRespRx

Total number of Echo Responses received from the CGF Server.

inxMbgPgwCgCgfVerUnsuppTx

Total number of Version Unsupported messages transmitted to the CGF Server.

inxMbgPgwCgCgfVerUnsuppRx

Total number of Version Unsupported messages received from the CGF Server.

inxMbgPgwCgCgfNodeAliveReqTx

inxMbgPgwCgCgfNodeAliveRegRx

inxMbgPgwCgCgfNodeAliveReqTmout

inxMbgPgwCgCgfNodeAliveRespTx

Total number of Node Alive Requests transmitted to the CGF Server.

Total number of Node Alive Requests received from the CGF Server.

Total number of Node Alive Requests to the CGF Server that timed out.

Total number of Node Alive Responses transmitted to the CGF Server.

inxMbgPgwCgCgfNodeAliveRespRx

Total number of Node Alive Responses received from the CGF Server.

inxMbgPgwCgCgfRedirectReqRx

Total number of Redirect Requests received from the CGF Server.

inxMbgPgwCgCgfRedirectRespTx

Total number of Redirect Responses transmitted to the CGF Server.

inxMbgPgwCgCgfDRTReqTx

inxMbgPgwCgCgfDRTRegTmout

inxMbgPgwCgCgfDRTSuccRespRx

Total number of Data Record Transfer Requests transmitted to the CGF Server.
This includes the retransmission counts also.

Total number of Data Record Transfer Requests to the CGF Server that timed
out after the configured number of retries.

Total number of Data Record Transfer Responses indicating success received
from the CGF Server.

jnxMbgPgwCgCgfDRTErrRespRx

Total number of Data Record Transfer Responses indicating error received from
the CGF Server.

inxMbgPgwCgCgfCdrTx

Total number of Call Data Records (CDRs) transmitted to the CGF Server.

inxMbgPgwCgCgfDRTRTTMean

inxMbgPgwCgCgfDRTRTTMin

Mean Round Trip Time of the Data Record Transfer Request and Response to
and from the CGF Server in seconds. This is calculated from the average of the
minimum and maximum round trip times of the Data Record Transfer Request.
This is applicable for CGF Servers which are connected via UDP protocol.

Minimum Round Trip Time of the Data Record Transfer Request and Response
to and from the CGF Server in seconds. This is applicable for CGF Servers which
are connected via UDP protocol.
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Table 27: jnxMbgPgwCgCgfStats Statistics (continued)

inxMbgPgwCgCgfDRTRTTMax

Maximum Round Trip Time of the Data Record Transfer Request and Response
to and from the CGF Server in seconds. This is applicable for CGF Servers which
are connected via UDP protocol.

inxMbgPgwCgCgfTransToDownState

Total number of transitions of the CGF Server to the DOWN state.

inxMbgPgwCgCgfContainers

Total number of closed containers to the CGF Server.

Charging Local Storage Statistics

Table 28 on page 63 shows the leaf nodes of the type jnxMbgPgwCgLpsStatsTable, which
list statistics for all Local persistent storage statistics configured on the P-GW.

Table 28: jnxMbgPgwCgLpsStatsTable Statistics

Name

inxMbgPgwCgLpsFilesOnLcStorage

Description

The number of Files containing Charging Data Records (CDRs) present on the Local
Storage Device. Incremented when a file containing CDRs is closed on the Local storage
device Decremented when sftp is done and a file is removed from the Local storage
device.

inxMbgPgwCgLpsStorageAvailSpace

The space available on the Local Storage Device in MB.

Table 29 on page 63 shows the leaf nodes of the type jnxMbgPgwCgTspStatsTable, which
list the statistics for all Charging Gateway Function Groups configured on the P-GW.

Table 29: jnxMbgPgwCgTspStatsTable

Name

Description

jnxMbgPgwCgTspProfld

This will identify the CGF Group profile id uniquely and used as secondary
key for CGF group table.

inxMbgPgwCgTspDRTReqTx

Total number of the DRT (Detailed Record Time) request transmitted for
the CGF group.

inxMbgPgwCgTspDRTReqTmout

Total number of the DRT request timeouts happened for the CGF group.

inxMbgPgwCgTspDRTSucRspRx

inxMbgPgwCgTspDRTErrRspRx

inxMbgPgwCgTspRediReqRx

Total number of the DRT success responses received.

Total number of the DRT error responses received for the CGF group.

Total number of the redirection responses received for the CGF group.

inxMbgPgwCgTspRediRspTx

Total number of the redirection responses transmitted for the CGF group.

inxMbgPgwCgTspSwitchovers

Total number of the switch overs on the CGF group.

inxMbgPgwCgTspBatchReqTx

Total number of the batch req transmitted for the CGF group.
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Table 29: jnxMbgPgwCgTspStatsTable (continued)

inxMbgPgwCgTspBatchRspErrors

inxMbgPgwCgTspBatchCDRsTx

inxMbgPgwCgTspTotalWFA

Total number of the batch response errors for the CGF group.

Total number of the batch CDRs transmitted for the CGF group.

Total WFA available for the CGF group.

inxMbgPgwCgTspProfName

A string that uniquely identifies the TSP Profile.

Table 30 on page 64 shows the leaf nodes of the type jnxMbgPgwCgPeerStatsTable,
which list statistics for all Charging Gateway Functions configured on the P-GW.

Table 30: jnxMbgPgwCgPeerStatsTable

Name

inxMbgPgwCgPeerIndex

inxMbgPgwCgPeerlpAddress

Description

A number representing each CGF Server whose statistics is being generated.

CGF Server IP-address.

jinxMbgPgwCgPeerStatus

This indicates the state of the CGF Server i.e UP or DOWN.

inxMbgPgwCgPeerEchoReqTx

Total number of Echo Requests transmitted to the CGF Server.

inxMbgPgwCgPeerEchoRegRx

Total number of Echo Requests received from the CGF Server.

inxMbgPgwCgPeerEchoReqTmout

inxMbgPgwCgPeerEchoRespTx

inxMbgPgwCgPeerEchoRespRx

Total number of Echo Requests to the CGF Server that timed out.

Total number of Echo Responses transmitted to the CGF Server.

Total number of Echo Responses received from the CGF Server.

inxMbgPgwCgPeerVerUnsuppTx

Total number of Version Unsupported messages transmitted to the CGF
Server.

inxMbgPgwCgPeerVerUnsuppRx

Total number of Version Unsupported messages received from the CGF
Server.

inxMbgPgwCgPeerNodeAliveRegRx

Total number of Node Alive Requests received from the CGF Server.

inxMbgPgwCgPeerNodeAliveRespTx

Total number of Node Alive Responses transmitted to the CGF Server.

inxMbgPgwCgPeerRedirectRegRx

inxMbgPgwCgPeerRedirectRespTx

Total number of Redirect Requests received from the CGF Server.

Total number of Redirect Responses transmitted to the CGF Server.

inxMbgPgwCgPeerDRTReqTx

Total number of Data Record Transfer Requests transmitted to the CGF
Server. This includes the retransmission counts also.
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Table 30: jnxMbgPgwCgPeerStatsTable (continued)

jnxMbgPgwCgPeerDRTSuccRespRx Total number of Data Record Transfer Responses indicating success received
from the CGF Server.
jnxMbgPgwCgPeerDRTErrRespRx Total number of Data Record Transfer Responses indicating error received
from the CGF Server.
inxMbgPgwCgPeerProfileName A string that uniquely identifies the CGF Peer Profile.
Related .

Documentation

IP Address Pool Management Statistics

The IP Pool Management Module manages the IP address pools for each APN configured
on the GGSN-PGW.

« |P Pool MIBSTRUCTURE on page 65
« |P Address Pool Statistics on page 65
« |P Address Pool Range Statistics on page 66

IP Pool MIB STRUCTURE

The root node for the module isjnxMobileGatewayPgwSMIPPoolMib which is a child of:
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-SMI.

IP Address Pool Statistics

Table 31 on page 65 shows the leaf nodes of the type jnxMbgIPPoolTable, which are
indexed by logical system, routing instance and IP pool name.

Table 31: IP Address Pool Statistics

Name Description
jnxMbglPPoolld A Pool Id which identifies a pool on the mobile-gateway.
jnxMbglPPoolLogicalSystem A name which identifies the logical-system to which the address pool belongs on

the mobile gateway.

jnxMbglPPoolRoutinginstance A name which identifies the routing instance to which the address pool belongs
on the mobile gateway.

inxMbglPPoolName A name which identifies the pool on the mobile-gateway.

jnxMbgIPPoolType The type configured for this pool on the mobile gateway. Types supported are
Ipv4 (1) or IPv6(2)

jnxMbglPPoolFree Total number of free addresses in this pool.

jnxMbgIPPoolinUse Total number of used addresses in this range.
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Table 31: IP Address Pool Statistics (continued)

jnxMbgIPPoolUtil Percentage utilization for this pool.

IP Address Pool Range Statistics

Table 54 on page 106 shows the leaf nodes of the type jnxMbglPPoolTable, which are
indexed by logical system, routing instance, IP pool name, and pool range name. Table
54 on page 106 contains information about local address pools only.

Table 32: Local IP Address Pool Range Statistics

Name Description
jnxMbglPPoolRangeName The name of the local IP address pool range.
jnxMbglPPoolRangeType The type configured for this range on the mobile gateway. Types supported

are Ipv4(1) or IPv6(2).

jnxMbglPPoolRangeFree Total number of free addresses in this range.
jnxMbglPPoolRangelnUse Total number of used addresses in this range.
jnxMbglPPoolRangeUtil Percentage utilization for this range.

Resource Manager Performance Statistics for the GGSN-PGW

The Resource Manager Module manages Resource Manager clients on the GGSN-PGW.

« Resource Manager MIB STRUCTURE on page 66
o GTP Peer Statistics on page 66

Resource Manager MIB STRUCTURE

The root node for the module is jnxMbgRMPSMib which is a child of:
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-SMI.

GTP Peer Statistics

Table 33: Resource Manager Client Statistics

Name Description

jnxMbgRMPSClientldentifier The client, in the form ms-a/b/c or apfe-a/b/c, where a is the fpc slot, b is
the pic slot and c is the port.

inxMbgRMPSClientStatus The status of a Resource Manager client.
jnxMbgRMPSServiceStatus The status of a Resource Manager service.
inxMbgRMPSClientRedundancyRole The redundancy role of the Resource Manager client.
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Serving Gateway Statistics

« GTP Management Performance Statistics for Serving Gateway on page 67
« Subscriber Manager Performance Statistics for the Serving Gateway on page 82

« Charging Performance Statistics for Serving Gateway on page 84

GTP Management Performance Statistics for Serving Gateway

GTPis the primary protocol used in a GPRS core network and allows users in a 3G or 4G
network to move from one location to another while remaining connected to the Internet.
The GTP protocol is used to carry signaling and bearer data from a SGSN/S-GW to a
GGSN/P-GW across well defined 3GPP service interfaces such as Gn/S5.

« GTP MIBSTRUCTURE on page 67

« GTP Peer Version 2 Operational Statistics on page 67

« GTP Peer Version 2 Success/Failure Statistics on page 71

« GTP Global Version 2 Operational Statistics on page 75

« GTP Global Version 2 Success/Failure Statistics on page 78

GTP MIB STRUCTURE

The root node for the module is jnxMbgSgwGtpMib which is a child of
jnxMobileGatewaySgw. The jnxMobileGatewaySgw is defined in Juniper-SMI.

GTP Peer Version 2 Operational Statistics

Table 34 on page 67 shows the statistics for jnxMbgSgwGtpCPerPeerStatsTable, which
show GTP peer version 2 operational statistics.

Table 34: jnxMbgSgwGtpCPerPeerStatsTable Statistics

Name Description

jnXMbgSgwPPGtpRmtAddr The Remote IP address of this GTP peer entry.
jnXMbgSgwPPGtpLclAddr The Local IP address of this GTP peer entry.
inxMbgSgwPPGtpRtginst The Routing Instance for this Peer.
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Table 34: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

jnXMbgSgwPPRxPacketsDropped Number of Received Packets Dropped.

inxMbgSgwPPPacketAllocFail

inxMbgSgwPPPacketSendFail

Number of Packet allocation failures.

Number of Packet Send failures.

inxMbgSgwPPIPVerErrRx

Number of IP Version Error Packets Received.

inxMbgSgwPPIPProtoErrRx

Number of IP Protocol Error packets Received.

inxMbgSgwPPGTPPortErrRx

Number of Port Error Packets Received.

inxMbgSgwPPGTPUnknVerRx

Number of Unknown Version Packets Received.

inxMbgSgwPPPcktLenErrRx

inxMbgSgwPPUnknMsgRx

inxMbgSgwPPProtocolErrRx

inxMbgSgwPPUnSupportedMsgRx

Number of Packet Length Error Packets Received.

Number of Unknown Messages Received.

Number of GTPv2 Protocol Errors Received.

Number of GTPv2 Unsupported Messages received.

inxMbgSgwPPT3RespTmrExpRx

Number of GTP V2 T3 timer expiries Received.

inxMbgSgwPPV2NumMsgRx

Number of GTPv2 messages received.

inxMbgSgwPPV2NumMsgTx

Number of GTP V2 messages sent.

inxMbgSgwPPV2NumBytesRx

inxMbgSgwPPV2NumBytesTx

inxMbgSgwPPV2EchoReqRx

Number of GTPv2 bytes received.

Number of GTP V2 bytes sent.

Number of GTP V2 Echo Request received.

inxMbgSgwPPV2EchoReqTx

Number of GTP V2 Echo Request Sent.

inxMbgSgwPPV2EchoRespRx

Number of GTP V2 Echo Response received.

inxMbgSgwPPV2EchoRespTx

Number of GTP V2 Echo Response Sent.

inxMbgSgwPPV2VerNotSupRx

Number of GTP V2 Version Not supported messages received

inxMbgSgwPPV2VerNotSupTx

inxMbgSgwPPCreateSessReqRx

Number of GTP V2 Number of version not supported messages sent.

Number of GTP V2 Create Session Requests received.

inxMbgSgwPPCreateSessReqTx

Number of GTP V2 Create Session Requests Sent.

inxMbgSgwPPCreateSessRspRx

Number of GTP V2 Create Session Responses received.
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Table 34: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgSgwPPCreateSessRspTx

Number of GTP V2 Create Session Responses Sent.

inxMbgSgwPPModBrReqRx Number of GTP V2 Modify Bearer Requests received.
inxMbgSgwPPModBrReqTx Number of GTP V2 Modify Bearer Requests Sent.
jnxMbgSgwPPModBrRspRx Number of GTP V2 Modify Bearer Responses received.
jnxMbgSgwPPModBrRspTx Number of GTP V2 Modify Bearer Responses Sent.

inxMbgSgwPPDelSessRegRx

Number of GTP V2 Delete Session Requests received.

inxMbgSgwPPDelSessReqTx

Number of GTP V2 Delete Session Requests Sent.

inxMbgSgwPPDelSessRspRx

inxMbgSgwPPDelSessRspTx

Number of GTP V2 Delete Session Responses received.

Number of GTP V2 Delete Session Responses Sent.

inxMbgSgwPPCrtBrReqRx Number of GTP V2 Create Bearer Requests received.
inxMbgSgwPPCrtBrReqTx Number of GTP V2 Create Bearer Requests Sent.
jnxMbgSgwPPCrtBrRspRx Number of GTP V2 Create Bearer Response received.
jnXMbgSgwPPCrtBrRspTx Number of GTP V2 Create Bearer Response Sent.
jnxMbgSgwPPUpdBrReqRx Number of GTP V2 Update Bearer Request received.
jnXMbgSgwPPUpdBrReqTx Number of GTP V2 Update Bearer Request Sent.
inxMbgSgwPPUpdBrRspRx Number of GTP V2 Update Bearer Response received.
inxMbgSgwPPUpdBrRspTx Number of GTP V2 Update Bearer Response Sent.

inxMbgSgwPPDelBrReqRx

Number of GTP V2 Delete Bearer Request received.

inxMbgSgwPPDelBrReqTx

Number of GTP V2 Delete Bearer Request Sent.

inxMbgSgwPPDelBrRspRx

Number of GTP V2 Delete Bearer Response received.

inxMbgSgwPPDelBrRspTx

Number of GTP V2 Delete Bearer Response Sent.

inxMbgSgwPPDelConnSetRegRx

inxMbgSgwPPDelConnSetReqTx

inxMbgSgwPPDelConnSetRspRx

Number of GTP V2 Delete PDN connection set Request received.

Number of GTP V2 Delete PDN connection set Request Sent.

Number of GTP V2 Delete PDN connection set Response received.

inxMbgSgwPPDelConnSetRspTx

Number of GTP V2 Delete PDN connection set Response Sent.
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Table 34: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inXMbgSgwPPUpdConnSetReqRx Number of GTP V2 Update Connection set Request received.

inxMbgSgwPPUpdConnSetReqTx Number of GTP V2 Update Connection set Request Sent.

inxMbgSgwPPUpdConnSetRspRx Number of GTP V2 Update Connection set Response received.

jnxMbgSgwPPUpdConnSetRspTx Number of GTP V2 Update Connection set Response Sent.

inxMbgSgwPPModBrCmdRx

Number of GTP V2 Modify Bearer Command received.

inxMbgSgwPPModBrCmdTx

Number of GTP V2 Modify Bearer Command Sent.

inxMbgSgwPPModBrFlrindRx

Number of GTP V2 Modify Bearer Failure received.

inxMbgSgwPPModBrFlrindTx

inxMbgSgwPPDelBrCmdRx

inxMbgSgwPPDelBrCmdTx

inxMbgSgwPPDelBrFlrindRx

Number of GTP V2 Modify Bearer Failure Sent.

Number of GTP V2 Delete Bearer Command received.

Number of GTP V2 Delete Bearer Command Sent.

Number of GTP V2 Delete Bearer Failure received.

inxMbgSgwPPDelBrFlrindTx

Number of GTP V2 Delete Bearer Failure Sent.

inxMbgSgwPPBrResCmdRx

Number of GTP V2 Bearer Response Command received.

inxMbgSgwPPBrResCmdTx

Number of GTP V2 Bearer Response Command Sent.

inxMbgSgwPPBrResFlrindRx

inxMbgSgwPPBrResFlrindTx

inxMbgSgwPPRelAcsBrReqRx

Number of GTP V2 Bearer Resource Failure received.

Number of GTP V2 Bearer Resource Failure Sent.

Number of GTP V2 Release Access Bearer Requests received.

inxMbgSgwPPRelAcsBrReqTx

Number of GTP V2 Release Access Bearer Requests sent.

inxMbgSgwPPRelAcsBrRespRx

Number of GTP V2 Release Access Bearer Response received.

inxMbgSgwPPRelAcsBrRespTx

Number of GTP V2 Release Access Bearer Response sent.

inxMbgSgwPPCrindTunRegRx

Number of GTP V2 Create Indirect Tunnel Forward Request Received

inxMbgSgwPPCrindTunReqTx

inxMbgSgwPPCrindTunRespRx

Number of GTP V2 Create Indirect Tunnel Forward Request sent

Number of GTP V2 Create Indirect Tunnel Forward Response Received

inxMbgSgwPPCrindTunRespTx

Number of GTP V2 Create Indirect Tunnel Forward Response sent

inxMbgSgwPPDellndTunRegRx

Number of GTP V2 Delete Indirect Tunnel Forward Request Received
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Table 34: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgSgwPPDellndTunReqTx

inxMbgSgwPPDellndTunRespRx

inxMbgSgwPPDellndTunRespTx

inxMbgSgwPPDIDataNotifRx

Number of GTP V2 Delete Indirect Tunnel Forward Request sent.

Number of GTP V2 Delete Indirect Tunnel Forward Response Received

Number of GTP V2 Delete Indirect Tunnel Forward Response sent.

Number of GTP V2 Downlink Data Notify received.

jnxMbgSgwPPDIDataNotifTx

Number of GTP V2 Downlink Data Notify Sent.

inxMbgSgwPPDlDataAckRx

Number of GTP V2 Downlink Data Notify Acknowledgement received.

inxMbgSgwPPDlDataAckTx

Number of GTP V2 Downlink Data Notify Acknowledgement Sent.

inxMbgSgwPPDlDataNotiFlrindRx

inxMbgSgwPPDlDataNotiFlrindTx

inxMbgSgwPPStopPagingIindRx

Number of GTP V2 Downlink Data Notification fail received.

Number of GTP V2 Downlink Data Notification fail Sent.

Number of GTP V2 Number of Stop Paging Indication Messages Received.

inxMbgSgwPPStopPagingIndTx

Number of GTP V2 Number of Stop Paging Indication messages sent

GTP Peer Version 2 Success/Failure Statistics

Table 35 on page 71 shows the statistics for jnxMbgSgwGtpCPerPeerStatsTable, which
show GTP peer version 2 success/failure statistics.

Table 35: jnxMbgSgwGtpCPerPeerStatsTable Statistics

Name

Description

inxMbgSgwPPGtpV2ICsPageRx

Number of GTP V2 packets received with cause Page.

inxMbgSgwPPGtpV2ICsPageTx

Number of GTP packets sent with cause Page.

inxMbgSgwPPGtpV2ICsRegAcceptRx

Number of GTP V2 packets received with cause Request Accept.

inxMbgSgwPPGtpV2ICsReqAcceptTx

inxMbgSgwPPGtpV2ICsAcceptPartRx

inxMbgSgwPPGtpV2ICsAcceptPartTx

Number of GTP packets sent with cause Request Accept.

Number of GTP V2 packets received with cause Accept Partial.

Number of GTP packets sent with cause Accept Partial.

jnxMbgSgwPPGtpV2ICsNewPTNPrefRx

Number of GTP V2 packets received with cause New PDN type due to
Network Preference.

inxMbgSgwPPGtpV2ICsNewPTNPrefTx

Number of GTP packets sent with cause New PDN type due to Network
Preference.
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Table 35: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgSgwPPGtpV2ICsNPTSIAdbrRx

inxMbgSgwPPGtpV2ICsNPTSIAdbrTx

inxMbgSgwPPGtpV2ICsCtxNotFndRx

Number of GTP V2 packets received with cause New PDN type due to
Single Address Bearer.

Number of GTP packets sent with cause New PDN type due to Single
Address Bearer.

Number of GTP V2 packets received with cause Context not found.

inxMbgSgwPPGtpV2ICsCtxNotFndTx

Number of GTP packets sent with cause Context not found.

inxMbgSgwPPGtpV2ICsInvMsgFmtRx

Number of GTP V2 packets received with cause Invalid Message Format.

inxMbgSgwPPGtpV2ICsIinvMsgFmMtTx

Number of GTP packets sent with cause Invalid Message Format.

inxMbgSgwPPGtpV2ICsVerNotSuppRx

Number of GTP V2 packets received with cause Version not Supported.

inxMbgSgwPPGtpV2ICsVerNotSuppTx

inxMbgSgwPPGtpV2ICsIinvLenRx

inxMbgSgwPPGtpV2ICsinvLenTx

Number of GTP packets sent with cause Version not Supported.

Number of GTP V2 packets received with cause Invalid Length.

Number of GTP packets sent with cause Invalid Length.

inxMbgSgwPPGtpV2ICsServNotSupRx

Number of GTP V2 packets received with cause Service Not supported.

inxMbgSgwPPGtpV2ICsServNotSupTx

Number of GTP packets sent with cause Service Not supported.

inxMbgSgwPPGtpV2ICsManlIEIncorRx

Number of GTP V2 packets received with cause Mandatory IE incorrect.

inxMbgSgwPPGtpV2ICsManlEIncorTx

Number of GTP packets sent with cause Mandatory IE incorrect.

inxMbgSgwPPGtpV2ICsManIEMissRx

inxMbgSgwPPGtpV2ICsManIEMissTx

inxMbgSgwPPGtpV2ICsOptIEIncorRx

Number of GTP V2 packets received with cause Mandatory IE Missing.

Number of GTP packets sent with cause Mandatory IE Missing.

Number of GTP V2 packets received with cause Optional IE Incorrect.

inxMbgSgwPPGtpV2ICsOptIEIncorTx

Number of GTP packets sent with cause Optional IE Incorrect.

inxMbgSgwPPGtpV2ICsSysFailRx

Number of GTP V2 packets received with cause System Failure.

inxMbgSgwPPGtpV2ICsSysFailTx

Number of GTP packets sent with cause System Failure.

inxMbgSgwPPGtpV2ICsNoResRx

inxMbgSgwPPGtpV2ICsNoResTx

inxMbgSgwPPGtpV2ICsTFTSMANTErRx

inxMbgSgwPPGtpV2ICSTFTSMANTErTX

Number of GTP V2 packets received with cause No Resource.

Number of GTP packets sent with cause No Resource.

Number of GTP V2 packets received with cause TFT Symantic Error.

Number of GTP packets sent with cause TFT Symantic Error.
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Table 35: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgSgwPPGtpV2ICsTFTSysErrRx

inxMbgSgwPPGtpV2ICsTFTSysErrTx

inxMbgSgwPPGtpV2ICsPkFltManErRx

Number of GTP V2 packets received with cause TFT System Error.

Number of GTP packets sent with cause TFT System Error.

Number of GTP V2 packets received with cause Packet Filter Symantic
Error.

inxMbgSgwPPGtpV2ICsPkFItManErTx

Number of GTP packets sent with cause Packet Filter Symantic Error.

inxMbgSgwPPGtpV2ICsPkFltSynErRx

Number of GTP V2 packets received with cause Packet Filter Syntax Error.

inxMbgSgwPPGtpV2ICsPkFltSynErTx

Number of GTP packets sent with cause Packet Filter Syntax Error.

inxMbgSgwPPGtpV2ICsMisUnknAPNRx

Number of GTP V2 packets received with cause Unknown APN.

inxMbgSgwPPGtpV2ICsMisUnknAPNTx

inxMbgSgwPPGtpV2ICsUnexpRptIERX

inxMbgSgwPPGtpV2ICsUnexpRptIETx

Number of GTP packets sent with cause Unknown APN.

Number of GTP V2 packets received with cause Unexpected Repeated
IE.

Number of GTP packets sent with cause Unexpected Repeated IE.

inxMbgSgwPPGtpV2ICsGREKeyNtFdRx

Number of GTP V2 packets received with cause GRE Key Not Found.

inxMbgSgwPPGtpV2ICsGREKeyNtFdTx

Number of GTP packets sent with cause GRE Key Not Found.

inxMbgSgwPPGtpV2ICsRelocFailRx

Number of GTP V2 packets received with cause Relocation Failed.

inxMbgSgwPPGtpV2ICsRelocFailTx

Number of GTP packets sent with cause Relocation Failed.

inxMbgSgwPPGtpV2ICsDenINRatRx

inxMbgSgwPPGtpV2ICsDenINRatTx

inxMbgSgwPPGtpV2ICsPTNotSuppRx

Number of GTP V2 packets received with cause Denied in RAT.

Number of GTP packets sent with cause Denied in RAT.

Number of GTP V2 packets received with cause PDN Type Not Supported.

inxMbgSgwPPGtpV2ICsPTNotSuppTx

Number of GTP packets sent with cause PDN Type Not Supported.

inxMbgSgwPPGtpV2ICsAllIDynAdOcRx

Number of GTP V2 packets received with cause Allocated Dynamic
Address Occupied.

inxMbgSgwPPGtpV2ICsAllIDynAdOCTx

Number of GTP packets sent with cause Allocated Dynamic Address
Occupied.

inxMbgSgwPPGtpV2ICsNOTFTUECTXRX

inxMbgSgwPPGtpV2ICsNOTFTUECTXTx

inxMbgSgwPPGtpV2ICsProtoNtSupRx

Number of GTP V2 packets received with cause UE Context Without TFT
Exists.

Number of GTP packets sent with cause UE Context Without TFT Exists.

Number of GTP V2 packets received with cause Protocol Not Supported.
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Table 35: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgSgwPPGtpV2ICsProtoNtSupTx

inxMbgSgwPPGtpV2ICsUENotRespRx

inxMbgSgwPPGtpV2ICsUENotRespTx

inxMbgSgwPPGtpV2ICsUERefusesRx

Number of GTP packets sent with cause Protocol Not Supported.

Number of GTP V2 packets received with cause UE Not Responding.

Number of GTP packets sent with cause UE Not Responding.

Number of GTP V2 packets received with cause UE Refuses.

inxMbgSgwPPGtpV2ICsUERefusesTx

Number of GTP packets sent with cause UE Refuses.

inxMbgSgwPPGtpV2ICsServDeniedRx

Number of GTP V2 packets received with cause Service Denied.

inxMbgSgwPPGtpV2ICsServDeniedTx

Number of GTP packets sent with cause Service Denied.

inxMbgSgwPPGtpV2ICsUnabPageUERXx

inxMbgSgwPPGtpV2ICsUnabPageUETx

inxMbgSgwPPGtpV2ICsNoMemRx

inxMbgSgwPPGtpV2ICsNoMemTx

Number of GTP V2 packets received with cause Unable to Page UE.

Number of GTP packets sent with cause Unable to Page UE.

Number of GTP V2 packets received with cause No Memory.

Number of GTP packets sent with cause No Memory.

inxMbgSgwPPGtpV2ICsUserAUTHFIRx

Number of GTP V2 packets received with cause User AUTH Failed.

inxMbgSgwPPGtpV2ICsUserAUTHFITx

Number of GTP packets sent with cause User AUTH Failed.

inxMbgSgwPPGtpV2ICsAPNAcsDenRx

Number of GTP V2 packets received with cause APN Access Denied.

inxMbgSgwPPGtpV2ICsAPNAcsDenTx

inxMbgSgwPPGtpV2ICsReqRejRx

inxMbgSgwPPGtpV2ICsReqRejTx

Number of GTP packets sent with cause APN Access Denied.

Number of GTP V2 packets received with cause Request Rejected.

Number of GTP packets sent with cause Request Rejected.

inxMbgSgwPPGtpV2ICsPTMSISigMMRXx

Number of GTP V2 packets received with cause P-TMSI Signature
Mismatch.

inxMbgSgwPPGtpV2ICSPTMSISigMMTx

Number of GTP packets sent with cause P-TMSI Signature Mismatch.

inxMbgSgwPPGtpV2ICsIMSINotKnRx

Number of GTP V2 packets received with cause IMSI Not Known.

inxMbgSgwPPGtpV2ICsIMSINotKnTx

Number of GTP packets sent with cause IMSI Not Known.

inxMbgSgwPPGtpV2ICsCondIEMsRx

inxMbgSgwPPGtpV2ICsCondIEMsTx

inxMbgSgwPPGtpV2ICsAPNResTIncRx

Number of GTP V2 packets received with cause Conditional |IE Missing.

Number of GTP packets sent with cause Conditional IE Missing.

Number of GTP V2 packets received with cause APN Restriction Type
Incompatible.
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Table 35: jnxMbgSgwGtpCPerPeerStatsTable Statistics (continued)

inxMbgSgwPPGtpV2ICsAPNResTINcTx

Number of GTP packets sent with cause APN Restriction Type

Incompatible.

inxMbgSgwPPGtpV2ICsUnknownRx

Number of GTP V2 packets received with cause Unknown.

inxMbgSgwPPGtpV2ICsUnknownTx

Number of GTP packets sent with cause Unknown.

GTP Global Version 2 Operational Statistics

Table 36 on page 75 shows the statistics for jnxMbgSgwGtpCGlbStatsTable, which show
GTP global version 2 operational statistics.

Table 36: jnxMbgSgwGtpCGlbStatsTable Statistics

Name

Description

jnxMbgSgwRxPacketsDropped

Number of Received Packets Dropped.

inxMbgSgwPacketAllocFail

Number of Packet allocation failures.

inxMbgSgwPacketSendFail

Number of Packet Send failures.

inxMbgSgwIPVerErrRx

Number of IP Version Error Packets Received.

inxMbgSgwIPProtoErrRx

Number of IP protocol Error packets Received.

inxMbgSgwGTPPortErrRx Number of Port Error Packets Received.
jnxMbgSgwGTPUnknVerRx Number of Unknown Version Packets Received.
jnxMbgSgwPcktLenErrRx Number of Packet Length Error Packets Received.
jnxMbgSgwUnknMsgRx Number of Unknown Messages Received.

inxMbgSgwProtocolErrRx

Number of GTPv2 Protocol Errors Received.

inxMbgSgwUnSupportedMsgRx

Number of GTPv2 Unsupported Messages received.

inxMbgSgwT3RespTmrExpRx

Number of GTP V2 T3 timer expiries Received.

jnxMbgSgwV2NumMsgRx Number of GTPv2 messages received.
jnxMbgSgwV2NumMsgTx Number of V2 messages sent.
jnxMbgSgwV2NumBytesRx Number of GTPv2 bytes received.
inXMbgSgwV2NumBytesTx Number of V2 bytes sent.
jnxMbgSgwV2EchoReqRx Number of GTP V2 Echo Request received.
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Table 36: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

inxMbgSgwV2EchoReqTx

inxMbgSgwV2EchoRespRx

inxMbgSgwV2EchoRespTx

Number of GTP V2 Echo Request Sent.

Number of GTP V2 Echo Response received.

Number of GTP V2 Echo Response Sent.

inxMbgSgwV2VerNotSupRx

Number of GTP V2 Version Not supported messages received

inxMbgSgwV2VerNotSupTx

Number of GTP V2 version not supported messages sent.

inxMbgSgwCreateSessReqRx

Number of GTP V2 Create Session Requests received.

inxMbgSgwCreateSessReqTx

Number of GTP V2 Create Session Requests Sent.

inxMbgSgwCreateSessRspRx

inxMbgSgwCreateSessRspTx

Number of GTP V2 Create Session Responses received.

Number of GTP V2 Create Session Responses Sent.

inxMbgSgwModBrReqRx Number of GTP V2 Modify Bearer Requests received.
jnxMbgSgwModBrReqTx Number of GTP V2 Modify Bearer Requests Sent.
jnxMbgSgwModBrRspRx Number of GTP V2 Modify Bearer Responses received.
jnxMbgSgwModBrRspTx Number of GTP V2 Modify Bearer Responses Sent.

inxMbgSgwDelSessReqRx

Number of GTP V2 Delete Session Requests received.

inxMbgSgwDelSessReqTx

inxMbgSgwDelSessRspRx

inxMbgSgwDelSessRspTx

Number of GTP V2 Delete Session Requests Sent.

Number of GTP V2 Delete Session Responses received.

Number of GTP V2 Delete Session Responses Sent.

jnxMbgSgwCrtBrRegRx Number of GTP V2 Create Bearer Requests received.
inxMbgSgwCrtBrReqTx Number of GTP V2 Create Bearer Requests Sent.
inXMbgSgwCrtBrRspRx Number of GTP V2 Create Bearer Response received.
jnXMbgSgwCrtBrRspTx Number of GTP V2 Create Bearer Response Sent.
jnxMbgSgwUpdBrRegRx Number of GTP V2 Update Bearer Request received.
inxMbgSgwUpdBrReqTx Number of GTP V2 Update Bearer Request Sent.
inxMbgSgwUpdBrRspRx Number of GTP V2 Update Bearer Response received.
inxMbgSgwUpdBrRspTx Number of GTP V2 Update Bearer Response Sent.
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Table 36: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

inxMbgSgwDelBrRegRx

inxMbgSgwDelBrReqTx

inxMbgSgwDelBrRspRx

inxMbgSgwDelBrRspTx

Number of GTP V2 Delete Bearer Request received.

Number of GTP V2 Delete Bearer Request Sent.

Number of GTP V2 Delete Bearer Response received.

Number of GTP V2 Delete Bearer Response Sent.

inxMbgSgwDelConnSetRegRx

Number of GTP V2 Delete PDN connection set Request received.

inxMbgSgwDelConnSetReqTx

Number of GTP V2 Delete PDN connection set Request Sent.

inxMbgSgwDelConnSetRspRx

Number of GTP V2 Delete PDN connection set Response received.

inxMbgSgwDelConnSetRspTx

inxMbgSgwUpdConnSetRegRx

inxMbgSgwUpdConnSetReqTx

inxMbgSgwUpdConnSetRspRx

Number of GTP V2 Delete PDN connection set Response Sent.

Number of GTP V2 Update Connection set Request received.

Number of GTP V2 Update Connection set Request Sent.

Number of GTP V2 Update Connection set Response received.

inxMbgSgwUpdConnSetRspTx

Number of GTP V2 Update Connection set Response Sent.

inxMbgSgwModBrCmdRx

Number of GTP V2 Modify Bearer Command received.

inxMbgSgwModBrCmdTx

Number of GTP V2 Modify Bearer Command Sent.

inxMbgSgwModBrFlrindRx

inxMbgSgwModBrFlrindTx

inxMbgSgwDelBrCmdRx

Number of GTP V2 Modify Bearer Failure received.

Number of GTP V2 Modify Bearer Failure Sent.

Number of GTP V2 Delete Bearer Command received.

jinxMbgSgwDelBrCmdTx

Number of GTP V2 Delete Bearer Command Sent.

inxMbgSgwDelBrFlrindRx

Number of GTP V2 Delete Bearer Failure received.

inxMbgSgwDelBrFlrindTx

Number of GTP V2 Delete Bearer Failure Sent.

inxMbgSgwBrResCmdRx

Number of GTP V2 Bearer Response Command received.

inxMbgSgwBrResCmdTx

inxMbgSgwBrResFlrindRx

inxMbgSgwBrResFlrindTx

Number of GTP V2 Bearer Response Command Sent.

Number of GTP V2 Bearer Resource Failure received.

Number of GTP V2 Bearer Resource Failure Sent.

inxMbgSgwRelAcsBrRegRx

Number of GTP V2 Release Access Bearer Requests received.
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Table 36: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

jnxMbgSgwRelAcsBrReqTx Number of GTP V2 Release Access Bearer Requests sent.
inxMbgSgwRelAcsBrRespRx Number of GTP V2 Release Access Bearer Response received.
inxMbgSgwRelAcsBrRespTx Number of GTP V2 Release Access Bearer Response sent.
inxMbgSgwCrindTunRegRx Number of GTP V2 Create Indirect Tunnel Forward Request Received
inxMbgSgwCrindTunReqTx Number of GTP V2 Create Indirect Tunnel Forward Request sent.
jnxMbgSgwCrindTunRespRx Number of GTP V2 Create Indirect Tunnel Forward Response Received.
jnXMbgSgwCrindTunRespTx Number of GTP V2 Create Indirect Tunnel Forward Response sent.
jnxMbgSgwDellndTunReqRx Number of GTP V2 Delete Indirect Tunnel Forward Request Received.
inxMbgSgwDellndTunReqTx Number of GTP V2 Delete Indirect Tunnel Forward Request sent.
inxMbgSgwDellndTunRespRx Number of GTP V2 Delete Indirect Tunnel Forward Response Received.
jnxMbgSgwDellndTunRespTx Number of GTP V2 Delete Indirect Tunnel Forward Response sent.
jnxMbgSgwDlDataNotifRx Number of GTP V2 Downlink Data Notify received.
jnxMbgSgwDlDataNotifTx Number of GTP V2 Downlink Data Notify Sent.
jnxMbgSgwDlDataAckRx Number of GTP V2 Downlink Data Notify Acknowledgement received.
jnxMbgSgwDlDataAckTx Number of GTP V2 Downlink Data Notify Acknowledgement Sent.
inxMbgSgwDlDataNotiFlrindRx Number of GTP V2 Downlink Data Notification fail received.
inxMbgSgwDlDataNotiFlrindTx Number of GTP V2 Downlink Data Notification fail Sent.
jnxMbgSgwStopPagingIndRx Number of GTP V2 Number of Stop Paging Indication Messages Received.
inxMbgSgwStopPagingIndTx Number of GTP V2 Number of Stop Paging Indication messages sent.

GTP Global Version 2 Success/Failure Statistics

Table 37 on page 78 shows the statistics for jnxMbgSgwGtpCGlbStatsTable, which show

GTp global version 2 success/failure statistics.

Table 37: jnxMbgSgwGtpCGlbStatsTable Statistics

Name Description

jnXMbgSgwGtpV2ICsPageRx Number of GTP V2 packets received with cause Page.
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ics

Table 37: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

inxMbgSgwGtpV2ICsPageTx

inxMbgSgwGtpV2ICsReqAcceptRx

inxMbgSgwGtpV2ICsReqAcceptTx

Number of GTP packets sent with cause Page.

Number of GTP V2 packets received with cause Request Accept.

Number of GTP packets sent with cause Request Accept.

inxMbgSgwGtpV2ICsAcceptPartRx

Number of GTP V2 packets received with cause Accept Partial.

inxMbgSgwGtpV2ICsAcceptPartTx

Number of GTP packets sent with cause Accept Partial.

inxMbgSgwGtpV2ICsNewPTNPrefRx

Number of GTP V2 packets received with cause New PDN type due to
Network Preference.

inxMbgSgwGtpV2ICsNewPTNPrefTx

Number of GTP packets sent with cause New PDN type due to Network
Preference

inxMbgSgwGtpV2ICsNewPTSIAdbrRx

inxMbgSgwGtpV2ICsNewPTSIAdbrTx

Number of GTP V2 packets received with cause New PDN type due to
Single Address Bearer.

Number of GTP packets sent with cause New PDN type due to Single
Address Bearer.

inxMbgSgwGtpV2ICsCtxNotFndRx

Number of GTP V2 packets received with cause Context not found.

inxMbgSgwGtpV2ICsCtxNotFndTx

Number of GTP packets sent with cause Context not found.

inxMbgSgwGtpV2ICsinvMsgFmtRx

Number of GTP V2 packets received with cause Invalid Message Format.

inxMbgSgwGtpV2ICsinvMsgFmtTx

Number of GTP packets sent with cause Invalid Message Format.

inxMbgSgwGtpV2ICsVerNotSuppRx

inxMbgSgwGtpV2ICsVerNotSuppTx

Number of GTP V2 packets received with cause Version not Supported.

Number of GTP packets sent with cause Version not Supported.

inxMbgSgwGtpV2ICsIinvLenRx

Number of GTP V2 packets received with cause Invalid Length.

inxMbgSgwGtpV2ICsinvLenTx

Number of GTP packets sent with cause Invalid Length.

inxMbgSgwGtpV2ICsServNotSuppRx

Number of GTP V2 packets received with cause Service Not supported.

inxMbgSgwGtpV2ICsServNotSuppTx

Number of GTP packets sent with cause Service Not supported.

inxMbgSgwGtpV2ICsManlEIncorrRx

Number of GTP V2 packets received with cause Mandatory IE incorrect.

inxMbgSgwGtpV2ICsManlEIncorrTx

inxMbgSgwGtpV2ICsManlEMissRx

inxMbgSgwGtpV2ICsManIEMissTx

Number of GTP packets sent with cause Mandatory |IE incorrect.

Number of GTP V2 packets received with cause Mandatory IE Missing.

Number of GTP packets sent with cause Mandatory IE Missing.
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Table 37: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

inxMbgSgwGtpV2ICsOptIEIncorrRx

inxMbgSgwGtpV2ICsOptIEIncorrTx

inxMbgSgwGtpV2ICsSysFailRx

inxMbgSgwGtpV2ICsSysFailTx

Number of GTP V2 packets received with cause Optional IE Incorrect.

Number of GTP packets sent with cause Optional IE Incorrect.

Number of GTP V2 packets received with cause System Failure.

Number of GTP packets sent with cause System Failure.

inxMbgSgwGtpV2ICsNoResRx

Number of GTP V2 packets received with cause No Resource.

inxMbgSgwGtpV2ICsNoResTx

Number of GTP packets sent with cause No Resource.

inxMbgSgwGtpV2ICsTFTSMANTErRx

Number of GTP V2 packets received with cause TFT Symantic Error.

inxMbgSgwGtpV2ICsTFTSMANTErTX

inxMbgSgwGtpV2ICsTFTSysErrRx

inxMbgSgwGtpV2ICsTFTSysErTx

inxMbgSgwGtpV2ICsPkFltManErrRx

Number of GTP packets sent with cause TFT Symantic Error.

Number of GTP V2 packets received with cause TFT System Error.

Number of GTP packets sent with cause TFT System Error.

Number of GTP V2 packets received with cause Packet Filter Symantic
Error.

inxMbgSgwGtpV2ICsPkFItManErrTx

Number of GTP packets sent with cause Packet Filter Symantic Error.

inxMbgSgwGtpV2ICsPKkFltSynErrRx

Number of GTP V2 packets received with cause Packet Filter Syntax Error.

inxMbgSgwGtpV2ICsPKFltSynErrTx

Number of GTP packets sent with cause Packet Filter Syntax Error.

inxMbgSgwGtpV2ICsMisUnknAPNRx

inxMbgSgwGtpV2ICsMisUnknAPNTXx

inxMbgSgwGtpV2ICsUnexpRptIERX

Number of GTP V2 packets received with cause Unknown APN.

Number of GTP packets sent with cause Unknown APN.

Number of GTP V2 packets received with cause Unexpected Repeated IE.

inxMbgSgwGtpV2ICsUnexpRptIETx

Number of GTP packets sent with cause Unexpected Repeated IE.

inxMbgSgwGtpV2ICsGREKeyNtFdRx

Number of GTP V2 packets received with cause GRE Key Not Found.

inxMbgSgwGtpV2ICsGREKeyNtFdTx

Number of GTP packets sent with cause GRE Key Not Found.

inxMbgSgwGtpV2ICsRelocFailRx

Number of GTP V2 packets received with cause Relocation Failed.

inxMbgSgwGtpV2ICsRelocFailTx

inxMbgSgwGtpV2ICsDeniedINRatRx

inxMbgSgwGtpV2ICsDeniedINRatTx

Number of GTP packets sent with cause Relocation Failed.

Number of GTP V2 packets received with cause Denied in RAT.

Number of GTP packets sent with cause Denied in RAT.

80

Copyright © 2011, Juniper Networks, Inc.



Chapter 3: Serving Gateway Statistics

Table 37: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

inxMbgSgwGtpV2ICsPTNotSuppRx

inxMbgSgwGtpV2ICsPTNotSuppTx

inxMbgSgwGtpV2ICsAllIDynAdOccRx

Number of GTP V2 packets received with cause PDN Type Not Supported.

Number of GTP packets sent with cause PDN Type Not Supported.

Number of GTP V2 packets received with cause Allocated Dynamic Address
Occupied.

inxMbgSgwGtpV2ICsAllDynAdOccTx

Number of GTP packets sent with cause Allocated Dynamic Address
Occupied.

inxMbgSgwGtpV2ICSNOTFTUECTXRx

Number of GTP V2 packets received with cause UE Context Without TFT
Exists.

inxMbgSgwGtpV2ICsNOTFTUECTXTx

Number of GTP packets sent with cause UE Context Without TFT Exists.

inxMbgSgwGtpV2ICsProtoNtSupRx

inxMbgSgwGtpV2ICsProtoNtSupTx

inxMbgSgwGtpV2ICsUENotRespRx

inxMbgSgwGtpV2ICsUENotRespTx

Number of GTP V2 packets received with cause Protocol Not Supported.

Number of GTP packets sent with cause Protocol Not Supported.

Number of GTP V2 packets received with cause UE Not Responding.

Number of GTP packets sent with cause UE Not Responding.

jnxMbgSgwGtpV2ICsUERefusesRx

Number of GTP V2 packets received with cause UE Refuses.

inxMbgSgwGtpV2ICsUERefusesTx

Number of GTP packets sent with cause UE Refuses.

inxMbgSgwGtpV2ICsServDeniedRx

Number of GTP V2 packets received with cause Service Denied.

inxMbgSgwGtpV2ICsServDeniedTx

inxMbgSgwGtpV2ICsUnabPageUERX

inxMbgSgwGtpV2ICsUnabPageUETx

inxMbgSgwGtpV2ICsNoMemRx

Number of GTP packets sent with cause Service Denied.

Number of GTP V2 packets received with cause Unable to Page UE.

Number of GTP packets sent with cause Unable to Page UE.

Number of GTP V2 packets received with cause No Memory.

inxMbgSgwGtpV2ICsNoMemTx

Number of GTP packets sent with cause No Memory.

inxMbgSgwGtpV2ICsUserAUTHFIRx

Number of GTP V2 packets received with cause User AUTH Failed.

inxMbgSgwGtpV2ICsUserAUTHFITx

Number of GTP packets sent with cause User AUTH Failed.

inxMbgSgwGtpV2ICsAPNAcsDenRx

inxMbgSgwGtpV2ICsAPNAcsDenTx

inxMbgSgwGtpV2ICsReqRejRx

Number of GTP V2 packets received with cause APN Access Denied.

Number of GTP packets sent with cause APN Access Denied.

Number of GTP V2 packets received with cause Request Rejected.
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Table 37: jnxMbgSgwGtpCGlbStatsTable Statistics (continued)

inXMbgSgwGtpV2ICsReqRejTx Number of GTP packets sent with cause Request Rejected.

inXMbgSgwGtpV2ICsPTMSISigMMRXx Number of GTP V2 packets received with cause P-TMSI Signature
Mismatch.

inxMbgSgwGtpV2ICsPTMSISigMMTx Number of GTP packets sent with cause P-TMSI Signature Mismatch

jnxMbgSgwGtpV2ICsIMSINotKnRx Number of GTP V2 packets received with cause IMSI Not Known.

inxMbgSgwGtpV2ICsIMSINotKnTx Number of GTP packets sent with cause IMSI Not Known.

inXMbgSgwGtpV2ICsCondIEMsRx Number of GTP V2 packets received with cause Conditional |IE Missing.

jnXMbgSgwGtpV2ICsCondIEMsTx Number of GTP packets sent with cause Conditional IE Missing.

jnXMbgSgwGtpV2ICsAPNResTIncRx Number of GTP V2 packets received with cause APN Restriction Type
Incompatible.

inxMbgSgwGtpV2ICsAPNResTIncTx Number of GTP packets sent with cause APN Restriction Type
Incompatible.

jnxMbgSgwGtpV2ICsUnknownRx Number of GTP V2 packets received with cause Unknown.

jnxMbgSgwGtpV2ICsUnknownTx Number of GTP packets sent with cause Unknown.

Related .

Documentation

Subscriber Manager Performance Statistics for the Serving Gateway

Subscriber manager statistics provide information at the Serving gateway level, such as
subscriber session establishment/failures, active bearers and subscribers, CPU and
memory usage, and GTP packet statistics.

« MIB Structure on page 82
« SGW Performance Statistics on page 82

MIB Structure

The root node for the module is jnxMbgSgwSMMib which is a child of:
jinxMobileGatewaySgw. ThejnxMobileGatewaySgw is defined in Juniper-SMI.

SGW Performance Statistics

Table 38 on page 82 shows leaf nodes of the type jnxMbgSgwSMStatsTable, which are
indexed by each Serving Gateway.

Table 38: jnxMbgSgwSMStatsTable Statistics

Name Description
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Table 38: jnxMbgSgwSMStatsTable Statistics (continued)

inxMbgSgwSessnEstAttmpts

inxMbgSgwSuccSessnEst

inxMbgSgwPeerlnitDeactv

inxMbgSgwPeerlnitSuccDeactv

Total Session establishment attempts.

Total Sessions established successfully.

Total MS/peer initiated session deactivation attempts.

Total MS/peer initiated successful session deactivations.

inxMbgSgwGwInitDeactv

Total Gateway initiated session deactivation attempts.

jinxMbgSgwGwInitSuccDeactv

Total Gateway initiated successful session deactivations.

inxMbgSgwGtpStatsGnS5S8InpPkt

Total GTP statistics (Gn/S5/58) Input packets.

inxMbgSgwGtpStatsGnS5S8InpByt

inxMbgSgwGtpStatsGnS5S80utPkt

inxMbgSgwGtpStatsGnS5S80utByt

Total GTP statistics (Gn/55/58) Input bytes.

Total GTP statistics (Gn/S5/58) Output packets.

Total GTP statistics (Gn/55/58) Output bytes.

inxMbgSgwGtpStatsSiulnpPkt

Total GTP statistics S1-U Input packets.

inxMbgSgwGtpStatsSlulnpByt

Total GTP statistics S1-U Input bytes.

inxMbgSgwGtpStatsS1uOutPkt

Total GTP statistics S1-UOutput packets.

inxMbgSgwGtpStatsS1uOutByt

Total GTP statistics S1-U Output bytes.

Table 39 on page 83 shows leaf nodes of the type jnxMbgSgwSMStatusTable, which are
indexed by each Serving Gateway.

Table 39: jnxMbgSgwSMStatusTable Statistics

Name

Description

inxMbgSgwActvSubscribers

Total active subscribers.

jinxMbgSgwActvSessions

Total active sessions.

inxMbgSgwActvBearers

Total active bearers.

inxMbgSgwldleSubscribers

Total idle subscribers.

inxMbgSgwildleSessions

inxMbgSgwildleBearers

inxMbgSgwSuspSubscribers

Total idle sessions.

Total idle bearers.

Total suspended subscribers.
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Table 39: jnxMbgSgwSMStatusTable Statistics (continued)

jnXMbgSgwSuspSessions Total suspended sessions.
jnxMbgSgwSuspBearers Total suspended bearers.
inxMbgSgwCPUUil Current CPU usage
jnxMbgSgwMemoryUtil Current Memory usage

Charging Performance Statistics for Serving Gateway

Customers must pay for the services they use. In the 3rd Generation Partnership Project
(3GPP), there are three distinct aspects to the process that translates service use into
abill for services. These aspects are charging, rating, and billing. Charging gathers statistics
about service usage for each customer. Rating is the process of determining how much
each service costs each particular customer, based on the services contracted or tariffed.
Billing is the process of actually generating the customer’s invoice for services.

« Charging MIB STRUCTURE on page 84
. Charging Local Persistent Storage Statistics on page 84

« Charging Group Statistics on page 85

« Charging Gateway Function Server Statistics on page 85

Charging MIB STRUCTURE

The root node for the module is jnxMbgSgwChargingMib which is a child of
jinxMobileGatewaySgw. jjinxMbgSgwChargingMib is Juniper Networks implementation of
Mobility Charging MIB for Serving Gateways in 3GPP LTE network. jnxMobileGatewaySgw
is defined in Juniper-SMI.

Charging Local Persistent Storage Statistics

Table 40 on page 84 shows the leaf nodes of the type jnxMbgSgwCgLpsStatsTable, which
list the statistics for all Local persistent storage statistics configured on the Serving
Gateway.

Table 40: jnxMbgSgwCgLpsStatsTable Statistics

Name Description

inxMbgSgwCgFilesOnLcStorage The number of Files containing Charging Data Records (CDRs) present on the Local
Storage Device. The number is incremented when a file containing CDRs is closed on
the Local storage device. The number is decremented when sftp is done and a file is
removed from the Local storage device.

jnxMbgSgwCgLcStorageAvailSpace The space available on the Local Storage Device in MB.
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Charging Group Statistics

Table 41on page 85 shows the leaf nodes of the type jnxMbgSgwCgCgfGroupsStatsTable,
which are indexed by each Serving Gateway and list the statistics for all Charging Gateway
Function (CGF) Groups configured on the S-GW.

Table 41: jnxMbgSgwCgCgfGroupsStatsTable Statistics

Name

Description

inxMbgSgwCgCgfGrpProfld

A string that uniquely identifies the CGF group profile and which is used as
secondary key for CGF group table.

inxMbgSgwCgCgfGrpDRTReqTx

inxMbgSgwCgCgfGrpDRTReqTx

inxMbgSgwCgCgfGrpDRTRegTmout

Total number of the Detailed Record Time (DRT) requests transmitted for
the CGF group.

Total number of the DRT requests received for the CGF group.

Total number of the DRT request time outs that occurred for the CGF group.

inxMbgSgwCgCgfGrpDRTSUCRspRx

Total number of the DRT success responses received.

inxMbgSgwCgCgfGrpDRTErrRspRx

Total number of the DRT error responses received for the CGF group.

inxMbgSgwCgCgfGrpRediRegRx

Total number of the redirection responses received for the CGF group.

inxMbgSgwCgCgfGrpRediRspTx

inxMbgSgwCgCgfGrpSwitchovers

inxMbgSgwCgCgfGrpBatchReqTx

Total number of the redirection responses transmitted for the CGF group.

Total number of the switch overs on the CGF group.

Total number of the batch requests transmitted for the CGF group.

inxMbgSgwCgCgfGrpBatchRspErrors

Total number of the batch response errors for the CGF group.

inxMbgSgwCgCgfGrpBatchCDRsTx

Total number of the batch Call Data Records (CDRs) transmitted for the
CGF group.

inxMbgSgwCgCgfGroupTotalWFA

Total WFA available for the CGF group.

inxMbgSgwCgCgfGroupProfName

A string that uniguely identifies the TSP Profile.

Charging Gateway Function Server Statistics

Table 42 on page 85 shows the leaf nodes of the type jnxMbgSgwCgCgfStatsTable, which
list the statistics for all Charging Gateway Function Server configured on the S-GW.

Table 42: jnxMbgSgwCgCgfStatsTable

Name

Description

inxMbgSgwCgCgflndex

A number representing each CGF Server for which statistics are being generated.
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Table 42: jnxMbgSgwCgCgfStatsTable (continued)

inxMbgSgwCgCgflpAddress

inxMbgSgwCgCgfStatus

inxMbgSgwCgCgfUpDuration

inxMbgSgwCgCgfDownDuration

The CGF Server IP address.

The state of the CGF Server, either UP or DOWN.

Total duration, in minutes, for which the CGF Server was in UP State.

Total duration, in minutes, for which the CGF Server was in DOWN State.

inxMbgSgwCgCgfEchoReqTx

Total number of Echo Requests transmitted to the CGF Server.

inxMbgSgwCgCgfEchoReqRx

Total number of Echo Requests received from the CGF Server.

inxMbgSgwCgCgfEchoReqTmout

Total number of Echo Requests to the CGF Server that timed out.

inxMbgSgwCgCgfEchoRespTx

inxMbgSgwCgCgfEchoRespRx

inxMbgSgwCgCgfVerUnsuppTx

inxMbgSgwCgCgfVerUnsuppRx

Total number of Echo Responses transmitted to the CGF Server.

Total number of Echo Responses received from the CGF Server.

Total number of Version Unsupported messages transmitted to the CGF Server.

Total number of Version Unsupported messages received from the CGF Server.

inxMbgSgwCgCgfNodeAliveReqTx

Total number of Node Alive Requests transmitted to the CGF Server.

inxMbgSgwCgCgfNodeAliveRegRx

Total number of Node Alive Requests received from the CGF Server.

inxMbgSgwCgCgfNodeAliveReqTmout

Total number of Node Alive Requests to the CGF Server that timed out.

inxMbgSgwCgCgfNodeAliveRespTx

inxMbgSgwCgCgfNodeAliveRespRx

inxMbgSgwCgCgfRedirectReqRx

Total number of Node Alive Responses transmitted to the CGF Server.

Total number of Node Alive Responses received from the CGF Server.

Total number of Redirect Requests received from the CGF Server.

inxMbgSgwCgCgfRedirectRespTx

Total number of Redirect Responses transmitted to the CGF Server.

jnxMbgSgwCgCgfDRTReqTx

Total number of Data Record Transfer Requests transmitted to the CGF Server.
This number includes the retransmission counts also.

inxMbgSgwCgCgfDRTReqTmout

Total number of Data Record Transfer Requests to the CGF Server that timed
out after the configured number of retries.

inxMbgSgwCgCgfDRTSuccRespRx

inxMbgSgwCgCgfDRTErrRespRx

inxMbgSgwCgCgfCdrTx

Total number of Data Record Transfer Responses indicating success received
from the CGF Server.

Total number of Data Record Transfer Responses indicating error received from
the CGF Server.

Total number of Call Data Records (CDRs) transmitted to the CGF Server.
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Table 42: jnxMbgSgwCgCgfStatsTable (continued)

inxMbgSgwCgCgfDRTRTTMean

Mean Round Trip Time of the Data Record Transfer Request and Response to
and from the CGF Server in seconds. This time is calculated from the average
of the minimum and maximum round trip times of the Data Record Transfer
Request. Thisis applicable for CGF Servers which are connected via UDP protocol.

jnxMbgSgwCgCgfDRTRTTMin

Minimum Round Trip Time of the Data Record Transfer Request and Response
to and from the CGF Server in seconds. This time is applicable for CGF Servers
which are connected via UDP protocol.

inxMbgSgwCgCgfDRTRTTMax

inxMbgSgwCgCgfTransToDownState

Maximum Round Trip Time of the Data Record Transfer Request and Response
to and from the CGF Server in seconds. This time is applicable for CGF Servers
which are connected via UDP protocol.

Total number of transitions of the CGF Server to the DOWN state.

inxMbgSgwCgCgfContainers

Total number of closed containers to the CGF Server.

jnxMbgSgwCgCgfProfileName

A string that uniquely identifies the CGF Peer Profile.

jnxMbgSgwCgCgfProfName

A string that uniguely identifies the CGF Profile.
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Fault Monitoring

« PDN Gateway SNMP Traps on page 91
« Serving Gateway SNMP Traps on page 109
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CHAPTER 4

PDN Gateway SNMP Traps

« AAA Traps for GGSN/PGW on page 91

« DHCP Traps for GGSN/PGW on page 94

« Charging SNMP Traps for GGSN/P-GW on page 95

« Subscriber Manager SNMP Traps for GGSN/PGW on page 99
« Resource Manager SNMP Traps for GGSN/PGW on page 104
« |P Address Pool Traps on page 105

AAA Traps for GGSN/PGW

The MobileNext Broadband Gateway supports a framework for providing authentication,
authorization, and accounting (AAA) services to mobile subscribers. The broadband
gateway uses groups of external RADIUS servers to provide authentication (verifying a
subscriber’s username and password), authorization (receiving information about the
types of services to deliver to the subscriber), and accounting (accumulating and providing
statistics about services delivered to the subscriber).

« AAAMIB STRUCTURE on page 91

« AAA Traps on page 91

« AAA NotificationVars on page 93

AAA MIB STRUCTURE

The root of the MBG MIB within the Juniper MIB is defined as jnxMobileGatewayMibRoot.
All the MobileNext Broadband Gateway MIBs are defined below this as a hierarchy based
on software modules.

The root node for the module is jnxMobileGatewayPgwAAAMib, which is a child of
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-SMI.

AAA Traps
Table 43 on page 91 shows the leaf nodes of the type jnxMbgRMPSNotifications.

Table 43: Resource Manager Traps

Name ID Description
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Table 43: Resource Manager Traps (continued)

inxMbgAAAServerUp

inxMbgAAAServerDown

jnxMbgAAANOotificationVars
1

jnxMbgAAANotifications 1

jnxMbgAAANOotifications 2

The RMPS service status, jnxMbgRMPSServiceStatus,
has changed.

DEPRECATED. The specified server,
jnxMbgAAAServerName, has been marked active.
Service PIC jnxMbgSPIdentifier originated this
notification.

DEPRECATED. The specified server,
jnxMbgAAAServerName, has been marked dead.
Service PIC jnxMbgSPIldentifier originated this
notification.

inxMbgAAANetworkElementUp

inxMbgAAANetworkElementDown

jnxMbgAAANOotifications 3

jinxMbgAAANOotifications 4

DEPRECATED. A network
element,jnxMbgAAANetworkElement, has been
marked UP. This could be because at least one server
in the network element is active. Service PIC
jnxMbgSPIdentifier originated this notification.

DEPRECATED. A network element,
jinxMbgAAANetworkElement, has been marked
DOWN. This could be because none of the servers
in the network element are active. Service PIC
jnxMbgSPIdentifier originated this notification.

inxXMbgAAANEPendAuthQStatus

jnxMbgAAANOotifications 5

DEPRECATED. A watermark (High or Low) of the
pending authentication queue length of network
element jnxMbgAAANetworkElement has been
crossed. Service PIC jnxMbgSPIdentifier originated
this notification. jnxMbgPendQWaterMarkType
identifies the water mark type (High or Low).
jnxMbgPendQWaterMarkValue is the value that has
been crossed over. jnxMbgPendQLength is the size
of the queue after crossing over.

inxXMbgAAANEPendAcctQStatus

jnxMbgAAANOotifications 6

DEPRECATED. A watermark (High or Low) of the
pending accounting queue length of network element
jinxMbgAAANetworkElement has been crossed.
Service PIC jnxMbgSPIdentifier originated this
notification. jnxMbgPendQWaterMarkType identifies
the water mark type (High/Low) and
jnxMbgPendQWaterMarkValue is the value that has
been crossed over. jnxMbgPendQLength is the size
of the queue after crossing over.

inxMbgAAARadiusServerUp

jnxMbgAAANOotifications 7

The specified server, jnxMbgAAAServerName, has
been marked active. Service PIC jnxMbgSPIdentifier
originated this notification.

inxMbgAAARadiusServerDown

jnxMbgAAANOotifications 8

The specified server, jnxMbgAAAServerName, has
been marked DOWN. Service PIC jnxMbgSPldentifier
originated this notification.
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Table 43: Resource Manager Traps (continued)

inxMbgAAARadiusNetworkElementUp

jnxMbgAAANOotifications 9

A network element, jnxMbgAAANetworkElement, has
been marked UP. This could be because at least one
server in the network element is active. Service PIC
jnxMbgSPIdentifier originated this notification.

inxMbgAAARadiusNetworkElementDown

jnxMbgAAANOotifications 10

A network element, jnxMbgAAANetworkElement, has
been marked DOWN. This could be because at least
one server in the network element is active. Service
PIC jnxMbgSPIdentifier originated this notification.

inxMbgAAARadiusNEPendAuthQStatus

jnxMbgAAANQotifications 11

A watermark (High or Low) of the pending
authentication queue length of network element
jnxMbgAAANetworkElement has been crossed.
Service PIC jnxMbgSPldentifier originated this
notification. jnxMbgPendQWaterMarkType identifies
the water mark type (High or Low).
jnxMbgPendQWaterMarkValue is the value that has
been crossed over. jnxMbgPendQLength is the size
of the queue after crossing over.

inxMbgAAARadiusNEPendAcctQStatus

jnxMbgAAANQotifications 12

A watermark (High or Low) of the pending
authentication queue length of network element
jnxMbgAAANetworkElement has been crossed.
Service PIC jnxMbgSPIldentifier originated this
notification. jnxMbgPendQWaterMarkType identifies
the water mark type (High or Low).
jnxMbgPendQWaterMarkValue is the value that has
been crossed over. jnxMbgPendQLength is the size
of the queue after crossing over.

AAA NotificationVars

Table 44 on page 93 shows the leaf nodes of the type jnxMbgRMPSNotificationVars.

Table 44: Resource Manager NotificationVars

Name

ID

Description

inxMbgAAAServerName

jnxMbgAAANOotificationVars 1

The name which unigquely identifies the server on the
mobile-gateway.

jnxMbgSPIldentifier

jnxMbgAAANQotificationVars 2

This identifies the service-pic, in the form sp-a/b/0,
where a is the slot, b is either O or 1

inxMbgAAANetworkElementName

jinxMbgPendQWaterMarkType

jnxMbgAAANOotificationVars 3

jnxMbgAAANGotificationVars 4

The name which uniguely identifies a AAA Network
Element on the gateway.

The type of the pending queue water mark crossed:
High or Low.

inxMbgPendQWaterMarkValue

jinxMbgAAANOotificationVars 5

The water mark value for the pending queue.

jinxMbgPendQLength

jnxMbgAAANotificationVars 6

The size of the pending queue.
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DHCP Traps for GGSN/PGW

DHCP is based on a bootstrap protocol (BOOTP) that allows clients to allocate their
own IP address, the IP address of a server host, and the name of a bootstrap file. DHCP
servers can serve request from BOOTP client s and provide additional capabilitiies beyond
BOQOTP, such as automatic allocation of reusuable IP addresses and additional
configuration options.

DHCP provides the following primary functions:

« Allocate temporary or permanent IP addresses to clients and subscribers

« Provide, store, and manage provide client configuration parameters

« DHCP MIB STRUCTURE on page 94
« DHCP Traps on page 94
« DHCP Notification Variables on page 94

DHCP MIB STRUCTURE

The root node for the module isinxMbgDhcpMib which is a child of:
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-SMI.

This module defines objects related to DHCP Services on the MobileNext Broadband
Gateway.

DHCP Traps

Table 45 on page 94 shows the leaf nodes of the type jnxMbgDhcpNotifications.

Table 45: DHCP Traps

Name ID Description

jnxMbgDhcpServerReachability jnxMbgDhcpNotifications 1 This notification indicates whether the DHCP server is
reachable or unreachable.

jnxMbgDhcpAddrPoolExhaust jnxMbgDhcpNotifications 2 This notification signifies that the addresses from a given
address pool have exhusted.

DHCP Notification Variables

Table 46 on page 94 shows the leaf nodes of the type jnxMbgDhcpNotificationVars.

Table 46: DHCP Notification Variables

Name ID Description

jnxMbgDhcpServerlP jnxMbgDhcpNotificationVars 1 The IP address of the DHCP server.

jnxMbgDhcpLogicalSystemName jnxMbgDhcpNotificationVars 2 A name which identifies the logical-system on the
gateway.
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Table 46: DHCP Notification Variables (continued)

jnxMbgDhcpRoutinginstanceName  jnxMbgDhcpNotificationVars 13 The name which identifies the routing instance on

the mobile-gateway.

jnxMbgDhcpProfileName jinxMbgDhcpNotificationVars 4 The configured DHCP profile name.
jinxMbgDhcpPoolName jnxMbgDhcpNotificationVars 5 The configured DHCP pool name in a DHCP profile.
jnxMbgDhcpReachability jnxMbgDhcpNotificationVars 6 “True” indicates the server is reachable. “False”

indicates the server is unreachable.

Related
Documentation

Charging SNMP Traps for GGSN/P-GW

Customers must pay for the services they use. In the 3rd Generation Partnership Project
(3GPP), there are three distinct processes that translate service use into a bill for services.
These processes are charging, rating, and billing. Charging gathers statistics about service
usage for each customer. Rating is the process that determines how much each service
costs each particular customer, based on the services contracted or tariffed. Billing is
the process that generates the customer’s invoice for services.

« Charging MIB STRUCTURE on page 95
« GGSN/P-GW Charging Traps on page 95
« GGSN/P-GW Charging Notification Variables on page 97

Charging MIB STRUCTURE

The root node for the module is jnxMbgPgwChargingMib, which is a child of
jnxMobileGatewayPgwGgsn. jnxMbgPgwChargingMib is Juniper Networks implementation
of Mobility Charging MIB for PDN gateways in 3GPP LTE network and the Gateway GPRS
Support Node (GGSN) in the 3GPP 3G Network. The jnxMobileGatewayPgwGgsn is defined
in Juniper-SML.

GGSN/P-GW Charging Traps

Table 47 on page 95 shows the leaf nodes of the type jnxMbgPgwCgNotifications.

Table 47: Charging Traps

Name ID Description
jnxMbgPgwCgGtpGWUpNotif jnxMbgPgwCgNotifications DEPRECATED. The server jnxMbgPgwCgServerName
1 has been marked alive. Service PIC
jnxMbgPgwCgServicePicName originated this
notification.
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Table 47: Charging Traps (continued)

inxMbgPgwCgGtpGWDownNotif jnxMbgPgwCgNotifications DEPRECATED. The server jnxMbgPgwCgServerName

2 has been marked dead. Service PIC
jnxMbgPgwCgServicePicName originated this
notification.

jnxMbgPgwCgCDRDestNotif jnxMbgPgwCgNotifications DEPRECATED. The destination of the Charging Data

3 Records (CDRs), jnxMbgPgwCgCDRDest has changed.
The new destination is indicated by
jnxMbgPgwCgTSPName and
inxMbgPgwCgActiveCgflpAddr.

jnxMbgPgwCgMemThresNotif jnxMbgPgwCgNotifications DEPRECATED. The Internal memory utilization

4 threshold, jnxMbgPgwCgMemLimit, has been reached
or cleared, as indicated by jnxMbgPgwCgAlarmStatus.

jnxMbgPgwCgLcsThresNotif jnxMbgPgwCgNotifications DEPRECATED. Local storage memory utilization,

5 jnxMbgPgwCgLcsUtil, has exceeded a configured level,
jnxMbgPgwCgLcsSpace.

jnxMbgPgwCgServiceUpNotif jnxMbgPgwCgNotifications DEPRECATED. The charging daemon is UP on the

6 service PIC indicated by jnxMbgPgwCgServicePicName.

jnxMbgPgwCgMMStateChange jnxMbgPgwCgNotifications DEPRECATED. The charging profile,

7 jnxMbgPgwCgProfileName, underwent a change in
maintenance mode state. The previous state,
inxMbgPgwCgPrevMMState and current state,
jnxMbgPgwCgNewMMState, are shown.

jnxMbgPgwCgTMMStateChange jnxMbgPgwCgNotifications DEPRECATED. The transport profile

8 jnxMbgPgwCgTProfileName underwent a change in
maintenance mode state. The previous state,
inxMbgPgwCgTPrevMMState, and the current state,
jnxMbgPgwCgTNewMMState, are shown.

inxMbgPgwCgGtpGWUpNotify jnxMbgPgwCgNotifications  The server, identified by jnxMbgPgwCgServerName has

9 been marked alive. The Service PIC, identified by
jnxMbgPgwCgServicePicName originated this
notification.

inxMbgPgwCgGtpGWDownNotify jnxMbgPgwCgNotifications  The server, identified by jnxMbgPgwCgServerName has

10 been marked alive. The Service PIC, identified by
inxMbgPgwCgServicePicName originated this
notification.

jnxMbgPgwCgCDRDestNotify jnxMbgPgwCgNotifications The destination of the Charging Data Records (CDRs),

n jnxMbgPgwCgCDRDest has changed. The new
destinationisindicated by jnxMbgPgwCgPeerProfName
and jnxMbgPgwCgActiveCgflpAddr .

jnxMbgPgwCgServiceUpNotify jnxMbgPgwCgNotifications  The charging daemonis UP on the service PIC, indicated

12 by jnxMbgPgwCgServicePicName.
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Table 47: Charging Traps (continued)

jnxMbgPgwCgMMStateChangeNotify jnxMbgPgwCgNotifications  The charging profile, jnxMbgPgwCgPeerProfName,

13 underwent a change in maintenance mode state. The
previous state, jnxMbgPgwCgPrevMMState and current
state, jnxMbgPgwCgNewMMState , are shown.

jnxMbgPgwCgTMMStateChangeNotify  jnxMbgPgwCgNotifications  The transport profile jnxMbgPgwCgPeerProfName

14 underwent a change in maintenance mode state. The
previous state, jnxMbgPgwCgTPrevMMState, and the
current state, jnxMbgPgwCgTNewMMState, are shown.

inxMbgPgwCgMemHighThresNotify jnxMbgPgwCgNotifications An alarm is sent when the internal memory utilization

15 for charging records exceeds or falls below configured
high threshold value. The alarm status (Active or Clear)
is indicated by jnxMbgPgwCgAlarmStatus.

jnxMbgPgwCgMemMediumThresNotify  jnxMbgPgwCgNotifications An alarm is sent when the internal memory utilization

16 for charging records exceeds or falls below configured

medium threshold value. The alarm status (Active or
Clear) is indicated by jnxMbgPgwCgAlarmStatus.

inxMbgPgwCgMemLowThresNotify

jnxMbgPgwCgNotifications
17

An alarm is sent when the internal memory utilization

for charging records exceeds or falls below configured

low threshold value. The alarm status (Active or Clear)
is indicated by jnxMbgPgwCgAlarmStatus.

inxMbgPgwCgLcsThresHighNotify inxMbgPgwCgNotifications An alarm is sent when the internal memory utilization
18 high threshold for local storage exceeds or falls below
configured low threshold value. The alarm status
(Active or Clear) is indicated by
jnxMbgPgwCgAlarmStatus.
jnxMbgPgwCgLcsThresMediumNotify jnxMbgPgwCgNotifications An alarm is sent when the internal memory utilization
19 medium threshold for local storage exceeds or falls
below configured low threshold value. The alarm status
(Active or Clear) is indicated by
jnxMbgPgwCgAlarmStatus.
jnxMbgPgwCgLcsThresLowNotify jnxMbgPgwCgNotifications An alarm is sent when the internal memory utilization
20 low threshold for local storage exceeds or falls below

configured low threshold value. The alarm status
(Active or Clear) is indicated by
inxMbgPgwCgAlarmStatus.

GGSN/P-GW Charging Notification Variables

Table 48 on page 97 shows the leaf nodes of the type jnxMbgPgwCgNotificationVars.

Table 48: Charging Notification Variables

Name

ID

Description

jinxMbgPgwCgServerName

jnxMbgPgwCgNotificationVars 1

This identifies the Service Pic, in the form
ms-a/b/0, where a is the slot and b could
be either O or 1.
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Table 48: Charging Notification Variables (continued)

inxMbgPgwCgServicePicName jnxMbgPgwCgNotificationVars 2

This identifies the Service Pic, in the form
ms-a/b/0, where a is the slot and b could
be either O or 1.

jinxMbgPgwCgCDRDest jnxMbgPgwCgNotificationVars 3

This indicates any transitions in the state
of the CGF:

« Value lindicates one of the CGF for the
Group came up; redirecting CDRs to the
Active CGF.

« Value 2 indicates the last active CGF
for the Group went down; CDRs being
written to backup Local storage device

« Value 3 indicates the last active CGF

for the Group went down; Backup Local
storage device not configured.

inxMbgPgwCgActiveCgflpAddr jnxMbgPgwCgNotificationVars 4

CGF Server IP-address.

jinxMbgPgwCgTSPName jnxMbgPgwCgNotificationVars 5

inxMbgPgwCgMemLimit jnxMbgPgwCgNotificationVars 6

inxMbgPgwCgLcsSpac jnxMbgPgwCgNotificationVars 7

DEPRECATED. A string that uniquely
identifies the Transport Profile.

This indicates any transitions in the state
of the CGF:

« Value 1lindicates System has reached
Level 1 critical memory threshold.
Action - Check the CGF server
connections. If local storage is enabled,
please ftp the charging records
immediately. If local storage is not
enabled, please enable it so
thecharging records can be stored in
local persistent storage. Risk - No new
sessions will be allowed.

« Value 2 indicates System reaching
Level 1 critical memory threshold
condition has been resolved.

« Value 3 indicates System has reached
Level 2 critical memory threshold.
Action - Check the CGF server
connections. If local storage is enabled,
please ftp the charging records
immediately. If local storage is not
enabled, please enable it so the
charging records can be stored in local
persistent storage. Risk - New and
existing sessions will be not be allowed.

« Value 4 indicates System reaching
Level 2 critical memory threshold
condition has been resolved.

Water marking for the local storage levels
in charged of RE
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Table 48: Charging Notification Variables (continued)

inxMbgPgwCgLcsUtil

jnxMbgPgwCgNotificationVars 8

The percentage of the total of Local
Storage Space by one the Charged on RE.

inxMbgPgwCgAlarmStatus

jnxMbgPgwCgNotificationVars 9

Value 1indicates that the Alarm for a
particular condition is present. Value 2
indicates that the Alarm for a particular
condition is absent.

inxMbgPgwCgProfileName

jnxMbgPgwCgNotificationVvars 10

DEPRECATED. A string that identifies a
charging profile

inxMbgPgwCgPrevMMState

jnxMbgPgwCgNotificationVars 11

A string that indicates the
maintenance-mode state.

inxMbgPgwCgNewMMState

inxMbgPgwCgTProfileName

jnxMbgPgwCgNotificationVars 12

jnxMbgPgwCgNotificationVars 13

A string that indicates the
maintenance-mode state.

DEPRECATED. A string that identifies a
charging profile.

inxMbgPgwCgTPrevMMState

jnxMbgPgwCgNotificationVars 14

DEPRECATED. A string that indicates the
maintenance-mode state.

inxMbgPgwCgTNewMMState

jnxMbgPgwCgNotificationVars 15

DEPRECATED. A string that indicates the
maintenance-mode state.

inxMbgPgwCgPeerProfName

jnxMbgPgwCgNotificationVars 16

A string that uniquely identifies the CGF
Profile.

Subscriber Manager SNMP Traps for GGSN/PGW

Subscriber management describes various GGSN/PGW statistics related to subscriber
session establishment/failures, attach and detach at the global and APN level.

« Subscriber Manager MIB Structure on page 99

« Subscriber Manager Traps on page 99

« Subscriber Manager NotificationVars on page 103

Subscriber Manager MIB Structure

The root node for the module is jnxMbgPgwSubscriberManagerMib which is a child of:
jnxMobileGatewayPgwGgsn. The jnxMobileGatewayPgwGgsn is defined in Juniper-SMI.

Subscriber Manager Traps

Table 49 on page 99 shows the leaf nodes of the type jnxMbgRMPSNotifications.

Table 49: Resource Manager Traps

Name

Description
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Table 49: Resource Manager Traps (continued)

inxMbgPgwQosBearersThresStatus

jnxMbgPgwSMNotifications
1

DEPRECATED: This notification indicates
whether the configured bearer high and low
load thresholds have been reached or cleared
for the notifying gateway
jinxMbgPgwGatewayName.
jnxMbgPgwQosThreshold1Status indicates the
status of the low threshold, and
jnxMbgPgwQosThreshold2Status indicates the
status of the high threshold.

inxMbgPgwQosCPUThresholdStatus

jnxMbgPgwSMNotifications
2

DEPRECATED: This notification indicates
whether the configured CPU load thresholds
have been reached or cleared for the notifying
gateway, jnxMbgPgwGatewayName.
jnxMbgPgwQosThreshold1Status indicates the
status of the low threshold, and
jnxMbgPgwQosThreshold2Status indicates the
status of the high threshold.

inxMbgPgwQosMemThresholdStatus

jnxMbgPgwSMNotifications
3

DEPRECATED: This notification indicates
whether the configured memory load
thresholds have been reached or cleared for
the notifying gateway,
jnxMbgPgwGatewayName.
jnxMbgPgwQosThreshold1Status indicates the
status of the low threshold, and
jnxMbgPgwQosThreshold2Status indicates the
status of the high threshold.

inxMbgPgwAPNQosBearersThreStatus

jnxMbgPgwSMNotifications
4

DEPRECATED: This notification indicates
whether configured APN thresholds for bearers
have been reached or cleared for an APN,
inxMbgPgwQosAPNName.
jnxMbgPgwQosThreshold1Status indicates the
status of the low threshold, and
jnxMbgPgwQosThreshold2Status indicates the
status of the high threshold.

jnxMbgPgwSMGtpEventNotif

jnxMbgPgwSMNotifications
5

DEPRECATED: An important GTP event has
occurred. jnxMbgPgwSMGtpEventType
indicates the type of event, and
inxMbgPgwSMGtpEventCause indicates the
cause of the event.

inxMbgPgwSMSubscribersThresGblNotif

jnxMbgPgwSMNotifications
6

DEPRECATED: The configured global threshold,
jnxMbgPgwSMAlarmThrshld, for subscribers
has been reached or cleared, as indicated by
inxMbgPgwSMAlarmState.

inxMbgPgwSMSubscribersThresPerSPNotif

jnxMbgPgwSMNotifications
7

DEPRECATED: Subscriber threshold,
inxMbgPgwSMAlarmThrshld, for a service PIC,
jnxMbgPgwSMSPICName, has beenreached or
cleared, as indicated by
jnxMbgPgwSMAlarmState.
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Table 49: Resource Manager Traps (continued)

inxMbgPgwSMSessionEstFailThresPerSPNotif

jnxMbgPgwSMNotifications
8

DEPRECATED: The configured global threshold
for session establishment failures,
inxMbgPgwSMAlarmThrshld, for a specific
reason, jnxMbgPgwSMSessionEstFailReason,
for a service PIC, jnxMbgPgwSMSPICName, has
been reached or cleared, as indicated by
jnxMbgPgwSMAlarmState.

inxMbgPgwSMSessionEstFailThresPerTCNotif

inxMbgPgwSMSessionEstFailThresPerQCINotif

jnxMbgPgwSMNotifications
9

jnxMbgPgwSMNotifications
10

DEPRECATED: The configured session
establishment failure threshold,
jnxMbgPgwSMAlarmThrshld, for a specific
reason, jnxMbgPgwSMSessionEstFailReason,
for a traffic class (GTPv1) has been reached or
cleared, as indicated by
jnxMbgPgwSMAlarmState.

DEPRECATED: The configured session
establishment failure threshold,
jnxMbgPgwSMAlarmThrshld, for a specific
reason, jnxMbgPgwSMSessionEstFailReason,
and QoS class identifier,
jnxMbgPgwSMQCIName, has been has been
reached or cleared, as indicated by
jnxMbgPgwSMAlarmState.

inxMbgPgwSMBearersThresGblNotif

jnxMbgPgwSMNotifications
1

DEPRECATED: The global threshold for
bearers, jnxMbgPgwSMAlarmThrshld, has been
reached or cleared, as indicated by
jnxMbgPgwSMAlarmState.

inxMbgPgwSMBearersThresPerSPNotif

jnxMbgPgwSMNotifications
12

DEPRECATED: The global threshold for
bearers, jnxMbgPgwSMAlarmThrshld, for a
specific service PIC, jnxMbgPgwSMSPICName,
has been reached or cleared, as indicated by
jnxMbgPgwSMAlarmState.

inxMbgPgwGatewayMMStateChange

inxMbgPgwAPNMMStateChange

jnxMbgPgwSMNotifications
13

jnxMbgPgwSMNotifications
14

The gateway identified by
nxMbgPgwMMGatewayName has undergone a
change in its maintenance mode state. The
previous state,
inxMbgPgwPrevGatewayMMState, and current
state, jnxMbgPgwNewGatewayMMState, are
shown.

The APN identified by
jnxMbgPgwAPNMMGatewayName and
jnxMbgPgwAPNMMAPNName has undergone
a change in its maintenance mode state.

inxMbgPgwQosBrThreshStatusHi

jnxMbgPgwSMNotifications
15

This notification signifies that the configured
high threshold for bearers is reached at the
gateway level. jnxMbgPgwTrapGwName and
jnxMbgPgw TrapGwIndex identify the notifying
PDN gateway.
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Table 49: Resource Manager Traps (continued)

inxMbgPgwQosBrThreshStatusLow

inxMbgPgwQosBrThreshStatusClear

jnxMbgPgwSMNotifications
16

jnxMbgPgwSMNotifications
17

This notification signifies that the configured
low threshold for bearers is reached at the
gateway level. jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwlindex identify the notifying
PDN gateway.

This notification signifies that the normal
threshold for bearers at gateway level are
reached. jnxMbgPgwTrapGwName and
jnxMbgPgw TrapGwIndex identify the notifying
PDN gateway.

inxMbgPgwQosCPUThreshStatusHi

PgwQosCPUThreshStatusLow

jnxMbgPgwSMNotifications
18

jnxMbgPgwSMNotifications
19

This notification signifies that the configured
high threshold for CPU Utilization has been
reached. jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwlindex identify the notifying
PDN gateway.

This notification signifies that the configured
low threshold for CPU is reached.
jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwIndex identify the notifying
PDN gateway.

inxMbgPgwQosCPUThreshStatusClear

jnxMbgPgwQosMemThreshStatusHi

20

jnxMbgPgwSMNotifications
21

This notification signifies that the normal
threshold for CPU Utilization has been reached.
inxMbgPgwTrapGwName and
jnxMbgPgwTrapGwIndex identify the notifying
PDN gateway.

This notification signifies that the configured
high threshold for Memory utilization is
reached. jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwIndex identify the notifying
PDN gateway.

inxMbgPgwQosMemThreshStatusLow

jnxMbgPgwSMNotifications
22

This notification signifies that the configured
low threshold for Memory is reached.
jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwIndex identify the notifying
PDN gateway.

inxMbgPgwQosMemThreshStatusClear

jnxMbgPgwSMNotifications
23

This notification signifies that the normal
threshold for Memory Utilization has been
reached. jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwlindex identify the notifying
PDN gateway. jnxMbgPgwQosAPNName
identifies the notifying APN.

inxMbgPgwSMGtpEvntNotif

jnxMbgPgwSMNotifications
24

Subscriber Management GTP Event Notify.
jnxMbgPgwTrapGwName and
jnxMbgPgwTrapGwIndex identify the notifying
PDN gateway.
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Subscriber Manager NotificationVars

Table 50 on page 103 shows the leaf nodes of the type jnxMbgPgwSMNotificationVars.

Table 50: Subscriber Manager NotificationVars

Name ID Description
jnxMbgPgwGatewayName jnxMbgPgwSMNotificationVars 1 A string that uniguely identifies the gateway.
jnxMbgPgwQosAPNName jnxMbgPgwSMNotificationVars 2 A string that uniguely identifies an APN.

inxMbgPgwQosThreshold1Status

jnxMbgPgwQosThreshold2Status

inxMbgPgwSMGTPEventType

jnxMbgPgwSMNotificationVars 3

nxMbgPgwSMNotificationVars 4

nxMbgPgwSMNotificationVars 5

“False” indicates threshold not crossed. “True”
indicates threshold crossed.

“False” indicates threshold not crossed. “True”
indicates threshold crossed.

Subscriber Management GTP Event Type.

inxMbgPgwSMGTPEventCause

nxMbgPgwSMNotificationVars 6

Subscriber Management GTP Event Cause
Value.

inxMbgPgwSMAlarmThrshld

nxMbgPgwSMNotificationVars 7

Alarm threshold:
THRESHOLD_LOW/THRESHOLD_HIGH"

inxMbgPgwSMAlarmState

nxMbgPgwSMNotificationVars 8

"Alarm state: CLEARED/RAISED"

inxMbgPgwSMSPICName

inxMbgPgwSMTCName

inxMbgPgwSMQCIName

nxMbgPgwSMNotificationVars 9

nxMbgPgwSMNotificationVars 10

nxMbgPgwSMNotificationVars 11

Identifies the service-pic.

Identifies the traffic class (gtpvl)

Identifies the QCI

inxMbgPgwSMSessionEstFailReason

nxMbgPgwSMNotificationVars 12

Reason for Session Establishment Failure.

inxMbgPgwMMGatewayName

nxMbgPgwSMNotificationVars 13

A string that uniquely identifies a gateway.

inxMbgPgwPrevGatewayMMState

nxMbgPgwSMNotificationVars 14

A string that indicates the maintenance-mode
state.

inxMbgPgwNewGatewayMMState

inxMbgPgwAPNMMGatewayName

jnxMbgPgwAPNMMAPNName

inxMbgPgwPrevAPNMMState

nxMbgPgwSMNotificationVars 15

nxMbgPgwSMNotificationVars 16

nxMbgPgwSMNotificationVars 17

nxMbgPgwSMNotificationVars 18

A string that indicates the maintenance-mode
state.

A string that uniquely identifies a gateway.

A string that uniquely identifies an APN.

A string that indicates the maintenance-mode
state.

Copyright © 2011, Juniper Networks, Inc.

103



Performance and Fault Monitoring with SNMP.

Table 50: Subscriber Manager NotificationVars (continued)

jnxMbgPgwNewAPNMMState nxMbgPgwSMNotificationVars 19 A string that indicates the maintenance-mode
state.

inxMbgPgwTrapGwlIndex nxMbgPgwSMNotificationVars 20 The gateway index.

inxMbgPgwTrapGwName nxMbgPgwSMNotificationVars 21 The gateway name.

jnxMbgPgwSpicName nxMbgPgwSMNotificationVars 22 This identifies the service-pic.

Resource Manager SNMP Traps for GGSN/PGW

The RMPS module manages resources on the GGSN-PGW and is responsible for allocation
of TEIDs, address pools, memory, and so forth to individual Service PICs.

« Resource Manager MIB STRUCTURE on page 104
« Resource Manager Traps on page 104

« Resource Manager NotificationVars on page 104

Resource Manager MIB STRUCTURE

The root node for the module is jnxMbgRMPSMib which is a child of:
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-SMI.

Resource Manager Traps

Table 51 on page 104 shows the leaf nodes of the type jnxMbgRMPSNotifications.

Table 51: Resource Manager Traps

Name ID Description

jnxMbgRMPSServiceStatusChange jnxMbgRMPSNotifications = The RMPS service status, jnxMbgRMPSServiceStatus, has
1 changed.

jnxMbgRMPSClientStatusChange jnxMbgRMPSNotifications = DEPRECATED. The status, jnxMbgRMPSClientStatus, of the

2 RMPS client, jnxMbgRMPSClientldentifier, has changed.
inxMbgRMPSClientinfo jnxMbgRMPSNotifications  The status, jnxMbgRMPSClientStatus, of the RMPS client,
3 jinxMbgRMPSClientldentifier with its current redundancy role,

jnxMbgRMPSClientRedundancyRole has changed.

Resource Manager NotificationVars

Table 52 on page 104 shows the leaf nodes of the type jnxMbgRMPSNotificationVars.

Table 52: Resource Manager NotificationVars

Name ID Description
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Table 52: Resource Manager NotificationVars (continued)

jnxMbgRMPSClientldentifier jnxMbgRMPSNotificationVars 1 This identifies the client, in
the form ms-a/b/c or
apfe-a/b/c, wherea is the fpc
slot, b is pic slot and c is the

port.
jnXMbgRMPSClientStatus jnxMbgRMPSNotificationsjnxMbgRMPSNotificationVars  Specifies the status of a
2 Resource Manager client.
jnxMbgRMPSServiceStatus jnxMbgRMPSNotificationVars 3 Specifies the status of the

Resource Manager service.

jnxMbgRMPSClientRedundancyRole  jnxMbgRMPSNotificationVars 4 Specifies the redundancy role
of the Resource Manager
client.
IP Address Pool Traps

This module defines objects for the Serving Gateway Mobile Packet Forwarding Daemon.

« |P Address Pool MIB STRUCTURE on page 105
« |P Address Pool Traps on page 105
« |P Address Pool Notification Variables on page 106

IP Address Pool MIB STRUCTURE

The root node for the module is jnxMobileGatewayPgwSMIPPoolMib which is a child of:
jnxMobileGatewayMibRoot. The jnxMobileGatewayMibRoot is defined in Juniper-MBG-SMI.

IP Address Pool Traps

Table 31 on page 65 shows the leaf nodes of the type jnxMbgSMIPPoolNotifications,
which lists the attributes that might be included as part of the trap. For details about
which of these attributes are included in the trap, please refer to the MIB.

Table 53: IP Address Pool Traps

Name ID Description

inxMbgSMIPPoolThresholdExceeded inxMbgSMIPPoolNotifications 1 DEPRECATED. This notification signifies
that the number of addresses allocated
from a given address pool has exceeded
a pre-configured threshold value.

jnXxMbgSMIPPoolMMStateChange jinxMbgSMIPPoolNotifications 2 This notification indicates that the pool
name indicated by LS-name, RI-name and
pool-name undergoes a change in the
maintenance-mode state.

jnxMbgSMIPRangeHighThresExcd jnxMbgSMIPPoolNotifications 3 This notification indicates that the range
name that exceeded higher threshold.
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Table 53: IP Address Pool Traps (continued)

inxMbgSMIPRangeLowThresRchd

inxMbgSMIPPoolHighThresExcd

inxMbgSMIPPoolNotifications 4

inxMbgSMIPPoolNotifications 5

This notification indicates that the range
name that reached lower threshold.

This notification signifies that the number
of addresses allocated from a given
address pool has exceeded a
pre-configured threshold value.

inxMbgSMIPPoolLowThresRchd

inxMbglPPoolExhausted

inxMbgSMIPPoolNotifications 6

inxMbgSMIPPoolNotifications 7

This notification signifies that the number
of addresses allocated from a given
address pool has reached the lower
threshold value.

This notification signifies that the given
pool has exhausted all its addresses and
there are no free addresses left.

IP Address Pool Notification Variables

Table 54 on page 106 shows the leaf nodes of the type jnxMbgSMIPPoolNotificationVars.

Table 54: IP Address Pool Notification Variables

Name

ID

Description

inxMbgSMIPPoolThresholdPoolName

inxMbgSMIPPoolNotificationVars 1

The name which identifies the address
pool on the mobile-gateway for which the
threshold was exceeded.

inxMbgSMIPPoolThresholdLSName

inxMbgSMIPPoolNotificationVars 2

The name which identifies the
logical-system on the mobile-gateway in
which the address pool threshold was
exceeded.

inxMbgSMIPPoolThresholdRIName

inxMbgSMIPPoolConfiguredThreshold

inxMbgSMIPPoolNotificationVars 3

inxMbgSMIPPoolNotificationVars 4

The name which identifies the routing
instance on the mobile-gateway in which
the address pool threshold was exceeded.

DEPRECATED. The threshold value
configured for an address pool on the
mobile gateway exceeding which a
notification is generated.

inxMbgSMIPPoolCurrentThreshold

inxMbgSMIPPoolMMPoolName

inxMbgSMIPPoolNotificationVars 5

inxMbgSMIPPoolNotificationVars 6

DEPRECATED. The current threshold value
for an address pool on the mobile
gateway. This can be equal to or greater
than the configured threshold value.

The name which identifies the address
pool on the mobile-gateway which
underwent a change in the
maintenance-mode state.
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Table 54: IP Address Pool Notification Variables (continued)

inxMbgSMIPPoolMMLSName

inxMbgSMIPPoolNotificationVars 7

The name which identifies the
logical-system on the mobile-gateway
which underwent a change in the
maintenance-mode state.

inxMbgSMIPPoolMMRIName

jnxMbgSMIPPoolNotificationVars 8

The name which identifies the routing
instance on the mobile-gateway which
underwent a change in the
maintenance-mode state.

inxMbgSMIPPoolPrevMMState

inxMbgSMIPPoolNewMMState

inxMbgSMIPRangeHiThresRangeName

nxMbgSMIPRangeHiThresPoolName

inxMbgSMIPPoolNotificationVars 9

inxMbgSMIPPoolNotificationVars 10

inxMbgSMIPPoolNotificationVars 11

inxMbgSMIPPoolNotificationVars 12

A string that indicates the
maintenance-mode state.

A string that indicates the
maintenance-mode state.

The name which identifies the address
pool's range on the mobile-gateway for
which the threshold was exceeded.

The name which identifies the address
pool onthe mobile-gateway, whose range
threshold was exceeded.

inxMbgSMIPRangeHiLSName

inxMbgSMIPPoolNotificationVars 13

The name which identifies the
logical-system on the mobile-gateway in
which the address range threshold was
exceeded.

jinxMbgSMIPRangeHiRIName

inxMbgSMIPRangeHiCfgThres

jnxMbgSMIPPoolNotificationVars 14

inxMbgSMIPPoolNotificationVars 15

The name which identifies the routing
instance on the mobile-gateway in which
the address range threshold was
exceeded.

The threshold value configured for an
address pool range on the mobile gateway
exceeding which a notification is
generated.

inxMbgSMIPRangeHiCurrUtil

inxMbgSMIPRangeLowThresRangeName

jnxMbgSMIPPoolNotificationVars 16

inxMbgSMIPPoolNotificationVars 17

The current threshold value foran address
pool range on the mobile gateway. This
can be equal to or greater than the
configured threshold value.

The name which identifies the address
pool's range on the mobile-gateway for
which the low threshold was reached.

inxMbgSMIPRangeLowThresPoolName

inxMbgSMIPPoolNotificationVars 18

The name which identifies the address
pool onthe mobile-gateway, whose range
low threshold was reached.
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Table 54: IP Address Pool Notification Variables (continued)

inxMbgSMIPRangeLowLSName

inxMbgSMIPPoolNotificationVars 19

The name which identifies the
logical-system on the mobile-gateway in
which the address range low threshold
was reached.

inxMbgSMIPRangeLowRIName

jnxMbgSMIPPoolNotificationVars 20

The name which identifies the routing
instance on the mobile-gateway in which
the address range low threshold was
reached.

inxMbgSMIPRangeLowCfgThres

inxMbgSMIPPoolNotificationVars 21

The threshold value configured for an
address pool range on the mobile gateway
reaching which a notificationis generated.

inxMbgSMIPRangeLowCurrUtil

inxMbgSMIPPoolNotificationVars 22

The current threshold value for an address
pool range on the mobile gateway. This
can be equal to or greater than the
configured threshold value.

inxMbgSMIPPoolHTCfgThres

inxMbgSMIPPoolNotificationVars 23

The threshold value configured for an
address pool on the mobile gateway
exceeding which a notification is
generated.

inxMbgSMIPPoolCurrUtil

inxMbgSMIPPoolNotificationVars 24

The current utilization value for an address
pool on the mobile gateway. This can be
equal to or greater than the configured
threshold value.

inxMbgSMIPPoolLTCfgThres

inxMbgSMIPPoolNotificationVars 25

The threshold value configured for an
address pool on the mobile gateway
reaching which a notification is generated.
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CHAPTER S5

Serving Gateway SNMP Traps

« Subscriber Manager SNMP Traps for Serving Gateway on page 109
« Charging SNMP Traps for S-GW on page 110

« GTP SNMP Traps for Serving Gateway on page 114

« Mobile Packet Forwarding Traps for Serving Gateway on page 115

Subscriber Manager SNMP Traps for Serving Gateway

Subscriber management describes various Serving gateway statistics related to subscriber
session establishment/failures, attach and detach.

« Subscriber Manager MIB Structure on page 109
« Subscriber Manager Traps on page 109

« Subscriber Manager Notifications Variables on page 110

Subscriber Manager MIB Structure

The root node for the module is jnxMbgSgwSMMib, which is a child of:
jnxMobileGatewaySgw. ThejnxMobileGatewaySgw is defined in Juniper-SMI.

Subscriber Manager Traps

Table 38 on page 82 shows the leaf nodes of the type jnxMbgSgwSMNotifications.

Table 55: Subscriber Manager Traps

Name ID Description

jnxMbgSgwCpuThrStatusHi jnxMbgSgwSMNotifications  The configured high threshold for CPU Utilization at
1 the serving gateway level has been exceeded.

jnxMbgSgwCpuThrStatusLow jnxMbgSgwSMNotifications  The configured low threshold for CPU Utilization at
2 the serving gateway level has been reached.

jnxMbgSgwCpuThrStatusClear jnxMbgSgwSMNotifications  The configured normal threshold for CPU Utilization
3 at the serving gateway level has been reached.
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Table 55: Subscriber Manager Traps (continued)

jnxMbgSgwMemThrStatusHi jnxMbgSgwSMNotifications  The configured high threshold for Memory Utilization
4 at the serving gateway level has been exceeded.
inxMbgSgwMemThrStatusLow jnxMbgSgwSMNotifications  The configured low threshold for Memory Utilization
5 at the serving gateway level has been reached.
inxMbgSgwMemThrStatusClear jnxMbgSgwSMNotifications  The configured normal threshold for Memory
6 Utilization at the serving gateway level has been
reached.
jnxMbgSgwQosBearerThrStatusHi jnxMbgSgwSMNotifications  The configured high threshold for bearers at the
7 serving gateway level has been exceeded.

jnxMbgSgwQosBearerThrStatusLow jnxMbgSgwSMNotifications
8

The configured low threshold for bearers at the
serving gateway level has been reached.

jnxMbgSgwQosBearerThrStatusClear jnxMbgSgwSMNotifications
9

The normal threshold for bearers at the serving
gateway level has been reached.

Subscriber Manager Notifications Variables

Table 39 on page 83 shows the leaf nodes of the type jnxMbgSgwSMNotificationVars.

Table 56: Subscriber Manager Notifications Variables

Name ID Description
jnxMbgGwSpicName jnxMbgSgwSMNotificationVars 1 Identifies the service-pic
inxMbgSgwTrapGwlindex inxMbgSgwSMNotificationVars 2 The gateway index.
jnxMbgSgwTrapGwName inxMbgSgwSMNotificationVars 3 The gateway name.

Charging SNMP Traps for S-GW

Customers must pay for the services they use. In the 3rd Generation Partnership Project
(3GPP), there are three distinct processes that translate service use into a bill for services.
These processes are charging, rating, and billing. Charging gathers statistics about service
usage for each customer. Rating is the process that determines how much each service
costs each particular customer, based on the services contracted or tariffed. Billing is
the process that generates the customer’s invoice for services.

« Charging MIB STRUCTURE on page 111

« Serving Gateway Charging Traps on page 111

« Charging Notification Variables on page 112

1o
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Charging MIB STRUCTURE

The root node for the module is jnxMbgSgwChargingMib, which is a child of
jnxMbgSgwChargingMib. jnxMbgSgwChargingMib is Juniper Networks implementation of
Mobility Charging MIB for Serving gateways in 3GPP LTE network. The
jnxMbgSgwChargingMib is defined in Juniper-SMI.

Serving Gateway Charging Traps

Table 40 on page 84 shows the leaf nodes of the type jnxMbgSgwCgNotifications.

Table 57: Serving Gateway Charging Traps

Name ID Description
inxMbgSgwCgGtpGWUpNotify jnxMbgSgwCgNotifications  This notification signifies that the specified server has

1 been marked alive. The ServerName identifies the server
and the SPIdentfier identifies the Service Pic which
originated this notification.

inxMbgSgwCgGtpGWDownNotify inxMbgSgwCgNotifications  The server jnxMbgSgwCgServerName has been marked

2 dead. Service PIC jnxMbgSgwCgServicePicName
originated this notification.

jnxMbgSgwCgCDRDestNotify jnxMbgSgwCgNotifications The destination of the Charging Data Records (CDRs),

3 jnxMbgSgwCgCDRDest has changed. The new
destinationis indicated by jnxMbgSgwCgPeerProfName
and jnxMbgSgwCgActiveCgflpAddr.

jnxMbgSgwCgServiceUpNotify jnxMbgSgwCgNotifications  The charging daemon is UP on the service PIC indicated

4 by jnxMbgSgwCgServicePicName.

inxMbgSgwCgMMStateChangeNotify inxMbgSgwCgNotifications The charging profile, jnxMbgSgwCgPeerProfName,

5 underwent a change in maintenance mode state. The
previous state, jnxMbgSgwCgPrevMMState and current
state, jnxMbgSgwCgNewMMState , are shown.

jnxMbgSgwCgTMMStateChangeNotify  jnxMbgSgwCgNotifications The transport profile jnxMbgSgwCgPeerProfName

6 underwent a change in maintenance mode state. The
previous state, jnxMbgSgwCgTPrevMMState, and the
current state, jnxMbgSgwCgTNewMMState, are shown.

jnxMbgSgwCgMemHighThresNotify jnxMbgSgwCgNotifications The Internal memory utilization high threshold,

7 jnxMbgSgwCgMemLimit, has been reached or cleared,
as indicated by jnxMbgSgwCgAlarmStatus.

inxMbgSgwCgMemMediumThresNotify  jnxMbgSgwCgNotifications The Internal memory utilization medium threshold,

8 jnxMbgSgwCgMemLimit, has been reached or cleared,
as indicated by jnxMbgSgwCgAlarmStatus.

inxMbgSgwCgMemLowThresNotify inxMbgSgwCgNotifications The Internal memory utilization low threshold,

9 jnxMbgSgwCgMemLimit, has been reached or cleared,

as indicated by jnxMbgSgwCgAlarmStatus.
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Table 57: Serving Gateway Charging Traps (continued)

inxMbgSgwCgLcsThresHighNotify

jnxMbgSgwCgNotifications High memory utilization in the local storage,
10 jinxMbgSgwCgLcsUtil, has exceeded a configured level.

inxMbgSgwCgLcsThresMediumNotify

inxMbgSgwCgNotifications Medium memory utilization in the local storage,
n jnxMbgSgwCgLcsUtil, has exceeded a configured level.

inxMbgSgwCgLcsThresLowNotify

jnxMbgSgwCgNotifications  This trap indicates the alarm status on the node

12 associated with the utilization of local storage space
for charging records. This alarm is sent out when the
utilization exceeds or falls below configured low
threshold of available disk space. The alarm status
(Active/Clear)is indicated by the
inxMbgSgwCgAlarmStatus variable.

Charging Notification Variables

Table 41 on page 85 shows the leaf nodes of the type jnxMbgPgwCgNotificationVars.

Table 58: Serving Gateway Charging Notification Variables

Name

ID

Description

inxMbgSgwCgServerName

jnxMbgSgwCgNotificationVars 1

This identifies the Service Pic, in the form
ms-a/b/0, where a is the slot and b can
be either O or 1.

inxMbgSgwCgServicePicName

jnxMbgSgwCgCDRDest

jnxMbgSgwCgNotificationVars 2

jnxMbgSgwCgNotificationVars 3

This identifies the Service Pic, in the form
ms-a/b/0, where a is the slot and b can
be either O or 1.

This indicates any transitions in the state
of the CGF:

« Valuelindicates one of the CGF for the
Group came up; redirecting CDRs to the
Active CGF.

« Value 2 indicates the last active CGF
for the Group went down; CDRs being
written to backup Local storage device

« Value 3 indicates the last active CGF
for the Group went down; Backup Local
storage device not configured.

inxMbgSgwCgTSPName

jnxMbgSgwCgNotificationVars 4

A string that uniquely identifies the
Transport Profile.

12
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Table 58: Serving Gateway Charging Notification Variables (continued)

jinxMbgSgwCgMemLimit

inxMbgSgwCgLcsSpace

inxMbgSgwCgLcsUtil

jnxMbgSgwCgNotificationVars 5

jinxMbgSgwCgNotificationVars 6

jnxMbgPgwCgNotificationVars 7

This indicates any transitions in the state
of the CGF:

« Value 1indicates System has reached
Level 1 critical memory threshold.
Action - Check the CGF server
connections. If local storage is enabled,
please ftp the charging records
immediately. If local storage is not
enabled, please enable it, so the
charging records can be stored in local
persistent storage. Risk - No new
sessions will be allowed.

« Value 2 indicates System reaching
Level 1 critical memory threshold
condition has been resolved.

« Value 3 indicates System has reached
Level 2 critical memory threshold.
Action-—Check the CGF server
connections. If local storage is enabled,
please ftp the charging records
immediately. If local storage is not
enabled, please enable it so the
charging records can be stored in local
persistent storage. Risk-—New and
existing sessions will be not be allowed.

« Value 4 indicates System reaching
Level 2 critical memory threshold
condition has been resolved.

Water marking for the local storage levels
in charged of RE.

The percentage of the total of Local
Storage Space by one the Charged on RE.

jinxMbgSgwCgAlarmStatus

jnxMbgSgwCgNotificationVars 8

Value 1indicates that the Alarm for a
particular condition is present. Value 2
indicates that the Alarm for a particular
condition is absent.

inxMbgSgwCgProfileName

inxMbgSgwCgPrevMMState

inxMbgSgwCgNewMMState

jnxMbgSgwCgNotificationVars 9

jnxMbgSgwCgNotificationVars 10

jnxMbgPgwCgNotificationVars 11

A string that identifies a charging profile

A string that indicates the
maintenance-mode state.

A string that indicates the
maintenance-mode state.

jnxMbgSgwCgTProfileName

jnxMbgSgwCgNotificationVars 12

A string that identifies a charging profile.

inxMbgSgwCgTPrevMMState

jnxMbgSgwCgNotificationVvars 13

A string that indicates the
maintenance-mode state.

Copyright © 2011, Juniper Networks, Inc.

13



Performance and Fault Monitoring with SNMP.

Table 58: Serving Gateway Charging Notification Variables (continued)

jnXMbgSgwCgTNewMMState jnxMbgSgwCgNotificationVars 14 A string that indicates the
maintenance-mode state.

jnxMbgSgwCgSGwName jnxMbgSgwCgNotificationVars 15 A string that indicates the gateway name.
inxMbgSgwCgCgfProfName jnxMbgSgwCgNotificationVars 16 A string that uniquely identifies the CGF
Profile.

GTP SNMP Traps for Serving Gateway

GTPis the primary protocol used in a GPRS core network and allows users in a 3G or 4G
network to move from one location to another while remaining connected to the Internet.
The GTP protocol is used to carry signaling and bearer data from a SGSN/S-GW to a
GGSN/P-GW across well defined 3GPP service interfaces such as Gn/S5.

« GTP MIBSTRUCTURE on page 114
« Serving Gateway GTP Traps on page 114

Serving Gateway GTP Notification Variables on page 115
GTP MIB STRUCTURE

The root node for the module is jnxMbgSgwGtpMib which is a child of
jnxMobileGatewaySgw. The jnxMobileGatewaySgw is defined in Juniper-SMI.

Serving Gateway GTP Traps
Table 59 on page 114 shows the leaf nodes of the type jnxMbgSgwGtpNotifications.

Table 59: GTP Traps

Name ID Description

jnxMbgSgwGtpPeerGwUpNotif jnxMbgSgwGtpNotifications 1 GTPC Peer UP Notification. This trap is
sent when a new peer is added, or an
existing peer goes down and comes back

up.

jnxMbgSgwGtpPeerGwDnNotif jnxMbgSgwGtpNotifications 2 GTPC Peer Down Notification. This trap
is sent when a peer connection goes
down.

jnxMbgSgwGtpPrDnTPerPrAlrmActv jnxMbgSgwGtpNotifications 3 Peer down Threshold trap Active. This is

sent when a peer connection flaps for
more than a higher threshold number of
times within a monitored interval.

inxMbgSgwGtpPrDnTPerPrAlrmClr jnxMbgSgwGtpNotifications 4 Peer down Threshold trap Cleared. This
is sent when the number of times a peer
connection flaps in a monitor interval
come down below the lower threshold.
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Serving Gateway GTP Notification Variables

Table 60 on page 115 shows the leaf nodes of the type jnxMbgSgwGtpNotifications.

Table 60: GTP Notification Variables

Name ID Description
inxMbgSgwGtpPeerName inxMbgSgwGtpNotificationVars 1 GTP Peer Name/IP.
inXMbgSgwGtpAlarmStatCounter inxMbgSgwGtpNotificationVars 2 Current Value of (Alarm) Statistics

Counter. For example, in
jnxMbgSgwGtpPrDNTPerPrAlrmActyv it
specifies the number of times peeris down
within the monitoring interval.

jnxMbgSgwGtpinterfaceType inxMbgSgwGtpNotificationVars 3 GTP Interface Type, which can be S5, S8,
ST11, S1U, S12, or S4

jnXMbgSgwGtpGwName inxMbgSgwGtpNotificationVars 4 A string that indicates the gateway name.

inxMbgSgwGtpGwIndex inxMbgSgwGtpNotificationVars 5 Current Gateway ID value.

Mobile Packet Forwarding Traps for Serving Gateway

This module defines objects for the Serving Gateway Mobile Packet Forwarding Daemon.

« Mobile Packet Forwarding MIB STRUCTURE on page 115
« Mobile Packet Forwarding Traps on page 115
. Mobile Packet Forwarding Notification Variables on page 116

Mobile Packet Forwarding MIB STRUCTURE

The root node for the module is jnxMbgSgwMfwdMib which is a child of:
jnxMobileGatewaySgw. The jnxMobileGatewaySgw is defined in Juniper-MBG-SMI.

Mobile Packet Forwarding Traps

Table 61 on page 115 shows the leaf nodes of the type jnxMbgSgwMfwdNotifications,
which lists the attributes that might be included as part of the trap. For details about
which of these attributes are included in the trap, please refer to the MIB.

Table 61: Mobile Packet Forwarding Traps

Name ID Description

jnxMbgSgwMfwdBufMemThresRaise jnxMbgSgwMfwdNotifications 1 This notification signifies that the high
memory buffering threshold for the Mobile
Packet Forwarding Daemon (MFWD) has
reached at the Service PIC level. The
gateway name, Service PIC name and
memory buffer threshold are displayed.
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Table 61: Mobile Packet Forwarding Traps (continued)

inxMbgSgwMfwdBufMemThresClear jinxMbgSgwMfwdNotifications 2 This notification signifies that the low
memory buffering threshold for Mobile
Packet Forwarding Daemon (MFWD) has
reached at the SPIC level. The gateway
name, SPIC name and memory buffer
threshold are displayed."

Mobile Packet Forwarding Notification Variables
Table 62 on page 116 shows the leaf nodes of the type jnxMbgSgwMfwdNotificationVars.

Table 62: Mobile Packet Forwarding Notification Variables

Name ID Description

inxMbgSgwMfwdServicePicName inxMbgSgwMfwdNotificationVars 1 Identifies the Service Pic, in the form
ms-a/b/0, where a is the slot, and b is
either O or 1.

inxMbgSgwMfwdBufMemLimit inxMbgSgwMfwdNotificationVars 2 Indicates the percentage of total buffer

memory in use.
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