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ENDUSER LICENSE AGREEMENT

READ THIS ENDUSER LICENSE AGREEMENT (“AGREEMENT”) BEFORE DOWNLOADING, INSTALLING, ORUSING THE SOFTWARE.
BY DOWNLOADING, INSTALLING, OR USING THE SOFTWARE OROTHERWISE EXPRESSING YOUR AGREEMENT TO THE TERMS
CONTAINED HEREIN, YOU (AS CUSTOMER OR IF YOU ARE NOT THE CUSTOMER, AS A REPRESENTATIVE/AGENT AUTHORIZED TO
BINDTHECUSTOMER)CONSENTTOBEBOUNDBYTHISAGREEMENT. IF YOUDONOTORCANNOTAGREETOTHETERMSCONTAINED
HEREIN, THEN (A) DO NOT DOWNLOAD, INSTALL, OR USE THE SOFTWARE, AND (B) YOUMAY CONTACT JUNIPER NETWORKS
REGARDING LICENSE TERMS.

1. The Parties. The parties to this Agreement are (i) Juniper Networks, Inc. (if the Customer’s principal office is located in the Americas) or
JuniperNetworks (Cayman)Limited (if theCustomer’sprincipal office is locatedoutside theAmericas) (suchapplicableentitybeing referred
tohereinas “Juniper”), and (ii) thepersonororganization thatoriginally purchased fromJuniper or anauthorized Juniper reseller theapplicable
license(s) for use of the Software (“Customer”) (collectively, the “Parties”).

2. The Software. In this Agreement, “Software” means the programmodules and features of the Juniper or Juniper-supplied software, for
which Customer has paid the applicable license or support fees to Juniper or an authorized Juniper reseller, or which was embedded by
Juniper in equipment which Customer purchased from Juniper or an authorized Juniper reseller. “Software” also includes updates, upgrades
and new releases of such software. “Embedded Software” means Software which Juniper has embedded in or loaded onto the Juniper
equipment and any updates, upgrades, additions or replacements which are subsequently embedded in or loaded onto the equipment.

3. LicenseGrant.Subject to payment of the applicable fees and the limitations and restrictions set forth herein, Juniper grants to Customer
a non-exclusive and non-transferable license, without right to sublicense, to use the Software, in executable form only, subject to the
following use restrictions:

a. Customer shall use Embedded Software solely as embedded in, and for execution on, Juniper equipment originally purchased by
Customer from Juniper or an authorized Juniper reseller.

b. Customer shall use the Software on a single hardware chassis having a single processing unit, or as many chassis or processing units
for which Customer has paid the applicable license fees; provided, however, with respect to the Steel-Belted Radius or Odyssey Access
Client software only, Customer shall use such Software on a single computer containing a single physical random access memory space
and containing any number of processors. Use of the Steel-Belted Radius or IMS AAA software onmultiple computers or virtual machines
(e.g., Solaris zones) requires multiple licenses, regardless of whether such computers or virtualizations are physically contained on a single
chassis.

c. Product purchase documents, paper or electronic user documentation, and/or the particular licenses purchased by Customer may
specify limits toCustomer’s useof theSoftware. Such limitsmay restrict use toamaximumnumberof seats, registeredendpoints, concurrent
users, sessions, calls, connections, subscribers, clusters, nodes, realms, devices, links, ports or transactions, or require the purchase of
separate licenses to use particular features, functionalities, services, applications, operations, or capabilities, or provide throughput,
performance, configuration, bandwidth, interface, processing, temporal, or geographical limits. In addition, such limits may restrict the use
of the Software to managing certain kinds of networks or require the Software to be used only in conjunction with other specific Software.
Customer’s use of the Software shall be subject to all such limitations and purchase of all applicable licenses.

d. For any trial copy of the Software, Customer’s right to use the Software expires 30 days after download, installation or use of the
Software. Customer may operate the Software after the 30-day trial period only if Customer pays for a license to do so. Customer may not
extend or create an additional trial period by re-installing the Software after the 30-day trial period.

e. The Global Enterprise Edition of the Steel-Belted Radius software may be used by Customer only to manage access to Customer’s
enterprise network. Specifically, service provider customers are expressly prohibited from using the Global Enterprise Edition of the
Steel-Belted Radius software to support any commercial network access services.

The foregoing license is not transferable or assignable by Customer. No license is granted herein to any user who did not originally purchase
the applicable license(s) for the Software from Juniper or an authorized Juniper reseller.

4. Use Prohibitions. Notwithstanding the foregoing, the license provided herein does not permit the Customer to, and Customer agrees
not to and shall not: (a) modify, unbundle, reverse engineer, or create derivative works based on the Software; (b) make unauthorized
copies of the Software (except as necessary for backup purposes); (c) rent, sell, transfer, or grant any rights in and to any copy of the
Software, in any form, to any third party; (d) remove any proprietary notices, labels, ormarks on or in any copy of theSoftware or any product
in which the Software is embedded; (e) distribute any copy of the Software to any third party, including as may be embedded in Juniper
equipment sold in thesecondhandmarket; (f) useany ‘locked’ or key-restricted feature, function, service, application, operation, or capability
without first purchasing the applicable license(s) and obtaining a valid key from Juniper, even if such feature, function, service, application,
operation, or capability is enabled without a key; (g) distribute any key for the Software provided by Juniper to any third party; (h) use the
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Software in any manner that extends or is broader than the uses purchased by Customer from Juniper or an authorized Juniper reseller; (i)
use Embedded Software on non-Juniper equipment; (j) use Embedded Software (or make it available for use) on Juniper equipment that
the Customer did not originally purchase from Juniper or an authorized Juniper reseller; (k) disclose the results of testing or benchmarking
of the Software to any third party without the prior written consent of Juniper; or (l) use the Software in anymanner other than as expressly
provided herein.

5. Audit. Customer shall maintain accurate records as necessary to verify compliance with this Agreement. Upon request by Juniper,
Customer shall furnish such records to Juniper and certify its compliance with this Agreement.

6. Confidentiality. The Parties agree that aspects of the Software and associated documentation are the confidential property of Juniper.
As such, Customer shall exercise all reasonable commercial efforts tomaintain the Software and associated documentation in confidence,
which at aminimum includes restricting access to the Software to Customer employees and contractors having a need to use the Software
for Customer’s internal business purposes.

7. Ownership. Juniper and Juniper’s licensors, respectively, retain ownership of all right, title, and interest (including copyright) in and to
the Software, associated documentation, and all copies of the Software. Nothing in this Agreement constitutes a transfer or conveyance
of any right, title, or interest in the Software or associated documentation, or a sale of the Software, associated documentation, or copies
of the Software.

8. Warranty, Limitation of Liability, Disclaimer ofWarranty. The warranty applicable to the Software shall be as set forth in the warranty
statement thataccompanies theSoftware (the “WarrantyStatement”).Nothing in thisAgreement shall give rise toanyobligation to support
the Software. Support services may be purchased separately. Any such support shall be governed by a separate, written support services
agreement. TO THEMAXIMUM EXTENT PERMITTED BY LAW, JUNIPER SHALL NOT BE LIABLE FOR ANY LOST PROFITS, LOSS OF DATA,
ORCOSTSORPROCUREMENTOFSUBSTITUTEGOODSORSERVICES,ORFORANYSPECIAL, INDIRECT,ORCONSEQUENTIALDAMAGES
ARISINGOUTOFTHISAGREEMENT,THESOFTWARE,ORANYJUNIPERORJUNIPER-SUPPLIEDSOFTWARE. INNOEVENTSHALLJUNIPER
BE LIABLE FOR DAMAGES ARISING FROMUNAUTHORIZED OR IMPROPER USE OF ANY JUNIPER OR JUNIPER-SUPPLIED SOFTWARE.
EXCEPT AS EXPRESSLY PROVIDED IN THEWARRANTY STATEMENT TO THE EXTENT PERMITTED BY LAW, JUNIPER DISCLAIMS ANY
AND ALLWARRANTIES IN AND TO THE SOFTWARE (WHETHER EXPRESS, IMPLIED, STATUTORY, OR OTHERWISE), INCLUDING ANY
IMPLIEDWARRANTY OFMERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NONINFRINGEMENT. IN NO EVENT DOES
JUNIPERWARRANT THAT THE SOFTWARE, OR ANY EQUIPMENT OR NETWORK RUNNING THE SOFTWARE, WILL OPERATEWITHOUT
ERROROR INTERRUPTION, ORWILL BE FREE OF VULNERABILITY TO INTRUSION OR ATTACK. In no event shall Juniper’s or its suppliers’
or licensors’ liability to Customer, whether in contract, tort (including negligence), breach of warranty, or otherwise, exceed the price paid
by Customer for the Software that gave rise to the claim, or if the Software is embedded in another Juniper product, the price paid by
Customer for such other product. Customer acknowledges and agrees that Juniper has set its prices and entered into this Agreement in
reliance upon the disclaimers of warranty and the limitations of liability set forth herein, that the same reflect an allocation of risk between
the Parties (including the risk that a contract remedymay fail of its essential purpose and cause consequential loss), and that the same
form an essential basis of the bargain between the Parties.

9. Termination. Any breach of this Agreement or failure by Customer to pay any applicable fees due shall result in automatic termination
of the license granted herein. Upon such termination, Customer shall destroy or return to Juniper all copies of the Software and related
documentation in Customer’s possession or control.

10. Taxes. All license fees payable under this agreement are exclusive of tax. Customer shall be responsible for paying Taxes arising from
the purchase of the license, or importation or use of the Software. If applicable, valid exemption documentation for each taxing jurisdiction
shall be provided to Juniper prior to invoicing, and Customer shall promptly notify Juniper if their exemption is revoked or modified. All
payments made by Customer shall be net of any applicable withholding tax. Customer will provide reasonable assistance to Juniper in
connection with such withholding taxes by promptly: providing Juniper with valid tax receipts and other required documentation showing
Customer’s payment of any withholding taxes; completing appropriate applications that would reduce the amount of withholding tax to
be paid; and notifying and assisting Juniper in any audit or tax proceeding related to transactions hereunder. Customer shall comply with
all applicable tax laws and regulations, and Customer will promptly pay or reimburse Juniper for all costs and damages related to any
liability incurred by Juniper as a result of Customer’s non-compliance or delay with its responsibilities herein. Customer’s obligations under
this Section shall survive termination or expiration of this Agreement.

11. Export. Customer agrees to comply with all applicable export laws and restrictions and regulations of any United States and any
applicable foreign agency or authority, and not to export or re-export the Software or any direct product thereof in violation of any such
restrictions, laws or regulations, or without all necessary approvals. Customer shall be liable for any such violations. The version of the
Software supplied to Customer may contain encryption or other capabilities restricting Customer’s ability to export the Software without
an export license.
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12. Commercial Computer Software. The Software is “commercial computer software” and is provided with restricted rights. Use,
duplication, or disclosure by the United States government is subject to restrictions set forth in this Agreement and as provided in DFARS
227.7201 through 227.7202-4, FAR 12.212, FAR 27.405(b)(2), FAR 52.227-19, or FAR 52.227-14(ALT III) as applicable.

13. Interface Information. To the extent required by applicable law, and at Customer's written request, Juniper shall provide Customer
with the interface information needed to achieve interoperability between the Software and another independently created program, on
payment of applicable fee, if any. Customer shall observe strict obligations of confidentiality with respect to such information and shall use
such information in compliance with any applicable terms and conditions upon which Juniper makes such information available.

14. Third Party Software.Any licensor of Juniper whose software is embedded in the Software and any supplier of Juniper whose products
or technology are embedded in (or services are accessed by) the Software shall be a third party beneficiary with respect to this Agreement,
and such licensor or vendor shall have the right to enforce this Agreement in its own name as if it were Juniper. In addition, certain third party
softwaremay be provided with the Software and is subject to the accompanying license(s), if any, of its respective owner(s). To the extent
portions of the Software are distributed under and subject to open source licenses obligating Juniper to make the source code for such
portions publicly available (such as the GNU General Public License (“GPL”) or the GNU Library General Public License (“LGPL”)), Juniper
will make such source code portions (including Juniper modifications, as appropriate) available upon request for a period of up to three
years from the date of distribution. Such request can bemade in writing to Juniper Networks, Inc., 1194 N. Mathilda Ave., Sunnyvale, CA

94089, ATTN: General Counsel. Youmay obtain a copy of the GPL at http://www.gnu.org/licenses/gpl.html, and a copy of the LGPL

at http://www.gnu.org/licenses/lgpl.html .

15. Miscellaneous. This Agreement shall be governed by the laws of the State of California without reference to its conflicts of laws
principles. The provisions of the U.N. Convention for the International Sale of Goods shall not apply to this Agreement. For any disputes
arising under this Agreement, the Parties hereby consent to the personal and exclusive jurisdiction of, and venue in, the state and federal
courts within Santa Clara County, California. This Agreement constitutes the entire and sole agreement between Juniper and the Customer
with respect to the Software, and supersedes all prior and contemporaneous agreements relating to the Software, whether oral or written
(including any inconsistent terms contained in a purchase order), except that the terms of a separate written agreement executed by an
authorized Juniper representative and Customer shall govern to the extent such terms are inconsistent or conflict with terms contained
herein. Nomodification to this Agreement nor any waiver of any rights hereunder shall be effective unless expressly assented to in writing
by the party to be charged. If any portion of this Agreement is held invalid, the Parties agree that such invalidity shall not affect the validity
of the remainder of this Agreement. This Agreement and associated documentation has been written in the English language, and the
Parties agree that the English version will govern. (For Canada: Les parties aux présentés confirment leur volonté que cette convention de
même que tous les documents y compris tout avis qui s'y rattaché, soient redigés en langue anglaise. (Translation: The parties confirm that
this Agreement and all related documentation is and will be in the English language)).
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PART 1

Overview

• Using Bundles to Create Logical Configurations for Physical Interfaces

Overview on page 3

• CESoPSN Bundle Overview on page 7

1Copyright © 2010, Juniper Networks, Inc.



Copyright © 2010, Juniper Networks, Inc.2

Using CESoPSN Bundles to Group DS0s on IP Circuits



CHAPTER 1

Using Bundles to Create Logical
Configurations for Physical Interfaces
Overview

• Types of Bundles Overview on page 3

• Interface Naming Conventions for the CTP Series on page 4

Types of Bundles Overview

Table 1 on page 3 shows the typical application for each bundle type, and lists the

interfaces that each type of bundle supports.

Table 1: Bundle Types and Supported Interfaces

Interface Types SupportedGenerally Used ForBundle Type

• CTP150

• Serial interface

• T1/E1 interface

• CTP2000

• Serial interface

• Serial interfacewithT1/E1 daughter
card

• Serial interface with 4WTO
daughter card

• Serial interface with IRIG-B
daughter card

• T1/E1 interface

Connecting legacy serial interfaces to
the IP network

CTP (circuit-to-packet)

• CTP150

• T1/E1 interface

• CTP2000

• Serial interfacewithT1/E1 daughter
card

• T1/E1 interface

Connecting single T1 or E1 interfaces to
an IP network

SAToP (structure-agnostic TDMover IP)

3Copyright © 2010, Juniper Networks, Inc.



Table 1: Bundle Types and Supported Interfaces (continued)

Interface Types SupportedGenerally Used ForBundle Type

• CTP2000

• T1/E1 interface with unused DS0s

• CTP150

• T1/E1 interface with unused DS0s

An unused DS0 is a DS0 not assigned to
another bundle. When a CESoPSN
bundle is attached to a port, by default
all unused DS0s are assigned to the
bundle.

Groupingmultiple DS0s to one IP circuitCESoPSN (circuit emulation services
over a packet-switched network)

• CTP2000

• T1/E1 interface

• 4W-E&M interface

• Voice compression module

Grouping multiple analog circuits
(channels) into one IP circuit

VCOMP (voice compression)

Interface Naming Conventions for the CTP Series

In the CTP software, interfaces are specified in the format:

type-slot/port

where

type—Type of interface. A 2-character abbreviation.

slot—Slot number on the CTP device.

port—Port number on the CTP device.

If the interface module has a daughter card installed, the interface format is as follows:

type-slot/portw/daughter-card

Table 2: Interface Type Specifiers

Type SpecifierInterface Type

4w4WE&M

4w4WTO

e1E1

fo2W-FXO

fs2W-FSX

irigIRIG

seSerial

Copyright © 2010, Juniper Networks, Inc.4
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Table 2: Interface Type Specifiers (continued)

Type SpecifierInterface Type

t1T1

t1e1T1E1

5Copyright © 2010, Juniper Networks, Inc.
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CHAPTER 2

CESoPSN Bundle Overview

• CESoPSN Bundle Overview on page 7

• Providing QoS for CTP Bundles by Using Service Type Overview on page 7

CESoPSN Bundle Overview

A CESoPSN bundle represents an IP circuit emulation flow.With CESoPSN bundles, you

can groupmultiple DS0s on one IP circuit, and you can havemore than one circuit

emulation IP flow created from a single physical interface. For example, some DS0

channels fromaT1 interfacecango inan IP flowtodestinationA, andotherDS0channels

from that same T1 interface can go to destination B. This feature allows for payload

optimization.

CESoPSN bundles comply with RFC 5086, Structure-Aware Time Division Multiplexed

(TDM) Circuit Emulation Service over Packet Switched Network (CESoPSN), December

2007. RFC-5086 defines a standard for transporting multiple bundles of DS0s from a

single physical interface to different network destinations.

CESoPSNbundles are supported onCTP2000andCTP150T1/E1 interfaceswith unused

DS0s. An unused DS0 is a DS0 not assigned to another bundle. When you create a

CESoPSN bundle all unused DS0s are assigned to the bundle by default.

CESoPSN bundles support the following signaling:

• T1 interfaces support channel-associated signaling (CAS).

• E1 interfaces support CAS and common channel signaling (CCS).

Providing QoS for CTP Bundles by Using Service Type Overview

In IP networks, the IP flow is typically classified based on the Differentiated Services

Code Point (DSCP) setting in the type of service (TOS) byte of the IP header. DSCP is a

scalable solution for classifying flows in a large IP network based on the class of service

desired on specific IP traffic flows.

With the CTP device, you can configure DSCP settings for each circuit’s IP flow. For

example, some circuits could be configured for the expedited forwarding (EF) class.

When the network routers receive this EF-marked flow from the CTP device, they place

the marked traffic into a high priority queue, enabling this traffic to be serviced before

7Copyright © 2010, Juniper Networks, Inc.



lower priority traffic. As an EF-marked flow traverses the IP network, routers can use its

classification to provide the flow amore predictable level of performance across the

network

When you configure the service type of a bundle, you specify the ToS byte to be used in

IP headers of packets sent from the CTP device to the IP network. The ToS setting is

applied to circuits created by the bundle for which the service type is configured.

Table 3 on page 8 shows themapping for eachDSCP class and setting to the ToS setting

that you configure as the service type for a bundle. The EF class (ToS setting 184) is

commonly used for circuit traffic.

Table 3: DSCP Classes and Service Type

ToS SettingDSCP SettingDSCP Class

22456CS7

19248CS6

18446EF

16040CS5

15238AF43

14436AF42

13634AF41

12832CS4

12030AF33

11228AF32

10426AF31

9624CS3

8822AF23

8020AF22

7218AF21

6416CS2

5213AF13

4812AF12
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Table 3: DSCP Classes and Service Type (continued)

ToS SettingDSCP SettingDSCP Class

4010AF11

328CS1

Related
Documentation

• Configuring IP Parameters for CTP Bundles (CTPView)

• Configuring IP Parameters for CTP Bundles (CTPMenu)
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PART 2

Configuration

• Adding Bundles on page 13

• Configuring CESoPSN Bundles (CTPMenu) on page 15

• Configuring CESoPSN Bundles (CTPView) on page 25
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CHAPTER 3

Adding Bundles

• Adding a Bundle (CTPView) on page 13

• Adding a Bundle (CTPMenu) on page 13

Adding a Bundle (CTPView)

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To add a bundle using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over theOpen Add Bundles Display bar.

3. UnderNewBndl Number, select a bundle number.

4. Under the type of bundle you want to add, select a source port, and click the button

for the type of bundle.

5. Enter the parameters, and Click to Submit Bundle AND Port Changes.

Adding a Bundle (CTPMenu)

To add a bundle using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select the type of bundle that you want to configure.

3. Enter add to add a new bundle.

4. Select the port you want to attach the bundle to.
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CHAPTER 4

Configuring CESoPSN Bundles (CTP
Menu)

• Configuring T1 and E1 Port Parameters for CESoPSN Bundles (CTPMenu) on page 15

• Configuring DS0 Time Slots for CESoPSN Bundles (CTPMenu) on page 17

• Configuring IP Parameters for CESoPSN Bundles on CTP2000 Devices (CTP

Menu) on page 18

• Configuring IP Parameters for CESoPSN Bundles on CTP150 Devices (CTP

Menu) on page 21

• Configuring the Missing Packet Fill Pattern for CESoPSN Bundles on CTP150 Devices

(CTPMenu) on page 23

• ConfiguringCircuit Restart Parameters for CESoPSNBundles onCTP150Devices (CTP

Menu) on page 24

Configuring T1 and E1 Port Parameters for CESoPSN Bundles (CTPMenu)

This topic describes how to configure port parameters for T1/E1 interfaces.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure port parameters for T1/E1 interfaces for CESoPSN bundles using the CTP

Menu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 3) CESoPSN.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 3) Port Config.

5. Follow the onscreen instructions, and configure the options as described in Table 4

on page 16.

The options vary depending on whether the bundle is T1 or E1.
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Table 4: CESoPSN Bundle T1/E1 Port Parameter Settings in the CTPMenu

Your ActionFunctionField

Enter a description of up to 62 alphanumeric characters. Do not
use the following characters:

( ; ' " ) ]

Specifies a description for the port.Portdescriptor

Select one:

• T1

• E1

Specifies the type of interface.

The type of interface that you select
affects the default packet size and buffer
sizes for the bundle.

Type

Select one:

• B8ZS

• AMI

Specifies theT1encodingmethodusedon
this bundle.

Option (forT1)

Select one:

• RJ48

• COAX

ForE1 interfaces, configure the termination
to work with either coax or RJ-48.

Option (forE1)

Select one:

• 0) ~133 ft

• 1) ~266 ft

• 2) ~399 ft

• 3) ~533 ft

• 4) ~655 ft

• 5) -7.5dB CSU

• 6) -15dB CSU

• 7) -22.5dB CSU

For T1 interfaces, specifies the line
buildout.

BuildOut

The following clock synthesizer settings
are set by the software, and you cannot
change them:

• For T1, the clock synthesizer is set to
1544 KHz.

• For E1 the clock synthesizer is set to
2048 KHz.

Clock
synthesizer
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Table 4: CESoPSN Bundle T1/E1 Port Parameter Settings in the CTPMenu (continued)

Your ActionFunctionField

Select one:

• CTP isClockSource—ThePBXeither returns theclock received
from the CTP or it returns a clock that is traceable to the same
source as the CTP node clock reference. You typically use this
configuration when you configure the CTP device with a clock
reference input.

• CTP is Loop Timed—The PBX provides the clock and the CTP
returns the same clock to the PBX. You typically use this
configuration when the PBX has themore accurate clock
source. You can configure the far end of the circuit with
adaptive clocking to recover this clock if necessary.

• CTP is Clock Source (Adaptive End)—The PBX returns the
clock received from the CTP, and the CTP uses the adaptive
recovered clock. You typically use this configuration when the
CTP does not have a reference input and the PBX typically
requires clock from the distant PBX.

On CTP150 devices, If you set clocking toCTP is Clock Source
(Adaptive End), the first bundle activated on the interface is
assignedas theadaptivemaster bundle onwhich the transmit
clock is adjusted. This bundle is also the last bundle to be
deactivated on the interface.

Specifies the type of clocking for the port.Clock Config

Enter one:

• On—Signaling is on.

• Off—Signaling is off.

For T1 interfaces, specifies whether or not
CAS signaling is used.

Signal

Related
Documentation

CESoPSN Bundle Overview on page 7•

• Configuring IP Parameters for CESoPSN Bundles on CTP2000 Devices (CTPMenu)

on page 18

Configuring DS0 Time Slots for CESoPSN Bundles (CTPMenu)

This topic describes how to configure the DS0 time slots used by the bundle. By default,

all unused DS0s are attached to a bundle. An unused DS0 is a DS0 not assigned to

another bundle.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure time slots for CESoPSN bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 3) CESoPSN.

3. Select a bundle from the list.
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If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config to configure the bundle.

5. Configure the options as described in Table 5 on page 18.

Table 5: CESoPSN Bundle DS0 Time Slot Settings in the CTPMenu

Your ActionFunctionField

Enter the number of the time slots that you want to
configure for the bundle.

• To enter a list of time slots, separate the list with
commas.

• To enter a range of time slots, separate the range with
a hyphen (-).

Specifies the time slots assigned to this bundle.

The number of time slots that you select affects
the default packet size and packet buffer set size
for the bundle.

Time Slots

Related
Documentation

CESoPSN Bundle Overview on page 7•

• Configuring IP Parameters for CESoPSN Bundles on CTP2000 Devices (CTPMenu)

on page 18

Configuring IP Parameters for CESoPSN Bundles on CTP2000Devices (CTPMenu)

The CTP software uses the IP parameters to create IP packets.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure IP parameters for CESoPSN bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 3) CESoPSN.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config to configure the bundle.

5. Configure the options as described in Table 6 on page 18.

Table 6: CESoPSN Bundle IP Parameter Settings on CTP2000Devices in the CTPMenu

Your ActionFunctionField

Enter the address of the remote CTP
device.

Specifies the name and IP address of the remote CTP device.Destination
IP
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Table 6: CESoPSN Bundle IP Parameter Settings on CTP2000Devices in the CTP
Menu (continued)

Your ActionFunctionField

Enter a number from 1 through 65535.Specifies the source UDP port.

The source UDP port is used as the circuit identifier; you must
configure both circuit endpoints to use the sameUDP port. The UDP
port must be unique on the CTP device. You will not be able to
activate a port if another port is using the same source UDP port
number.

Source UDP
port

Select a buffer size. The software
displays a list of possible buffer sizes.
The list varies depending on the type of
interface (T1 or E1), and the type of
signaling (CSS or CAS).

For example, the following are the
available buffer sizes for an E1 interface
with CSS signaling:

• 10.000ms 2 packets

• 20.000ms 4 packets

• 40.000ms 8 packets

• 80.000ms 16 packets

• 160.000ms 32 packets

• 320.000ms 64 packets

• 640.000ms 128 packets

Specifies the maximum buffer size.

Themaximum buffer size setting is based on the number of packets
in thebuffer and thenumber ofmilliseconds that it takes thepackets
to go through the buffer. For example, a setting of 10.000ms - 2
packetsmeans that it will take 10ms for 2 packets to go through the
buffer.

We recommend that you use the default setting unless you require
changes because of network performance.

Max Buffer
(ms)

Enter a number from the range
displayed on the screen.

This number must be divisible by the
packet size. If you enter a number that
is not divisible by the packet size, the
software changes the setting to the
closest number that is divisible by the
packet size.

Specifies the buffer size when the circuit enters a running state.

The CTP software calculates a default setting based on the type of
interface (T1or E1), the typeof signaling (CSSorCAS), and thepacket
size.

We recommend that you use the default setting unless you require
changes because of network performance.

Pkt Buffer
Set (ms)
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Table 6: CESoPSN Bundle IP Parameter Settings on CTP2000Devices in the CTP
Menu (continued)

Your ActionFunctionField

Enter a packet size.Specifies the size of IP packets that are created from data received
at the port.

The CTP software calculates a default packet size based on the
number of time slots configured, the type of interface (T1 or E1), and
the type of signaling (CSS or CAS).

We recommend that you use the default setting unless you require
changes because of network performance.

If you choose to change the signaling, use the following guidelines:

• For CSS signaling, the packet sizemust be divisible by the number
of time slots.

• For CAS signaling, use the following formula:

packet size = number-of-slots * 24 + signaling-size

where

signaling-size = number-of-slots/2 + number-of-slots%2

frames-per-packet for E1 = 16

frames-per-packet for T1 = 24

Packet Size

Enter a number from 0 through 255.Specifies the ToS byte to be used in the IP headers of packets sent
from the CTP device to the IP network.

For a mapping of ToS byte values to DSCP classes and settings, see
“Providing QoS for CTP Bundles by Using Service Type Overview” on
page 7.

You do not need to set the ToS value to the same value on local and
remote bundles.

Service Type

Enter a number from 0 through 255.Specifies the maximum number of router hops that a packet can
traverse. TheCTPdevice sets theTTLvalue in IPpackets that it sends
to the IP network. The IP network does not alter or optimize the
packet routing based on the TTL setting. You do not need to set the
same TTL value on local and remote ports.

Time to Live

Type a description for the bundle.Specifies identifying information about the bundle.Bundle
Description

Related
Documentation

CESoPSN Bundle Overview on page 7•
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Configuring IP Parameters for CESoPSN Bundles on CTP150 Devices (CTPMenu)

The CTP software uses the IP parameters to create IP packets.

Default buffer settings forCESoPSNbundlesonCTP150devicesarecalculatedas follows:

• If the packet size is less than 3ms of payload, set the buffers as follows:

• Minimum buffer=8ms

• Maximum buffer=12 ms

• Packet buffer set=16ms

• If the packet size is greater than 3ms of payload, set the buffers as follows:

• Minimum buffer=1 (packet time)

• Maximum buffer=2 (packet time)

• Packet buffer set=3 (packet time)

For example, if the packet size is 80 bytes with one channel in the bundle and signaling

is off, one packet time is calculated as:

80/8=10 ms

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure IP parameters for CESoPSN bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 3) CESoPSN.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config to configure the bundle.

5. Configure the options as described in Table 7 on page 21.

Table 7: CESoPSN Bundle IP Parameter Settings on CTP150 Devices in the CTPMenu

Your ActionFunctionField

Enter the address of the remote
CTP device.

Specifies the name and IP address of the remote CTP device.Destination IP

Enter a number from 1 through
65535.

Specifies the source UDP port.

The sourceUDPport is used as the circuit identifier; youmust configure
both circuit endpoints to use the same UDP port. The UDP port must
be unique on the CTP device. You will not be able to activate a port if
another port is using the same source UDP port number.

Source UDP
port
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Table7:CESoPSNBundle IPParameterSettingsonCTP150Devices intheCTPMenu(continued)

Your ActionFunctionField

Enter the number of milliseconds.
The number that you can enter
varies depending on the type of
interface and signaling.

Specifies the minimum buffer size.

We recommend that you use the default setting unless you require
changes because of network performance.

MinBuffer (ms)

Enter the number of milliseconds.
The number that you can enter
varies depending on the type of
interface and signaling.

Specifies the maximum buffer size.

We recommend that you use the default setting unless you require
changes because of network performance.

Max Buffer
(ms)

Enter the number of milliseconds.
The number that you can enter
varies depending on the type of
interface and signaling.

Specifies the buffer size when the circuit enters a running state (the
start buffer fill).

We recommend that you use the default setting unless you require
changes because of network performance.

Pkt Buffer Set
(ms)

Enter a packet size.Specifies the size of IP packets that is created from data received at
the port.

TheCTPsoftwarecalculatesadefault packet sizebasedon thenumber
of time slots configured, the type of interface (T1 or E1), and the type
of signaling (CSS or CAS).

We recommend that you use the default setting unless you require
changes because of network performance.

If you choose to change the signaling, use the following guidelines:

• For CSS signaling, the packet size must be divisible by the number
of time slots.

• For CAS signaling, use the following formula:

packet size = number-of-slots * 24 + signaling-size

where

signaling-size = number-of-slots/2 + number-of-slots%2

frames-per-packet for E1 = 16

frames-per-packet for T1 = 24

Packet Size

Enter a number from 0 through
255.

Specifies theToSbyte to be used in the IP headers of packets sent from
the CTP device to the IP network.

For a mapping of ToS byte values to DSCP classes and settings, see
“Providing QoS for CTP Bundles by Using Service Type Overview” on
page 7.

You do not need to set the ToS value to the same value on local and
remote bundles.

Service Type

Enter a number from 0 through
255.

Specifies the maximum number of router hops that a packet can
traverse. The CTP device sets the TTL value in IP packets that it sends
to the IP network. The IP network does not alter or optimize the packet
routing based on the TTL setting. You do not need to set the same TTL
value on local and remote ports.

Time to Live
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Table7:CESoPSNBundle IPParameterSettingsonCTP150Devices intheCTPMenu(continued)

Your ActionFunctionField

Type a description for the bundle.Specifies identifying information about the bundle.Bundle
Description

Related
Documentation

CESoPSN Bundle Overview on page 7•

Configuring theMissing Packet Fill Pattern for CESoPSN Bundles on CTP150 Devices
(CTPMenu)

This topic describes how to specify the fill pattern that the CPT device inserts when IP

packets are dropped.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure the missing packet fill pattern for CESoPSN bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 3) CESoPSN.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config.

5. Select 10) Advanced Options.

6. Configure option 3)Missing pkt fill pattern as described in Table 8 on page 23.

Table 8: CESoPSN Bundle Missing Packet Fill Pattern Parameter Setting in the CTPMenu

Your ActionFunctionField

Enter two hexadecimal digits. Youmust
enter a value other than ff. This field
does not require the 0x characters.

Specifies the data that the CTP device inserts into the circuit bit
streamwhen an IP packet is dropped. The number of bits
inserted is equal to the number of bits in the missed packet.

This data insertionmethod prevents a loss of bit count integrity
to attached circuit devices and encryptors.

Missing pkt fill
pattern
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ConfiguringCircuitRestartParameters forCESoPSNBundlesonCTP150Devices(CTP
Menu)

This topic describes how to configure advanced options that are related to circuit restart.

Set these parameters to the same values on the local and remote CTP devices.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure circuit restart parameters using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 3) CESoPSN.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config.

5. Select 10) Advanced Options.

6. Configure the options as described in Table 9 on page 24.

Table 9: CESoPSNBundleAdvancedOptionsParameter Settings for Circuit Startup in theCTP
Menu

Your ActionFunctionField

Enter a number from 1
through 64.

Specifies howmany consecutive circuit packets the IP network must
drop before the CTP device restarts the circuit.

We recommend that you set the parameter to a larger valuewhen the
IP network uses packet-encrypting devices. These devices cause
momentary interruption in packet flows when encryption keys are
updated.

Consecutivepkts loss to
starve

Enter a number from 1
through 64.

Specifies the number of in-sequence packets the CTP device must
receive after a starvation before the circuit transitions from in-sync to
running.

In sequence pkts after
starve
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CHAPTER 5

ConfiguringCESoPSNBundles (CTPView)

• Configuring T1 and E1 Port Parameters for CESoPSN Bundles (CTPView) on page 25

• Configuring DS0 Time Slots for CESoPSN Bundles (CTPView) on page 27

• Configuring IP Parameters for CESoPSN Bundles on CTP2000 Devices

(CTPView) on page 28

• Configuring IP Parameters for CESoPSN Bundles on CTP150 Devices

(CTPView) on page 31

• Configuring the Missing Packet Fill Pattern for CESoPSN Bundles on CTP150 Devices

(CTPView) on page 33

• Configuring Circuit Restart Parameters for CESoPSN Bundles on CTP150 Devices

(CTPView) on page 34

Configuring T1 and E1 Port Parameters for CESoPSN Bundles (CTPView)

This topic describes how to configure port parameters for T1/E1 interfaces.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure T1 and E1 port parameters using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. Under Port Options, configure the parameters described in Table 10 on page 26.

The options vary depending on whether the bundle is T1 or E1.

5. Click Click to Submit Bundle AND Port Changes.
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Table 10: CESoPSN Bundle T1 and E1 Port Parameter Settings in CTPView

Your ActionFunctionField

Enter a description of up to 62 alphanumeric characters. Do not use
the following characters:

( ; ' " ) ]

Specifies a description for the port.Port
Description

Select one:

• T1

• E1

Specifies the type of interface.

The type of interface that you select
affects the default packet size and
buffer sizes for the bundle.

T1/E1 Choice

Select one:

• B8ZS

• AMI

For T1 interfaces, specifies the T1
encodingmethodusedon thisbundle.

T1 Line Coding

Select one:

• RJ48

• COAX

For E1 interfaces, configure the
termination to work with either coax
or RJ-48.

E1 Connector
Type

Select one:

• ~133 ft

• ~266 ft

• ~399 ft

• ~533 ft

• ~655 ft

• -7.5dB CSU

• -15dB CSU

• -22.5dBCSU

For T1 interfaces, specifies the line
buildout.

Line Buildout

Select one:

• On—Signaling is on.

• Off—Signaling is off.

For T1 interfaces, specifies whether or
not CAS signaling is used.

Signaling
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Table 10: CESoPSN Bundle T1 and E1 Port Parameter Settings in CTPView (continued)

Your ActionFunctionField

Select one:

• CTP is Clock Source—The PBX either returns the clock received
from the CTP or it returns a clock that is traceable to the same
source as the CTP node clock reference. You typically use this
configuration when you configure the CTP device with a clock
reference input.

• CTP is Looped Timed—The PBX provides the clock and the CTP
returns the same clock to the PBX. You typically use this
configuration when the PBX has themore accurate clock source.
You can configure the far end of the circuit with adaptive clocking
to recover this clock if necessary.

• CTP is Clock Source – Adap—The PBX returns the clock received
from the CTP, and the CTP uses the adaptive recovered clock.
You typically use this configuration when the CTP does not have
a reference input and the PBX typically requires clock from the
distant PBX.

On CTP150 devices, If you set clocking to CTP is Clock Source –
Adap, the first bundle activated on the interface is assigned as
the adaptive master bundle on which the transmit clock is
adjusted. This bundle is also the last bundle to be deactivated on
the interface.

Specifies the type of clocking for the
port.

Clock Cfg

Related
Documentation

CESoPSN Bundle Overview on page 7•

• Configuring IP Parameters for CESoPSN Bundles on CTP2000 Devices (CTPView) on

page 28

Configuring DS0 Time Slots for CESoPSN Bundles (CTPView)

This topic describes how to configure the DS0 time slots used by the bundle. By default,

all unused DS0s are attached to a bundle. An unused DS0 is a DS0 not assigned to

another bundle.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure time slots for CESoPSN bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. Under Bundle Options, configure the parameters described in Table 11 on page 28,

and click Click to Submit Bundle AND Port Changes.
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Table 11: CESoPSN Bundle DS0 Time Slot Settings in CTPView

Your ActionFunctionField

Clickona timeslot to select it for thebundle.
Green time slots are selected. Gray time
slots are not selected.

Specifies the time slots that are assigned to the
bundle.

The number of time slots that you select affects the
default packet size and packet buffer set size for the
bundle.

Time Slots [ Selected
are green. ]

Related
Documentation

CESoPSN Bundle Overview on page 7•

• Configuring IP Parameters for CESoPSN Bundles on CTP2000 Devices (CTPView) on

page 28

Configuring IP Parameters for CESoPSN Bundles on CTP2000Devices (CTPView)

The CTP software uses the IP parameters to create IP packets.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure IP parameters for CESoPSN bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. Under Bundle Options, configure the parameters described in Table 12 on page 28,

and click Click to Submit Bundle AND Port Changes.

Table 12: CESoPSN Bundle IP Parameter Settings on CTP2000Devices in CTPView

Your ActionFunctionField

Type a description for the bundle.Specifies identifying information about the bundle.Bundle
Description

Select DISABLED or ACTIVE.Specifies whether the bundle is active or disabled.State

In the first field, select the CTP device.

In the second field, select an interface on
the CTP device.

Specifies the name and IP address of the remote CTP device.Remote
Address
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Table 12:CESoPSNBundle IPParameterSettingsonCTP2000Devices inCTPView (continued)

Your ActionFunctionField

Enter a packet size.Specifies the size of IP packets that are created fromdata received
at the port.

The CTP software calculates a default packet size based on the
number of time slots configured, the type of interface (T1 or E1),
and the type of signaling (CSS or CAS).

We recommend that you use the default setting unless you require
changes because of network performance.

If you choose to change the signaling, use the following guidelines:

• For CSS signaling, the packet size must be divisible by the
number of time slots.

• For CAS signaling, use the following formula:

packet size = number-of-slots * 24 + signaling-size

where

signaling-size = number-of-slots/2 + number-of-slots%2

frames-per-packet for E1 = 16

frames-per-packet for T1 = 24

Packet Size

Enter a number from 0 through 255.Specifies the ToS byte to be used in the IP headers of packets sent
from the CTP device to the IP network.

For a mapping of ToS byte values to DSCP classes and settings,
see “Providing QoS for CTP Bundles by Using Service Type
Overview” on page 7.

You do not need to set the ToS value to the same value on local
and remote bundles.

ServiceType

Enter a number from 0 through 255.Specifies the maximum number of router hops that a packet can
traverse. The CTP device sets the TTL value in IP packets that it
sends to the IP network. Based on the TTL setting, the IP network
does not alter or optimize the packet routing. You do not need to
set the same TTL value on local and remote ports.

Time to Live

Enter a number from 1 through 65535.Specifies the source UDP port.

The source UDP port is used as the circuit identifier; you must
configure both circuit endpoints to use the same UDP port. The
UDP port must be unique on the CTP device. You will not be able
to activate a port if another port is using the same sourceUDPport
number.

Source UDP
Port
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Table 12:CESoPSNBundle IPParameterSettingsonCTP2000Devices inCTPView (continued)

Your ActionFunctionField

Enter the number of milliseconds. The
number that you can enter varies
depending on the type of interface and
signaling. When you enter a number, the
softwareadjusts thenumber to theclosest
acceptable number, and it displays the
packet equivalent.

When you enter the number of
milliseconds, the software displays the
packet equivalent, which is the number of
packets that can go through the buffer
within the number of milliseconds.

Specifies the maximum buffer size.

Themaximumbuffer size setting isbasedon thenumberofpackets
in the buffer and the number of milliseconds that it takes the
packets to go through the buffer. For example, a setting of 10ms
with a packet equivalent of 2 means that it will take 10ms for 2
packets to go through the buffer.

The CTP software calculates a default buffer size based on the
type of interface (T1 or E1), and the type of signaling (CSS or CAS).

We recommend that you use the default setting unless you require
changes because of network performance.

Max Buffer

Enter the number of milliseconds. The
number must be divisible by the packet
size. If you enter a number that is not
divisible by the packet size, the software
changes the setting to the closest number
that is divisible by the packet size.

When you enter the number of
milliseconds, the software displays the
packet equivalent, which is the number of
packets that can go through the buffer
within the number of milliseconds.

Specifies the buffer size when the circuit enters a running state.

The CTP software calculates a default setting based on the type
of interface (T1 or E1) the type of signaling (CSS or CAS), and the
packet size.

We recommend that you use the default setting unless you require
changes because of network performance.

Buffer Set

Type a description for the bundle.Specifies identifying information about the bundle.Bundle
Description

Related
Documentation

CESoPSN Bundle Overview on page 7•
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Configuring IP Parameters for CESoPSN Bundles on CTP150 Devices (CTPView)

The CTP software uses the IP parameters to create IP packets.

Default buffer settings forCESoPSNbundlesonCTP150devicesarecalculatedas follows:

• If the packet size is less than 3ms of payload, set the buffers as follows:

• Minimum buffer=8ms

• Maximum buffer=12 ms

• Packet buffer set=16ms

• If the packet size is greater than 3ms of payload, set the buffers as follows:

• Minimum buffer=1 (packet time)

• Maximum buffer=2 (packet time)

• Packet buffer set=3 (packet time)

For example, if the packet size is 80 bytes with one channel in the bundle and signaling

is off, one packet time is calculated as:

80/8=10 ms

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure IP parameters for CESoPSN bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. Under Bundle Options, configure the parameters described in Table 13 on page 31,

and click Click to Submit Bundle AND Port Changes.

Table 13: CESoPSN Bundle IP Parameter Settings on CTP150 Devices in CTPView

Your ActionFunctionField

Type a description for the bundle.Specifies identifying information about the bundle.Bundle
Description

Select DISABLED or ACTIVE.Specifies whether the bundle is active or disabled.State
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Table 13: CESoPSN Bundle IP Parameter Settings on CTP150 Devices in CTPView (continued)

Your ActionFunctionField

In the first field, select the CTP
device.

In the second field, select an interface
on the CTP device.

Specifies the name and IP address of the remote CTP device.Remote
Address

Enter a packet size.Specifies the size of IP packets that are created from data received
at the port.

The CTP software calculates a default packet size based on the
number of time slots configured, the type of interface (T1 or E1), and
the type of signaling (CSS or CAS).

We recommend that you use the default setting unless you require
changes because of network performance.

If you choose to change the signaling, use the following guidelines:

• For CSS signaling, the packet sizemust be divisible by the number
of time slots.

• For CAS signaling, use the following formula:

packet size = number-of-slots * 24 + signaling-size

where

signaling-size = number-of-slots/2 + number-of-slots%2

frames-per-packet for E1 = 16

frames-per-packet for T1 = 24

Packet Size

Enter a number from 0 through 255.Specifies the ToS byte to be used in the IP headers of packets sent
from the CTP device to the IP network.

For a mapping of ToS byte values to DSCP classes and settings, see
“Providing QoS for CTP Bundles by Using Service Type Overview” on
page 7.

You do not need to set the ToS value to the same value on local and
remote bundles.

Service Type

Enter a number from 0 through 255.Specifies the maximum number of router hops that a packet can
traverse. TheCTPdevice sets theTTLvalue in IPpackets that it sends
to the IPnetwork. The IPnetworkdoesnotalter or optimize thepacket
routing based on the TTL setting. You do not need to set the same
TTL value on local and remote ports.

Time to Live

Enteranumber from1 through65535.Specifies the source UDP port.

The source UDP port is used as the circuit identifier; you must
configure both circuit endpoints to use the same UDP port. The UDP
port must be unique on the CTP device. You will not be able to
activate a port if another port is using the same source UDP port
number.

Source UDP
Port
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Table 13: CESoPSN Bundle IP Parameter Settings on CTP150 Devices in CTPView (continued)

Your ActionFunctionField

Enter thenumberofmilliseconds.The
number that you can enter varies
depending on the type of interface
and signaling.

Specifies the minimum buffer size.Min Buffer

Enter thenumberofmilliseconds.The
number that you can enter varies
depending on the type of interface
and signaling.

Specifies the maximum buffer size.

We recommend that you use the default setting unless you require
changes because of network performance.

Max Buffer

Enter thenumberofmilliseconds.The
number that you can enter varies
depending on the type of interface
and signaling.

Specifies the buffer size when the circuit enters a running state.

We recommend that you use the default setting unless you require
changes because of network performance.

Buffer Set

Type a description for the bundle.Specifies identifying information about the bundle.Bundle
Description

Related
Documentation

CESoPSN Bundle Overview on page 7•

Configuring theMissing Packet Fill Pattern for CESoPSN Bundles on CTP150 Devices
(CTPView)

This topic describes how to specify the fill pattern that the CPT device inserts when IP

packets are dropped.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure missing packet fill pattern for CESoPSN bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. UnderBundleOptions, place a checkmark in theAdvancedOptions showcheck box

to display advanced parameters, configure the parameters described inTable 14 on

page 34, and click Click to Submit Bundle AND Port Changes.
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Table 14: CESoPSN Bundle Missing Packet Fill Pattern Parameter Setting in CTPView

Your ActionFunctionField

Enter two hexadecimal digits. Youmust
enter a value other than ff. This field
does not require the 0x characters.

Specifies the data that the CTP device inserts into the circuit
bit streamwhen an IP packet is dropped. The number of bits
inserted is equal to the number of bits in the missed packet.

This data insertionmethodprevents a loss of bit count integrity
to attached circuit devices and encryptors.

Missing Packet Fill
Pattern

Configuring Circuit Restart Parameters for CESoPSN Bundles on CTP150 Devices
(CTPView)

This topic describes how to configure advanced options that are related to circuit restart.

Set these parameters to the same values on the local and remote CTP devices.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure missing packet fill pattern for CESoPSN bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. UnderBundleOptions, place a checkmark in theAdvancedOptions showcheck box

to display advanced parameters, and configure the parameters described inTable 15

on page 34, and click Click to Submit Bundle AND Port Changes.

Table 15: CESoPSN Bundle Advanced Options Parameter Settings for Circuit Startup in the
CTPView

Your ActionFunctionField

Enter a number from 1
through 64.

Specifies howmany consecutive circuit packets the IP network must
drop before the CTP device restarts the circuit.

We recommend that you set the parameter to a larger valuewhen the
IP network uses packet-encrypting devices. These devices cause
momentary interruption in packet flows when encryption keys are
updated.

Consecutive Pkt Loss To
Starvation

Enter a number from 1
through 64.

Specifies the number of in-sequence packets the CTP device must
receive after a starvation before the circuit transitions from in-sync to
running.

InSync Pkts After
Starvation
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