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ENDUSER LICENSE AGREEMENT

READ THIS ENDUSER LICENSE AGREEMENT (“AGREEMENT”) BEFORE DOWNLOADING, INSTALLING, ORUSING THE SOFTWARE.
BY DOWNLOADING, INSTALLING, OR USING THE SOFTWARE OROTHERWISE EXPRESSING YOUR AGREEMENT TO THE TERMS
CONTAINED HEREIN, YOU (AS CUSTOMER OR IF YOU ARE NOT THE CUSTOMER, AS A REPRESENTATIVE/AGENT AUTHORIZED TO
BINDTHECUSTOMER)CONSENTTOBEBOUNDBYTHISAGREEMENT. IF YOUDONOTORCANNOTAGREETOTHETERMSCONTAINED
HEREIN, THEN (A) DO NOT DOWNLOAD, INSTALL, OR USE THE SOFTWARE, AND (B) YOUMAY CONTACT JUNIPER NETWORKS
REGARDING LICENSE TERMS.

1. The Parties. The parties to this Agreement are (i) Juniper Networks, Inc. (if the Customer’s principal office is located in the Americas) or
JuniperNetworks (Cayman)Limited (if theCustomer’sprincipal office is locatedoutside theAmericas) (suchapplicableentitybeing referred
tohereinas “Juniper”), and (ii) thepersonororganization thatoriginally purchased fromJuniper or anauthorized Juniper reseller theapplicable
license(s) for use of the Software (“Customer”) (collectively, the “Parties”).

2. The Software. In this Agreement, “Software” means the programmodules and features of the Juniper or Juniper-supplied software, for
which Customer has paid the applicable license or support fees to Juniper or an authorized Juniper reseller, or which was embedded by
Juniper in equipment which Customer purchased from Juniper or an authorized Juniper reseller. “Software” also includes updates, upgrades
and new releases of such software. “Embedded Software” means Software which Juniper has embedded in or loaded onto the Juniper
equipment and any updates, upgrades, additions or replacements which are subsequently embedded in or loaded onto the equipment.

3. LicenseGrant.Subject to payment of the applicable fees and the limitations and restrictions set forth herein, Juniper grants to Customer
a non-exclusive and non-transferable license, without right to sublicense, to use the Software, in executable form only, subject to the
following use restrictions:

a. Customer shall use Embedded Software solely as embedded in, and for execution on, Juniper equipment originally purchased by
Customer from Juniper or an authorized Juniper reseller.

b. Customer shall use the Software on a single hardware chassis having a single processing unit, or as many chassis or processing units
for which Customer has paid the applicable license fees; provided, however, with respect to the Steel-Belted Radius or Odyssey Access
Client software only, Customer shall use such Software on a single computer containing a single physical random access memory space
and containing any number of processors. Use of the Steel-Belted Radius or IMS AAA software onmultiple computers or virtual machines
(e.g., Solaris zones) requires multiple licenses, regardless of whether such computers or virtualizations are physically contained on a single
chassis.

c. Product purchase documents, paper or electronic user documentation, and/or the particular licenses purchased by Customer may
specify limits toCustomer’s useof theSoftware. Such limitsmay restrict use toamaximumnumberof seats, registeredendpoints, concurrent
users, sessions, calls, connections, subscribers, clusters, nodes, realms, devices, links, ports or transactions, or require the purchase of
separate licenses to use particular features, functionalities, services, applications, operations, or capabilities, or provide throughput,
performance, configuration, bandwidth, interface, processing, temporal, or geographical limits. In addition, such limits may restrict the use
of the Software to managing certain kinds of networks or require the Software to be used only in conjunction with other specific Software.
Customer’s use of the Software shall be subject to all such limitations and purchase of all applicable licenses.

d. For any trial copy of the Software, Customer’s right to use the Software expires 30 days after download, installation or use of the
Software. Customer may operate the Software after the 30-day trial period only if Customer pays for a license to do so. Customer may not
extend or create an additional trial period by re-installing the Software after the 30-day trial period.

e. The Global Enterprise Edition of the Steel-Belted Radius software may be used by Customer only to manage access to Customer’s
enterprise network. Specifically, service provider customers are expressly prohibited from using the Global Enterprise Edition of the
Steel-Belted Radius software to support any commercial network access services.

The foregoing license is not transferable or assignable by Customer. No license is granted herein to any user who did not originally purchase
the applicable license(s) for the Software from Juniper or an authorized Juniper reseller.

4. Use Prohibitions. Notwithstanding the foregoing, the license provided herein does not permit the Customer to, and Customer agrees
not to and shall not: (a) modify, unbundle, reverse engineer, or create derivative works based on the Software; (b) make unauthorized
copies of the Software (except as necessary for backup purposes); (c) rent, sell, transfer, or grant any rights in and to any copy of the
Software, in any form, to any third party; (d) remove any proprietary notices, labels, ormarks on or in any copy of theSoftware or any product
in which the Software is embedded; (e) distribute any copy of the Software to any third party, including as may be embedded in Juniper
equipment sold in thesecondhandmarket; (f) useany ‘locked’ or key-restricted feature, function, service, application, operation, or capability
without first purchasing the applicable license(s) and obtaining a valid key from Juniper, even if such feature, function, service, application,
operation, or capability is enabled without a key; (g) distribute any key for the Software provided by Juniper to any third party; (h) use the
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Software in any manner that extends or is broader than the uses purchased by Customer from Juniper or an authorized Juniper reseller; (i)
use Embedded Software on non-Juniper equipment; (j) use Embedded Software (or make it available for use) on Juniper equipment that
the Customer did not originally purchase from Juniper or an authorized Juniper reseller; (k) disclose the results of testing or benchmarking
of the Software to any third party without the prior written consent of Juniper; or (l) use the Software in anymanner other than as expressly
provided herein.

5. Audit. Customer shall maintain accurate records as necessary to verify compliance with this Agreement. Upon request by Juniper,
Customer shall furnish such records to Juniper and certify its compliance with this Agreement.

6. Confidentiality. The Parties agree that aspects of the Software and associated documentation are the confidential property of Juniper.
As such, Customer shall exercise all reasonable commercial efforts tomaintain the Software and associated documentation in confidence,
which at aminimum includes restricting access to the Software to Customer employees and contractors having a need to use the Software
for Customer’s internal business purposes.

7. Ownership. Juniper and Juniper’s licensors, respectively, retain ownership of all right, title, and interest (including copyright) in and to
the Software, associated documentation, and all copies of the Software. Nothing in this Agreement constitutes a transfer or conveyance
of any right, title, or interest in the Software or associated documentation, or a sale of the Software, associated documentation, or copies
of the Software.

8. Warranty, Limitation of Liability, Disclaimer ofWarranty. The warranty applicable to the Software shall be as set forth in the warranty
statement thataccompanies theSoftware (the “WarrantyStatement”).Nothing in thisAgreement shall give rise toanyobligation to support
the Software. Support services may be purchased separately. Any such support shall be governed by a separate, written support services
agreement. TO THEMAXIMUM EXTENT PERMITTED BY LAW, JUNIPER SHALL NOT BE LIABLE FOR ANY LOST PROFITS, LOSS OF DATA,
ORCOSTSORPROCUREMENTOFSUBSTITUTEGOODSORSERVICES,ORFORANYSPECIAL, INDIRECT,ORCONSEQUENTIALDAMAGES
ARISINGOUTOFTHISAGREEMENT,THESOFTWARE,ORANYJUNIPERORJUNIPER-SUPPLIEDSOFTWARE. INNOEVENTSHALLJUNIPER
BE LIABLE FOR DAMAGES ARISING FROMUNAUTHORIZED OR IMPROPER USE OF ANY JUNIPER OR JUNIPER-SUPPLIED SOFTWARE.
EXCEPT AS EXPRESSLY PROVIDED IN THEWARRANTY STATEMENT TO THE EXTENT PERMITTED BY LAW, JUNIPER DISCLAIMS ANY
AND ALLWARRANTIES IN AND TO THE SOFTWARE (WHETHER EXPRESS, IMPLIED, STATUTORY, OR OTHERWISE), INCLUDING ANY
IMPLIEDWARRANTY OFMERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NONINFRINGEMENT. IN NO EVENT DOES
JUNIPERWARRANT THAT THE SOFTWARE, OR ANY EQUIPMENT OR NETWORK RUNNING THE SOFTWARE, WILL OPERATEWITHOUT
ERROROR INTERRUPTION, ORWILL BE FREE OF VULNERABILITY TO INTRUSION OR ATTACK. In no event shall Juniper’s or its suppliers’
or licensors’ liability to Customer, whether in contract, tort (including negligence), breach of warranty, or otherwise, exceed the price paid
by Customer for the Software that gave rise to the claim, or if the Software is embedded in another Juniper product, the price paid by
Customer for such other product. Customer acknowledges and agrees that Juniper has set its prices and entered into this Agreement in
reliance upon the disclaimers of warranty and the limitations of liability set forth herein, that the same reflect an allocation of risk between
the Parties (including the risk that a contract remedymay fail of its essential purpose and cause consequential loss), and that the same
form an essential basis of the bargain between the Parties.

9. Termination. Any breach of this Agreement or failure by Customer to pay any applicable fees due shall result in automatic termination
of the license granted herein. Upon such termination, Customer shall destroy or return to Juniper all copies of the Software and related
documentation in Customer’s possession or control.

10. Taxes. All license fees payable under this agreement are exclusive of tax. Customer shall be responsible for paying Taxes arising from
the purchase of the license, or importation or use of the Software. If applicable, valid exemption documentation for each taxing jurisdiction
shall be provided to Juniper prior to invoicing, and Customer shall promptly notify Juniper if their exemption is revoked or modified. All
payments made by Customer shall be net of any applicable withholding tax. Customer will provide reasonable assistance to Juniper in
connection with such withholding taxes by promptly: providing Juniper with valid tax receipts and other required documentation showing
Customer’s payment of any withholding taxes; completing appropriate applications that would reduce the amount of withholding tax to
be paid; and notifying and assisting Juniper in any audit or tax proceeding related to transactions hereunder. Customer shall comply with
all applicable tax laws and regulations, and Customer will promptly pay or reimburse Juniper for all costs and damages related to any
liability incurred by Juniper as a result of Customer’s non-compliance or delay with its responsibilities herein. Customer’s obligations under
this Section shall survive termination or expiration of this Agreement.

11. Export. Customer agrees to comply with all applicable export laws and restrictions and regulations of any United States and any
applicable foreign agency or authority, and not to export or re-export the Software or any direct product thereof in violation of any such
restrictions, laws or regulations, or without all necessary approvals. Customer shall be liable for any such violations. The version of the
Software supplied to Customer may contain encryption or other capabilities restricting Customer’s ability to export the Software without
an export license.
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12. Commercial Computer Software. The Software is “commercial computer software” and is provided with restricted rights. Use,
duplication, or disclosure by the United States government is subject to restrictions set forth in this Agreement and as provided in DFARS
227.7201 through 227.7202-4, FAR 12.212, FAR 27.405(b)(2), FAR 52.227-19, or FAR 52.227-14(ALT III) as applicable.

13. Interface Information. To the extent required by applicable law, and at Customer's written request, Juniper shall provide Customer
with the interface information needed to achieve interoperability between the Software and another independently created program, on
payment of applicable fee, if any. Customer shall observe strict obligations of confidentiality with respect to such information and shall use
such information in compliance with any applicable terms and conditions upon which Juniper makes such information available.

14. Third Party Software.Any licensor of Juniper whose software is embedded in the Software and any supplier of Juniper whose products
or technology are embedded in (or services are accessed by) the Software shall be a third party beneficiary with respect to this Agreement,
and such licensor or vendor shall have the right to enforce this Agreement in its own name as if it were Juniper. In addition, certain third party
softwaremay be provided with the Software and is subject to the accompanying license(s), if any, of its respective owner(s). To the extent
portions of the Software are distributed under and subject to open source licenses obligating Juniper to make the source code for such
portions publicly available (such as the GNU General Public License (“GPL”) or the GNU Library General Public License (“LGPL”)), Juniper
will make such source code portions (including Juniper modifications, as appropriate) available upon request for a period of up to three
years from the date of distribution. Such request can bemade in writing to Juniper Networks, Inc., 1194 N. Mathilda Ave., Sunnyvale, CA

94089, ATTN: General Counsel. Youmay obtain a copy of the GPL at http://www.gnu.org/licenses/gpl.html, and a copy of the LGPL

at http://www.gnu.org/licenses/lgpl.html .

15. Miscellaneous. This Agreement shall be governed by the laws of the State of California without reference to its conflicts of laws
principles. The provisions of the U.N. Convention for the International Sale of Goods shall not apply to this Agreement. For any disputes
arising under this Agreement, the Parties hereby consent to the personal and exclusive jurisdiction of, and venue in, the state and federal
courts within Santa Clara County, California. This Agreement constitutes the entire and sole agreement between Juniper and the Customer
with respect to the Software, and supersedes all prior and contemporaneous agreements relating to the Software, whether oral or written
(including any inconsistent terms contained in a purchase order), except that the terms of a separate written agreement executed by an
authorized Juniper representative and Customer shall govern to the extent such terms are inconsistent or conflict with terms contained
herein. Nomodification to this Agreement nor any waiver of any rights hereunder shall be effective unless expressly assented to in writing
by the party to be charged. If any portion of this Agreement is held invalid, the Parties agree that such invalidity shall not affect the validity
of the remainder of this Agreement. This Agreement and associated documentation has been written in the English language, and the
Parties agree that the English version will govern. (For Canada: Les parties aux présentés confirment leur volonté que cette convention de
même que tous les documents y compris tout avis qui s'y rattaché, soient redigés en langue anglaise. (Translation: The parties confirm that
this Agreement and all related documentation is and will be in the English language)).
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PART 1

Overview

• Overview of SAToP Bundles on page 3
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CHAPTER 1

Overview of SAToP Bundles

• SAToP Bundle Overview on page 3

• SAToP Interoperability with M Series E1/T1 Circuit Emulation PICs Overview on page 4

• Adaptive Clocking for SAToP Bundles Overview on page 4

• Determining Optimal Packet Size for SAToP Bundles Overview on page 5

• Providing QoS for SAToP Bundles by Using Service Type Overview on page 6

SAToP Bundle Overview

Structure Agnostic TDM over Packet (SAToP) bundles use a standards-based transport

mechanismforT1/E1circuits thatallows themto interoperatewithotherSAToP-compliant

equipment.

SAToP bundles comply with RFC 4553 to provide pseudowire encapsulation (PWE3)

for TDM bit streams (T1, E1, T3, E3) that disregards any structure that may be imposed

on these streams, in particular the structure imposed by the standard TDM framing.

You can configure SAToP bundles on CTP150 and CTP2000 platforms with T1/E1

interfacesor onCTP2000platformswith serial interfaces that haveT1/E1 daughter cards.

SAToP Encapsulation for E1 Interfaces

Figure 1 on page 3 shows an example of SAToP encapsulation for E1 interfaces.

Figure 1: SAToP Encapsulation for E1 Interfaces
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SAToP encapsulation works as follows:

• The entire T1/E1 stream is packetized including all DS0s. The current state of the DS0s

is not taken into consideration during this process.

• The T1/E1 stream is sliced into equal sized packets. The slice position is random and

unrelated to the position of the frame bit. In other words, the process is structure

agnostic.

Related
Documentation

SAToP Interoperability with M Series E1/T1 Circuit Emulation PICs Overview on page 4•

SAToP Interoperability with M Series E1/T1 Circuit Emulation PICs Overview

You can use SAToP bundles to allow CTP devices to interoperate with Juniper Networks

T1/E1 Circuit Emulation PICs on M Series Multiservice Edge Routers.

This interoperability allows you to deploy CTP150 and CTP2000 platforms to the

customer edge by connecting them to existingM Series routers. By using existing routers

and circuit emulation PICs with CTP equipment, you can provide services to smaller,

remote locations without having to deploy additional M Series routers.

This feature uses a static Layer 2 circuit pseudowire that supports the use of GRE tunnels

for carrying MPLS pseudowire traffic. To use this feature, you create a Layer 2 circuit and

a GRE tunnel between the CTP device and the CE PIC on the router. Using SAToP

encapsulation, you can provide a T1 TDM transport through the GRE tunnel.

TheMSeries routermusthave tunnelingservicesavailable.Theseservicescanbebuilt-in,

as with the M7i, M120, and M360, or provided if you use an advanced services (AS) PIC

that supports tunneling.

Related
Documentation

Example: CTP Interoperability with M Series T1/E1 Circuit Emulation PICs on page 31•

Adaptive Clocking for SAToP Bundles Overview

The goal of adaptive clocking is to prevent buffer anomalies by adjusting the clocks so

that they are the same at each end of the network. If the clocks are not the same at each

end of the network, the data rate entering and exiting bufferswill not be the same,which

causes a buffer underflow or overflow.

Adaptive clockingworksbygathering informationonpacketsarriving fromthe IPnetwork

and using that information to determine if adjustments need to bemade to the local

clock to maintain frequency lock with the remote end. This process is called adaptive

time domain processing (ATDP). ATDP provides rapid convergence to the correct clock,

and does not vary due to changes in the average jitter buffer fill. As a result, a circuit

continuously operates without a buffer re-center, even when clock references are not

used.

Copyright © 2010, Juniper Networks, Inc.4
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SAToP bundles support adaptive clocking with the external transmit (TX) clock. With

this type of clocking:

• Data received from the local user equipment that is bound to the IP network is clocked

using the CTP external user clock (the transmit timing clock).

• Data received from the remote CTP device and bound for the interface is adaptively

clocked with the recovered clock from the user equipment that is connected to the

remote CTP device.

This configuration allows for independent adaptive configuration in each direction. With

thismethod, theuser equipment can sendpackets into thenetworkwith their local clock,

and the remote end CTP devices adaptively recover this clock. This clocking method is

useful when the port speed is high or the cable length between the user equipment and

CTP device is large.

Related
Documentation

Configuring Adaptive Clocking for SAToP Bundles (CTPMenu) on page 26•

• Configuring Adaptive Clocking for SAToP Bundles (CTPView) on page 24

Determining Optimal Packet Size for SAToP Bundles Overview

You can specify the size of IP packets that are created from data received at the T1/E1

interface. The CTP device uses packet size along with the interface rate to calculate the

packet rate; that is, the rate that packets are created. Themaximum packet rate is 1500

packets per second.

To determine the optimal packet size, consider the following:

• Bandwidth for transporting SAToP data

• Packet creation delay

• Performance of the IP network

For example, larger packet sizes aremore bandwidth-efficient, but introducemore delay

during packet creation.

Bandwidth for Transporting SAToP Data

When considering bandwidth in relation to deciding packet size, add overhead for both

the Layer 2 encapsulation and the IP header. The IP header comprises 20 bytes; and the

encapsulation overhead varies, but is typically either 6 or 8 bytes on serial links. This

overhead causes smaller packets to be less efficient and result in serial data requiring

more bandwidth.

Calculate the bandwidth required for a serial bit stream as follows:

IP Bandwidth = [Packet Size (bytes) + 20 (bytes for IP header) + 4 bytesMPLS+4bytes
GRE + 4 (bytes for control word) x [Packet Rate (pps)] x 8

Packet Creation Delay

Data received at the CTP interface must be buffered long enough to allow a packet to

be created. The delay to create the packet increases as either the size of the packet

5Copyright © 2010, Juniper Networks, Inc.
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increases or as the rate of the interface decreases. Generally, this delay isminimal except

when the rate of the interface is low and the packet size is large. We recommend that

you set the packet size to a smaller value for lower-speed interfaces. Table 1 on page 6

provides examples of interface packet creation delay in milliseconds.

Table 1: Packet Creation Delay for T1/Et Interfaces

T1/E1 Interface Delay (msec)

Packet Size (bytes)

14001024768512256128
Interface Rate
(Kbps)

7.35.34.02.71.30.71544

5.54.03.02.01.0.52048

Performance of the IP Network

The number of packets created (packet rate) is inversely related to the packet size

configured. For example, smaller packets result in a greater packet rate. When you

configure the packet size, consider the packet-forwarding performance of the attached

router and network. Table 2 on page 6 provides examples of packet rates for various

packet sizes and serial interface rates.

Table 2: Packet Rate for Various Packet Size and T1/E1 Interface Rate Settings

Packet Rate (Packets per Second)

Packet Size (Bytes)

14001024768512256128
Interface Rate
(Kbps)

137.9188.5251.3277.0753.91507.81544

182.9250.0333.3500.01000.02000.02048

Related
Documentation

Configuring IP Parameters for SAToP Bundles (CTPMenu) on page 14•

• Configuring IP Parameters for SAToP Bundles (CTPView) on page 12

Providing QoS for SAToP Bundles by Using Service Type Overview

In IP networks, the IP flow is typically classified based on the Differentiated Services

Code Point (DSCP) setting in the Type of Service (TOS) byte of the IP header. DSCP is

a scalable solution for classifying flows in a large IP network based on the class of service

desired on specific IP traffic flows.

With the CTP device, you can configure DSCP settings for each circuit’s IP flow. For

example, some circuits could be configured for the expedited forwarding (EF) class.

When the network routers receive this EF marked flow from the CTP device, they place

the marked traffic into a high priority queue, enabling this traffic to be serviced before

lower priority traffic. As an EFmarked flow transverses the IP network, routers can use

Copyright © 2010, Juniper Networks, Inc.6
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its classification to provide the flow amore predictable level of performance across the

network

When you configure the service type of a bundle, you specify the ToS byte to be used in

IP headers of packets sent from the CTP device to the IP network. The ToS setting is

applied to circuits created by the bundle for which the service type is configured.

Table 3 on page 7 shows themapping for each DSCP class and setting to the ToS setting

that you configure as the service type for a bundle. The expedited forwarding (EF) class

(ToS setting 184) is commonly used for circuit traffic.

Table 3: DSCP Classes and Service Type

ToS SettingDSCP SettingDSCP Class

22456CS7

19248CS6

18446EF

16040CS5

15238AF43

14436AF42

13634AF41

12832CS4

12030AF33

11228AF32

10426AF31

9624CS3

8822AF23

8020AF22

7218AF21

6416CS2

5213AF13

4812AF12

4010AF11

7Copyright © 2010, Juniper Networks, Inc.
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Table 3: DSCP Classes and Service Type (continued)

ToS SettingDSCP SettingDSCP Class

328CS1

Related
Documentation

• Configuring IP Parameters for SAToP Bundles (CTPMenu) on page 14

• Configuring IP Parameters for SAToP Bundles (CTPView) on page 12
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PART 2

Configuration

• Configuring SAToP Bundles on page 11
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CHAPTER 2

Configuring SAToP Bundles

• Configuring theDefaultBundleDataProtocol on theCTPDevice (CTPMenu)onpage 11

• Configuring IP Parameters for SAToP Bundles (CTPView) on page 12

• Configuring IP Parameters for SAToP Bundles (CTPMenu) on page 14

• Configuring Virtual IP Parameters for SAToP Bundles (CTPView) on page 16

• Configuring Virtual IP Parameters for SAToP Bundles (CTPMenu) on page 17

• Configuring Circuit Restart Parameters for SAToP Bundles (CTPView) on page 18

• Configuring Circuit Restart Parameters for SAToP Bundles (CTPMenu) on page 19

• Configuring the Missing Packet Fill Pattern for SAToP Bundles (CTPView) on page 20

• Configuring the Missing Packet Fill Pattern for SAToP Bundles (CTPMenu) on page 21

• Configuring T1 and E1 Port Parameters for SAToP Bundles (CTPView) on page 21

• Configuring T1 and E1 Port Parameters for SAToP Bundles (CTPMenu) on page 23

• Configuring Adaptive Clocking for SAToP Bundles (CTPView) on page 24

• Configuring Adaptive Clocking for SAToP Bundles (CTPMenu) on page 26

Configuring the Default Bundle Data Protocol on the CTP Device (CTPMenu)

The default bundle data protocol is GRE (47). Before you configure SAToP bundles, you

should change the default bundle data protocol to a value other than GRE. Doing so

prevents conflict between legacy CTP bundles and SAToP bundles that are using GRE

for interoperability.

To configure the default data protocol for bundles from GRE using CTPMenu:

1. From the Main Menu, select 5) Node Operations.

2. Select 3) Configure network settings.

3. Select 6) CTP Bndl Data pkt protocol.

You are notified that changing this parameter requires a system reboot.

4. Enter a number other than 47 as the protocol for data packets.

5. Reboot the CTP device.
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Configuring IP Parameters for SAToP Bundles (CTPView)

The CTP software uses the IP parameters to create IP packets.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure IP parameters for SAToP bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. Under Bundle Options, configure the parameters described in Table 4 on page 12,

and click Click to Submit Bundle AND Port Changes.

Table 4: SAToP Bundle IP Parameter Settings in CTPView

Your ActionFunctionField

Type a description for the
bundle.

Specifies identifying information about the bundle.Bundle
Description

Select DISABLED or ACTIVE.Specifies whether the bundle is active or disabled.State

In the first field, select the CTP
device.

In the second field, select an
interface on the CTP device.

Specifies the name and IP address of the remote CTP device.RemoteAddress

Enter a number from 1 through
65535.

If the SAToP protocol is set to UDP, specifies the source UDP port.

The source UDP port is used as the circuit identifier; you must configure
both circuit endpoints to use the same UDP port. The UDP port must be
uniqueon theCTPdevice. Youwill not be able to activate aport if another
port is using the same source UDP port number.

SAToP Circuit ID

Enter a number from 299776
through 1048575.

For SAToPbundles that are usingGREas the transport protocol, specifies
the incoming MPLS label.

The incoming label must be configured to agree with the remove device.
For example, if the outgoing label on the CTP device is 1000002, the
outgoing label on the remote device must be set to 1000002.

Incoming MPLS
Label
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Table 4: SAToP Bundle IP Parameter Settings in CTPView (continued)

Your ActionFunctionField

Enter a number from 299776
through 1048575.

For SAToP bundles that are using GRE as the SAToP protocol, specifies
the outgoing MPLS label.

The outgoing label must be configured to agree with the remove device.
For example, if the outgoing label on the CTP device is 1000001, the
incoming label on the remote device must be set to 1000001.

Outgoing MPLS
Label

Select a packet size. For SAToP
bundles, the packet size must
be divisible by 32.

Specifies the size of IP packets that are created fromdata received at the
port.

The CTP devicemakes sure that the combination of packet size and data
ratedoesnot result in apacket rate that exceeds 1200packetsper second.

Packet Size

Enter a number from 0.001
through 9999.000ms.

Specifies the minimum average buffer size. Use a value that is greater
than the expected jitter and less than the Buffer Set parameter.

Theminimum buffer ensures that the buffer does not become too small
because of timing variances between the local and remote serial
interfaces.

The entire buffer is available for accommodating and smoothing packet
delay jitter, regardless of the minimum buffer setting.

Min Buffer

Enter a number from 0.001
through 9999.000ms.

Specifies thebuffer sizewhen the circuit enters a running state. This value
must be large enough to accommodate the anticipated packet delay,
and it must be set to a value greater than theminimum buffer size and
lower than themaximum buffer size.

Buffer Set

Enter a number from 0.001
through 9999.000ms.

Specifies the maximum buffer size. Themaximum buffer ensures that
the buffer does not become too large due to timing variances between
the local and remote serial interfaces. If the buffer size exceeds the
maximum buffer size, the buffer is recentered to the Buffer Set value.

Periodic buffer recenters are not expected. If you notice recenters, we
recommend that you verify the reference to the CTP (if used) or that you
configure one port with adaptive clocking.

Max Buffer

Enter a number from 0 through
255.

Specifies the ToS byte to be used in the IP headers of packets sent from
the CTP device to the IP network.

For a mapping of ToS byte values to DSCP classes and settings, see
“Providing QoS for SAToP Bundles by Using Service Type Overview” on
page 6.

You do not need to set the ToS value to the same value on local and
remote bundles.

Service Type

Enter a number from 0 through
255.

Specifies themaximumnumberof router hops that apacket can traverse.
The CTP device sets the TTL value in IP packets that it sends to the IP
network. The IP network does not alter or optimize the packet routing
based on the TTL setting. You do not need to set the same TTL value on
local and remote ports.

Time to Live
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Table 4: SAToP Bundle IP Parameter Settings in CTPView (continued)

Your ActionFunctionField

Select one:

• GRE

• UDP

Specifies the transport protocol that the bundle uses.SAToP Protocol

Type a description for the
bundle.

Specifies identifying information about the bundle.Bundle
Description

Related
Documentation

SAToP Bundle Overview on page 3•

• Determining Optimal Packet Size for SAToP Bundles Overview on page 5

Configuring IP Parameters for SAToP Bundles (CTPMenu)

The CTP software uses the IP parameters to create IP packets.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure IP parameters for SAToP bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 2) SAToP.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config to configure the bundle.

5. Configure the options as described in Table 5 on page 14.

Table 5: SAToP Bundle IP Parameter Settings in the CTPMenu

Your ActionFunctionField

Enter the address of the
remote CTP device.

Specifies the name and IP address of the remote CTP device.Remote
Address

Enter a number from 1
through 65535.

For SAToP bundles that are using UDP as the transport protocol, specifies
the source UDP port.

The source UDP port is used as the circuit identifier; youmust configure both
circuit endpoints to use the sameUDPport. TheUDPportmust be unique on
the CTP device. You will not be able to activate a port if another port is using
the same source UDP port number.

Source UDP
Port
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Table 5: SAToP Bundle IP Parameter Settings in the CTPMenu (continued)

Your ActionFunctionField

Enteranumber from299776
through 1000001.

For SAToP bundles that are using GRE as the transport protocol, specifies
the outgoing MPLS label.

This option appears only if you set the transport protocol to GRE.

The outgoing label must be configured to agree with the remote device. For
example, if the outgoing label on the CTP device is 1000001, the incoming
label on the remote device must be set to 1000001.

Outgoing MPLS
Label

Enteranumber from299776
through 1048575.

For SAToP bundles that are using GRE as the transport protocol, specifies
the incoming MPLS label.

This option appears only if you set the transport protocol to GRE.

The incoming label must be configured to agree with the remote device. For
example, if the outgoing label on the CTP device is 1000002, the outgoing
label on the remote device must be set to 1000002.

IncomingMPLS
Label

Enter a number from 32 to
1456.

Specifies the size of IP packets that are created from data received at the
serial port.

The CTP device makes sure that the combination of packet size and data
rate does not result in a packet rate that exceeds 1200 packets per second.

Packet Size

Enter a number from 0.001
through 9999.000ms.

Specifies the minimum average buffer size. Use a value that is greater than
the expected jitter and less than the Pkt Buffer Set parameter.

Theminimum buffer ensures that the buffer does not become too small
because of timing variances between the local and remote serial interfaces.

Theentirebuffer isavailable foraccommodatingandsmoothingpacketdelay
jitter, regardless of the minimum buffer setting.

Min Buffer

Enter a number from 0.001
through 9999.000ms.

Specifies the buffer size when the circuit enters a running state. This value
must be large enough to accommodate the anticipated packet delay, and it
must be set to a value greater than theminimum buffer size and lower than
themaximum buffer size.

Pkt Buffer Set

Enter a number from 0.001
through 9999.000ms.

Specifies the maximum buffer size. Themaximum buffer ensures that the
buffer does not become too large due to timing variances between the local
and remote serial interfaces. If the buffer size exceeds the maximum buffer
size, the buffer is recentered to the Buffer Set value.

Periodic buffer recenters are not expected. If you notice recenters, we
recommend that you verify the reference to the CTP (if used) or that you
configure one port with adaptive clocking.

Max Buffer

Enter a number from 0
through 255.

Specifies the ToS byte to be used in the IP headers of packets sent from the
CTP device to the IP network.

For amappingofToSbyte values toDSCPclassesandsettings, see “Providing
QoS for SAToP Bundles by Using Service Type Overview” on page 6.

You do not need to set the ToS value to the same value on local and remote
bundles.

Service Type
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Table 5: SAToP Bundle IP Parameter Settings in the CTPMenu (continued)

Your ActionFunctionField

Enter a number from 0
through 255.

Specifies the maximum number of router hops that a packet can traverse.
TheCTPdevice sets theTTLvalue in IPpackets that it sends to the IPnetwork.
The IP network does not alter or optimize the packet routing based on the
TTL setting. You do not need to set the same TTL value on local and remote
ports.

Time to Live

Select one:

• GRE

• UDP

Specifies the transport protocol.Transport

Type a description for the
bundle.

Specifies identifying information about the bundle.Bundle
Description

Related
Documentation

SAToP Bundle Overview on page 3•

• Determining Optimal Packet Size for SAToP Bundles Overview on page 5

Configuring Virtual IP Parameters for SAToP Bundles (CTPView)

The virtual IP parameters allow you to use a separate IP address for each bundle and to

use an address that is different from the IP address for the CTP device. If you configure

the IP address on the:

• Same subnet as CTP IP address, you do not need a static route on the router.

• Different subnet as CTP IP address, you need a static route on the router.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Create a list of the virtual IP addresses that will be associated with the CTP device. To

do so, selectNode >Maintenance > ConfigureCTPDeviceVirtual IPs, and follow the

instructions on the pane. You can create up to 56 virtual IP addresses.

When you submit your new configuration, the CTP device reboots.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure virtual IP parameters for SAToP bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.
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4. UnderBundleOptions, place a checkmark in the AdvancedOptions show check box

to display advanced parameters, and configure the parameters described in Table 6

on page 17.

5. Click Click to Submit Bundle AND Port Changes.

Table 6: SAToP Bundle Virtual IP Parameter Settings in CTPView

Your ActionFunctionField

Select one:

• DISABLED—Circuits created by this bundle use the
IP address of the CTP device.

• ENABLED—Circuits created by this bundle use an
address that is different from the CTP device.

Specifieswhetherornot thebundleusesanaddress
that is different from the IP address of the CTP
device.

The virtual IP address is used in the IP packet’s
OriginationAddress field, and is used for the circuit’s
data and OAM flow.

Use Virtual IP

Enter the virtual IP address.

At the remote end of the bundle, specify this IP
address as the Remote Address of the bundle.

Specifies the virtual IP address for circuits created
by this bundle.

Virtual IP [ IPv4
only ]

Related
Documentation

SAToP Bundle Overview on page 3•

Configuring Virtual IP Parameters for SAToP Bundles (CTPMenu)

The virtual IP parameters allow you to use a separate IP address for each bundle and to

use an address that is different from the IP address for the CTP device. If you configure

the IP address on the:

• Same subnet as the CTP IP address, you do not need a static route on the router.

• Different subnet as the CTP IP address, you need a static route on the router.

Before you begin:

• Create a list of the virtual IP addresses that will be associated with the CTP device. To

do so, from themain menu selectNode Operations > Configure network settings >
Virtual IP addresses, and follow the onscreen instructions.

When you submit your new configuration, the CTP device reboots.

• Disable the bundle before youmodify the bundle options.

To configure virtual IP parameters for SAToP bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 2) SAToP.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.
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4. Select 2) Config.

5. Select 10) Advanced Options.

6. Configure the options as described in Table 7 on page 18.

Table 7: SAToP Bundle Virtual IP Parameter Settings in the CTPMenu

Your ActionFunctionField

Select one:

• n (no)—Circuits created by this bundle use the IP
address of the CTP device.

• y (yes)—Circuits created by this bundle use an
address that is different from the CTP device.

Specifies whether or not the bundle uses an
address that is different from the IP address of the
CTP device.

The virtual IP address is used in the IP packet’s
OriginationAddress field, and isused for thecircuit’s
data and OAM flow.

Use virtual ip for
port

Select an IP address from the list displayed.

At the remote end of the bundle, specify this IP
address as the Remote Address of the bundle.

Specifies the virtual IP address for circuits created
by this bundle.

Virtual ip for port

Related
Documentation

SAToP Bundle Overview on page 3•

Configuring Circuit Restart Parameters for SAToP Bundles (CTPView)

This topic describes how to configure advanced options that are related to circuit

starvation and restart. Set these parameters to the same values on the local and remote

CTP devices.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure circuit restart parameters for SAToP bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. UnderBundleOptions, place a checkmark in the AdvancedOptions show check box

to display advanced parameters, and configure the parameters described in Table 8

on page 19.

5. Click Click to Submit Bundle AND Port Changes.
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Table 8: SAToP Bundle Advanced Options Parameter Settings for Circuit Restart in CTPView

Your ActionFunctionField

Enter a number from 1 to
64.

Specifies howmany consecutive circuit packets the IP network must
drop before the CTP device restarts the circuit.

We recommend that you set the parameter to a larger value when the
IP network uses packet-encrypting devices. These devices cause
momentary interruption in packet flows when encryption keys are
updated.

Consecutive Pkt Loss To
Starvation

Enter a number from 1 to
64.

Specifies the number of in-sequence packets the CTP device must
receive after a starvation before the circuit transitions from in-sync to
running.

InSync Pkts After
Starvation

Configuring Circuit Restart Parameters for SAToP Bundles (CTPMenu)

This topic describes how to configure advanced options that are related to circuit

starvation and restart. Set these parameters to the same values on the local and remote

CTP devices.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure circuit restart parameters using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 2) SAToP.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config.

5. Select 10) Advanced Options.

6. Configure the options as described in Table 9 on page 19.

Table 9: SATOP Bundle Advanced Options Parameter Settings for Circuit Restart in the CTP
Menu

Your ActionFunctionField

Enter a number from 1
through 64.

Specifies howmany consecutive circuit packets the IP network must
drop before the CTP device restarts the circuit.

We recommend that you set the parameter to a larger valuewhen the
IP network uses packet-encrypting devices. These devices cause
momentary interruption in packet flows when encryption keys are
updated.

Consecutivepkts loss to
starve
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Table 9: SATOP Bundle Advanced Options Parameter Settings for Circuit Restart in the CTP
Menu (continued)

Your ActionFunctionField

Enter a number from 1
through 64.

Specifies the number of in-sequence packets the CTP device must
receive after a starvation before the circuit transitions from in-sync to
running.

In sequence pkts after
starve

Related
Documentation

SAToP Bundle Overview on page 3•

Configuring theMissing Packet Fill Pattern for SAToP Bundles (CTPView)

This topic describes how to specify the fill pattern that the CPT device inserts when IP

packets are dropped.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure the missing packet fill pattern for SAToP bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. UnderBundleOptions, place a checkmark in the AdvancedOptions show check box

to display advanced parameters, and configure the parameters described in Table 10

on page 20.

5. Click Click to Submit Bundle AND Port Changes.

Table 10: SAToP Bundle Missing Packet Fill Pattern Parameter Setting in CTPView

Your ActionFunctionField

Enter two hexadecimal digits. Youmust
enter a value other than ff. This field
does not require the 0x characters.

Specifies the data that the CTP device inserts into the circuit
bit streamwhen an IP packet is dropped. The number of bits
inserted is equal to the number of bits in the missed packet.

This data insertionmethodprevents a loss of bit count integrity
to attached circuit devices and encryptors.

Missing Packet Fill
Pattern
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Configuring theMissing Packet Fill Pattern for SAToP Bundles (CTPMenu)

This topic describes how to specify the fill pattern that the CPT device inserts when IP

packets are dropped.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure the missing packet fill pattern for SAToP bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 1) CTP.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 2) Config.

5. Select 10) Advanced Options.

6. Configure option 3)Missing pkt fill pattern as described in Table 11 on page 21.

Table 11: SAToP Bundle Missing Packet Fill Pattern Parameter Setting in the CTPMenu

Your ActionFunctionField

Enter two hexadecimal digits. Youmust
enter a value other than ff. This field
does not require the 0x characters.

Specifies the data that the CTP device inserts into the circuit bit
streamwhen an IP packet is dropped. The number of bits
inserted is equal to the number of bits in the missed packet.

This data insertionmethod prevents a loss of bit count integrity
to attached circuit devices and encryptors.

Missing pkt fill
pattern

Configuring T1 and E1 Port Parameters for SAToP Bundles (CTPView)

This topic describes how to configure port parameters for T1/E1 interfaces.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.

• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure T1 and E1 port parameters for SATop Bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.
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3. In the table of bundles, select the bundle that you want to modify.

4. Under Bundle Options, configure the parameters described in Table 12 on page 22,

and click Click to Submit Bundle AND Port Changes.

Table 12: SAToP Bundle T1 and E1 Port Parameter Settings in CTPView

Your ActionFunctionField

Enter adescriptionof up to62alphanumeric characters. Donot use
the following characters:

( ; ' " ) ]

Specifies a description for the port.Port Description

Select one:

• T1

• E1

Specifies the type of interface.T1/E1 Choice

Select one:

• B8ZS

• AMI

For T1 interfaces, specifies the T1
encodingmethodusedonthisbundle.

T1 Line Coding

Select one:

• RJ48

• COAX

For E1 interfaces, configures the
termination to work with either coax
or RJ-48.

E1 Connector
Type

Select one:

• ~133 ft

• ~266 ft

• ~399 ft

• ~533 ft

• ~655 ft

• -7.5dB CSU

• -15dB CSU

• -22.5dB CSU

For T1 interfaces, specifies the line
buildout.

This option is supported only on
IM-8P-T1/E1interface modules.

Line Buildout

Select one:

• CTP is Clock Source—PBX either returns the clock received from
the CTP device, or it returns a clock that is traceable to the same
source as the CTP node clock reference. You typically use this
configuration when you configure the CTP device with a clock
reference input.

• CTP is Looped Timed—PBX provides the clock, and the CTP
device returns the same clock to the PBX. You typically use this
configurationwhen the PBX has themore accurate clock source.
Youcanconfigure the far endof the circuitwithadaptive clocking
to recover this clock if necessary.

• CTP isClockSource–Adap—PBXreturns theclock received from
theCTPdevice , and theCTPdevice uses the adaptive recovered
clock. You typically use this configuration when the CTP device
does not have a reference input and the PBX typically requires a
clock from the distant PBX.

Specifies the type of clocking for the
port.

Clock Cfg
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Related
Documentation

SAToP Bundle Overview on page 3•

Configuring T1 and E1 Port Parameters for SAToP Bundles (CTPMenu)

This topic describes how to configure port parameters for T1/E1 interfaces.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure port parameters for T1/E1 interfaces or daughter cards for SAToP bundles

using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 2) SAToP.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 3) Port Config.

5. If you are using a T1/E1 daughter card installed on a serial interface, select 1) Type,
and set the type toOptional Interface: T1/E1.

6. Follow the onscreen instructions, and configure the options as described in Table 13

on page 23.

The options vary depending on whether the bundle is T1 or E1.

Table 13: SAToP Bundle T1/E1 Port Parameter Settings in the CTPMenu

Your ActionFunctionField

Enter adescriptionof up to62alphanumeric characters. Donot
use the following characters:

( ; ' " ) ]

Specifies a description for the port.Port descriptor

Select one:

• T1

• E1

Specifies the type of interface.Type

Select one:

• B8ZS

• AMI

Specifies the T1 encodingmethod used on
this bundle.

Option (for T1)

Select one:

• RJ48

• COAX

ForE1 interfaces, configure the termination
to work with either coax or RJ-48.

Option (for E1)
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Table 13: SAToP Bundle T1/E1 Port Parameter Settings in the CTPMenu (continued)

Your ActionFunctionField

Select one:

• 0) ~133 ft

• 1) ~266 ft

• 2) ~399 ft

• 3) ~533 ft

• 4) ~655 ft

• 5) -7.5dB CSU

• 6) -15dB CSU

• 7) -22.5d BCSU

ForT1 interfaces, specifies the linebuildout.

This option is supported only on
IM-8P-T1/E1 interface modules.

BuildOut

The following clock synthesizer settings
are set by the software, and you cannot
change them:

• For T1, the clock synthesizer is set to
1544 KHz.

• For E1 the clock synthesizer is set to
2048 KHz.

Clock
synthesizer

Select one:

• CTP is Clock Source—PBX either returns the clock received
from the CTP device, or it returns a clock that is traceable to
the same source as the CTP node clock reference. You
typically use this configuration when you configure the CTP
device with a clock reference input.

• CTP is Loop Timed—PBX provides the clock, and the CTP
device returns the same clock to the PBX. You typically use
this configurationwhen thePBXhas themoreaccurate clock
source. You can configure the far end of the circuit with
adaptive clocking to recover this clock if necessary.

• CTP is Clock Source (Adaptive End)—PBX returns the clock
received from the CTP device, and the CTP device uses the
adaptive recovered clock. You typically use this configuration
when the CTP device does not have a reference input and
the PBX typically requires clock from the distant PBX.

Specifies the type of clocking for the port.Clock Config

Related
Documentation

SAToP Bundle Overview on page 3•

Configuring Adaptive Clocking for SAToP Bundles (CTPView)

If you specify that the SAToP bundle uses the CTP as the clock source with the CTP as

the adaptive end, you canmodify attributes that affect the adaptive clocking algorithm.

However, the default settings are acceptable formost applications.We recommend that

you change these settings only with the assistance of JTAC.

Before you begin:

• Log in to the CTPView software at least at the Net_Admin level.
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• Connect theCTPViewserver to theCTPdevice forwhichyouwant toconfigurebundles.

• Disable the bundle before youmodify the bundle options.

To configure adaptive clocking for SAToP bundles using CTPView:

1. In the side pane, select Bundle > Configuration.

2. Run your mouse over the Display and Select an Existing Bundle bar.

3. In the table of bundles, select the bundle that you want to modify.

4. Under Bundle Options, configure the parameters described in Table 14 on page 25,

and click Click to Submit Bundle AND Port Changes.

Table 14: SAToP Bundle Adaptive Clocking Settings in CTPView

Your ActionFunctionField

Place a check mark in the Yes
check box.

Sets the adaptive clocking configuration to the default settings.Initialize Adaptive
Settings

Enteranumber from3through200
sec.

Specifies the timeperiodduring initial start of adaptive clocking,
during which packet samples that are experiencing the least
delay through the network are collected. These samples are
used for aggressive state calculations.

Aggressive Calc Period

Enteranumber from3through300
sec.

Specifies the timeperiodduringnormaladaptiveclockingduring
which packet samples that are experiencing the least delay
through the network are collected. These samples are used for
maintenance state calculations.

Maintenance Calc
Period

Enter a number from 1 through 100
packets per minute.

Specifies the number of packets per minute, which when
reached, causes theadaptive clockingalgorithmtochange from
aggressive state to maintenance state. Lower values result in
longer switchover timeswith a clock value closer to the remote
clock.

Slope for Maintenance

Enter a number from 2 though 120
sec.

Specifies how quickly the clocking corrects to the buffer set
point while in maintenance state.

Maintenance Decay

Enter anumber from 1 through200
parts per billion.

Specifies a cap for frequencyacceleration,which constrains the
frequency adjustments to the adaptive clock.

Max Clock Adjustment
Value

Enteranumber from1 through400
packets per minute.

Specifies a cap for frequency velocity, which constrains the
frequency velocity of the adaptive clock.

Max Clock Offset

Enter a number from 100 through
1,000,000 �sec.

Specifies the buffer error rate required to change the adaptive
clocking algorithm state frommaintenance to aggressive.

Max Buffer Error

Related
Documentation

Adaptive Clocking for SAToP Bundles Overview on page 4•

• SAToP Bundle Overview on page 3
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Configuring Adaptive Clocking for SAToP Bundles (CTPMenu)

If you specify that the SAToP bundle uses the CTP as the clock source with the CTP as

the adaptive end, you canmodify attributes that affect the adaptive clocking algorithm.

However, the default settings are acceptable formost applications.We recommend that

you change these settings only with the assistance of JTAC.

Before you begin:

• Disable the bundle before youmodify the bundle options.

To configure adaptive clocking for SAToP bundles using the CTPMenu:

1. From the Main Menu, select 1) Bundle Operations.

2. Select 2) SAToP.

3. Select a bundle from the list.

If you select an active bundle, you are prompted to disable the bundle before

configuring it.

4. Select 3) Port Config.

5. Select 3) Clock Config.

6. Select 3) CTP is Clock Source (Adaptive End).

7. Select 4) Set Adaptive Parameters.

8. Configure the options as described in Table 15 on page 26.

Table 15: SAToP Bundle Adaptive Clocking Settings in the CTPMenu

Your ActionFunctionField

Select Set to Defaults.Sets the adaptive clocking configuration to the default settings.Set to Defaults

Enter a number from 3 through
200 sec.

Specifies the timeperiodduring initial start of adaptiveclocking,
during which packet samples that are experiencing the least
delay through the network are collected. These samples are
used for aggressive state calculations.

AGGR Seconds/Calc

Enter a number from 3 through
300 sec.

Specifies the timeperiodduringnormaladaptive clockingduring
which packet samples that are experiencing the least delay
through the network are collected. These samples are used for
maintenance state calculations.

MNTN Seconds/Calc

Enteranumber from1 through 100
packets per minute.

Specifies the number of packets per minute, which when
reached, causes theadaptiveclockingalgorithmtochange from
aggressive state to maintenance state. Lower values result in
longer switchover times with a clock value closer to the remote
clock.

Slope forMNTN inppm

Enter a number from2 though 120
sec.

Specifies how quickly the clocking corrects to the buffer set
point while in maintenance state.

Maintenance Decay in
calcs
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Table 15: SAToP Bundle Adaptive Clocking Settings in the CTPMenu (continued)

Your ActionFunctionField

Enter a number from 1 through
1000 parts per billion.

Specifies a cap for frequency acceleration, which constrains the
frequency adjustments to the adaptive clock.

MaxClockAdjust inppb

Enter a number from 1 through
400 packets per minute.

Specifies a cap for frequency velocity, which constrains the
frequency velocity of the adaptive clock.

Max Clock Offset in
ppm

Enter a number from 100 through
1,000,000 �sec.

Specifies the buffer error rate required to change the adaptive
clocking algorithm state frommaintenance to aggressive.

MaxBufferError inusec

Related
Documentation

• Adaptive Clocking for SAToP Bundles Overview on page 4

• SAToP Bundle Overview on page 3
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PART 3

Example

• Example: Using SAToP Bundles to Interoperate with M Series Multiservice Edge

Routers on page 31
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CHAPTER 3

Example: Using SAToP Bundles to
Interoperate with M Series Multiservice
Edge Routers

• Example: CTP Interoperability with M Series T1/E1 Circuit Emulation PICs on page 31

Example: CTP Interoperability with M Series T1/E1 Circuit Emulation PICs

This example describes how to configure an M Series router and a CTP device to create

a T1 SAToP circuit that can interoperate between the router and the CTP device. Topics

include:

• Requirements on page 31

• Overview and Topology on page 31

• Configuration on page 33

• Verification on page 40

Requirements

This example uses the following software and hardware components:

• JuniperNetworksCTP150orCTP2000Circuit toPacket platformwith aT1/E1 interface

or a serial interface with a T1/E1 daughter card

• CTPOS 6.0 or later

• Juniper Networks M Series Multiservice Edge Router with the following:

• PB-12T1E1-CE-TELCO 12-port discrete T1/E1 Telco connector

• PB-TUNNEL-1 PIC

Overview and Topology

The topology used in this example consists of an M Series router used as the provider

edge (PE) router and a CTP device at the customer edge (CE).

• On the router, you configure a Layer 2 circuit that provides a point-to-point Layer 2

connection transported bymeans of MPLS. It is represented by a logical interface that
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connects the router (PE) to the CTP device (CE). You configure the Layer 2 circuit as

a static Layer 2 circuit pseudowire that has static values for the incoming and outgoing

MPLS labels needed to enable the pseudowire connection. You then configure a GRE

tunnel that is used to transport the Layer 2 circuit.

• On the CTP device, you configure a SAToP bundle that has the remote address of the

Layer 2circuit on the routerand the incomingandoutgoingMPLS labels that correspond

to the labels configured on the router. GRE is used as the transport protocol for the

SAToP bundle.

Figure 2 on page 32 shows the topology for this example.

Figure 2: Network Topology for a T1 SAToP Circuit between a CE PIC and
a CTP Device

CTP

CTP

CTP

E1/T1
circuit emulation

PIC

TDM voice

g0
15

41
6

GRE tunnel

Controller interface ct1-0/0/0
T1 interface t1-2/0/1
GRE tunnel source address 10.0.0.161
GRE tunnel destination network 10.0.0.163

Layer 2 circuit neighbor interface:
IP address 10.0.0.163
Interface t1-2/0/1
Outgoing MPLS 1000004
Incoming MPLS 1000003
Virtual circuit ID 1001

SAToP bundle interface te-0/1
Remote address 10.0.0.161
Outgoing MPLS 1000003
Incoming MPLS 1000004

Service provider networkM Series router

Table 16 on page 32 shows the configuration of the SAToP bundle on the CTP device

and the configuration of the M Series router.

Table 16: Configuration Components for CTP Interoperability with M Series T1/E1 Circuit
Emulation PIC

SettingPropertyDevice

te-0/1InterfaceCTP Platform SATop Bundle

10.0.0.161Remote address

1000003Outgoing MPLS label

1000004Incoming MPLS label

GRETransport protocol
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Table 16: Configuration Components for CTP Interoperability with M Series T1/E1 Circuit
Emulation PIC (continued)

SettingPropertyDevice

ct1-0/0/0Controller interfaceRouter

t1-2/0/1T1 interface

10.0.0.161GRE tunnel source address

10.0.0.163GRE tunnel destination network

10.0.0.163

t1-2/0/1

1000004

1000003

1001

Layer 2 circuit neighbor interface:

IP address

Interface

Outgoing MPLS label

Incoming MPLS label

Virtual circuit ID

Configuration

In this example, the CTP device is configured using CTPMenu.

To configure the CTP device and the router, perform these tasks:

• Configuring the Default Bundle Data Protocol on the CTP Device on page 34

• Creating a SAToP Bundle on the CTP Device on page 34

• Configuring the Port Settings for the SAToP Bundle on the CTP Device on page 35

• Configuring the Bundle Settings for the SAToP Bundle on the CTP Device on page 35

• Configuring the Controller Interface on the Router on page 36

• Configuring SAToP Emulation on the T1 interface on the Router on page 36

• Enabling MPLS on the T1 Interface on the Router on page 38

• Configuring the Static Layer 2 Circuit on the Router on page 38

• Configuring the GRE Tunnel on the Router on page 39

• Activating the SAToP Bundle on the CTP Device on page 40
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Configuring the Default Bundle Data Protocol on the CTP Device

Step-by-Step
Procedure

The default bundle data protocol is GRE (47). Before you configure SAToP bundles, you

should change the default bundle data protocol to a value other than GRE. Doing so

prevents conflict between legacy CTP bundles and SAToP bundles that are using GRE

for interoperability.

To configure the default data protocol for bundles to a value other than GRE using CTP

Menu:

1. From the Main Menu, select 5) Node Operations.

2. Select 3) Configure network settings.

3. Select 6) CTP Bndl Data pkt protocol.

You are notified that changing this parameter requires a system reboot.

4. Enter 46 as the protocol for data packets.

5. Reboot the system.

Results Please select a number from the following list:
-------------------------------------
 0) Back to Previous Menu
 1) Supported Protocols:        IPv4&IPv6
 2) IPv4 Configuration
 3) IPv6 Configuration
 4) Virtual IP addresses
 5) OAM port (IPv4):            16
 6) CTP Bndl Data pkt protocol: 46
 7) CTP Bndl OAM port (IPv6):   32
 8) VLAN Configuration
 9) Current Configuration (active on reboot)
10) Port operations (PBS/bridge)
11) Config port operational mode (CE/PBS/bridge)
12) Config access ip filtering
13) SNMP Configuration
------------ Your choice [0]: 

Creating a SAToP Bundle on the CTP Device

Step-by-Step
Procedure

To create a SAToP bundle:

From the Main Menu, select 1) Bundle Operations.1.

2. Select 2) SAToP.

3. Enter add, and select a T1/E1 interface or select a serial interface that has a T1/E1

daughter card.

The CTP device creates a new SAToP bundle.
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Configuring the Port Settings for the SAToP Bundle on the CTP Device

Step-by-Step
Procedure

To configure the port settings:

1. From the Main Menu, select 3) Port Config.

2. Select 2) Interface.

3. Select 1) Type, and set the type to T1 or (for daughter cards) toOptional Interface:
T1/E1

4. Select 2) Option and select B8ZS.

5. Select 3) Clock Config and select 1) CTP is Clock Source.

Results ==========================================================================
= (g74 04/20/10 18:51:58 GMT) | Config Menu for Port te-0/1
==========================================================================

Please select a number from the following list:
-------------------------------------
 0) Back to Previous Menu
 1) Port descriptor text:
 2) Interface:            T1-B8ZS
 3) Clock Config:         CTP is Clock Source
------------ Your choice [2]:

Configuring the Bundle Settings for the SAToP Bundle on the CTP Device

Step-by-Step
Procedure

To configure the bundle settings:

1. From the Main Menu, select 3) Port Config.

2. Select 10) Transport and set the transport protocol to GRE.

3. Select 1) Remote Address and specify the remote circuit IP address 10.0.0.161.

4. Select 2) OutgoingMPLS Label, and set the outgoing label to 1000003.

5. Select 3) IncomingMPLS Label, and set the incoming MPLS label to 1000004.

6. Select 4) Packet Size, and set the packet size. We recommend that you set the

packet size to 1024 bytes or higher to reduce the overhead associated with the

headers and to reduce the packet size. SAToP requires that both endpoints are

configured to use the same packet payload size.

Results ==========================================================================
= (g74 04/20/10 19:01:42 GMT) | Config Menu for Bundle 1
= Bundle type: SAToP | Bundle source is Port te-0/1
= Bundle description:
==========================================================================

Please select a number from the following list:
-------------------------------------
 0) Back to Previous Menu
 1) Remote Address:        10.0.0.1 
 2) Outgoing MPLS Label:   1000003
 3) Incoming MPLS Label:   1000004
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 4) Packet Size:           1024
 5) Min Buffer (ms):       8.000
 6) Pkt Buffer Set (ms):   12.000
 7) Max Buffer (ms):       16.000
 8) Service Type:          0
 9) Time to Live:          255
10) Transport:             GRE
11) Advanced Options...
12) Bundle descriptor text:
------------ Your choice [10]: 
8

Configuring the Controller Interface on the Router

CLI Quick
Configuration

To quickly configure the controller interface, copy the following commands and paste

them into the router terminal window:

[edit]
edit interfaces ct1-0/0/0
set clocking internal
set no-partition interface-type t1

Step-by-Step
Procedure

To configure a controller interface:

Create the controller interface.1.

[edit]
user@sp-router# edit interfaces ct1-0/0/0

2. Set the clocking to internal.

[edit interfaces ct1-0/0/0]
user@sp-router# set clocking internal

3. Specify that the controller interface is unpartitioned, and specify the interface type.

[edit interfaces ct1-0/0/0]
user@sp-router# set no-partition interface-type t1

Configuration Results Display the results of the configuration.

[edit interfaces]
user@sp-router# show
ct1-0/0/0 {
clocking internal;
no-partition interface-type t1;

}

Configuring SAToP Emulation on the T1 interface on the Router

CLI Quick
Configuration

To quickly configure SAToP Emulation on the T1 interface, copy the following commands

and paste them into the router terminal window:

[edit]
edit interfaces t1-2/0/1
set encapsulation satop
set unit 0
set satop-options payload-size 1024
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set satop-options jitter-buffer-packets 8
set clocking internal

Step-by-Step
Procedure

To configure the T1 interface:

Create the T1 interface.1.

[edit]
user@sp-router# edit interfaces t1-2/0/1

2. Set the encapsulation type to SAToP.

[edit interfaces t1-2/0/1]
user@sp-router# set encapsulation satop

3. Specify the unit number.

[edit interfaces t1-2/0/1]
user@sp-router# set unit 0

4. Specify the payload size, in bytes. We recommend that you set the packet payload

size to 1024 bytes or higher to reduce the overhead associated with the headers

and to reduce the packet size. SAToP requires that both endpoints are configured

to use the same packet payload size.

[edit interfaces t1-2/0/1]
user@sp-router# set satop-options payload-size 1024

5. Specify the number of packets in the jitter buffer.

[edit interfaces t1-2/0/1]
user@sp-router# set satop-options jitter-buffer-packets 8

6. Set clocking to internal.

[edit interfaces t1-2/0/1]
user@sp-router# set clocking internal

Configuration Results Display the results of the configuration.

[edit interfaces]
user@sp-router# show
ct1-0/0/0 {
clocking internal;
no-partition interface-type t1;

}
t1-2/0/1 {
satop-options {
payload-size 1024;
jitter-buffer-packets 8;

}
clocking internal;
encapsulation satop;
unit 0;

}
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EnablingMPLS on the T1 Interface on the Router

CLI Quick
Configuration

To quickly enable MPLS on the T1 interface, copy the following commands and paste

them into the router terminal window:

[edit]
edit protocols
setmpls interface t1-2/0/1

Step-by-Step
Procedure

To enable MPLS on the T1 interface:

Access the protocol configuration.1.

[edit]
user@sp-router# edit protocols

2. Enable MPLS on the T1 interface.

[edit protocols]
user@sp-router# setmpls interface t1-2/0/1

Configuration Results Display the results of the configuration.

[edit protocols]
user@sp-router# show
mpls {
interface t1-2/0/0.1;

}

Configuring the Static Layer 2 Circuit on the Router

CLI Quick
Configuration

To quickly configure the Layer 2 circuit, copy the following commands and paste them

into the router terminal window:

[edit]
edit protocols l2circuit
edit neighbor 10.0.0.163
edit interface t1-2/0/1
set static incoming-label 1000003
set static outgoing-label 1000004
set virtual-circuit-id 1001

Step-by-Step
Procedure

To configure a static Layer 2 circuit:

Create the Layer 2 circuit.1.

[edit]
user@sp-router# edit protocols l2circuit

2. Create the neighbor interface for the Layer 2 circuit.

[edit protocols l2circuit]
user@sp-router# edit neighbor 10.0.0.163
user@sp-router# edit interface t1-2/0/1

3. Configure static values for the in and out labels needed to enable the pseudowire

connection.
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[edit protocols l2circuit neighbor 10.0.0.163 interface t1-2/0/0.1]
user@sp-router# set static incoming-label 1000003
user@sp-router# set static outgoing-label 1000004

4. Specify the virtual circuit identifier.

[edit protocols l2circuit neighbor 10.0.0.163 interface t1-2/0/0.1]
user@sp-router# set virtual-circuit-id 1001

Configuration Results Display the results of the configuration.

[edit protocols l2circuit]
user@sp-router# show
neighbor 10.0.0.163 {
interface t1-2/0/1.0 {
static {
incoming-label 1000003;
outgoing-label 1000004;

}
virtual-circuit-id 1001;

}
}

Configuring the GRE Tunnel on the Router

CLI Quick
Configuration

To quickly configure the GRE tunnel, copy the following commands and paste them into

the router terminal window:

[edit]
edit routing-options
edit dynamic-tunnels gre-ctp
set gre
set source-address 10.0.0.161
set destination-networks 10.0.0.163/32

Step-by-Step
Procedure

To configure a GRE tunnel:

Create a dynamic tunnel.1.

[edit]
user@host# edit routing-options
user@host# edit dynamic-tunnels gre-ctp

2. Specify the type of tunnel.

[edit routing-options dynamic-tunnels gre-ctp]
user@host# set gre

3. Specify the source address for the GRE tunnel. The source address is used as the

source for the local tunnel endpoint.

[edit routing-options dynamic-tunnels gre-ctp]
user@host# set source-address 10.0.0.161

4. Specify the IPv4 prefix range for the destination network. Only tunnels within the

specified IPv4 prefix range can be created.

[edit routing-options dynamic-tunnels gre-ctp]
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user@host# set destination-networks 10.0.0.163/32

Configuration Results Display the results of the configuration.

[edit routing-options]
user@sp-router# show
dynamic-tunnels {
gre-ctp {
source-address 10.0.0.161;
gre;
destination-networks {
10.0.0.163/32;

}
}

}

Activating the SAToP Bundle on the CTP Device

Step-by-Step
Procedure

To activate the SAToP bundle

1. From the Main Menu, select 1) Bundle Operations.

2. Select 2) SAToP.

3. Select the SAToP bundle from the list.

4. Select 4) Activate .

5. Verify that you want to activate the bundle.

Verification

To confirm that the configuration is working properly, perform these tasks:

• Verifying the SAToP Circuit Using a Node Summary on the CTP Device on page 40

• Verifying the SAToP Circuit Using a Bundle Query on the CTP Device on page 41

• Verifying That the GRE Route is Added to Routing Table on Router on page 42

• Verifying the Layer 2 Circuit Connections on Router on page 42

Verifying the SAToP Circuit Using a Node Summary on the CTP Device

Purpose Verify that the circuit is running.

Action From the Main Menu of CTPMenu, select 3) Node Summary

CTP Code version     : 6.0R1 100325 (Compile Time 09:18:24 AM)

>>>>> Circuit Emulation Bundles <<<<<
Bndl BndlTyp    Port      TS         RemAddr     CID    LCID RunState RCtr
==========================================================================
   0   SAToP  te-0/0     N/A      10.0.0.161 1000003 1000004  RUNNING    0
==========================================================================
Checked out PPS - All Bundles: 376, System Maximum: 12500
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   (1 PPS = full duplex packet transfer, Bundle <---> IP network)

Meaning The display shows that the SAToP bundle is in the RUNNING state.

Verifying the SAToP Circuit Using a Bundle Query on the CTP Device

Purpose Verify that the circuit is running.

Action From the Main Menu of CTPMenu, select 1) Query

########### Bundle 0 type    SAToP ############
##### Bundle 0 is transporting Port te-0/0 ####

--------- Bundle 0 Config ---------
DBase State:         ACTIVE
Remote Addr:         10.0.0.161
Outgoing MPLS Label: 1000003
Incoming MPLS Label: 1000004
Using Virtual IP:    10.0.0.163
Packet size:         512
Buf Max/Set/Min(ms): 24.000/16.000/8.000
IP Hdr TOS:          0 (decimal)
Port(s) in bundle:   te-0/0
Bndl Config Flags:   TunGRE

---------- Port te-0/0 Config ----------
Interface type:      T1-B8ZS
Framing type:        N/A
Line Buildout:       ~133 ft
Clock Config:        CTP is Clock Source (Adaptive End)

Hit Carriage Return to Continue...

--------- Bundle 0 State ----------
Run State:           RUNNING
T1E1 flags:          No_Alarm
Adaptive State:      Maintain   (20 us)
Adap Recovered Freq: 1544.009918 kHz
Checked out PPS:     Bndl: 376, All Bndl: 376, Sys Max: 12500

--------- Bundle 0 Counters -------
I/F bound packets:   358288
NET bound packets:   358288
Late pkts:           0
Missing pkts:        0
Buffer restarts:     0
Buffer underflows:   0
Buffer overflows:    0
Buffer starves:      0
Buffer max samples:  377
Buff Max/Avg/Min:    16.25/16.24/15.54
Buff Last Minute:    16.25/16.24/15.56
Last counter clear:  0wk, 0d, 0h, 15m, 51s

Meaning The display shows that the SAToP bundle is in the ACTIVE state and that the run state

is RUNNING.
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Verifying That the GRE Route is Added to Routing Table on Router

Purpose Verify that the GRE route has been added to the inet.3 routing table.

Action user@host> show route 10.0.0.163
inet.3: 2 destinations, 3 routes (2 active, 0 holddown, 0 hidden)
+ = Active Route, - = Last Active, * = Both

10.0.0.163/32      *[Tunnel/300] 05:35:04
                    > via gr-2/3/0.32769
                    [Tunnel/300] 7w0d 03:12:32
                      Tunnel

Meaning The display shows that

Verifying the Layer 2 Circuit Connections on Router

Purpose Verifying that the Layer 2 circuit connections are running on the router.

Action user@host> show l2circuit connections
Layer-2 Circuit Connections:

Legend for connection status (St)
EI -- encapsulation invalid      NP -- interface h/w not present
MM -- mtu mismatch               Dn -- down
EM -- encapsulation mismatch     VC-Dn -- Virtual circuit Down
CM -- control-word mismatch      Up -- operational
VM -- vlan id mismatch           CF -- Call admission control failure
OL -- no outgoing label          IB -- TDM incompatible bitrate
NC -- intf encaps not CCC/TCC    TM -- TDM misconfiguration
BK -- Backup Connection          ST -- Standby Connection
CB -- rcvd cell-bundle size bad  SP -- Static Pseudowire
LD -- local site signaled down   RS -- remote site standby
RD -- remote site signaled down  XX -- unknown

Legend for interface status
Up -- operational
Dn -- down
Neighbor: 10.0.0.163
    Interface                 Type  St     Time last up          # Up trans
    t1-2/0/1.0(vc 1001)(SP)   rmt   Up     Apr 20 14:06:12 2010           1
      Remote PE: 10.0.0.163, Negotiated control-word: Yes (Non-null)
      Incoming label: 1000003, Outgoing label: 1000004
      Negotiated PW status TLV: No
      Local interface: t1-2/0/1.0, Status: Up, Encapsulation: SATOP-T1

Meaning The display shows that the Layer 2 circuit connection to neighbor 10.0.0.163 is up.

Related
Documentation

• SAToP Interoperability with M Series E1/T1 Circuit Emulation PICs Overview on page 4

• SAToP Bundle Overview on page 3
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