
Chapter 20

Monitoring the Redirect Server and
Filtered Traffic with the C-Web Interface

This chapter describes how to use the C-Web interface to monitor the redirect
server and filtered traffic with the iptables LINUX tool. Topics include:

� Viewing Statistics for the Redirect Server with the C-Web Interface on page 183

� Viewing Information About Filtered Traffic with the C-Web Interface on
page 184

Viewing Statistics for the Redirect Server with the C-Web Interface

To view statistics for the redirect server:

1. Select Redirect Server from the side pane, and click Statistics.

The Statistics pane appears.
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2. Select a style from the Output Style list.

3. Click OK.

The Statistics pane displays the redirect server statistics.

Viewing Information About Filtered Traffic with the C-Web Interface

You can view information about filtered traffic with the iptables Linux tool when
you are using C-Web to monitor the C-series platform.

To view information about the filtered traffic:

1. Select Iptables from the side pane.

The Iptables pane appears.

2. Select the type of table that you want to display from the Table list:

� nat—Display information for the iptables NAT table

� filter—Display information for the iptables filter table

� mangle—Display information for the iptables mangle table

3. Select the Reset Counters check box to rest the counters of items in the output.

4. Click OK.

The Iptables pane displays information about filtered traffic.
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