Engineering
Juniper |

Simplicity

Juniper Networks® CTPOS Release
9.1R3.1 Software

Published
2025-04-16




Table of Contents

About This Guide

Release Highlights

Upgrade Information

Resolved Issues in CTPOS Release 9.1R3.1

Known Issues in CTPOS Release 9.1R3.1

Known Limitations in CTPOS Release 9.1R3.1

Security Vulnerability Addressed in CTPOS Release 9.1R3.1

Revision History




About This Guide

This release notes accompany Release 9.1R3.1 of the CTPOS software. They describe device
documentation and known problems with the software.

@ NOTE: Release version 2.71R3.1 and 2.1R3-1 are interchangeable and synonymous.

You can also find these release notes on the Juniper Networks CTP software documentation webpage,
which is located at https:/www.juniper.net/documentation/product/en_US/ctp2008.

Release Highlights

The following features have been added to CTPOS Release 9.1R3.1.

e CTPOS 9.1R3.1 release supports creating dual image partitioning on the CompactFlash card. Dual
image on the CompactFlash contains two logical images, where the first image consists first five
partitions (1,5,6,7,8) and the second image consists five partitions (1,9,10,11,12). The first partition
(bootable) is common to both images. You can upgrade any one of the images anytime after creating
the dual image partitioning. [PR 1360833]

e All CTPOS 7.x features and bug fixes are now migrated to CTPOS 9.1R3. [PR 1361165]
e CESoPSN analog voice bundles are now supported. [PR 1417135]

e You can now upgrade from CTPOS 9.0Rx to CTPOS 9.1R3, while retaining the existing configuration.
[PR 1428842]

e Support is added for CTP2000 and CTP150 platforms. [PR 1439855 and PR 1491003]
e Support is added for PBS and L2Agg features. [PR 1534569]
e Prevent upgrades of CTPOS 7.x installed on dual image CTP system. [PR 1535866]

e We have updated certain terms in the CTP product software and documentation as part of our
ongoing efforts to maintain clarity and consistency across our products. [PR 1542648]

¢ Dual Image feature is enhanced to work on CTP151 platform. [PR 1576051 and PR 1616690]

e Support is added for snmpwalk and snmpget of sensors data on CTP150 and CTP151 platforms. [PR
1616678]


https://www.juniper.net/documentation/product/en_US/ctp2008

Upgrade Information

You can upgrade to CTPOS 9.1R3.1 from older releases (7.x and 9.x) by using the dual image upgrade
procedure only. The traditional upgrade using the "upgrade" utility will not be supported for upgrading
CTPOS 9.1R3.1 from earlier releases ( 7.x and 9.x). Refer to the Upgrading to CTPOS 9.1R3.1 guide for
more information on how to perform the dual image upgrade procedure.

@ NOTE: The dual image feature is supported on the CTP150, CTP151, and CTP2000 (only
PP332 and PP833 processors are supported, PP310 is not supported) platforms.

The dual image upgrade feature is supported on CTPOS 7.3R7-1 and above including
9.0R1, 9.1R1 and 9.1R2 releases. If you want to upgrade an older CTP, then you need to
first upgrade to one of these releases.

There are a few older generation PP332 CPUs which will not support 9.1R3.1. The
installation process will detect such CPUs and prevent the upgrade.

Resolved Issues in CTPOS Release 9.1R3.1

Following issues have been resolved in CTPOS Release 9.1R3.1.

e rsync package is upgraded to fix error "rsync error: error in rsync protocol data stream (code 12) at
io.c(165). [PR 1335303]

e CTP bundle on IPvé is not working in protocol mode-IPv4 and IPvé. [PR 1409765]

e Permission problem is observed on NTP drift.temp file. [PR 1446648]

e CTP boots up, but ethernet links are down. [PR 1459162]

e Menu does not always enforce the maximum PDV buffer settings. [PR 1467575]

e Error message during upgrade. [PR 1520725]

e CTP bundle counters show negative values. [PR 1527717]

¢ Invalid-NAK error seen during NTP sync with two server using authentication key. [PR 1541390]

e Destination port mirror using IPvé cannot distinguish between local and remote address on 7.3R7.
[PR 1558402]


https://www.juniper.net/documentation/en_US/ctp9.1/information-products/topic-collections/index.html

e Strong password requirements for default user accounts relaxed for firstboot in CTPOS. [PR
1602909]

e Show correct data in plots when a new bundle is created on a port after deleting the existing bundle.
[PR 1579681]

Known Issues in CTPOS Release 9.1R3.1

This section lists the known issues in CTPOS Release 9.1R3.1.

e Unable to set GRUB password for CTP151. [PR 1543777]

Known Limitations in CTPOS Release 9.1R3.1

e Support for legacy T1E1 DCARD is no longer available. [PR 1567520]

e Problem installing 9.1R3 on older PP332 CPUs. [PR 1609851]

Security Vulnerability Addressed in CTPOS Release
9.1R3.1

e Weak key exchange algorithms disabled (diffie-hellman-group-exchange-shai, diffie-hellman-group1-
shail)

Revision History

April 2025—Revision 2—CTPOS Release 9.1R3.1.

December 2021—Revision 1—CTPOS Release 9.1R3.1.
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