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DIE
HERAUSFORDERUNG

der Unternehmen planen,
die meisten Workloads vor Ort
zU belassen.
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KI-NATIVE LOSUNGEN FUR
DATENCENTER VON JUNIPER -
LOSUNGSUBERSICHT

Gewinnen Sie Die Einblicke Und Erhalten Sie Die Geschwindigkeit Und
Die Zuverlassigkeit, Die Ihr Netzwerk Benotigt. Entdecken Sie Die
Losungen Von Juniper FUr Datencenter

Das Erfordernis einer privaten Cloud

Seit Jahren haben viele IT-Unternehmen auf die offentliche Cloud zur Losung ihrer
Infrastrukturprobleme gesetzt. Aber Kosten, Leistung und Sicherheit bei der 6ffentlichen
Cloud stellen ein echtes Hindernis dar - geschéaftskritische Workloads vor Ort auszufiihren
ist oft sinnvoller. Infolgedessen verlagern immer mehr Unternehmen Workloads aus der
offentlichen Cloud in ihre privaten Datencenter.

Um diese neue Strategie erfolgreich zu machen, investieren IT-Unternehmen erneut in
private Datencenter - sowohl vor Ort als auch in Colocation-Einrichtungen — mit dem Ziel,
eine agile, hochverfilighare und verteilte private Cloud zu schaffen.

NOTWENDIGE FAHIGKEITEN
Ein Netzwerk, das Komplexitat bewaltigt.

Die heutigen Datencenter-Netzwerke sind hochkomplex - sie umfassen Tausende von

physischen und logischen Elementen. Die Entwicklung, Konfiguration und der Betrieb
dieser komplizierten Netzwerke mithilfe manueller Prozesse sind anfallig fir menschliche
Fehler und belasten die Ressourcen erheblich. Traditionelle Fabric-Management- und
Automatisierungsanséatze leiden unter drei primaren Einschrankungsarten:

» Begrenzte Einblicke

Mangelnde Einblicke in Anwendungen macht die Fehlerbehebung bei Anwendungen sehr
komplex und arbeitsintensiv.

¢ Unzureichende Geschwindigkeit

Umstandliche Anderungsmanagementprozesse erschweren die Erfiillung dringender neuer
Geschéftsanforderungen.

* Mangelnde Zuverlassigkeit

Manuelle Konfigurationsfehler, Automatisierungsfehler und miihsame Ursachenanalyse
fUhren zu ungeplanten Ausféllen, Ineffizienz und Ausfallzeiten.

Aufgrund dieser Einschréankungen verharren die Betreiber von Datencenter-Netzwerken zu
oft in einem reaktiven Modus und versuchen, Notfille zu bewaltigen, anstatt sich auf
proaktive, strategische Initiativen zu konzentrieren.



https://www.juniper.net/de/de/solutions/data-center.html
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DIE ANTWORT: AUTOMATISIERT, SICHER UND CLOUD-BEREIT
Kl-native Losungen fiir Datencenter von Juniper

Die Kl-nativen Losungen fiir Datencenter von Juniper Uberwinden

die Komplexitat von Datencentern mit Apstra Data Center Director

Data Center Assurance, Marvis® Al Assistant fir Datencenter und

Mist” Systems, der Kl-nativen Netzwerkplattform von Juniper. Sie

ermoglichen es Unternehmen, eine private Cloud-Infrastruktur mit
den Einblicken, der Geschwindigkeit und der Zuverlassigkeit
aufzubauen, die sie bendtigen, um Geschaftsanforderungen zu
erflllen und groRRartige Kundenerfahrungen zu bieten.

LOSUNGSKOMPONENTE
Apstra Data Center Director

Erhalten Sie umfassendes Management von Datencenter-Fabrics
und die Automatisierung des gesamten Lebenszyklus von
Datencenter-Netzwerken von der Entwicklung und der
Bereitstellung bis zum laufenden Betrieb.

¢ Eine Grundlage umsetzbarer Einblicke
Erfassen und analysieren Sie alle relevanten Datenpunkte mit
der umfassenden Telemetrie-Losung von Data Center Director.
Fortschrittliche Analysen kombinieren gebrauchsfertige
Netzwerktransparenz mit intuitiven Tools zur Personalisierung
Und Flow Insights flgt Visibilitdt und Analysen auf
Anwendungsebene hinzu.

* Automatisierung fiir Geschwindigkeit
Reduzieren Sie die Zeit bis zur Inbetriebnahme von Wochen
auf nur wenige Stunden, indem Sie ein vollstandiges
Datencenter in Software aufbauen, das sofort nach der
Bereitstellung der Switching-Hardware einsatzbereit ist. Data
Center Director Ubernimmt auch arbeitsintensive Tag-2-
Konfigurationsaufgaben fir Sie und verbessert die
Servicebereitstellungszeit um bis zu 20x.

* Bessere Netzwerkzuverlassigkeit
Generieren Sie automatisch die korrekten anbieterspezifischen
Konfigurationen auf der Grundlage Ihrer Absicht, validieren Sie

jede Anderung vorab und validieren Sie kontinuierlich den
Netzwerkzustand. Data Center Director eliminiert effektiv
falsch geschriebene CLI-Befehle, veraltete
Automatisierungsskripte und nicht dokumentierte
Konfigurationsanderungen und sorgt so fiir eine héhere
Netzwerk- und Anwendungsverfigbarkeit.

KERNFAHIGKEITEN
bis zu 90 % geringere Betriebskosten

bis zu 85 % schnellere Bereitstellung

Automatisierung von Tag O bis Tag 2

AlOps mit Intent-based Networking simplifiziert und optimiert die

Bereitstellung und Verwaltung

Gesicherte Zuverlassigkeit

Automatisierte Konfiguration, Time Voyager Rollback und
kontinuierliche Validierung

Anbieteriibergreifender Support

Die zu 100 % offenen APIs sind kompatibel mit Hardware von
Juniper, Cisco, Arista, SONIC® und mehr.

Prazise Ursachenanalyse

Eine kontextbezogene Graphdatenbank fiir jeden relevanten
Datenpunkt.

Vollstandige Visibilitat

Mit fortschrittlichen Analysen, Telemetrie und Datenstrom



https://www.juniper.net/de/de/solutions/data-center/ai-infrastructure.html
https://www.juniper.net/de/de/products/network-automation/apstra-data-center-director.html
https://www.juniper.net/de/de/products/network-automation/data-center-assurance.html
https://www.juniper.net/de/de/products/cloud-services/marvis-ai-assistant/marvis-ai-assistant-for-data-center.html
https://www.juniper.net/de/de/mist-ai-native-networking-platform.html
https://www.juniper.net/de/de/solutions/artificial-intelligence-for-it-operations-aiops.html
https://www.juniper.net/de/de/research-topics/what-is-intent-based-networking.html

Contextual graph

e Intent >>

Design

Industr

Juniper

HETWORKS

AlOps powered by
Marvis Al

B

<< Telemetry

Assure

Zero Trust DC Security

Delivering business outcomes that reduce risk
and accelerate time to value

ABBILDUNG 1 Portfolio von Juniper Lésungen fiir Datencenter

LOSUNGSKOMPONENTE
Juniper Data Center Assurance

Juniper® Data Center Assurance ist eine Suite mit Cloud-basierten
AlOps-Anwendungen, die auf der Marvis KI-Engine basiert, dem
Herzstlick von Mist Systems, der Kl-nativen Netzwerkplattform von
Juniper.

Data Center Assurance arbeitet mit Apstra Data Center Director
und stellt Gberlegene Einblicke, Geschwindigkeit und Zuverlassigkeit
fir Datencenter-Netzwerke bereit.
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ABBILDUNG 2 AlOps arbeitet mit dem kontextbezogenen Graph von Apstra, um die
Komplexitdt zu reduzieren und Einblicke in die Ursache zu liefern.

KERNFAHIGKEITEN
Marvis Al Assistant fir Datencenter

Bietet proaktive und praskriptive Datencenter-Aktionen (ber eine
Schnittstelle in natUrlicher Sprache

Anwendungssensibilitat

Flgen Sie dem kontextbasierten Graphen von Data Center Director
Anwendungs- und Servicedaten hinzu.

Impact Analysis

Erfahren Sie, welche Probleme fir die Auswirkungen auf die
Anwendungen verantwortlich sind und welche nicht.

Predictive Assurance

Sagen Sie Probleme vorher, damit Sie proaktive Malsnahmen zur
Behebung von Schwachstellen ergreifen konnen.

Dashboards fiir Servicelevel-Erwartungen

Verfolgen Sie Leistung und Verfligbarkeit entsprechend den
Erwartungen und identifizieren Sie Bereiche zur Verbesserung.

LOSUNGSKOMPONENTE
Datencenter-Switching-Plattformen von Juniper

Datencenter-Switching von Juniper ist in mehreren Dimensionen
branchenfiihrend. Unser umfassendes Portfolio ist fir jede Grof3e
und jeden Bedarf von Datencentern geeignet und umfasst die
ersten und derzeit marktfihrenden 800-Gigabit-Plattformen der
Branche.

« Vielfaltige Siliziumtechnologie:
Mit Plattformen, die sowohl auf benutzerdefinierter als auch
auf handelsUblicher Siliziumtechnologie basieren, bieten wir
Ihnen beispiellose architektonische Flexibilitat und
Ausfallsicherheit in der Lieferkette.

* Umfassender Funktionsumfang fiir Datencenter
Unser Betriebssystem Junos bietet einen umfangreichen
Funktionsumfang flr jeden Anwendungsfall, darunter L2/L3,
EVPN-VXLAN, DCI-Tunnel-Stitching, Multicast mit niedriger
Latenz, QoS, Hohe Verfligharkeit und viele mehr. Juniper ist
ein Branchenfihrer bei Beitragen zu EVPN-Standards.

» Vollstindige Visibilitat:


https://www.juniper.net/de/de/products/marvis-ai.html
https://www.juniper.net/de/de/research-topics/what-is-evpn-vxlan.html
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Wir unterstitzen umfassende Telemetrie und Analysen Uber
Standard-APIs hinweg, sodass Sie die erforderliche Visibilitat
erhalten, unabhangig von Ihrer Management- und
Automatisierungsstrategie.

LOSUNGSKOMPONENTE

99,94 % \Wirksamkeit der SicherheitsmaBnahmen im NGFW-Test
2023 von CyberRatings

Zero-Trust-Sicherheit

Das Zero-Trust-Datencenter von Juniper weitet die
Zugriffssteuerung, Authentifizierung und Advanced Threat
Prevention auf jeden Verbindungspunkt im Netzwerk aus. Mit
einheitlichem Management, kontextbasierter netzwerkweiter
Visibilitdat und Analyse sowie einem einzigen Richtlinien-Framework
schutzt Juniper Anwendungen, Daten und Infrastruktur in lhrer
Hybridumgebung.
o Der zentralisierte Policy
Enforcer von Juniper Security Director Cloud erweitert die
Zero-Trust-Sicherheit auf hybride Umgebungen und erzwingt
autorisierten Zugriff und Mikrosegmentierung.
« Sichere Skalierung
Breite Palette von Firewalls, von virtuellen bis physischen 400-
GbE-Firewalls, die den Datenverkehr in Ost-West- und Nord-
Std-Richtung fur Kl und traditionelle Datencenter schitzen.
« Erhalten Sie die effektivste Sicherheit der Branche.
Alle physischen, virtuellen und containerisierten Firewalls von
Juniper haben sich in Tests von Drittanbietern als die
effektivsten in der Branche gegen Bedrohungen flr Ihre Daten
und Infrastruktur erwiesen.
o Schiitzen Sie lhre Hybrid-Cloud-
Sicherheit in 6ffentlichen und privaten Cloud-, ColLo- und
Edge-Datencentern - Intra-DC, Mehrfachmandantenfahigkeit,
Inter-DC (Vernetzung von Datencentern), DC-Edge und
Cloud-Connect.
« Erhalten Sie Echtzeitschutz vor Bedrohungen durch
Kl/ML-gestltzten Schutz und Pravention auf der Grundlage
von Datei- und Netzwerkverhalten

Virtual-Q verwendet Data Center Director zur nahtlosen
Verwaltung und Automatisierung des Datencenters.

Vodafone verwendet Data Center Director, um einen zuverldssigen
Betrieb mit mehreren Anbietern zu gewahrleisten.

UNSER VORTEIL
Datencenter-Netzwerk mit Juniper

Simplifizieren Sie den Netzwerkbetrieb, entwerfen Sie ein vollig
flexibles Design und stellen Sie es mit Zuversicht bereit. Apstra
Data Center Director und Mist Systems, die Kl-native
Netzwerkplattform von Juniper, geben Sie Ihrem Datencenter-
Netzwerk die Einblicke, Geschwindigkeit und Zuverlassigkeit, die Sie
brauchen.

WARUM JUNIPER
Juniper Networks: Driven by Experience

Juniper Networks ist davon Uberzeugt, dass eine hohe
Verbindungsqualitdt etwas anderes ist als blof3e Konnektivitat. Mist”
Systems, die Kl-native Netzwerkplattform von Juniper wurde von
Grund auf fur die Nutzung von Kl entwickelt, um
aulBergewodhnliche, hochsichere und nachhaltige
Benutzererfahrungen vom Edge bis hin zum Datencenter und zur
Cloud zu bieten. Weitere Informationen finden Sie unter



https://www.juniper.net/us/en/customers/virtual-q-case-study.html
https://www.juniper.net/de/de/customers/vodafone-turkey-case-study.html
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juniper.net. Alternativ konnen Sie Juniper auf X (vormals Twitter),
LinkedIn und Facebook folgen.

WEITERE INFORMATIONEN
Erfahren Sie mehr tGber Datencenter-Netzwerke.

Um mehr Uber Datencenter zu erfahren, besuchen Sie unsere
Website unter https:/www.juniper.net/de/de/data-center.html
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