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LET’5 GET SECURE
Five pillars to unleash the full potential of Cloud + 5G + AI

Delivers security without performance degradation:
• Line-rate DDoS mitigation from 100 GB to 40 TB
• Industry-leading CGNAT with highly scalable services cards
• URL filtering at network edge with SecIntel integration
• Carrier-grade SGi/Gi/N6 firewall 

5G
1. CLOUD-FIRST

PLATFORMS

4. AUTOMATED
OPERATIONS

2. DISTRIBUTED EDGE
CLOUD

3. MASSIVELY SCALABLE IP SERVICE
FABRIC WITH NETWORK SLICING

5. CONNECTED SECURITY

Check out our other four solution pillars of Cloud + 5G + AI
and learn how they enable service provider business transformation.

www.juniper.net/5G

“By leveraging Juniper’s single, low-latency security 
platform, we can be confident, regardless of scale, that 
our 5G network will be secure now and into the future.” 

 Joaquin Mata, CTO, Telefónica Spain

Converging network and security
without compromising carrier-grade reliability or security    

Secure, assured
service experience

On-demand 
economics

Open, agile network 
architecture

Security Automation with ML 
to automatically detect and 
mitigate threats

Connected Security without 
performance penalty
line-rate security detection 
and mitigation at the edge

MX series
the only solution that converges 
routing and advanced security 
onto the same platform

SecIntel integrated 
with MX, QFX, SRX, EX, 
and Mist delivers real-time 
threat intelligence

Easy to extend security 
to the edge cost-efficiently 
at scale while centrally 
managing the policy

Physical-virtual parity 
of features and operations for 
best-fit deployment options

Easy scale up and scale out 
of security 

Connected Security 
safeguards users, apps 
and infrastructure 

Threat detection and 
policy enforcement 
across every point 
of connection

Open and programmable 
portfolio 
for best-of-breed solutions— 
MX and Corero TDD provide 
industry’s most scalable and 
cost-effective DDoS
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Centralized policy,
management and analytics

Enables threat detection 
and enforcement across firewalls, 

routers, switches, Wifi access points.

Open and programmable
portfolio for innovating best of

breed solutions with partners

Juniper Connected Security  
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