
 

5个理由 

立即获取 5G 就绪的云级安全性能。使用 SPC3 升级您的 SRX5000 防火墙。   

告诉你为何使用 Juniper 
Networks SPC3 服务卡升级

安全性能

5G 就绪的吞吐量性能。移动网络流量

每 18 到 24 个月翻一番。随着 5G 的到来，

我们将连接更多的设备和更多的应用程序，

甚至需要更高的带宽。不要让防火墙成为网络的

瓶颈。SPC3 将状态防火墙、CGNAT 和 IPsec 的 
IMIX 吞吐量性能提高了 11 倍。 

运维简单性。将 SPC3 添加到 SRX5000 
机箱时，不会中断服务。非常简单。您已经

建立了防火墙规则，SPC3 可以正常工作。由

于 SPC3 是服务卡，而不是新设备，因此无需更

新其他安全设备的规则。 

高级防御。SRX 系列网关与瞻博网络 Sky Advanced Threat Prevention 和瞻博网络高级威胁防御设备集成

在一起，可为 SRX 系列设备提供可行的安全情报，以针对与命令和控制 (C&C) 相关的僵尸网络和 Web 应用

程序威胁提供高级保护。有了 SPC3，现在您可以更快识别恶意软件。 

云级会话规模。在过去三年中，大部分

数据中心的连接性能需求都增加了 10 倍
以上。为了跟上这种增长，防火墙需要在连

接速率、并发会话和总会话数方面大幅提高性

能。SPC3 的设计正是为了帮助您解决多云时代

的这一挑战。 

投资保护。根据需要，逐步增加容量。SPC3 
和 SPC2 共存于同一 SRX5000 机箱中，因此

您可以扩展过去购买产品的价值。您还将节省

资本支出和运营成本。您的团队可以继续使用他

们在瞻博网络 Junos®  操作系统和 SRX 系列防火墙

方面的专业知识。 

5G 时代即将到来。物联网正在呈指数级增长。云应用程序无处不在。满足安全要求，同时跟上网络流量、 

连接设备和应用程序的快速增长，对于服务提供商和大型企业都至关重要。最新一代产品 Juniper Networks® 
SPC3 服务处理卡增强了 Juniper Networks®SRX5000 系列服务网关的性能，帮助您解决最苛刻的用例。 

SPC3 提供：
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