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MAJOR USE CASES AND TRENDS
IN ENTERPRISE AND MANAGED SERVICE PROVIDERS

Evolution to Cloud-based Services

 Enterprise Private Cloud
Cloud * Distributed Private Cloud
 Hybrid Cloud

Evolution to Cloud CPE and SD-WAN

Cam pus and * Cloud CPE: Virtualize Services Centrally (Virtual CPE) or Distributed (Universal CPE)
Branch  Self-Service Portals and Zero-Touch Deployment of CPE Devices

» SD-WAN: Dynamic Application-Aware and Performance-Aware Traffic Steering

Evolution to Software-Defined Network Security

* Fine-grained Segmentation with Policy-based Security
* Pervasive Threat Detection and Policy Enforcement Throughout the Network

Security

Evolution to DevOps Culture

* Rich Automation and Orchestration Frameworks
* Rich Real-time Telemetry and Analytics
» Wide Adoption of Open Source
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BRANCH CONSOLIDATION WITH CLOUD CPE
Bring Agility and Enhanced Customer Experience Utilizing Cloud Technology

Legacy Branch (PMO) Future Branch (FMO) with D-NFV

WAN Optimization
Router

NG Firewall

_‘ UTM Firewall

WLAN Controller

Switch

Expensive, complex all-in-one box or many
vendor inline boxes and cumbersome refresh
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SERVICE SIMPLICITY TO DELIVER BRANCH
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THIRD PARTY ECOSYSTEM
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ThousandEyes&

Extending Visibility from the WAN
to the Cloud

Nick Kephart, Sr. Director Product Management



About Us

We’'re a team of network experts,
committed to helping you best
connect your business

FOUNDED IN

2010
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San Francisco
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Relied on by networks everywhere
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SP Challenges & Opportunities in the Cloud Era

» Challenges:

— Shift to [aaS/SaaS favors Direct Internet Access (DIA) and SD-
WAN

— Cannibalization of profitable MPLS WAN services

* Opportunities:
— Act as custodians of the enterprise journey to the cloud
— Provide visibility into the “new normal” of the cloud
— Monetize catalog of virtual service add-ons
— Cross-sell cloud direct connect and other service offerings



Enterprises now live in an Internet-centric IT world

Business
Operations

Employee
Productivity

DDoS Attack Cloud Outages

[
Customer
Experience
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Yesterday: Enterprises with on-premises apps
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Today

H
Branch Offices

London o e e
Public Internet .

MPLS / VPN o
Chicago ® o o ¢

Data Center

Saas Provider CUStomers e e e

SanJose © o o

H ® _ HR

ITSM

Email

CRM

Account
portal

VolP

Tokyo 0*H+kH

Hong Kong o o ¢

Mobile Users o e o 0600

Gateway

HR
#o#ko

Email
CRM

© 2017 ThousandEyes Inc. All Rights Reserved.

13



Traditional monitoring is ineffective in this world
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Collect performance data from every perspective
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A unified view of performance from user to app

End-to-End Performance Data

App User Network Network Routing Device
Performance Experience Connectivity Topology Topology Performance

OIOIOIOIOIC
OaCa®

Enterprise, Endpoint and Cloud Agents
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ThousandEyes Enterprise Agent VNF
for Juniper NFX




ThousandEyes for Juniper Cloud CPE

Streamline Application Monitoring and Troubleshooting

ThousandEyes Enterprise Agents deployed on NFX250 branch routers provide
integrated network intelligence for Juniper’s leading NFV platform, Cloud CPE

Integrated with Juniper Cloud CPE Solution




ThousandEyes for Juniper Cloud CPE

Juniper-ThousandEyes Joint Solution Enables Time-Saving Automation

Leverage Contrail to rapidly instantiate a service chain combining ThousandEyes’
VNFs with Juniper’s vMX Virtual Routers and vSRX Virtual Firewalls

Portal — Contrail Service Orchestration & Portal
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Help Enterprises visualize their entire WAN
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Offer end-to-end transit and outage visibility

Qutage Detected {3 nodes) =

Network:  Hurricane Electric, Inc. (AS6939)

Affected Tests 3 Locations 2

Location
Mew York, Mew York, US

Ashburn, VA, US

S8o Paulo, Brazil .—

Miami, FL .—
Dallas, TX .— ———

Charlotte, NC

O

-
~ e

Hong Kong (@~ —
ESan Josa, CA .—

—
-

Amaterdam, Netherands .—

London, Uk (@—

Stockholm, Sweden .—

Dubin, Iretand  (D——

Interfaces 5

(2]

Interfaces

4

4

Atlanta, GA .
"

\/

LN

VAWV

© MNode (with loss)
100ge3-1.corel.nycd.he.net

5 traces terminate here

IP Addrass 184.105.223.166

Prefix 184.104.0.0M15

Network Hurricane Electric, Inc. (AS 6939)
Location Mew York, New York, US
Interface Type 100 Gigabit Ethernet

Part of Outage Hurricane Electric, Inc. (AS 6939)
Forwarding Loss 90% (131 of 146 packets)

Loss Frequency Low

Avg. Response B3.2Zms

Tests using this interface across all ThousandEyes customers

@ 100% affected
{5 total, 3 in this account group)

B 0% not affected

208.64.178.34

leserved.
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SaaS Performance Visibility

—

., VAQ\E@:‘\;.J: —




See app and network performance at a glance

& Availability

99.79% Mear 99 68% 99.66% Mean 99.88% Mean

Waeb - HTTP Server — Availability Web - HTTP Server — Availability Web - HTTP Server — Availability Waeb - HTTP Server — Availability
A 0.19 A 024 A 009 A 019

OWA Sharepoint Online OneNote Worg Online

1 Test « All Agents 1 Test « All Agents OnaNolae « All Aganis Word Online « All Agents

Ruponso Times - OWA Ruponu Tlmos Shmpoint Online

TTP Server Response Time « 1 Tesat Weab - HTTP Baf Re ea Tima = 1 Test

'8
\\/’

&

00O
00
Co®

°o g .}@

o0 o ® o0 o ©

W LULI 11IUUDAIIULYTD 1L, Al MUY MTDTI VU,



K4

Monitoring a SaaS application
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Correlate with network performance
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Correlate with network performance
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Infrastructure context across the WAN
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Easily define triggers to drive automation

Settings Notifications

Tests 3 of 12 tests selected

Agents All agenis

L L

All 3 conditions are met by at least

Available Bandwidth ¥ =

L1

2

agents

10

Mbps

ar

of 3 3 tlimes in a row:

Cancal Create New Alart Rule
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How the Comcast Outage Impacted
Internet-Based WAN Performance




Normal Internet traffic to branch

9 ho T hops
Path Visualization M
Showing: 3 of 10 Agents = (Show All) [ Mode labels Highlight nodes that match all / any
Grouping: Interfaces by IP Address Q

Highlighting:  Link Delay > 100 ms (0 links) +  Forwarding Loss >10% {0 nodes) «
Selecting: Click 2 node or link Quick Selection (1 info)

Winnipeg, Canada
.—p — — — -

7 - O Q) Foutie

Node
/ be-10817-cr01.seattle.wa.ibone.comecast.net

v

b /I

/ IP Address 68.86.84.206
e Prefix 68.86.80.0120
AN Metwork Comecast Cable Communications, LLC (AS 7922)
Vancouver, Cenada L Location Seattle, Washington, US
@Q— — — — 7 ? DSCP CS 1 (DSCP 8)
SES[HE WA Avg. Response 42.6ms
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Elevated rates of packet loss detected
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Traffic sent through Level 3 instead

Path Visualization e —
Showing: 3 of 10 Agents ~ (Show 3 selected only) (| Node labels Highlight nodes that match all f any
Grouping: Interfaces by IP Address « SN
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Network Level 3 Communications, Inc. {AS 3356)
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Forwarding Loss  20% (1 of 5§ packets)
Avg. Response 155 ms

ights Reserved.

32



Root Cause: Level 3 route leak

BGP Route Visualization

Showing: 3 of 29 Monitors = (Show All) Highlight nodes that match all f any
Related: Mone Q
Selecting: Click a node or link  Quick Selection (3 wamings) =

“ancouver

J356

1238

Stockion, CA
@ ULl 1TTIUUSAliuCyes 1. All Righ[S Reserved. 33



Find Out More At
https://www.thousandeyes.com/integrations/juniper
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