
The new addition to the JSA family helps to monitor device configurations by simulating changes to your network.

Juniper Networks® Secure Analytics (JSA) Risk Manager

Juniper Networks
Secure Analytics (JSA)

Risk Manager

For additional technical resources, please visit: www.juniper.net/documentation/

© 2017 by Juniper Networks, Inc. All rights reserved. Juniper Networks assumes no responsibility for any inaccuracies in this document. Juniper Networks reserves the right to change, 
modify, transfer, or otherwise revise this publication without notice.

2 3 4 5 6 7

TechLibrary Landing Page — JSA:

https://www.juniper.net/documentation/
en_US/release-independent/jsa/
information-products/pathway-pages/
jsa-series/product

JSA Product Page 
(data sheets, specs, etc.):

http://www.juniper.net/us/en/products-
services/security/secure-analytics/ 
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DAY ONE POSTER

JSA Risk Manager Policy Management displays details about 
policy compliance and policy risk changes for assets, policies, 
and policy checks.

Intelligent Policy Manager

JSA Risk Manager visualizes current and potential network 
tra�c patterns with a network topology model, based on security 
device configurations.

Network Topology Model

JSA Risk Manager Configuration Monitor reviews and compares device 
configuration, allowing you to enforce security policies and monitor 
device modifications within your network.

Configuration Monitor

JSA Risk Manager quickly flags out-of-policy tra�c based on security 
events and network flow data, providing interactive analysis of 
current and historical network activity.

Network Activity Monitor

Use simulations to define, schedule, and run exploit simulations 
on your network. You can create, view, edit, duplicate, and 
delete simulations.

Network Simulator

With JSA Risk Manager, you can:

• Monitor, discover, and prioritize vulnerabilities before sending alerts

• Visualize network tra�c patterns with a network topology model

• Enable risk-based remediation, facilitating compliance

• Centralize network security device management

• Model threat propagation and simulate network topology changes

You can prioritize your remediation tasks with valuable insights into
assets and vulnerabilities that are causing the most risk.
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