
© 2018 Juniper Networks Juniper Business Use Only

プロキシ環境でも容易に導入可能：
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本セッションの内容

✓

✓

✓

✓

イントロダクション： ①ユーザが本当に解決したいWANの課題
②ジュニパーの提供する2種類のSD-WAN

プロキシ環境におけるローカルブレイクアウト

アプリケーションQoSによるユーザ体感の向上

セキュリティ機能を組み込んだセキュアなSD-WAN

✓
クラウドベースの管理プラットフォーム
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SD-WANセミナー
イントロダクション

ユーザが本当に解決したい
WANの課題とは何か？
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SD-WAN再考

4

一般的にSD-WANによって次のような効果が期待できる、とされている。

✓ ZTPによる導入コストの軽減

✓ 運用管理コストの削減

✓ WAN回線のコスト削減

✓ アプリケーションの可視化と制御

しかし、実際に現場で話を伺う中で、期待値にギャップを感じることがある。
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SD-WAN再考（続き）

5

日々のセールス活動から、「WANに関する悩み」が見えてきたこと

日本では、WANとインターネット
の料金があまり変わらないな。。

その①：
WAN回線のコスト削減は、
SD-WANの購入動機になりません。

クラウドサービス導入後、
ネットワークが重くなったな。

その②：
クラウドアプリケーションを利用する
ユーザの体感を高めることが重要です。

SD-WANを導入したいが、
プロキシ設定を変更できないな。

その③：
PACファイルの変更やプロキシアドレスの
変更を求められ、SD-WANプロジェクトが
頓挫するケースが見られます。



© 2020 Juniper Networks, Inc. Confidential - All rights reserved
Juniper Business Use Only 6

ユーザ体感品質の改善と向上：
SaaS導入後、ネットワークが重くなった・・・この原因は何か？

プロキシ

ケース①
セッション数増大によるサーバの処理負荷

ケース②
バースト性トラフィック増大によるパケットの競合

ゲートウェイ

大量のセッションが発生し、
プロキシ等のサーバに
負荷が掛かる

クラウドからのダウンロード等、
バースト性トラフィック増加による
リアルタイム通信への影響
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SaaS導入後、ネットワークが重くなった・・・この原因は何か？
①アプリケーションの応答性能が低下する要因

メールやアプリケーションサーバを

クラウドに移行すると、インターネット
やWANトラフィックを管理する
セッションサーバの負荷が増大。

オンプレサーバの時と比べて、
クラウドサービスの応答性が遅くなる。

7
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SaaS導入後、ネットワークが重くなった・・・この原因は何か？
②ビデオ動画や音声通話が品質劣化する要因

クラウドにデータを移行すると、
WANに流れ込むトラフィック量が増大し、
タイムクリティカルなアプリケーションが
影響を受ける。

VoIPやオンライン会議の音声品質が
低下し、会話が聞き取り難くなる。

8
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ネットワークサービス事業者向けSD-WANのポイント：

9

従来型のつなげるだけの通信では、収益を上げられない。

✓ 柔軟な通信路の確立等、付加価値的なネットワークサービス

✓ 業務アプリのユーザ体感の向上

✓ 通信事業者が提供するSD-WAN新しいの収益モデルが必要
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UCPE:
SD-WANに付加価値をプラスした新しい収益モデル

✓ オフィスや店舗で役立つネットワーク機能を迅速にお客様サイトへ提供するサービス

✓ 自動化されたオーケストレーションプラットフォームにより、必要な機能を必要な時に利用

✓ 最新のアプリケーションをVNFサービスカタログで提供

✓ お客様サイトに複数の機器を設置する必要無し

ルータ

Firewall

スイッチ

LB

IPS
…..

WAN最適化

現状のブランチオフィス 次世代ブランチオフィス(uCPE)

uCPE装置

VNFカタログ

アプリケーションの自動配置
ユーザ独自のサービス

を提供可能
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SD-WANセミナー
イントロダクション

ジュニパーの提供する
2種類のSD-WAN
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２つのSD-WANオーケストレータ

エンタープライズのキャンパス & ブランチ サービス事業者および提供者

SaaS, PaaS, IaaS
パブリッククラウド

企業のサイト プライベートクラウド、
データセンタ

WAN最適化vSRX
仮想ファイアウォール

NFXシリーズ
セキュア&ユニバーサルCPE

SRXシリーズ
セキュアCPE

ジュニパーおよび
サードパーティVNF LTELTE

セキュア & ユニバーサルCPE

有線、およびワイヤレスアクセス

Mist WLAN AP
EXシリーズ

イーサネットスイッチ

Sky Enterprise
Contrail SD-WAN / SD-

Branch

エンタープライズWAN
および

SD-WAN

「エンタープライズSD-WANソリューション」 

簡易SD-WAN向け Full SD-WAN向け
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2つのSD-WANオーケストレータの棲み分け

エンタープライズ向け サービス提供者向け

管理ツール Sky Enterprise CSO

導入規模 小～中規模 中～大規模

管理対象機器 SRX, EX, Mist SRX, NFX, EX, Mist

アプリケーションベースルーティング サポート サポート（SLA対応可能）

アプリケーションQoS サポート サポート

マルチテナンシ サポート サポート

サービスチェイニング N/A サードパーティVNF

ダイナミック VPN N/A サポート

プレミアム WANサービス N/A サポート

ZTP サポート サポート

LTEオプション サポート サポート

セキュリティ、脅威対策オプション サポート サポート
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SD-WANセミナー
ソリューション紹介

プロキシ環境における
ローカルブレイクアウト
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アプリケーションの可視化とコントロール

入力 出力

App Tracking
• アプリ毎の通信を可視化

• ユーザやトラフィック動向を視認

App Firewall
• リスクのあるアプリをブロック

• ユーザ定義のポリシーを許可

App QoS
• 重要なアプリを優先

• 輻輳時は不要なアプリから廃棄

SSL Proxy • SSLパケットインスペクション

IPS / Sky 

ATP / UTM
• セキュリティ脅威をブロック

AppID

4,200以上の
アプリを識別

独自アプリも
追加可能
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利用しているネットワークが遅くなった原因の判別

アプリケーションの使用帯域、セッション数、使用したユーザを表示してみると・・・

OFFICE365-CREATE-CONVERSATION

12.3GB123456

12345612.3GB

OFFICE365-CREATE-CONVERSATIO

Takezawa

原因となっているアプリケーションや
ユーザを特定できます。
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利用しているネットワークが遅くなった原因の判別（続き）

DC

拠点A

拠点B Office 365

インターネット

SRX320

SRX300

業務アプリ・インターネット通信

Office 365通信

IP-VPN

帯域不足

スペック不足

トラフィック過多の原因

インターネット

✓ WAN回線の帯域不足？

✓ セッションサーバの性能限界？

✓ その他の原因？
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DC

拠点A

拠点B Office 365

インターネット

SRX320

SRX300

業務アプリ・インターネット通信

Office 365通信

✓ IP-VPN回線の増強は不要

✓ トラフィック過多の原因となっていたO365通信をインターネット回線へ負荷分散

✓ インターネットへのアクセスもFW経由なので問題なし

IP-VPN

セキュリティOK

帯域OK

負荷分散

他のアプリに影響を与えない

インターネット

ローカルブレークアウトの需要
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ローカルブレークアウトソリューションの課題

クラウド化が進む中で、DCに向かうトラフィック量が増大している。
インターネット回線を用意してトラフィックの負荷分散をしたいが、
Proxyサーバを導入しているため、Proxyサーバを経由しない設計は困難。
そのため、ローカルブレークのソリューションを導入できない。

DC

拠点A

拠点B Office 365

インターネット

業務アプリ・インターネット通信
Office 365通信

Proxy サーバ

インターネット

IP-VPN
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ローカルブレークアウトソリューションを導入できない原因

IP-VPN

Office 365

インターネット

Proxyサーバ
192.168.1.1

Office365の通信をインターネット経由にしても宛先経路がなく通信が成立しない！

200.xxx.xxx.xxx

Proxy環境では、クライアントは ProxyサーバのIPアドレスへ通信を開始する。
（宛先アプリケーションのIPアドレスではない。）
そのため、アプリケーションを判別してブレイクアウトしても通信が成立しない。

O365 Dst: 192.168.1.1

クライアントPCにとって
Office365の宛先はProxy サーバ

Dst: 192.168.1.1??
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ローカルブレークアウトソリューションを導入できない原因の解決

IP-VPN

Office 365

インターネット

ブレークアウトの対象となるアプリケーションの宛先を本来の宛先に変更する

200.xxx.xxx.xxx

アプリケーションを判別した後、ブレークアウト対象の通信について名前解決することで
到達すべき宛先IPアドレスに変更して通信が成立する。

O365 Dst: 192.168.1.1

クライアントPCにとって
Office365の宛先はProxy サーバ

Dst: 200.xxx.xxx.xxx

Proxyサーバ
192.168.1.1DNS
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ブレークアウトを実施する際の動作

クライアントPC

SYN-ACK 
SRC IP = External Proxy
DST IP = Client IP

SRX DNS

SYN Packet
SRC IP = Client IP
DST IP = External Proxy

ACK

HTTP Connect 
SRC IP = Client IP
DST IP = External Proxy
CONNECT office365.com:443
HTTP/1.1
Host: office365.com

CONNECT OK

Client Hello 

S1 (Client session)

対象アプリの場合
DNSで名前解決を実施して
サーバとコネクションを確立する

SYN Packet
SRC IP = Client IP
DST IP = O365

“Host”を参照して
ブレークの対象アプリかを判別

SYN-ACK 
SRC IP = O365
DST IP = Client IP

S2 (Proxy session)

ACK

Client Hello 

External proxy
データはIP headerの書き換えて
S1とS2の間をリレーする
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ブレークアウトしない際の動作

SRXとExternal proxyでtemporaryのセッションを作成
HTTP connect request をExternal proxyへforwardした後は
SRXは通信をインターセプトしない

クライアントPC

SYN-ACK 
SRC IP = External Proxy
DST IP = Client IP

SRX DNS

SYN Packet
SRC IP = Client IP
DST IP = External Proxy

ACK

HTTP Connect 
SRC IP = Client IP
DST IP = External Proxy
CONNECT juniper.net:443
HTTP/1.1
Host: juniper.net

CONNECT OK

Client Hello 

対象アプリでない場合
Pass through modeとして動作する

SYN Packet
SRC IP = Client IP
DST IP = External proxy

“Host”を参照して
ブレークの対象アプリかを判別

SYN-ACK 
SRC IP = External proxy
DST IP = Client IP

ACK

External proxy

HTTP Connect SRC IP = Client IP DST IP = External Proxy
CONNECT juniper.net:443 HTTP/1.1 Host: juniper.net

website
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ブレークアウトした通信ログの表示

ユーザ名 アクセス先

HTTPS（SSL）の通信でもアクセス先（URL）とユーザ名をログ出力することが可能。
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SD-WANセミナー
ソリューション紹介

アプリケーションQoSによる
ユーザ体感の向上
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ビデオ動画や音声通話が品質劣化する要因

DC

拠点A

拠点B

インターネット

IP-VPN

帯域不足

スペック不足
アプリケーションは増える一方

SaaSの普及に伴いWANに流れ込むトラフィック量が増大し

タイムクリティカルなアプリケーションが影響を受ける。
声が途切れて
話が聞こえん！VoIPやオンライン会議の音声品質が低下し、会話が聞き取り難くなる
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リアルタイム性の高いアプリケーションを最優先させ通信を制御

WAN

高品質な音声通信

オンラインストレージ

ウェブ閲覧

オンライン会議

SRXシリーズ

出力キュー

`パケット廃棄率Medium

パケット廃棄率 Low

パケット廃棄率 High

パケット廃棄優先度
PLPが低いほど
優先的に転送

High

Medium High

Medium Low

Low

良く聞こえる
ようになった！
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ユーザベースのアプリケーション制御

Office 365

インターネット

SRX

DC

IP-VPNCEO

▪全アプリケーション通信許可

▪ SkypeはIP-VPN経由で最優先

▪ O365はブレークアウト

ADサーバ

社員

▪アプリケーション通信は
IP-VPN経由のみで通信可能

▪ YouTubeの閲覧NG

連携

ユーザ属性とアプリケーションを条件に通信を制御
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ユーザベースのアプリケーション制御

QoSで対応

ブレークアウトで対応

ユーザ毎にアプリケーションをトラフィック制御
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カスタムアプリケーション

1010010011110010111101 0101100111101100111110

アプリケーション
トラッキング

カスタムシグネチャ
作成

SRXシリーズ

データ

ポリシー適用

アプリケーション
可視化

LBO

AppQoS

アプリケーションを識別して、ローカルブレイクアウトやアプリケーションQoSを適用
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カスタムアプリケーション（続き）

ジュニパーで定義していないアプリケーションも、ユーザで個別に定義および制御が可能

set services application-identification application CUSTOM-VIEW over SSL signature s1 member m01 context ssl-server-name

set services application-identification application CUSTOM-VIEW over SSL signature s1 member m01 pattern ".*¥juniper.net*"

set services application-identification application CUSTOM-VIEW over SSL signature s1 member m01 direction client-to-server
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ジュニパーSD-WANのアプリケーション制御

• プロキシ環境であってもネットワーク構成を変更せずにブレークアウトを展開

• プロキシサーバのアドレス変更不要

• PACファイルの変更不要

• タイムクリティカルなアプリケーションを最優先で転送

• ユーザとアプリケーションを紐づけることも可能

• アプリケーションを識別するシグネチャをユーザ側で定義

• 4,200種類以上あるアプリケーションに定義されていない通信でも
ユーザ側で個別に定義して制御することが可能
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SD-WANセミナー
ソリューション紹介

セキュリティ機能を組込んだ
セキュアなSD-WAN
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セキュリティ機能は標準搭載、オプションで追加可能

SRX 基本サービス

ファイアウォール
VPN 

（IPSec, SSL VPN）
ルーティング
（BGP, OSPF）

MPLS

NAT（アドレス変換）
冗長化

クラスタリング
On Board GUI オートメーション

次世代ファイアウォール機能

アプリケーションの
コントロールと可視化

ユーザーベース
ファイアウォール

統合脅威管理(UTM)

アンチウイルス

侵入防御(IPS) アンチスパム

ウェブフィルタリング

最新のセキュリティ情報

ボットネット/C&C

GEO-IP

カスタムフィード&

ターゲット型攻撃

アンチマルウェア
アンチゼロデイ

サンドボックス

回避型マルウェア防御

レポーティング&分析
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セキュアなSD-WAN: 追加ハードウェア不要でセキュリティを強化

Private WAN

本社 DC

拠点A

拠点B

SRX

SRX

SRX

業務アプリ・インターネット通信

Office 365ブレイクアウト通信

• Office365等クラウドアプリケーションの最適化
• 組込みファイアウォールおよびルーティング
• 脅威対策のセンサー（オプションサービス）

インターネット

インターネット

SkyATP

‘

追加のハードウェアは不要
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SD-WANセミナー
ソリューション紹介

クラウドベースの
管理プラットフォーム
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設定変更作業の課題&解決

CLIでの設定はスキルが必要

GUI環境では1つの設定を反映させるために
複数のメニューを変更する必要がある

ダブルチェックにかかる工数が増大

設定したい項目がGUIに実装されていない
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設定変更作業の課題&解決

ヒアリングシートの項目

設定項目 (拠点1) パラメータ

既存のプロキシサーバのアドレス 192.168.1.100

既存のプロキシサーバのポート番号 8080

ブレークアウトの対象となる
アプリケーション

office365-grp

インターネット回線の
デフォルトゲートウェイ

122.xxx.xxx.32

ユーザ側で定義する項目は少ない。

ユースケース#1

各拠点にSecure-web-proxyの機能を追加してO365のトラフィックをローカルブレークアウトさせる

設定項目 (拠点2) パラメータ

既存のプロキシサーバのアドレス 192.168.2.100

既存のプロキシサーバのポート番号 8080

ブレークアウトの対象となる
アプリケーション

office365-grp

インターネット回線の
デフォルトゲートウェイ

122.xxx.xxx.59
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設定変更作業の課題&解決

set services application-identification application-group office365-grp applications junos:EXCEL-ONLINE

set services application-identification application-group office365-grp applications junos:LYNC

set services application-identification application-group office365-grp applications junos:MICROSOFT

set services application-identification application-group office365-grp applications junos:MICROSOFT-LIVE-SERVICES

set services application-identification application-group office365-grp applications junos:MICROSOFT-UPDATE

set services application-identification application-group office365-grp applications junos:MS-ONENOTE

set services application-identification application-group office365-grp applications junos:MS-PLANNER

set services application-identification application-group office365-grp applications junos:MS-SWAY

set services application-identification application-group office365-grp applications junos:OFFICE-DOCS

set services application-identification application-group office365-grp applications junos:OFFICE365-CREATE-CONVERSATION

set services application-identification application-group office365-grp applications junos:ONEDRIVE

set services application-identification application-group office365-grp applications junos:OUTLOOK

set services application-identification application-group office365-grp applications junos:OWA

set services application-identification application-group office365-grp applications junos:POWER-BI

set services application-identification application-group office365-grp applications junos:POWERPOINT-ONLINE

set services application-identification application-group office365-grp applications junos:SHAREPOINT-ONLINE

set services application-identification application-group office365-grp applications junos:SKYPE

set services application-identification application-group office365-grp applications junos:WINDOWS-AZURE

set services application-identification application-group office365-grp applications junos:WINDOWS-MARKETPLACE

set services application-identification application-group office365-grp applications junos:WORD-ONLINE

set services application-identification application-group office365-grp applications junos:YAMMER

set services web-proxy secure-proxy profile office365-proxy proxy-address external_proxy ip ProxyServerIPaddress

set services web-proxy secure-proxy profile office365-proxy proxy-address external_proxy port ProxyPort

set services web-proxy secure-proxy profile office365-proxy dynamic-web-application-group Application

set security address-book global address PROXY-SERVER ProxyServerIPaddress

実際に必要な設定項目

運用者が設定する項目は多い。
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設定変更作業の課題&解決

set security application-tracking

set security advance-policy-based-routing tunables max-route-change 0

set security advance-policy-based-routing profile office365-local-breakout rule r01 match dynamic-application-group Application

set security advance-policy-based-routing profile office365-local-breakout rule r01 then routing-instance APBR

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match source-address any

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match destination-address PROXY-SERVER

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match destination-address-excluded

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match application any

set security advance-policy-based-routing from-zone Trust policy NON-PROXY then application-services advance-policy-based-routing-profile office365-local-breakout

set routing-instances APBR instance-type forwarding

set routing-instances APBR routing-options static route 0.0.0.0/0 next-hop GWIPaddress

set routing-options interface-routes rib-group inet RIB_GROUP

set routing-options rib-groups RIB_GROUP import-rib inet.0

set routing-options rib-groups RIB_GROUP import-rib APBR.inet.0

実際に必要な設定項目（続き）

設定が複雑なため、スキルのある運用者でないと設定が難しい。
設定変更のダブルチェックに時間がかかる。。
複数拠点に設定を反映させるにはさらに時間を要する。。。
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設定変更作業の課題&解決

テンプレート運用による設定変更作業のフロー

1:  テンプレートを適用させる対象を選択 （対象はデバイス、拠点、タグ単位で選択可能）

2:  適用するテンプレートを選択

3:  （オプショナル）設定を反映させる日時を指定

4:  デバイスごとに異なる変数を入力

5:  設定変更後のレポートを作成
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設定変更作業の課題&解決

1: テンプレートを適用させる対象を選択。対象はデバイス、拠点、タグ単位で選択可能

各CPE FWには”DeviceA”といったタグを紐づけている
この場合、各拠点のCPE FWを選択していることと同義
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設定変更作業の課題&解決

2: 適用するテンプレートを選択
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設定変更作業の課題&解決

3: （オプショナル）設定を反映させる日時を指定
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設定変更作業の課題&解決

4: デバイスごとに異なる変数を入力

選択されたテンプレート

Tag: DeviceAに紐づいたデバイス

192.168.1.100 8080

office365-grp 122.xxx.xxx.163

ヒアリングシートの内容を入力するだけ
ダブルチェックも簡単

192.168.2.100
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設定変更作業の課題&解決

set services application-identification application-group office365-grp applications junos:EXCEL-ONLINE

set services application-identification application-group office365-grp applications junos:LYNC

set services application-identification application-group office365-grp applications junos:MICROSOFT

set services application-identification application-group office365-grp applications junos:MICROSOFT-LIVE-SERVICES

set services application-identification application-group office365-grp applications junos:MICROSOFT-UPDATE

set services application-identification application-group office365-grp applications junos:MS-ONENOTE

set services application-identification application-group office365-grp applications junos:MS-PLANNER

set services application-identification application-group office365-grp applications junos:MS-SWAY

set services application-identification application-group office365-grp applications junos:OFFICE-DOCS

set services application-identification application-group office365-grp applications junos:OFFICE365-CREATE-CONVERSATION

set services application-identification application-group office365-grp applications junos:ONEDRIVE

set services application-identification application-group office365-grp applications junos:OUTLOOK

set services application-identification application-group office365-grp applications junos:OWA

set services application-identification application-group office365-grp applications junos:POWER-BI

set services application-identification application-group office365-grp applications junos:POWERPOINT-ONLINE

set services application-identification application-group office365-grp applications junos:SHAREPOINT-ONLINE

set services application-identification application-group office365-grp applications junos:SKYPE

set services application-identification application-group office365-grp applications junos:WINDOWS-AZURE

set services application-identification application-group office365-grp applications junos:WINDOWS-MARKETPLACE

set services application-identification application-group office365-grp applications junos:WORD-ONLINE

set services application-identification application-group office365-grp applications junos:YAMMER

set services web-proxy secure-proxy profile office365-proxy proxy-address external_proxy ip 192.168.1.100/32

set services web-proxy secure-proxy profile office365-proxy proxy-address external_proxy port 8080

set services web-proxy secure-proxy profile office365-proxy dynamic-web-application-group office365-grp

set security address-book global address PROXY-SERVER 192.168.1.100/32

拠点1に反映された設定
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設定変更作業の課題&解決（続き）

set security application-tracking

set security advance-policy-based-routing tunables max-route-change 0

set security advance-policy-based-routing profile office365-local-breakout rule r01 match dynamic-application-group office365-grp

set security advance-policy-based-routing profile office365-local-breakout rule r01 then routing-instance APBR

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match source-address any

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match destination-address PROXY-SERVER

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match destination-address-excluded

set security advance-policy-based-routing from-zone Trust policy NON-PROXY match application any

set security advance-policy-based-routing from-zone Trust policy NON-PROXY then application-services advance-policy-based-routing-profile office365-local-breakout

set routing-instances APBR instance-type forwarding

set routing-instances APBR routing-options static route 0.0.0.0/0 next-hop 122.xxx.xxx.32

set routing-options interface-routes rib-group inet RIB_GROUP

set routing-options rib-groups RIB_GROUP import-rib inet.0

set routing-options rib-groups RIB_GROUP import-rib APBR.inet.0

実際には複雑な設定が投入されているが、
運用者が設定しているのは赤字の変数のみ

拠点1に反映された設定（続き）
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設定変更作業の課題&解決

5: 設定変更後のレポートを作成

実際に反映された設定内容とログを
PDFでレポート
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設定変更作業の課題&解決

テンプレートの作成方法

set services web-proxy secure-proxy profile office365-proxy proxy-address external_proxy ip {{ ProxyServerIPaddress }}

set services web-proxy secure-proxy profile office365-proxy proxy-address external_proxy port {{ ProxyPort }}

set services web-proxy secure-proxy profile office365-proxy dynamic-web-application-group {{Application }}

set routing-instances APBR routing-options static route 0.0.0.0/0 next-hop {{GWIPaddress}}

set xxxxxxxx

その他、固定値はそのまま入力 ユーザ個別のパラメータを{}で囲うだけ

{ }で囲った項目がSky EnterpriseのGUIに反映される
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設定変更作業の課題&解決

ヒアリングシートの項目

設定項目 (拠点1) パラメータ

ブレークアウトの対象となるアプリケー
ション

Gsuite

ユースケース#2

ローカルブレークアウトの対象にG-Suiteを加えたい

設定項目 (拠点2) パラメータ

ブレークアウトの対象となるアプリケー
ション

Gsuite
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設定変更作業の課題&解決

テンプレートの適用先は全拠点のCPE FW

G-Suiteを定義したテンプレート

拠点ごとに異なる設定は存在しないため”No input required”と表示される

設定を反映
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クラウドベースの管理システムSky Enterpriseの日本語化
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言語切替
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ジュニパーが提供するSD-XXソリューション：

ユーザ体感の向上

• アプリケーションの可視化とトラフィックコントロール

プロキシ環境への対応

• PACファイルやプロキシを変更せず、簡単に導入可能

組込み型のセキュリティ

• 境界セキュリティおよび標的型攻撃対策

• ネットワークのあらゆる接続ポイントで脅威をブロック

クラウドコントローラで一元管理

• ネットワークデバイスの追加、操作、設定変更

• セキュリティ、スイッチ、および無線LANの一元管理 FY20 Q2
予定
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