
プロキシ宛の
Office365通信を

識別してブレイクアウト

PACファイルの
設定変更は不要
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Office365導入後、セッション数の
急増により、応答性能が低下しているが、 
プロキシ環境のためブレイクアウト
による対処ができない

課題１
オンラインストレージからファイルを
ダウンロードすると、回線帯域が
圧迫され、 音声通話が途切れる

課題2

ジュニパー 簡易SD-WANソリューション
プロキシ通信のブレイクアウト機能、

ユーザー体感が向上するアプリケーションベースQoS

ネットワーク構成を変更することなく、プロキシ通信をブレイクアウト

クラウド導入後に以下の課題をお持ちの方は、是非お声掛けください。

対策2 ユーザーとアプリケーションを識別して、トラフィックを優先制御


