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SRX300 Series, SRX550 and SRX1500

SRX> 1) —X

All-in-one routing, switching and next generation firewall in a
single platform

Support variety of WAN & POE Interfaces

Security for every layer with MAC-Sec, IPSec, Application
Security, IPS, UTM and Sky ATP

Targeted for
Secure Router/SD-WAN
Remote office firewall

Managed CPE for SPs

SRX1500
1GE Ports 8 (2SFP) | 8 (2SFP) 16 8srp) | 16(8sFp) | 104 sFp) 16 (4 sFp)
10GE Ports 0 0 0 0 0 4 (sFP+)
MAC Sec Ports | 2 2 16 16 NA NA
POE Ports 0 6 0 0 32(GpPIM) | O
MPIM slots 0 2MPIMs | 4MPIMs |4MPIMs | 2MPIMs | O
GPIM Slots 0 0] 0 0 6GPIMs | O
SSD slot No No Yes Yes Yes Built-in
R. PSU No No No Yes Yes Yes
Routing 800 Mbps | 800 Mbps | 1.6 Gbps | 2.3 Gbps | 3.0 Gbps | 5.0 Gbps
Firewall 500 Mbps | 500 Mbps | 1.1 Gbps | 1.7 Gbps | 2.3 Gbps | 5.0 Gbps
IPSec 100 Mbps | 100 Mbps | 200 Mbps | 300 Mbps | 300 Mbps | 1.4 Gbps
SDWAN 80 Mbps* | 80 Mbps* | 160 Mbps | 240 Mbps | 240 Mbps | 1.0 Gbps*
NGFW 100 Mbps | 100 Mbps | 200 Mbps | 300 Mbps | 400 Mbps | 1.5 Gbps

SDWAN = Routing + Firewall + APBR + CSO (MPLSoGREolPSec)

NGFW = App Firewall + IPS + URLF + Logging

© 2019 Juniper Networks

*Estimated, subjected to change
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NFXI 1) —X

NFX150 Series and NFX250 Series

« Highly flexible runs Juniper and non Juniper services (3"
party VNFs)

« Support modern & legacy interfaces (via SFPs)
* Native support for advanced security services

* Targeted for
« Secure Router /SD-WAN
« SD-WAN
* Universal CPE for multiple services

NFX150 NFX150 NFX150 NFX250 NFX250

C-s1 C-S1(E)-AE S1(E) S1(E) S2
Processor 4C Atom 4C Atom 8C Atom 6C Xeon 6C Xeon
RAM 8G 8G(16G) | 16G(32G) | 16G(32G) | 32G
Storage 100G 100G 200G 100G (200G) | 400G
1GE Ports 4 4 4 10 (2sFp) 102sFp)
10GE Ports 2 (SFP+) 2 (SFP+) 2 (SFP+) 2 (SFP+) 2 (SFP+)
Built-in LTE No Yes No No No
Expansion slot 0 0 2 0 0
Routing 600 Mbps | 600 Mbps 1.0 Gbps 5 Gbps 5 Gbps
Firewall 600 Mbps 600 Mbps 1.0 Gbps 5 Gbps 5 Gbps
IPSec 250 Mbps 250 Mbps 400 Mbps 1.2 Gbps 1.2 Gbps
SDWAN 250 Mbps | 250 Mbps | 400 Mbps | 1.2 Gbps 1.2 Gbps

*Max projected throughput targeted in Junos 18.4R1 release

SDWAN = Routing + Firewall + APBR + CSO(MPLSoGREoIPSec)
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Datacenter / Cloud
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