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APBR (AppRoute)

D APBR ZFAT BIZIE. BIZTSAEV ARSIV A= ILENTWEIRHELAHYET,
FGAEREZEALTWAWNES(X,. KEARICFSATILSAE AR HY . LTOAET
A B3—2yMEBETOA D O—KMNA[EETT,

user@SRX> request system license update trial

Tt ADHER
user@SRX> show system license

License usage:
Licenses Licenses Licenses Expiry

Feature name used installed needed
idp-sig 1 1 0 2012-02-08 00:00:00 UTC
appid-sig 0 1 0 2012-02-08 00:00:00 UTC
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APBR (AppRoute)

@ IDP ZLTEASN TS5 A (X, application-identification #5 >O0—K§2LENHYET,
CNEITIICIE. ROOATREFERALET

user@SRX> request services application-identification download

Ay A—RKR DRERR
user@SRX> request services application-identification download status
Downloading application package 2157 succeed

CODOHERESX IDP EEBICHERTAEE . VT R FrIXRODAETEHYO—RTEET,

user@SRX> request security idp security-package download

Ao O0—RIRRDRERR

user@SRX> request security idp security-package download status

Done; Successfully downloaded from(https://services.netscreen.com/cgi-bin/index.cgi).
Version info:2102 (Wed Jan 21 12:05:38 2011, Detector=11.6.140110920)
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APBR (AppRoute)

BEEHERTD 21— 09 5ICIE. ROZBEEEBMLETS,
f5l: 36 FFfEEICE#H

user@SRX# set security idp security-package automatic interval 36 start-time 12-21:02:00

AppID 5 2 FX¥ZERDAIVRTAVAM—ILLET .

user@SRX> request services application-identification install
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APBR (AppRoute)

@ routing-instance, & U routing-instance 1233 3L —T1V T EEE

user@SRX# set routing-instances RI-1 instance-type forwarding

user@SRX# set routing-instances RI-1 routing-options static route 0.0.0.0/0 next-hop 192.168.112.1

@ APBR O7R774)LZE4ERKL. routing-instance ~E|| 2

user@SRX# set security advance-policy-based-routing profile PROFILE match dynamic-application
Jjunos :NICONICO-DOUGA

user@SRX# set security advance-policy-based-routing profile PROFILE match dynamic-application
Jjunos :NICONICO-DOUGA-STREAM

user@SRX# set security advance-policy-based-routing profile PROFILE match dynamic-application
Jjunos :NICONICO-DOUGA-UPLOAD

user@SRX# set security advance-policy-based-routing profile PROFILE then routing-instance RI-1

® ®xa)T4V—2IZERLTI=- APBR JOJ74ILEE|Y

user@SRX# set security zones security-zone trust advance-policy-based-routing-profile PROFILE

® TI4ILEDIL—IEERZE. routing-instance D IL—F 42T F—TILIZAR—F

user@SRX# set routing-options interface-routes rib-group inet APBR-GROUP

user@SRX# set routing-options rib-groups APBR-GROUP import-rib RI-1.inet.0
user@SRX# set routing-options rib-groups APBR-GROUP import-rib inet.0
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APBR (AppRoute)

REDHR
user@host# show
security {
advance-policy-based-routing {
profile PROFILE ({
rule R1 {
match {
dynamic-application [ junos:NICONICO-DOUGA junos:NICONICO-DOUGA-STREAM
Jjunos :NICONICO-DOUGA-UPLOAD ];
}
then {
routing-instance RI-1;

}
zones |
security-zone trust {
advance-policy-based-routing-profile ({
PROFILE;
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APBR (AppRoute)

X TEDHEE
routing-options {
interface-routes {
rib-group inet APBR-GROUP;
}
rib-groups {
APBR-GROUP ({
import-rib [ RI-1.inet.0 inet.0 ];

routing-instances {
RI-1 {
instance-type forwarding;
routing-options {
static {
route 0.0.0.0/0 next-hop 192.168.112.1;
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APBR (AppRoute)

“OZOaFEOVYT RTFRF v aINTNSEZTER

user@host> show services application-identification application-system-cache
Application System Cache Configurations:

application-cache: on

cache-entry-timeout: 3600 seconds

pic: 0/0

Logical system name: O

IP address: 111.119.22.166 Port: 80 Protocol: TCP
Application: HTTP: Encrypted: No
Classification Path: IP:TCP:HTTP:NICONICO-DOUGA
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APBR (AppRoute)

Rule match success. Route modified DAY AN EF LTSI LEFEE

user@host> show security advance-policy-based-routing statistics
Advance Profile Based Routing statistics:

Session Processed: 326

ASC Success: 208

AppID Requested:
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