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SRX Series  
Security Services

Security Intelligence
• Command and Control 
(C&C), anti-bot
• Web application protection
• GeoIP based policy 
enforcement
• Custom and third-party 
data feeds for advanced 
anti-malware and threat 
protection

Application Security
• Identifying apps
• Tracking app usage
• Enforcing policies based 
on app
• Prioritizing traffic, rate 
limiting and traffic shaping 
based on app information 
and contexts

IPS

User/Role-based  
Firewall

UTM
• Antivirus
• Antispam
• Enhanced Web 
   Filtering
• Content Filtering

© 2014 by Juniper Networks, Inc. All rights 
reserved. Juniper Networks assumes no 
responsibility for any inaccuracies in this 
document. Juniper Networks reserves the 
right to change, modify, transfer, or otherwise 
revise this publication without notice. 
 
ISBN: 978-1-936779-97-0	    3 4 5 6 7

EDGE DATA CENTER CORE

Single Operating System: Junos Integrated Routing, Switching, and Security Modular Architecture

 
Centralized Management: Junos Space Security Director

Higher operational efficiency
Carrier-grade reliability
Unprecedented scale

100 GbE connectivity option
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BRANCH

300G

All-in-one security and networking
Multiple connectivity options, including 4G LTE WAN
Industry-leading partnerships for stronger protection

Adaptive security intelligence via Spotlight Secure plus 
NGFW services
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